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 Abstract 

The reliability can be defined as to carry out predefined requirements in a predefined duration. 

The importance of reliability analysis increases day by day as the customers become more 

conscious about a product or service which they buy. The application area of reliability analysis 

is very wide. Any product\ system or service including smart grids can be subject of the 
reliability analysis. As power system technology and computer science improving, the concept 

of smart grids begins to take part in our lives. Therefore, it is very essential to make reliability 

analysis for smart grids. In this paper, reliability analysis methods applied to smart grids are 

focused on and the classifications in reliability analysis have been explained. Besides, 
distribution networks reliability concept and different methods such as simulation and analytical 

approaches to assess the reliability have been introduced. The applications of these methods on 

smart grids are well explained. In addition to these, smart grids and conventional grid is 

compared. Different approaches such as tree analysis, failure mode effect analysis, Markov 
process and Monte Carlo simulation methods are carried out with wind turbines. The strengths 

and weaknesses of each method were evaluated. 
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1. INTRODUCTION 

 In engineering, design of a product targets to satisfy minimum level of service and safety throughout its 

lifetime. Since design process includes many uncertainties, it is a difficult task. These uncertainties may 

lead to under or over design solutions. Reliability is the ability to meet specific requirements under a 

specified period [1] . It is an extensive term that concentrate on the capability of a product to conduct its 

intended function. Reliability could be described as the possibility that an item will maintain to conduct its 

intended function without failure for a predetermined period of time under described conditions. The 

product can be any item such as electronics card or a mechanic device, a mobile application, a 

manufacturing operation etc. 

The methods that used in reliability assessment create theoretical framework in order to evaluate 

uncertainties in a very detailed decision plan. The main goal of reliability analysis methods is to evaluate 

the capability of overall design or the design’s any part to preserve its safety and to continue to operate in 

its lifetime [2].  
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The reasons that show the importance of reliability assessment on a product can be listed as follows 

[3]: 

 Reputation: Prestige of a company is directly proportional to reliability of its product. 

 Customer Satisfaction: Customers are not satisfied fully if they buy reliable product. On the 

other hand, they are absolutely disappointed if the product which they buy is unreliable. Thus, 

reliability plays major role in customer pleasure. 

 Warranty Costs: If a device is broken while under warranty, the manufacturer has to spend 

money for its repair or replacement. Also, device and company may acquire bad reputation. 

Therefore, it is worth to note that investing on reliability analysis can save companies from 

unexpected cost and prevent from losing their prestige.  

 Repeat Business: Spending more time and effort to improve reliability of product proves that 

the company trust their product, care client satisfaction and ensures future business potential. 

 Cost Study: Companies could obtain reliability data and merge this with other cost items to 

indicate how their product has advantageous in terms of cost. Initially, the cost of the product 

or device would be increased due to additional cost of reliability analysis. However, it saves 

more than spent on, because of less repair and maintenance cost.  

 Customer Requirements: Nowadays, huge amount of clients claim that manufacturers should 

put efficient reliability program into action because same clients had a chance to use reliability 

analyzed product. 

 Competitive Advantage: Tremendous amount of manufacturers will announce its estimated 

reliability data to get acquire an advantage over its rivals who either may not announce their 

data or have lower data. 

 

 Nowadays, reliability analysis in smart grids is among the very popular studies [4] - [7]. Smart grids is 

a type of grid that is created by combining the traditional grid with communication technology which 

enables two-way communication between producers and consumers [8]. Transforming traditional grid into 

smart grid is a crucial and important step since smart grid contains modern technologies within itself. These 

technologies vary in wide range and they can solve a lot of problems that could not be solved in 

conventional grid and they can improve the performance of the subsystems of conventional grid. For 

example, situation awareness and the quality of the service and resiliency in case of malicious attacks can 

be improved with smart grids [9]. 

 Reliability analysis is evaluated as one of the most essential attributes in smart grids [10]. Smart grid 

promises a well aware grid that connects every role player thanks to the implementation of modern 

technology into the grid. In addition to this, smart grids may have more renewable energy resources that 

strongly depend on weather conditions with respect to conventional grid and this leads to fluctuations on 

electricity generation that is unwanted by transmission system operator. These type of improvements make 

smart grids more valuable but also vulnerable at the same time. In order to prevent this, reliability analysis 

methods must be employed more frequently. 

 Thus, in this paper, the reliability analysis and reliability evaluation methods applied to smart grids is 

explained. Both simulation and analytical approaches to assess the reliability have been introduced and 

their applications on smart grids are discussed.  

 This paper is organized as follows. In Section 2, system classifications in reliability analysis is discussed 

in details. Section 3 explains reliability analysis approaches. Lastly, reliability evaluation methods applied 

to smart grids are given in Section 4.  

2. SYSTEM CLASSIFICATIONS IN RELIABILITY ANALYSIS 

 Classifying principal fields in reliability analysis is quite difficult since reliability analysis involves 

many different topics. Thus, to gather these topics under a single roof is burdensome. A topic of a discipline 
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may be seen as quite meaningless by another discipline. Therefore, a random discipline is selected to show 

system classification.  

 The concept of reliability analysis can be organized by three distinctive aspects in power systems. These 

are adequacy, security and quality. 

 The adequacy may be defined as the capability of the power systems to supply the 

aggregate power and energy requirement of all clients in the grid and by doing this, 

transmission system operator has to consider possible outage of grid equipment such as 

transformer, transmission line or whole power system [11]. 

 The security can be defined as the capability of the power systems to cope unforeseen 

disturbances such as outage of electricity grid equipment or lightening that leads to short 

circuits on transmission lines [11]. 

 The quality can be defined as the measurement of grid frequency and grid voltage [12]. It 

is expected that the frequency should be 50 Hz and the line-to-neutral voltage at distribution 

level should be 230 V in Turkey.  

Reliability in power systems could be split into two perspectives namely utility perspective and customer 

perspective. Figure 1 depicts that the classification of the reliability for power systems [13]. 

 

Figure 1. Perspective of on the reliability 

  

Different perspectives can be defined by different interpretations. From customer side, the power system 

reliability is interested on customer end-use patterns. Indeed, what things are important for customers is 

related with the quality of the voltage and the grid frequency. In addition to these, another criterion for 

customers is duration and recurrence of electricity interruptions during a period. Thus, any interruption in 

electricity grid is abominable for them even if the duration of the interruption is quite short. On the other 

hand, utility perspective is differing from the customer perspective as specified previously. For utility 

perspective, the reliability is linked to both distribution side which overlaps with customer side and 

production side consisting of generation, transmission and distribution parts [14]. 

Utility perspective could be divided into two topics as the planning and operation. Additionally, the 

topic of planning can be sectionalized into three subtopics. These are generation, distribution and fuel 

supply. Generation is associated with the production of electricity and reserve margin. Reserve margin is 
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described as the percentage by which the installed capacity of a country’s electricity power plants outpaces 

the peak load. Spare capacity is essential to provide that the supply of electricity is well enough to meet 

demand from customer side for any condition regardless of how weather is or unforeseen an outage of 

400/154 kV transformer [15]. The quality of electricity distribution is related with lastingness of electricity 

supply. Supply continuousness is evaluated by the frequency and duration of the outages. Supply 

continuousness could be counted as reliability of delivery. Multiple factors can be used to assess the 

continuity of supply for transmission and distribution parts of the electricity grid. The last topic of planning 

section is the adequacy of energy supply capability. A system could be utilized to have not enough resource 

that will be used in electricity generation or energy supply ability as following situations exist and the 

forecasted energy shortage upon the demanded energy will equal or exceed 10 percent of the customer side 

then normal daily net energy for load, or will cause demand side to be unable to meet its energy 

requirements based upon use of all of the otherwise available resources and such energy deficiency will 

want the demand side to drop loads to end use clients [16]. Electricity grid operation from point of utility 

view includes quite different topics. The studies of these topics is quite time consuming because they are 

very technical problems and therefore reliability analyses of these are challenging. These topics are 

stability, security, equipment reliability, spinning and hot start reserves, zone control, harmonics, and load 

shedding in case of low frequency, automatic load and generation rejection.  

On the other hand, customer perspective includes service curtailment. The service curtailment can also 

be split into many subcategories such as frequency, duration timing (day, week, month etc.), magnitude 

(partial or total), advance notice, persistence and coverage. 

3.RELIABILITY ANALYSIS APPROACHES 

Reliability assessment methods could be split into two main categories. These are the simulation 

methods and the analytical methods. Analytical approaches found on mathematical models which are used 

to evaluate reliability of the system factors by employing direct mathematical solutions. The primary 

analytical approaches are the analysis of fault tree, failure mode effect and critically analysis and the 

Markov model methods. On the other hand, the simulation methods could be split into the subset and the 

line sampling approaches. Analytical approaches are applicable for simple systems, nonetheless, it is hard 

to evaluate the reliability of complicated systems. A mathematical model of the system reliability is created 

and reliability index is determined of the load point and the overall grid in analytical approach. In addition, 

simulation approaches approximate the complete system-reliability factors by imitating real progress of the 

system and arbitrary behavior. The most commonly employed simulation approach is the Monte Carlo 

approach [17]. 

 

3.1. Monte Carlo simulation approach 

The Monte Carlo simulation method could be employed in order to predict the factors by simulating 

the actual progress and arbitrary behavior of the grid [18]. This approach could be split into two methods. 

These methods are the sequential simulation and the random sampling approaches. The sequential 

simulation could be conducted by forming a serial of events by employing arbitrary values, and its 

probability distribution variables define the time for every component state. The sequential simulation 

approach could be split into two subclasses, too. These subclasses are the fixed interval technique and the 

next event technique. For both methods time is advanced. The difference between them comes from the 

way they handle advancing the time. In the fixed interval technique, time is advanced according to fixed 

steps. On the other hand, time is advanced according to occurrence of the next event in the next event 

technique. Principally, the random sampling approach is faster than the sequential approach and is suitable 

as the component failure states and repair states are autonomous [19]. Arbitrarily produced failure examples 

and recovery times that strongly depend on the probability distribution of the supplied statistical data are 

used to determine numerical outputs for reliability factors. By replicating the progress with new arbitrary 

numbers that are taken from input probability distributions, new probable numbers for reliability factors 
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are determined. Once huge amount of iterations are made, the anticipated reliability of the system is 

determined, where the numbers determined for every reliability factor could be characterized via 

probability distribution for this factor [20]. 

The Monte Carlo simulation methods have also been divided into different groups by considering 

approaches that are employed for the sampling. Three widely used sampling approaches used in the Monte 

Carlo simulation can be listed as the state sampling approach, the system state transition sampling approach 

and the state duration sampling approach. The state sampling approach is in non-sequential form. In this 

approach, the status of each component is decided by considering an evenly distributed arbitrary variable 

that varies zero and one. In case of the arbitrary variable is bigger than the failure probability, the component 

is counted as up state, else it is in down state. The complete system state at every node in time is the merging 

of all component states. One of the major disadvantages of this approach is the approach does not take the 

time to repair of the system components into consideration. In the state transition sampling method, the 

changeover possibility from one of the state to other state is evaluated for sampling. The first step of this 

method is to assume that all components are in upstate in the beginning, the second step is calculation of 

system state duration of each component, and the third step is system state transition [21]. Lastly, the state 

duration sampling depends on the duration of up and down states. This approach can be evaluated as 

applicable to decide the duration of components states in a historical way [22]. In this method, there are 

two states that are success state donating as “1” and failure state donating as “0”. Figure 2 depicts two-state 

reliability model. Here,  and µ represent failure rate and repair time, respectively. The state duration 

distribution function of the state duration sampling approach is generally assumed as exponential [23]. 

 

Figure 2. Two-State reliability model 

3.2. The fault tree analysis method 

The fault tree analysis method is commonly employed in risk and reliability analyses. The fault tree 

analysis investigates possible root causes that lead to the failure. In other words, the fault tree analysis 

describes actions that may lead to an unwanted failure in a grid. It reflects the connection between 

component failure and product [24]. Thus, by acquiring the possibilities of the causing actions, one could 

finish up evaluating the comprehensive possibility of the fundamental failure action [25]. 

Fault trees are constructed by employing gates and events. Frequently, fault trees are consisted of 

“AND” and “OR” gates, associating the events towards the origin of the failure. In case of a group of 

actions plays role in the top failure to occur, these actions are tied by employing an “OR” gate. In case of 

all actions would have to become true so that the main failure occurs, these all actions are tied by an “AND” 

gate. The reasons that leads to these actions are evaluated separately. Nonetheless, the enlargement of the 

tree is tied on how much exhaustive data are accessible from the past of this component [26]. The fault tree 

analysis method is not preferred as more precise reliability assessment is desired [27]. 

3.3. The fault tree analysis method 

Failure mode and effect analysis (FMEA) could be evaluated as a progress of ranking vital parts of a 

device or product. By applying FMEA, one can acquire information about how a component could be failed 

and the repair duration of this component [28]- [29]. FMEA shows that which component or components 



650                                                             Melih BİLGEN, Necmi ALTIN / GU J Sci, Part C, 9(4): 645-660 (2021) 

 

are affected negatively if a component is removed deliberately. For example, all components are removed 

one by one of a power electronics board and other component’s situations are observed. After that, a list 

that shows which components are critical is made. This progress has been used in very wide range of area 

such from power electronics boards to air planes [30]. 

After deciding failure stages the fundamental computation procedure includes 3 steps: 

 The possibilities of the failure stages occurrences have to be decided. They could be acquired 

from the past data for the broken parts. After that those possibilities are classified and appointed 

an extended value with the minimum value for the least possible division. 

 The rate of harshness of every failure stage is appointed and extended to the device thanks to 

the outcomes of the failure and destruction level. 

 Another extended value is appointed to the fault detection probability with the minimum value 

to the most expected disclosure of the failure. 

3.4. Markov process method 

A Markov process is a stochastic progress. The prospect behavior is just dependent on the current 

situation and it does not depend on historical data. A Markov modelling is commonly described by a cluster 

of discrete stages. At each stage, some probable events exist and these characterize the shifting between the 

present and the next stage of the progress. On the other hand, it is considered that time interval that 

represents each stage is exponentially distributed. In addition to this, shifting between the states are 

described by employing a transition rate matrix for a continuous time Markov modelling [31]. Because the 

grid topology is changed dynamically, it is essential to form the matrix repeatedly. Therefore, the Markov 

Process is fit for the grid with simple topology [13]. 

Markov process method could be employed in order to assess power system reliability. For component 

stage, a state space depiction consists of 2 stages as up and down. Up means that it is working, on the other 

hand down means it is not working. This simple model is defined as binary-state model, and can be broaden 

to comprise certain state addictiveness. Extensive models of power systems are qualified to evaluate 

degradation states, analysis, and distinct kinds of overhaul and fixes for a more correct depiction of the 

components in a real system [32]. 

Markov processes could be employed as Markov Decision processes (MDP) to appoint optimum 

determinations at distinctive stages. Markov Decision processes could be employed to model an ambiguous 

dynamic system where a serial of determinations have to be done over time with ambiguous results. There 

is an accolade related to each stage and operation done for this stage. Every operation done can either 

become an accolade or resulted in a cost. Therefore, in MDP, the aim is to get an optimal serial of actions. 

Thus, the expected accolade becomes maximum for a specified time period. 

In addition to fault tree analysis, FMEA and Markov process methods, many different analytical 

methods employed in reliability assessment i.e. Minimum Cut-set method, Network Reduction method. 

Those methods consist of cutting down the number of pieces, by gathering series or parallel components in 

a body. The essential analytical equations consist cutting down of two pieces in series or cutting down of 

two pieces in parallel into single equivalent pieces as depicted in Figure 3 where  and µ represent the 

failure rate and repair time respectively [33]. 
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Figure 3. The equivalent system 

For series, 

λ𝑒𝑞 = λ1 + λ2       (1) 

r𝑒𝑞 =
λ1r1+λ2r2+λ1λ2r1r2

λ𝑒𝑞
      (2) 

For parallel, 

λ𝑒𝑞 =
λ1λ2(r1+r2)

1+λ1r1+λ2r2
       (3) 

r𝑒𝑞 =
r1r2

r1+r2
       (4) 

The main disadvantage of an analytical method for reliability assessment is factors are mean values, 

and the failure and repair times are confined to be exponentially distributed. 

4.RELIABILITY EVOLUTION METHODS APPLIED TO SMART GRIDS 

Smart Grids includes wide range of features such as monitoring electricity transmission and 

distributions, accomplishing customer electricity management, assuring electricity transmission and 

distribution reliabilities and comprising two legs of at electricity distribution level. This legs are metering 

and engineering. One of vital topics for the electricity utilities in all around the world is the development 

of electricity submission reliability and presentness. The recent top performance calculation and 

communications technologies have had delivered new occasions for smart grids and been progressing rapid 

electromagnetic transient assessment permit on-line reaction to the electricity grid faults and the avoidance 

of interruptions [34]. The vision of the smart grids is the agenda for the advancement of the adequate, 

reliable and protected electricity transmission grid [35]. 

To develop electricity grid reliability, it is essential to establish more reliable system equipment, 

develop system topologies, employ remote controlled grid stations, coordinate the protection in case of 
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facing over voltage and establish the equipment for rapid and reliable fault location and after fault period 

optimization. The number of faults is decreased considerably thanks to those precautions, and in the event 

of fault, they permit to decrease the time to detect the fault location, diminish the interruption costs for the 

clients and optimize the rebuilding of the electricity system activity. 

With Smart Grids, recent technologies start to play role in electricity grid such as two-way 

communication. Two-way communication provides a connection between generation side and consumption 

side. This system could manage the client’s electrical devices such as white goods to save energy, decrease 

electricity expense, develop quality of power. Also, this is valid for the transmission and distributions sides 

of the grid. By connecting distributed energy resource to smart grids the obstacles between electricity 

producers and consumers are eliminated thanks to flexibility and reliability [34]. Conventional electricity 

grid and smart grid is compared in Table 1 [36]. 

The main studies associated with reliability of smart grids concentrate on methods providing the 

reliability of the grid rather than estimating the prospect failures [37]. It makes sense when the overall 

topics of the reliability engineering and their precedence are evaluated. Additionally, smart grids could be 

accepted as a new technology if we compare it with conventional grid, and from the industrial perspective, 

it is logical to concentrate on improvement of methods developing the resilience and security of the smart 

grid. 

Nonetheless, number of researchers have studies and suggested approaches for reliability assessment 

of smart grid. The authors of [38] suggested a method for reliability assessment of the protective systems 

in smart grid design. Continuous Time Markov process is employed for capturing the grid architecture and 

behavior specification. After that, probabilistic model checker is used to decide the possibility of these 

stages of the network which are evaluated as not reliable. 

Table 1. Comparison of conventional grid and smart grid 

 

Conventional Grid Smart Grid 

Electromechanical structure Digital structure 

Directional communication Bidirectional communication 

Centralized generation Distributed generation 

Poor number of sensors Sensors all around 

Monitoring manually Self-monitoring 

Manual restoration Self-healing 

Failures and blackouts Adaptive and island mode 

Confined control Common control 

Confined options for clients A lot of options for clients 

 

A reliability assessment of the smart grid wireless communications system within advanced metering 

infrastructure (AMI) is proposed in [39]. The system has a hierarchic architecture involves home-area 

network (HAN), neighborhood-area network (NAN), and wide-area network (WAN). A service area is split 

into numerous subareas. In any sub-area, there are numerous homes where white goods are used in it. A 

smart meter is established in every home to predict and plan the power-expenditure of devices. The 

reliability is described by the availability by employing the average time between failures and average time 

between fixes. It explicit the possibility that the smart meter could transmit power demand to the demand 

management system.  
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In [40], the reliability is described by the possibility of availability. Combination of the Markov chain 

and reliability block diagrams are employed to model the network. First one is employed in order to capture 

the dynamic behavior of the network and the second one captures the architecture of the network. 

Theoretically, their approach permits analysis of the all smart grid physical infrastructure. It is concentrated 

on AMI analysis. The advantage of this method is that it is less dependent on to model which has 

complicated interdependencies between its components. 

Stochastic Petri Nets (SPN) is employed in order to assess availability and reliability of a control system 

networks in the smart grid in [41]. In the control center, SCADA devices and some other servers are 

connected with local area networks (LANs), which are preserved by the firewalls. In case of any device in 

this room is failed or affected by cyber-attacks, they could be fixed immediately through user interface. 

Furthermore, substitute servers could be employed in order to develop the reliability. Also, all control center 

all around the region or country are connected with secured WANs. Field employees could log into the 

other facilities’ networks apart from control centers to repair broken devices.  

Reliability and resiliency analysis method with one Static Synchronous Series Compensator is 

suggested and tested on a simple IEEE 9-bus test system in [42]. The model employs Markov Imbeddable 

Structure (MIS) model which fits for assessment of systems with the interdependent equipment. The MIS 

model needs description of “Functional” and “Failed” stages of the network, and calculates the network 

reliability as the possibility of being in one of the “Functional” stages. 

A method of smart grid reliability assessment which employs the fault injection into the physical and 

control layer of the smart grid is suggested in [43]. A grid which includes flexible AC transmission systems 

(FACTS) equipment which controls the flow of the power on power lines is assessed in [43]. The authors 

of this paper analyze a case that a fault injected to a flow algorithm at the flexible AC transmission systems 

equipment spreads all over the system and leads to grid deficiency. 

In [44], the reliability of smart grid is examined under different weather conditions at different 

locations. In this study, it is explained how varying weather conditions affects the reliability modelling and 

analysis in smart grids negatively. To overcome these negative effects a new approach which is called as 

Boolean logic driven Markov process is developed. According to this method, the reliability of subsystems 

such as distributed generation, system with energy storage device and solar PV plant and wind generator is 

assessed individually. The subsystems can be evaluated without the effect of weather, without smart grids 

components, with smart grid components, under normal weather influence, with the smart grid components 

and under stormy weather. For reliability, factors evaluated are availability and unavailability of the power 

supply to the specific customer – industrial, commercial, or residential. The consequences depict the 

development of the reliability factors with the smart grid technologies and the effect of the weather. The 

weather, as anticipated, affects smart grid’s reliability negatively. 
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Figure 4.  Standard wind turbine’s fault tree 

The reliability assessment analysis is made for wind turbines by employing different reliability 

approaches i.e. fault tree analysis, failure mode effect analysis, Markov process and Monte Carlo simulation 

in [45]. In this study, it is claimed that the reliability of a wind turbine could be decided by using past failure 

data of its parts employing Fault Tree analysis. Figure 4 depicts suggested fault tree for the wind turbine 

which includes reasons of main failure. The failures are so crucial that the failure of each part could prevent 

operation of the wind turbine. For this reason, these components are tied by “or” gates in the schema. Each 

of the failure leads to farther delve into to get the failure stages related to each failure. Nonetheless, the tree 

enlargement depends on the number of accessible past data regarding wind turbines. Wind turbines’ failure 

data prerequisite for creating reliability model. These failure data then could be classified according to wind 

turbine types, so it could be get more accurate reliability model and have a chance to compare them. Another 

classification could be split failure data into months for the reliability analysis evaluation. 

Figure 5 depicts the conventional FMEA study process of a wind turbine [46]. Nonetheless, employing 

FMEA on wind turbines could bring some defects. First of these defects is that particular rating scales for 

wind turbines have to be defined, otherwise other rating scales that belong to non-wind turbine devices 

have to be employed. Second defect is that huge amount of different wind turbine types and structures in 

the market. This makes appointing the same rating values for all of them impossible. For instance, let us 

assume a direct drive wind turbine’s synchronous generator and a fixed speed wind turbine’s induction 

generator are failed. The cost of repair of synchronous generator is usually more expansive than induction 

generator’s. Also, the damage of synchronous generator is harsher. Another topic of the method is that the 

assessment risk priority number (RPN) could not segregate between a highly serious but low possible 

failure stage and a less serious with higher accruing possibility. To solve these problems,  [45] suggested a 

modified progress for failure mode effect analysis which the prioritization of the failure stages is based on 

values representing the cost outcomes. 
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Figure 5.  FMEA process for a typical wind turbine 

Markov Process could be employed in wind turbine reliability in order to model the time domain 

operation of a set of wind turbines by paying regard to failure and fixing that wind turbines, fluctuating in 

wind velocity, and the load profile [45]. Calculating the reliability of a wind farm over time is useful for 

predicting long-term electricity generation in addition to short-term operations. It has to be done especially 

in the unregulated electricity market where wind farms exploit the cost advantage. 2-state Markov process 

is employed to present devices such as wind turbine in order to assess wind plants’ reliability. These states 

are ‘working” and “failure”. If this model is employed in wind plant and if the number of wind turbines in 

this plant is k, then total states will be 2k. As you guess a typical wind plant consists of multiple wind 

turbines, therefore the number of states are increased significantly. In this paper, a Markovian model is 

employed in order to work on availability and reliability of wind plant due to the fluctuations in wind 

velocity and load alteration for any time interval. This model is evolved by assuming that all turbines in a 

wind plant are same model. Wind plant modelling is made by employing Markov Chain with (k+1) number 

of states. These states symbolized the number of operating wind plants at any time. Kendall-Lee notation 

of this birth and death process is M/M/S/GD/N/N. M/M are used to indicate failure and repair. “S” is used 

to indicate the number of parallel repair crew. “GD” is used to indicate failed turbines waiting times are 

based on general queue discipline. The first of “N”s indicates that if wind turbines are failed, fixing progress 

has adequate capacity. Lastly, the second of “N”s indicates the number of similar wind turbines established 

in the wind plant. Figure 6  depicts the schema of this modeling. Here,  represents failure and  represents 

are fixing rates. In order to clarify the fixing rates, by assuming that k number of failed wind turbines was 

fixed together. Thus, the fixing rate is 𝑘 × 𝜇.  
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Figure 6. Rate diagram for wind plant Markov model 

In [45], it is discussed that, as well as analytical methods, Monte Carlo simulation method could be 

employed in wind turbine reliability analysis. Figure 7 depicts the diagram of a single wind turbine model 

which is employed to predict output power by considering wind velocity probability distribution. The 

advantage of the method is independency form the wind velocity or wind turbine type. No matter how wind 

velocity is and what type of wind turbine is, the system could be modelled via computer program by 

employing block diagrams. Actually, for any time period, a wind velocity is produced by changing the 

position of the block in the diagram. The decision block conducts according to the definitive power curve 

of the wind plant to decide the amount of power that will be produced by depending on wind velocity. The 

simulation is conducted for several iterations and the mean anticipated power produced by the plant is 

computed as well as its confidence span. The anticipated mean wind energy is computed by multiplying 

the anticipated produced power by the number of wind turbines. 
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Figure 7. Wind turbine model for output power estimation 

4.CONCLUSIONS 

In this study, reliability analysis, system classifications in reliability analysis and evaluation methods 

applied to the smart grids are introduced. Since system classification in reliability analysis for each 

discipline can be very different from each other, the classification is made by considering the power system. 

The basic concept of distribution grids reliability and different simulation and analytical methods to assess 

the reliability have been explained. Analytical approaches often determine the system topology and input 

values, and then create a mathematical model of a system to evaluate the reliability. Simulation approaches 

such as Monte Carlo can determine the indices by simulating the probabilistic and arbitrary behavior of the 

systems. Therefore, the problem is treated as a series of experiments instead of considering the analytical 

models of the systems. The main weakness of simulation methods is that to obtain an acceptable level of 

the accuracy of the performance indices a huge amount of experiments need to run. Due to the long 

computational time, simulation approaches are not as popular as analytical approaches. Managing the smart 

grids are less difficult since the reliability of smart grids are higher and also they are more transparent with 

respect to conventional grid. The smart grid permits combining different electricity generation plants and 

guarantee reliable electric power supply for clients. Several reliability analysis methods are given for wide 

range of smart grid applications such as protective systems in smart grid infrastructure, smart grid wireless 

communications system to support demand side management within advanced metering infrastructure and 

control system networks in the smart grid. Also, a new method called Boolean logic driven Markov process 

is introduced. This method can be used for the situations like varying conditions in order to assess reliability 

analysis in smart grids. Four different approaches namely fault tree analysis, failure mode effect analysis, 

Markov process and Monte Carlo simulation methods are exemplified on wind turbines to improve the 

understanding of readers. 
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