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ABOUT

Journal of Diplomatic Research (JDR) is an international peer-reviewed academic journal published electronically
on a biannual basis by the Association for Research on Diplomacy (DARD). Concordantly, JDR is open to all
original studies on international relations, political science as well as theoretical, historical and methodological
studies on diplomacy.

GOAL AND SCOPE

The goal of JDR is to present to the audience the studies on diplomatic history, diplomacy theories, diplomacy
studies with quantitative, qualitative and integrated research methods, military diplomacy as well as other
interdisciplinary diplomatic research and book reviews.

In this context, JDR stands as an international peer-reviewed academic journal bringing together scientists
analyzing the phenomenon of diplomacy from all perspectives.

Diplomatic history, diplomatic theory and new diplomacy types form the primary area of investigation. Principally,
JDR presents to its audience the information and understanding in the framework of:

Structural problematiques of the subject of diplomacy, latest understandings, theories and concepts on diplomacy, traditional
research on diplomacy, diplomacy law and history, case studies on diplomatic processes and negotiations, application of
various research methods on diplomatic research

TYPES OF ARTICLES

JDR accepts four different types of articles and book reviews. The articles include:

Original/Research Article: It is a scientific research article explaining an original argument, event or behavior from
a specific theoretical perspective by using accurate methodologies. It is aimed to justify a general or a specific
behavior based on the methods used, i.e. quantitative, qualitative or integrated methods. The primary objective of
original articles within the scope of diplomatic research is to use primary data and appropriate methodology. This
type of original and research articles is encouraged by the journal.

Review Article: This type of studies intended merely for introductory purposes, present an extensive summary
on a specific event, phenomena or field. Following an extensive literature review with the purpose of informing
audience on any subject related to diplomacy, these studies evaluate the current status of events, phenomena or
the field. These studies research out to a wide audience and form the basis for original/research articles on the
same subject.

Case Study: This type of studies involves the analysis of single cases or the comparison of different cases of similar
nature intending to explain various outcomes of such a comparison. Case studies with an appropriate method
presents to audience different perspectives and contributes theoretically to the field.

Methodological Study: These studies aim to test a specific method used in different disciplines or currently used in
other fields of social sciences in the context of this specific field of research. The original methodologies of various
fields such as anthropology, statistics, psychology and mathematics can be used in research on diplomacy.

Book Review: This type of studies aims to form a view on newly published books with a potential to contribute
greatly to the field literature, identify differences and similarities with previously published books, and fill in the
gap in the literature.

SUBMISSION GUIDELINES
% Articles and book reviews submitted to JDR should comply with APA 6 submission guidelines. Endnote or
Mendeley APA 6th applications are suitable with the submission guidelines of the JDR. Detailed information
on our journal listed below.
% The main text should include the following format: 1.5 line spacing, Times New Roman with 11 type size.
% Information on the type of the submitted work and the word count should be stated at the top left corner of
the main text.
* Word counting includes bibliography and appendix: Number of words for submissions are as follows:
original/research article 6.000-10.000, review article, 5.000-8.000, case studies 5.000-8.000, methodological
studies 6.000-10.000, book reviews 2.000-4.000.
% Each paper must include 150 words English and Turkish written abstract and 750 words extended English
summary if the paper was written in Turkish language.

** References
Authors should comply with the draft of American Psychological Association (APA) publication guideline. Link
for APA guideline: www.apastyle.org

* Bibliography
Bibliography should include all the sources referenced to in the text. Journal and book titles should be in italic
font. Bibliography should be in alphabetical order by author’s surname. If reference is given to the same author’s
different works, a chronological order (most recent work first) should be followed. Page numbers should be
provided for periodicals and chapters in edited books.



HAKKINDA

Diplomasi Arastirmalari Dergisi - Journal of Diplomatic Research (JDR), Diplomasi Arastirmalar1 Dernegi (DARD)
tarafindan elektronik ortamda, yilda iki kez yayinlanan, uluslararasi hakemli bir akademik dergidir. Bu baglamda
JDR, uluslararast iligkiler ve siyaset bilimi basta olmak tizere diplomasi alanina iliskin kavramsal, teorik, tarihsel
ve metodolojik tim 6zgiin calismalara agiktir.

AMAC VE KAPSAM

JDR'nin amaci diplomasi tarihi, diplomasi teorileri, nicel, nitel ve karma arastirma yontemlerini kullanan diplo-
masi arastirmalari, askeri diplomasi ve diger interdisipliner diplomatik arastirmalar ile kitap incelemelerini, aka-
demik bir okuyucu kitlesi ile bulusturmay1 amac edinmistir. Bu baglamda JDR, kapsaml: bir ¢ercevede diplomasi
olgusunu tiim agilardan inceleyen bilim insanlarimin bulustugu uluslararasi hakemli akademik bir dergidir. Dip-
lomasi tarihi, teorisi ve yeni diplomasi ttirleri odakli ¢alismalar JDR'nin temel inceleme alanini olusturmaktadir.
En temel anlamda JDR, okuyuculara asagida belirtilen cercevede bilgi ve fikir sunmaktadir:

Diplomasi konusunun temel problematikleri, diplomasi tizerine en son fikirler, teoriler ve kavramlar, klasik dip-
lomasi calismalari, diplomasi hukuku ve tarihi, diplomatik stirecler ve pazarliklarla ilgili vak’a analizleri, farkl
arastirma metotlariin diplomasi arastirmalarina uygulanmasi

JDR, yukarida belirtilen cercevede tarih, siyaset bilimi, uluslararasi iliskiler, hukuk, iktisat, cografya, antropoloji,
psikoloji, yontembilim ve ilgili diger alanlarin katkisina agik olup, bu alanlarin akademisyenlerinin birlikte hazir-
ladig1 calismalar tesvik edilmektedir.

MAKALE TURLERI

JDR, dort tiir makale ve kitap incelemelerini kabul etmektedir. Makale cesitleri:

Orijinal Makale Caligmasi: Ozgiin bir fikri, olay1 ya da davranisi uygun bir metodoloji kullanarak, belirli bir teorik
perspektifle aciklayan bilimsel aragtirma makalesidir. Nicel, nitel ya da karma yontemler kullanilarak hazirlanan
bu calismalarda, kullanilan metoda gore genel ya da spesifik bir davranisin agiklanmasi amaglanir. Diplomasi
aragtirmalar: kapsaminda orijinal makalelerin, birincil verinin kullanilarak hazirlanmasi ve uygun bir metodoloji
kullanilmas: oncelikli amagtir. Dergi kapsaminda bu tiir orijinal makale calismalar tesvik edilmektedir.

Inceleme Makalesi: Bu tiirden caligmalar belirli bir olaya, olguya ya da alana giris mahiyetinde olup, kapsamli bir
6zet sunar. Diplomasi konusunu iceren herhangi bir konuda okuyucuyu bilgilendirme amagch genis bir literatiir
taramasi sonrasinda, olayin, olgunun ya da alanin halihazirdaki durumu degerlendirilir. Bu ttirden ¢alismalar
genis bir okuyucu kitlesine ulasir ve o alanda yapilacak orijinal arastirma makaleleri i¢in altyapiy1 olusturur.
Vaka [ncelemesi: Bu tiir calismalar, tek bir vak’ay1 ya da birbirine benzer nitelikli iki vak’anin mukayesesini igererek
birbirinden farkli sonuglarin nasil meydana geldigini aciklar. Uygun bir metotla yazilan vak’a incelemeleri, oku-
yucuya farkli perspektifler sunabilecegi gibi, teorik olarak da alana katkida bulunmaktadir.

Metodolojik Caligma: Farkl disiplinlere ait ya da halihazirda sosyal bilimlerin diger alanlarinda kullanilan bir me-
todun, alanda kullanilarak test edilmesi amaciyla hazirlanmis ¢alismalardir. Diplomasi arastirmalarinda antropo-
loji, istatistik, psikoloji ve matematik gibi bir¢ok alanin 6zgiin metotlari, bu kapsamda kullanilabilir.

Kitap Kritigi: Bu tur calismalar, alan literatiirtine katki saglayacagi umulan kitaplar hakkinda fikir belirtmek, alan-
da kendisinden onceki kitaplarla farklarini, benzerlikleri ve literatiirde gordiigii boslugu aciklamak amaciyla ya-
zilr.

YAZIM KURALLARI
* JDR’ye, gonderilen makale ve kitap incelemeleri, APA 6 yazim kurallarina uygun olmalidir. Endnote ya da
Mendeley APA 6th uygulamalar: JDR'nin kabul ettigi yazim kurallaria uygundur.
% Gonderilen calismalar 1,5 satir araligi, 11 punto ve Times New Roman yazi karakterinde yazilmalidir.
% Gonderilen her bir ¢alismanin sol iist kosesine, yukarida bahsedilen makale tiirii ve kelime say1s1 yazilma-
lidar.
% Kelime sayilar1 kaynakea ve diger ekler dahil hesaplanir: orijinal arastirma makalesi 6.000-10.000, inceleme
makaleleri, 5.000-8.000, vak’a incelemeleri 5.000-8.000, metodolojik calismalar 6.000-10.000, kitap incelemeleri
ise 2.000-4.000 kelime araliginda olmalidir.
** Her bir calisma icin 150 kelimelik Tiirkce ve 1ngilizce ozet, eger calisma Ttirkge ise 750 kelimelik genisletil-
mis Ingilizce 6zet gonderimi gerekmektedir.

Ornek yazim kurallart:

% Atiflar
Yazarlar, yararlandig1 kaynaklarin atif yaziminda Amerikan Psikoloji Birligi (APA) yayin kilavuzu taslagina uy-
malidir. APA Kurallarina asagidaki web adresinden ulasilabilir www.apastyle.org

* Kaynakca
Kaynakga, metin iginde atif yapilan kaynaklarin tamamin icermelidir. Dergi ve kitap isimleri italik olmalidir.
Kaynakga, yazar soyadina gore alfabetik olarak siralanmalidir. Bir yazara ait birden fazla esere atifta bulunul-
mussa yazarin eserleri, en yakin tarihli olandan en eski tarihli olana dogru kronolojik olarak siralanmalidir. Stireli
yayinlar ve derleme kitaplardaki makaleler i¢in sayfa numaralar1 belirtilmelidir.
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As the Editorial Board, we are proud to present our latest issue of the Journal of Diplomatic
Research (JDR) under the aegis of the Association for Research on Diplomacy (DARD).

As a result of an intense working process, our new issue has emerged. In this issue, with the
decision of our referees and the editorial board, it has been decided to publish 1 article in
Turkish and 3 articles in English that we think will contribute to the discipline of diplomacy
studies and international relations.

In the first article titled “How does the European Union Contribute to Peace?: A
Comparative Discussion”, Pinar SAYAN brings into question the effect of peaceful solutions
of the European Union for international disputes through the examples of the Western
Balkans and Turkiye.

In the second article, Erjada PROGONATI unfolds a new perspective to political science and
international relations and focuses on the chaos theory in his work titled “Chaos Theory And
Political Sciences”.

In the third article, Fatih Basar KUTLU analyzes the effect of “cyberspace” to the relations of
NATO and the EU that have more conventional problems between, and to their politics in
general in his work titled “A New Field Between Two Old Allies: Cybersecurity Approaches
of EU and NATO (2016-2020)".

In the final article, Serhat GUZEL examines the politics of Russia and Germany prior to
the First World War and their failure to reach the pre-determined goals by means of the
“Coward Chicken Game” model in his work titled “Almanya ve Rusya’nin Birinci Diinya
Savasi Oncesi Politikalariin Korkak Tavuk Modellemesi Kapsaminda Incelenmesi ve
Avrupa Guivenlik Mimarisine Etkisinin Analizi”.

Last but not least, I would like to extend my gratitude to scholars who meticulously
reviewed the submitted articles, all our authors who contributed to our journal with
their studies, and also the technical team responsible for the preparation of our journal’s
publication.

Assoc. Prof. Oner AKGUL
Chief Editor
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Diplomasi Arastirmalar1 Dernegi tarafindan yayinlanan Journal of Diplomatic Research-Dip-
lomasi Arastirmalar1 Dergisi'nin yeni sayisini, editdr kurulu olarak sizlerle paylasmanin
gururunu yasilyoruz.

Yogun bir ¢alisma stirecinin sonucu olarak diplomasi ¢alismalar: ve uluslararasi iliskiler
disiplinine katki saglayacagini diistindtigtimiiz yeni sayimizda hakemlerimizin ve editor ku-
rulumuzun karariyla 3 Ingilizce ve 1 Tiirkge olmak iizere 4 makalenin yaymlanmasina karar
verilmistir.

[lk calismamizda Dr. Ogr. Uyesi Pmar SAYAN, “How does the European Union Contribute
to Peace?: A Comparative Discussion” makalesiyle AB'nin uyusmazliklarin bariscil yollarla
¢oztimiinde kullandig1 yontemlerin etkinligini Bat1 Balkanlar ve Tiirkiye 6rnekleri tizerinden
tartismaya agcmuistir.

Ikinci calismamizda Dog. Dr. Erjada PROGONATI, “Chaos Theory And Political Sciences”
makalesiyle kaos teorisinin sosyal bilimlere ve siyaset bilimine getirdigi yeni bakis agisini
gozler dntine sermistir.

Uciincii calismamizda Fatih Bagsar KUTLU, “A New Field Between Two Old Allies: Cyber-
security Approaches of EU and NATO (2016-2020)” makalesiyle, NATO ve AB gibi gelenek-
sel sorunlar yasayan iki orgiitiin stiregelen sorunlarindan ziyade “siberuzay” yaklasimlar1
incelenerek, bunun iliskilerini nasil etkiledigi analiz edilmistir.

Son calismamizda Serhat GUZEL, “ Almanya ve Rusya’nin Birinci Diinya Savast Oncesi Poli-
tikalarmin Korkak Tavuk Modellemesi Kapsaminda incelenmesi ve Avrupa Giivenlik Mima-
risine Etkisinin Analizi” makalesiyle Almanya ve Rusya’nin Birinci Diinya Savasi 6ncesinde
izledikleri politikalar1 ve savas sonrasinda farkli dinamiklerle de olsa amaclarina ulasama-
malarini “Korkak Tavuk Oyunu” modellemesiyle incelemistir.

Son olarak dergimize degerli calismalariyla katkida bulunan basta yazarlarimiz olmak tizere,
titizlikle hakemlik yapan hocalarimiza ve dergimizin yayina hazirliindan sorumlu teknik
ekibe tesekkiirlerimi sunar, iyi okumalar dilerim.

Dog. Dr. Oner AKGUL
Bas Editor



How does the European Union Contribute to Peace?: A
Comparative Discussion’

Avrupa Birligi Barisa Nasil Katki Saglhiyor?: Karsilastirmali Bir
Tartisma

Pimnar SAYAN™

“Dr. Ogr. Uyesi, Beykoz Universitesi, Siyaset Bilimi ve Uluslararasi {liskiler Bolimii

E-mail: sayan.pinar@gmail.com

ORCID: orcid.org/0000-0001-6108-7224

Abstract

The European Union (EU) has a variety of mechanisms for contributing to the peaceful resolution of disputes. In this article, I leave
traditional tools such as diplomacy, or peacekeeping aside and identify the mechanisms it uses for the accession countries. I argue
that the European Union uses four mechanisms of conditionalities, direct imposition, connecting, and legitimizing to contribute to
the peaceful resolution of disputes. By discussing the effectiveness of these four mechanisms based on case studies in the Western
Balkans and Turkey, I argue that although the European Union may achieve more rapid and concrete results with conditionalities,
direct imposition, and to a lesser degree with legitimizing; a long-lasting contribution to the peace can only be secured through
connecting. However, connecting mechanism is the most difficult to implement and also to measure, as it involves long-term
transformation.

Keywords: The European Union, peace, disputes, Western Balkans, Turkey.

Oz

Avrupa Birligi uyusmazliklarmn bariscil yollarla ¢oztimiine katki sunmak icin gesitli yontemler kullanmaktadir. Bu makalede,
diplomasi ya da baris giicii gibi geleneksel yontemleri bir kenara birakarak, aday tilkeler icin kullandig1 yontemleri tanimlayacagim.
Avrupa Birligi'nin uyusmazliklarin bariscil yontemlerle ¢oziimii i¢in kosulluluk, dogrudan empoze etme, bag kurma ve
mesrulastirma olmak {izere doért yontem kullandigimi 6ne stirmekteyim. Bat1 Balkanlar ve Tiirkiye vakalari temelinde bu dort
yontemin etkinligini tartisarak, Avrupa Birligi'nin kosulluluk, dogrudan empoze etme ve bir dereceye kadar mesrulastirma ile
daha hizli ve somut sonuglar elde etme potansiyeli olmasma ragmen, barisa daha kalic1 katkiy1 ancak bag kurma yoéntemi ile

saglayabilecegini savunuyorum. Fakat, bag kurma yontemi uzun stireli bir dontistimii icerdigi icin ayn1 zamanda uygulamasi ve
Slgmesi de en zor yontemdir.

Keywords: Avrupa Birligi, baris, uyusmazliklar, Bat1 Balkanlar, Ttirkiye.

To Cite This Article/Bu Makaleye Atif I¢in: Sayan, P. (2023). How does the European Union Contribute to Peace?: A
Comparative Discussion. Journal of Diplomatic Research, 5(1),

Makale Gonderilme Tarihi:
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the views of any of these institutions.
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Introduction

On 9 May 1950, Robert Schuman famously
explained the reasons for founding a European
Coal and Steel Community (ECSC) “The solidarity
in production thus established will make it plain
that any war between France and Germany
becomes not merely unthinkable, but materially
impossible” (European Union, 1950). Decades
later, it became clear that the European integration
process commenced with the establishment of the
ECSC had been successful enough to prevent any
wars among its participating states. As the power
and competences of the EU increased over time,
it has found itself in a position to develop and
implement policies regarding the conflicts of its
members, potential members, neighbors, or even
states far away.

The policies that the EU develops to contribute
to the peaceful settlement of disputes, and the
impact of those policies have shown a great
variety depending on various factors. However,
it is fair to claim that the EU is strongest during
the accession process although its impact is not
always positive. The policies of the EU may
contribute to the peaceful settlement of disputes
in the candidate and potential candidate states
but also they may cause negative consequences
or no consequences at all.

In this article, I try the answer the question of
how the EU contributes to the peaceful settlement
of disputes. In order to answer this question, I
compare the cases of the Western Balkan states
and Turkey. In addition to the comparative case
studies, I use two datasets based on in-depth
interviews and focus groups with individuals
who have been involved in conflict resolution as
practitioners, activists, politicians, consultants,
or donors. The first dataset is collected between
2018 and 2020 through semi-structured in-depth
interviews with 40 individuals who have been
involved in conflict resolution with regards
to Turkey’s conflicts with Greece, Armenia,
Cyprus, and Kurds. The second dataset is
collected between 2021 and 2022, after the Second
Nagorno-Karabakh War in 2020, through 12 semi-
structured interviews and two focus groups with
individuals who have been involved in conflict
resolution between Armenia and Turkey.

I argue that the EU uses conditionalities, direct
imposition, connecting, and legitimizing during
the accession to contribute to the peaceful
settlement of disputes. While the EU may

achieve more rapid and concrete results with
conditionalities, direct imposition, and to a
lesser degree with legitimizing; a long-lasting
contribution to the peace can only be secured
through connecting. However, connecting
mechanism is the most difficult to implement
and also to measure, as it involves long-term
transformation.

In the first part of the article, I discuss how conflict
resolution became a part of the enlargement
process of the EU. Following that, I explain each
mechanism and discuss their effectiveness based
on case studies.

How did the conflict resolution become a part of
the accession process?

The EU may have contributed to the conflict
resolution among its members by its mere
existence (the most fundamental example is
between France and Germany) but it was not
necessarily under its competence to involve in
the conflicts of its members or candidates during
its first decades. The conflict resolution entered
in the agenda of the EU in the 1980s because of
the conflicts of the new members as the United
Kingdom (UK), Ireland, Greece, and Spain.
However, conflict resolution before the accession
was not an obligation for any of them, and the EU
had a very limited role initially.

Following the accession of the UK, the European
Community (EC) initiated policies for the
Northern Ireland conflict. In fact, according to
Hayward and Murphy (2012), the EU “learned”
the conflict resolution with Northern Ireland. It
was also an advantage to have both the UK and
Ireland as members (Hayward & Murphy, 2012).
The first community program developed in 1994
was called the “Special Support Programme for
Peace and Reconciliation in Northern Ireland
and the Border Countries of Ireland” (PEACE)
with a budget of £240 million, whose priorities
were employment creation; urban and regional

regeneration; cross-border development;
social inclusion and investment and industrial
development (Teague, 1996). Despite the

EU’s ambiguous role in the actual resolution
(Hayward, 2007; Hayward and Murphy, 2012,
2018; McGarry, 2006; Teague, 1996), it is possible
to observe how the EU has been taking those
policies as blueprints for its consequent conflict
resolution initiatives. Although the EU’s role in
Basque case was not found as consistent as the
Northern Irish case, its contribution to the cross-
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border cooperation was acknowledged (Bourne,
2003; Mccall & Itcaina, 2018).

Similarly, conflict resolution with Turkey was not
set as a precondition for the accession of Greece
despite the contrary warnings by the Commission
at the time. Yet, there were instances during the
pre-accession period when the EC prevented
further escalation (Rumelili, 2008). According
to Rumelili, Greek accession to the EC created
asymmetries between Greece and Turkey,
therefore the EC even had a “conflict-enhancing”
impact until the late 1990s rather than resolving
(2008: 125). After granting candidacy status to
Turkey in 1999, the EU initiated cross-border
programs to support civil societies and acquired
more influence for the resolution. However,
fluctuating dynamics of Turkey-EU relations
continue to reflect upon the EU’s impact on
conflict resolution in this case.

In the following periods, as the number of
the applicant states has increased, the conflict
resolution in the pre-accession period became
an important factor. The major showcase for
the EU’s conflict resolution capacity was the
Central and Eastern European Countries (CEECs)
enlargement. The conflict resolution was seen as
one of the legitimacy sources of the enlargement.
In the Agenda 2000, it is stated that “enlargement
should not mean importing border conflicts”
and continues that the applicants should make
every effort to resolve their border conflicts
before accession (European Commission, 1997:
59). If they cannot, they should be ready to apply
to the International Court of Justice (European
Commission, 1997). Although this emphasis
enabled the EU to involve more in the disputes
and conflicts of the candidates, it was not
implemented firmly. For example, it was not an
accession precondition for Estonia and Latvia
to sign border agreements with Russia as the
EU considered Russia responsible for the lack
of progress (Joenniemi, 2008). A Commission
official adds:

“Well, Estonia had a bilateral dispute with
Russia, and the same for some of the Balts. But it
was not like the same type of situation where it is
an internationalized conflict where you have the
UN mediation process, you have a split country
where there is a real international problem in
terms of recognition of some of these entities.
That was not the case. You have a bilateral border
dispute with Russia and Estonia and Latvia.”
(Interview 1, 2018).

Despite long-lasting debates within the EU, and
attempts by the EU for the resolution of the Cyprus
conflict, the Republic of Cyprus was accepted to
the EU without a concrete solution. However,
it seems that the EU trusted Annan Plan to be
approved by both sides before the accession. The
UN-sponsored resolution plan was accepted by
the Turkish Cypriots with 65% and rejected by
the Greek Cypriots with 75% in a referendum
in April 2004. The enlargement Commissioner
Gitinter Verheugen stated “I personally feel that
I have been cheated by the government of the
Republic of Cyprus” (EUObserver, 2004). After
the failure of the unification of the island and
the difficulties it brought to the EU, the EU has
been more demanding about conflict resolution.
This point was also repeated in my interviews in
Brussels. A Commission official stated:

“By the way, on the basis of this problematic
experience [Cyprus], the Commission is now
putting in the context of the Western Balkans
very clear conditions that they have to solve the
bilateral disputes before ever thinking about
joining the EU. We pressure Kosovars and
Serbians precisely to avoid the situation where
this unresolved international dispute would be
imported into the European Union because it
creates a lot of deadlocks.” (Interview 1, 2018).

Overall, the entire enlargement process is
becoming more demanding after the CEECs
enlargement (See also Braniff, 2011; igener
& Phinnemore, 2015). The reasons can be
summarized as the enlargement fatigue of the
EU because of the challenges derived from the
domestic politics of the member states as well as
problems originating from the recent members,
candidate, and potential candidate states as can
be seen from the quotation below:

“Things are not as easy as they were in the
previous big enlargement in the 1990s or
the early 2000s. I think one of the reasons is
enlargement is more sensitive within the EU. The
large enlargements of the 2000s in a sense made
the EU less united. It has created more internal
difficulties as we can see with the issues of actions
against Hungary or Poland or the verification
mechanisms with Romania and Bulgaria, also
with Brexit. This has led the EU to be much
more prudent or cautious in the enlargement. In
this sense, it is reflected also in the enlargement
strategy of the Commission now which puts more
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focus on what we call the fundamental pillars
of the enlargement which are the rule of law,
fundamental rights, economic governance, public
administration reform and to measure the state
of play where the countries are in their relations
to preparation for enlargement rather than just
progress that has been made every year... We are
much more careful about measuring where each
country stands in its preparation to avoid the
pitfalls that we are facing now with Hungary or
Poland which are backtracking on some of their
previous commitments on issues like rule of law
or fundamental rights. We are taking it much
more seriously than in the past.” (Interview 1,
2018)

As a result, peaceful resolution of conflicts
gained more importance for the EU and it
has been more active for the Western Balkan
states. While the EU may not involve in every
single case, it sees it as an obligation to involve
in conflict resolution for the states that are on
the accession track. On the other hand, recent
geopolitical developments at the Eastern borders
of the EU forced it to take unexpected steps. The
EU responded to the membership application
of Ukraine, Moldova, and Georgia by granting
candidate status to Ukraine and Moldova and
a membership perspective to Georgia after
the Russia-Ukraine War despite their ongoing
conflicts. Considering how the EU classified
these states as “neighborhood states” a not long
time ago, it is a curious question how credible
the EU’s membership perspective is under these
circumstances. Here is how a Commission official
compared Ukraine and Turkey in 2018:

“So, the Commission’s position is reflecting what
the Council is saying: we have to treat Turkey as
a candidate country and we have to work on this
basis. And not treat Turkey as a different third
country like Ukraine for example or Morocco.
They are important neighbors of the EU but they
are in a different category in terms of engagement,
the types of instruments and policies that we are
promoting, and the kind of dialogue we have
with these countries.” (Interview 1, 2018).

Nevertheless, with these recent steps, Albania,
Montenegro, North Macedonia, Serbia, Turkey,
Ukraine, and Moldova are candidates; Bosnia and
Herzegovina, Kosovo, and Georgia are potential
candidates for the European Union.

It is important to underline that the EU’s
involvement does not always lead to positive

outcomes. Sometimes it does not make a change
and sometimes it may contribute to the escalation
of the conflicts or creation of the new conflicts (see
Cooley, 2019; Christou, 2010; Diez et. al., 2008).
In the next part, I discuss four mechanisms that
the EU uses to contribute to peaceful resolution
of conflicts for its candidates and potential
candidates.

Which methods does the EU use for conflict
resolution?

Diez and Cooley (2011) and Cooley (2013) identify
two strands of the EU’s involvement in conflict
resolution. The first strand is using traditional
foreign policy tools such as peacekeeping
missions, diplomacy, or sanctions and the
second one is offering accession and association.
In this article, I focus on accession and discuss
four mechanisms that the EU uses in conflict
resolution; conditionalities, direct imposition,
legitimizing, and connecting. In the next part, I
will discuss each of them based on case studies.

Conditionalities

The use of conditionalities is a fundamental aspect
of the EU accession policy. Schimmelfennig,
Engert, and Knobel (2003: 496) argue that the
EU often uses reinforcement by reward rather
than punishment, through which the EU seeks
to change the behavior of the accession states
by rewarding pro-social and punishing anti-
social behavior. As emphasized by Coppieters
et. al. (2004), Tocci (2008), Diez, Albert, and
Stetter (2008); it is possible for the EU to have a
positive impact on conflict resolution through
conditionalities.

For example, in 2001, the EU was actively involved
in the negotiation of the Ohrid Framework
Agreement in Macedonia and supported its
implementation by the deployment of an ESDP
mission of EUFOR Concordia in 2003 and police
missions of EUPOL Proxima and EUPAT in
addition to the aid programs (See Ilievski and
Taleski, 2009). More recently, Macedonia agreed
to ratify the Prespa Agreement in 2019 with
Greece to end the name dispute and change its
official name to “North Macedonia”. Greece had
been protesting the use of the official name of the
“Republic of Macedonia” since Macedonia gained
its independence from Yugoslavia in 1992. For
that reason, Macedonia used “Former Yugoslav
Republic of Macedonia” when it joined the UN in
1993. Macedonia was granted candidacy status in
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2005 and the European Commission continuously
gave recommendations to open accession
negotiations since 2009. Yet, the decision to open
accession negotiations was given by the European
Council in 2020, only after the end of the name
dispute. The membership to NATO and EU was
a major incentive for Macedonia to compromise
on this issue.

It is not pronounced as a precondition for Serbia to
recognize Kosovo (in the end there are EU member
states who do not recognize Kosovo) to be an EU
member, however, it is expected from Serbia to
engage in a dialogue with Kosovo to resolve their
bilateral disputes. In 2013, the EU contributed to
the signing of the Brussels Agreement between
Serbia and Kosovo for further dialogue and
reconciliation among themselves. However, no
clear results have been achieved yet. More direct
results were achieved about the cooperation
with the International Criminal Tribunal for
former Yugoslavia (ICTY) though. The EU put
the conditionality of full cooperation with the
ICTY for the accession of Serbia and Croatia.
When Croatia could not, the opening of accession
negotiations were suspended in 2005. Only after
the full cooperation of Croatia with the ICTY, the
relations were resumed (Braniff, 2011). Similarly,
when Serbia failed to fully cooperate with the
ICTY, particularly for the arrest of General Ratko
Mladié¢ between 2005 and 2007, its relations with
the EU were stalled (Braniff, 2011).

As seen by the ongoing disputes between Serbia
and Kosovo, or delayed progress with North
Macedonia, the existence of conditionalities
does not always directly lead to conflict
resolution. Tocci argues that the effectiveness
of conditionalities depends on the value of the
benefits that the EU offers and the credibility
of the EU’s obligations (Tocci, 2008). Similarly,
Diez, Albert, and Stetter underline the short-term
and highly limited impact of the EU when there
is no membership prospect or the membership
is secured (2008: 226). These arguments confirm
what is well-known in the conditionalities
literature; the EU is most powerful during the
accession process but loses its power if the
membership prospect is not credible or after the
accession (See Schimmelfennig and Sedelmeier,
2004, 2020; Schimmelfennig, Engert & Knobel
2003).

Direct Imposition

Noutcheva (2012) argues that most of the

conceptualization about the conditionalities was
done with regards to the CEECs enlargement
and through considering the Western Balkans,
she underlines another mechanism other than
conditionalities, which is “direct imposition”.
According to Noutcheva (2012), if the domestic
legitimacy of the conditionalities is low and the
cost of compliance is higher than the benefits,
it may lead to non-compliance. In that case,
especially in the cases where the states have
limited sovereignty, the EU uses its coercive
power. If its coercive power is strong, it may lead
to imposed compliance. If its coercive power is
weak, it may lead to fake compliance and/or
reversed compliance.

Two important examples are Bosnia and
Herzegovina and Kosovo. The Dayton Agreement
was signed after the Yugoslav wars was imposed
on Bosnia and Herzegovina. However, the newly
established state is highly ineffective and prone to
new conflicts between Bosniaks, Croats, and Serbs.
While the EU was not very active during the war,
afterwards it became one of the main actors. The
Peace Implementation Council was established
after the Dayton Agreement which consists of
several countries and international organizations.
It had a High Representative to foresee the
civilian aspects of peacekeeping and peace
implementation. In 1997, at the Bonn meeting,
the Peace and Implementation Council gave
large competences to the High Representative.
Between 2002 and 2011, the High Representative
also served as the Special Representative of the
EU to Bosnia and Herzegovina. In 2004, the EU
deployed EUFOR Althea to replace NATO for
peacekeeping, and the European Union Police
Mission between 2002 and 2012. While Bosnia
and Herzegovina is a potential candidate, its
accession is largely conditional on its ability to
reform the political system that was imposed by
the Dayton Agreement. Knaus and Martin explain
the coercive powers that the external actors used
in Bosnia and Herzegovina:

“In Bosnia and Herzegovina, outsiders do more
than participate in shaping the political agenda -
something that has become the norm throughout
Eastern Europe, as governments aspire to join the
European Union. In BiH, outsiders actually set
that agenda, impose it, and punish with sanctions
those who refuse to implement it. At the center
of this system is the OHR, which can interpret its
own mandate and so has essentially unlimited
legal powers. It can dismiss presidents, prime
ministers, judges, and mayors without having
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to submit its decisions for review by any
independent appeals body. It can veto candidates
for ministerial positions without needing publicly
to present any evidence for its stance. It can
impose legislation and create new institutions
without having to estimate the cost to Bosnian
taxpayers. In fact, the OHR is not accountable
to any elected institution at all. It answers to a
biennial gathering of foreign ministries, the Peace
Implementation Council (PIC), which it chairs
and whose report it normally drafts.” (Knaus &
Martin, 2003: 61).

Kosovo declared its independence from Serbia in
2008 and is still not recognized by five of the EU
member states (Cyprus Republic, Greece, Spain,
Slovakia, Romania) in addition to Serbia. To
foresee the status issues an International Steering
Group (ISG) was established, consisting of 25
members. The ISG established an International
Civilian Office and its representative the
International Civilian Representative, which were
mandated to monitor the implementation of the
Comprehensive Settlement Proposal by the UN
Special Envoy Martti Ahtisaari. The International
Civilian Representative also acted as the EU
Special Representative for Kosovo until 2012.
The Comprehensive Settlement Proposal was
integrated into the constitution of Kosovo after
its independence. The EU launched the European
Union’s Rule of Law (EULEX) mission in 2008. It
is technical and advisory but it also has executive
powers in police, justice, and customs. Moreover,
as mentioned above, the EU forces Serbia and
Kosovo to engage in a dialogue to resolve their
issues as Serbia is a candidate country. It is
unlikely for any of them to be members without
solving the recognition issue.

Therefore, direct imposition is another
mechanism that the EU uses by exerting direct
power to protectorates and semi-protectorates.
The EU had the power of imposing its policies
in Kosovo and Bosnia and Herzegovina directly
because of the weak sovereignty of these countries
and the extraordinary mandate of the EU. The
accession process, by its nature, is asymmetrical
but this mechanism is the one with the deepest
power imbalances. Both Kosovo and Bosnia and
Herzegovina are considered potential candidates
but they are both post-conflict states with
statehood problems prone to further conflicts.
Either of them cannot be considered as candidate
without solving their statehood problems and
conflicts. Because of the post-conflict situation
and weak statehood, the EU had direct powers

in Kosovo and Bosnia and Herzegovina, that it
does not enjoy in any other candidate or potential
candidate state.

Connecting

The EU connects not only governments and
officials but also civil societies of the conflicting
sides. In 1954, Allport (1954) developed the
highly influential “contact theory”, arguing that
through direct intergroup contact, it is possible
to reduce racial prejudice in the United States
(Pettigrew, 1998). However, for this method to be
successful, four conditions are necessary: “equal
group status within the situation; common goals;
intergroup cooperation; and the support of
authorities, law, or custom” (Pettigrew 1998: 66).
The support that the EU provides for civil society
dialogues since its involvement with the Northern
Ireland conflict are based on the contact theory
and aimed to increase the connection among the
societies (Hayward 2007). Following the Northern
Ireland case, the EU has been developing similar
programs to connect conflicting sides.

An example of that is the “Civil Society
Development Program” supported by the EU
in 2002. Through its components of “Local Civic
Initiatives” and “Turkish-Greek Civic Dialogue”,
the Civil Society Development Program
supported the cooperation of civil societies
in Turkey and Greece until 2005. Moreover,
further funds were provided by the EU through
the Interreg III Programme and pre-accession
funding to Turkey for cross-border cooperation
between Turkey and Greece between 2004
and 2006. Another example is the “Support to
the Armenia-Turkey Normalisation Process”
that the EU launched between Armenia and
Turkey under the Instrument for Stability. The
programme consisted of four stages between
2014 and 2021 with one of them supported by the
Swedish Foreign Ministry. While the program
is managed and implemented by eight civil
society organizations from Armenia and Turkey,
each phase also has smaller sub-grant schemes
to distribute to other civil society actors. The
officials at the European Commission believe the
contribution of these programs:

“I think one of the main instruments that we’ve
used, and it’s not only in the case of Turkey but in
many other areas, is what we call the cross-border
cooperation program, which is a way to promote
good neighborly relations on the very concrete
and local scale. And by favoring economic
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development, people-to-people contacts, border
facilitation, and border crossing facilitation. All
these ways of promoting at the local level, at the
grassroots level engagement, understanding and
if possible, reconciliation, we’ve done that quite a
lot in many of the regions in all the enlargement
countries or the new enlargement countries.”
(Interview 1, 2018).

“I believe that project that you mentioned
[Turkey-Armenia normalization] is indeed one
that’s had quite some clear results on bringing
different groups together and making dialogue
possible, which otherwise would not be possible.
And I think that's what we find important.
It increased dialogue between the different
nationalities, between the different groups, let’s
say. And that’s what that’s a good example and
how we can contribute to a peace settlement.”
(Interview 2, 2018).

“It's important to say that when in this project we
will always be with authorities, we tried to put
them all together around the table. You know
this is not hidden interventions or operations.
We work with civil society organizations. We
work with many actors involved in this local and
regional social life. So this includes authorities
from both sides, from municipalities and villages.
So it’s like an integrated approach and based
on soft, let’s say, policies or soft activities from
culture mainly, and see where we can interact
to promote good relationships and stabilization
of, normalization of communities.” (Interview 3,
2018).

The connecting mechanism involves socialization
or social learning, which entails the internalization
of new norms and the development of new
identities as a result of interactions among the
wider societies (Checkel, 2001; Borzel & Risse,
2003; Radaelli, 2003; Coppieters et. al. 2004; Tocci,
2008). Both Turkey-Greece and Turkey-Armenia
programs mentioned above were praised by
their coordinators and participants for providing
precious opportunities to connect with the
other side (Interview 4, 2019; Interview 5, 2019;
Interview 6, 2019; Interview 8, 2019; Interview 22,
2020; Interview 25, 2020) as can also be seen from
the quotations below:

“It went pretty well in terms of me getting to
know, discover a whole new world. You know
really opened my eyes to Turkey and the political
social context” (Interview 5, 2019).

“I think it made an important difference. Earlier,
two societies were entirely apart [Armenia and
Turkey] and believed everything that they were
being told about the other side. But now it is
different. There are people from two sides who
are in contact. They tell things, stories about
their experiences. There is visibility. This is the
first difference. Secondly, there is a change in
the bureaucracies. Some official institutions who
had zero contact ten years ago, now have contact.
There is more contact at both levels” (Interview
6, 2019).

“I hope we could make a difference. At that time,
we were so young. We thought that we were
doing this thing and everything would change
tomorrow. But actually, after the Kayafest [Greek-
Turkish festival], if you look at the documentary
and booklet, you can see that a lot of participants
from Turkey and Greece stated how their
opinions were changed after these programs. I do
not know if it is a widespread change, but still, it
was something” (Interview 22, 2020).

“This program made me more open to the news
coming from Greece. I won a scholarship to
learn Greek in Greece. It changed my doctoral
dissertation topic. It changed how I perceive the
world” (Interview 25, 2020).

It is rather well-established that the success
of these programs varied based on domestic
politics, intra-EU politics, or securitization of the
conflict (see Diez & Hayward 2008; Diez et. al.,
2008). So, it is not surprising that these programs
were also criticized for their limited outreach
and bureaucratic structures (Interview 5, 2019;
Interview 6, 2019; Interview 8, 2019; Interview
11, 2019). The Second Nagorno-Karabakh War
particularly had a profound impact on the Turkey-
Armenia Program through the cancellation of
some projects or hesitance to participate in the
existing ones (Focus Group 1; 2021; Focus Group
2; 2021). Therefore, as aiming to transform the
larger society, the success of this mechanism is
rather more complex, long-term, and for those
reasons, difficult to measure (Hayward, 2007;
Braniff, 2011).

Legitimizing

While discussing the EU’s impact on border
conflicts, Diez, Albert, and Stetter describe
“enabling impact”. Accordingly, the EU’s
enabling impact occurs when actors within
conflict societies refer to the EU to justify their
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actions in terms of conflict resolution. The actors
can well be from the government or civil society
(Diez et. al., 2008: 27). Hayward and Wiener
(2008) argue the EU legitimized cross-border
cooperation and became an inspiration and
model for multilevel cooperation in the Northern
Ireland conflict. Rumelili (2008) argues granting
the candidacy status to Turkey in 1999 enabled
Greece to pursue a different foreign policy by
empowering the moderates in both countries and
legitimizing the efforts of rapprochement. An
interviewee offered a similar view:

“If we went as the foundation, no university from
Turkey would accept us. But when we said it was
an EU program, we had more positive results”
(Interview 8, 2019).

Similarly, the support that was given by the
Turkish government for the acceptance of the
Annan Plan for the resolution of the Cyprus
conflict can be considered another example when
the EU was used as a reference point. On the other
hand, when the relations with the EU deteriorate,
discursive reference to the EU becomes a liability
rather than a legitimizing aspect. Kaliber (2016)
argues unlike the previous decades, the EU
lost its normative value for the solution of the
Kurdish conflict in Turkey for the relevant NGOs
for example.

Conclusion

The European Union started to develop policies
for conflict resolution. In addition to the
traditional policies, it uses a variety of methods,
particularly during the accession process. The first
one of them is conditionalities. Conditionalities
work best when there is a credible membership
prospect or the cost of compliance is low. Through
conditionalities, the EU may contribute to the
peaceful resolution of conflicts. The name dispute
between Greece and North Macedonia, and the
full cooperation of Croatia and Serbia with
the ICTY are examples of how conditionalities
contribute positively. However, the lack of
progress in the dialogue between Serbia and
Kosovo shows the limits of conditionalities. The
second mechanism is direct imposition. In states
where there is limited sovereignty like Bosnia
and Herzegovina and Kosovo, the EU uses its
direct coercive powers to implement its policies.
The third mechanism is legitimizing. This is a
more indirect mechanism than conditionalities
and direct imposition. With this mechanism,
domestic actors use the EU as a reference point

to legitimize otherwise unpopular policies or
actions. The fourth mechanism is connecting. The
EU has been initiating programs to support civil
societies for cooperation since its involvement
with the Northern Ireland conflict. While the first
three mechanisms may produce more rapid and
concrete results according to circumstances, the
results of the connecting mechanism are hard to
measure. As connecting aims bring and transform
wider societies in conflicting states, it is a long-
term but more enduring mechanism.

Considering the EU’s more demanding approach
to accession and particularly to conflict resolution
since the CEECs accession, it would be interesting
to observe how the EU will plan to use these
mechanisms for the cases of Ukraine, Moldova,
and Georgia.
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Abstract

The classic positivist model that has largely enabled the advancement of modern scientific knowledge is somewhat outdated. This
paper aims to explore the new doors opened by chaos theory in social sciences, and more particularly in political science. The basic
assumption of chaos theory is that in reality there are no closed systems with a given order. Thus, chaos is present in the most
diverse phenomena, both in nature and in the daily life of humanity. The description of complex systems can be understood more
simply with the butterfly effect analogy: a butterfly that flaps its wings here causes a movement of the air that can lead to a chain
of events and can generate a gigantic effect elsewhere. Even small changes by individuals can bring about big changes in the entire
system. Chaos has been defined as a dynamical system exhibiting deterministic, complex, irregular, non-periodic behavior and
apparently random but maintaining latent order. Even if the path of chaos does not lead to a new paradigm in the social sciences, it
nevertheless demonstrates its great potential for possible reflections and applications. This theory was mainly applied as a metaphor
for description and analysis but the rhetoric and semantics of chaos brought with them a whole set of new concepts and terms that
can be considered as a resource that allows the researcher to develop the knowledges and explore new aspects of the social and
political phenomena observed. Chaos theory delivers new tools and methods for the researcher who intends to analyze statistically
the evolution of dynamic political systems.
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Oz

Modern bilimsel bilginin ilerlemesini biiyiik dl¢iide miimkiin kilan klasik pozitivist model, biraz modas1 ge¢mis durumda. Bu makale,
kaos teorisinin sosyal bilimlerde ve tzellikle siyaset biliminde actig1 yeni kapilar1 kesfetmeyi amaclamaktadir. Kaos teorisinin temel
varsayimi, gercekte belirli bir diizene sahip kapali sistemlerin olmadigidir. Boylece kaos, hem dogada hem de insanligin giinltik
yasaminda cesitli olgularda mevcuttur. Karmasik sistemlerin tarifi kelebek etkisi benzetmesi ile daha basit anlasilabilir: Burada
kanat cirpan bir kelebek, bir olaylar zincirine yol acabilecek bir hava hareketine neden olur ve baska bir yerde devasa bir etki
yaratabilir. Bireyler tarafindan yapilan kiictik degisiklikler bile tiim sistemde biiyiik degisiklikleri beraberinde getirebilir. Kaos,
deterministik, karmasik, diizensiz, periyodik olmayan davranis sergileyen ve goriiniiste rastgele olan ancak gizli diizeni koruyan
dinamik bir sistem olarak tanimlanmistir. Kaosun yolu, sosyal bilimlerde yeni bir paradigmaya yol acmasa bile, olas1 yansimalar ve
uygulamalar i¢in biiyiik potansiyelini gostermektedir. Bu teori esas olarak betimleme ve analiz i¢in bir metafor olarak uygulands,
ancak kaosun retorigi ve semantigi, arastirmacinin bilgilerini gelistirmesine ve yeni yonlerini kesfetmesine olanak taniyan bir kaynak
olarak kabul edilebilecek bir dizi yeni kavram ve terim getirdi ve de sosyal ve politik olgular gozlemlendi. Kaos teorisi, dinamik
politik sistemlerin evrimini istatistiksel olarak analiz etmeyi amaclayan arastirmaci icin yeni araglar ve yoéntemler sunar.
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Introduction

Chaosis a confusing term. The etymological origin
of chaos is Greek. This concept derives mainly
from mathematics and physics and, through the
developments of systems theories, information,
cybernetics, evolution, thermodynamics of
systems far from equilibrium and chaos, with
the passage of time it has been object of study
of other disciplines, such as the social ones, to
establish an alliance between human sciences and
natural sciences and to create a “third culture”
(Tinti, 1998; 7-12). The discovery and study
of the concepts of chaos theory such as non-
linearity, unstable equilibria, fractal ensembles,
bifurcations and attractors are contextualized
in an important period on the level of scientific
research. The predominantly accepted definition
of chaos which describes it as a long-term
aperiodic behavior in a limited deterministic
system, having a sensitive dependence on the
initial conditions (Sprott, 2003), therefore raises
some important questions, whether the existence
of chaotic trends on the one hand it imposes
fundamental limits of predictability, on the other
hand it suggests that certain phenomena that
evolve over time, showing apparently random
behaviors, could be more predictable than we
think because they are governed by deterministic
laws.

In the light of the considerations set out so far, it
seems necessary to “predict the unpredictable”,
that is to know the non-deterministic part of the
dynamics of evolutionary systems. It is therefore
necessary to consider thatunpredictability isanew
category that replaces, in complex systems, what
was defined “randomness” of any deterministic
phenomenon whose evolution is foreseen over
time and whose fate can be anticipated. In
other words, “complex systems present in their
structure a series of points that specialists call
bifurcations and that are characterized by the fact
that they are extremely sensitive to the slightest
disturbance” (Ibafiez, 2006:82) and the same
cause can have a multiplicity of effects.

Many studies on complexity tend to free
themselves from those systems of equations on
which, in many ways, chaos theory is based, to
make use of an interpretative framework and
computational tools that prove to be more flexible
especially for disciplines less formalized by the
mathematical point of view. Not surprisingly,
social scientists find a wider field of application
in the most recent techniques that make use of
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simulation and computational modeling than
those of chaos theory. However, the studies of
chaos in the social sciences have also been limited
for other reasons.

According to many scholars (Capra, 1996)
complexity can be considered as a general field
of study that is divided into different lines of
research including chaos theory. The other
fields of study that in recent years have been
attracting a lot of interest are mainly represented
by the development of cellular automata, genetic
algorithms, computational modeling, fuzzy set
theory, artificial intelligence, advanced data
mining techniques, multi-agent and network
analysis.

According to Castellani and Hafferty the social
sciences and sociology in particular, can be
recognized as disciplines of complexity, but for
this recognition to reach a status of maturity, it
is necessary that scholars of these fields acquire a
greater awareness and dexterity of the techniques
of functioning, especially of the agent modeling,
computational mathematics and dynamical
systems theory.

This work is part of an attempt to familiarize
the main concepts of the mathematical theory of
chaos in the political sciences. Most of the studies
on chaos and non-linearity, and more generally
on the use of mathematics in the social sciences,
are in fact carried out mainly by physicists,
engineers and mathematicians but, in order for
scientific research in this sector to achieve actual
developments, it is important intervention by
social researchers is necessary. On the other
hand, observations, improvements and criticisms
are constructive when an effective awareness
of the issues at stake is acquired. It is clear that
the mathematician and the social researcher
have distinct roles with different skills, but if
there are meeting points, albeit fleeting, between
mathematics and political sciences, in order to
generate value on a cognitive level, it is important
to develop and share a code that favors their
communication.

When we want to analyze and apprehend political
or social phenomena, we face a scientific object
which is by definition different from that of the
exact sciences. Political scientists and sociologists
have thus discovered that a high degree of
unpredictability of the future is the essence of the
human adventure. However, some studies and
research projects over the past two decades have
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assumed that the concepts and tools of chaos
theory are an inherent part of the properties of
political science.

Crises and rapid changes are present in our
world. Political systems also, are complex
because they are made up of a large number of
mostly unpredictable components. So there is no
definitive order in political systems. Specifically, it
is about differentiating processes from structures.
The structures are ephemeral manifestations with
which we intend to explain the processes, but they
are not immutable. Therefore policymakers must
be prepared to manage such chaotic phenomena
(Farazmand, 2003: 340). Part of the solution can
be provided by chaos theory which can help us
understand and manage the complex problems
that arise from highly complex dynamic systems.
Chaotic systems can be distinguished from the
two other types of system: the constant system,
that concerns systems that converge toward a
steady state, such as feelings of national identity
that often converge toward equilibrium. The
other type concerns systems that exhibit stable
oscillatory behavior in a repetitive pattern, similar
to electoral cycles. The chaotic system, on the
other hand, demonstrates an irregular oscillatory
process, like countries that float through anarchy,
civil war and democracy (Peled, 2000).

It is in this sense that chaos theory provides
a methodological tool that helps us better
understand the problems that make up a
panorama where politics, chaos and the
current social environment are linked. When
we refer to a chaos policy, we speak of a
complex, open and dynamic political system,
founded on a multiplicity of heterogeneous
variables interconnected in a coherent manner,
characterized by being extremely sensitive to
disturbances and variations of quantitative or
qualitative degrees that would prevent any
accurate prediction of future behavior.

1. The world as a set of complex subsystems

If we give a simple definition of complex
systems, we can say that they are open systems
made up of more or less complex components
that interact with each other through numerous
non-linear interactions. The thesis that natural,
social, economic, political systems are complex,
deterministic, unpredictable and unstable
subsystems of what we usually call the world,
which in turn is a super or hypercomplex system,
is now accepted by scientific literature.
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With complexity, the reductionist vision of
classical science is overcome and a holistic
perspective is welcomed in the study of systems,
characterized by non-linear dynamics, which
allows us to see emerging phenomena that cannot
be identified from the individual components of
the system but from the global interaction between
them. These emerging properties give rise to
new forms of self-organization. Technically, “we
speak of self-organization when the dynamics
of the system have attractors towards which
the system tends to move, if it is in the basin of
attraction of one of these.” (Bertuglia and Vaio,
2009, p. 321). According to Byrne (1998), the
adoption of new ways of conceiving science
that sees its future in complexity was necessary
to meet the challenges of the changes of recent
decades such as post-industrialization, the global
economy, environmental collapse, political and
cultural conflicts and all those events, the study
of which proved inadequate with the traditional
tools of science. According to Morin (2007), if
on the one hand the complexity becomes the
bearer of that sense of uncertainty for a long time
rejected, on the other it proposes the development
of a multidimensional thought that shows how
the various specialized disciplinary categories
contemplate common aspects that at the same
time need to be distinguish and communicate.

The interdisciplinary nature of complexity,
which makes a precise and commonly accepted
definition of it difficult, has nevertheless
generated numerous misunderstandings which,
as Castellani and Hafferty (2008) recall, need to
be dispelled. If on the one hand, over the last
fifty years, the complex approach has been used
in very many areas of investigation, on the other
hand, it should be borne in mind that complexity
is a sector of empirical research with very specific
characteristics that is not bound by a particular
political or moral agenda and also far from being
considered as a kind of wholeness, it is beyond
a metaphorical vision or an almost spiritual
attitude according to which every aspect of reality
is necessarily interrelated with another.

Another misconception to be overcome is the
frequent identification of chaos with complexity.
Surely the studies of chaos theory concerning
irregularities, bifurcations, attractors, sensitivity
from initial conditions and fractal ensembles have
givenastrong contribution to the study of complex
systems by proving that they are unstable, more
difficult to control and know, operate in a position
far from equilibrium (Kauffman, 1995; tr. it. 2001)
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and can give rise to spontaneous processes of self-
organization. However, chaos is not complexity.
Therefore, not all chaotic systems are complex.
Indeed, even very simple systems are chaotic.
Rather, it happens that, starting from a restricted
and “simple” set of initial possibilities, as time
goes on, the universe of possible evolutions of a
chaotic system can become increasingly complex.
Vice versa, a complex system does not necessarily
show chaotic behavior. Indeed, complexity “is
configured as a particular intermediate situation
between stable equilibrium and chaos, a situation
in which the system manifests a behavior that
is different from both the tendency to stable
equilibrium and the tendency to chaos” (Bertuglia
and Vaio, 2007 p. 304).

By generalizing the typology of the complex
system, whether natural or social, we know
that it is open and presents, before its point
of catastrophe, periods of stability and
equilibrium. When the system reaches the point
of catastrophe (as a characteristic parameter
of the system increases up to its critical point)
there is discontinuity. At this point the behavior
of the system, described by a variable choice
that will characterize it, follows a non-linear
trend. Complex systems, even if they have
fluctuations, are still attracted towards stability,
that is towards the production of entropy which
therefore represents an attractor for such systems.
Systems are therefore usually immunized from
fluctuations, from the “bubbling” of elemental
activity and from deviations from the average
laws of entropy production that this “bubbling”
generates relentlessly. It will then be said that the
system is resilient. However, when a internal or
external force, acting on the system, reaches high
enough values to make it come out of the linear
region - which is understood to be deterministic -
independence from fluctuations can no longer be
guaranteed.

Sometimes we speak of systems on the edge
of chaos (Kauffman, 1995; tr. It. 2001). In these
situations the system is unstable if certain
fluctuations can amplify up to invade the entire
system pushing it to evolve towards a new
regime that can be qualitatively different from
the stationary states of entropy production.
At this point, the system can still tend towards
equilibrium, or it can move towards the point
of non-equilibrium which is given the name of
the point of catastrophe or the edge of chaos.
Ultimately, therefore, when a complex system is
subjected to a high force, external or internal, it
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undergoes fluctuations that make it unstable. In
such conditions of instability the system reaches
the point of catastrophe and at this point a new
regime evolves, impossible to predict a priori.

It is easy to understand that the “edge of chaos”
is paradoxically a critical point, because it is at
the same time, a point of dynamic stability and
instability. Unpredictability is the consequence of
this paradox. It can be said that at the point of
catastrophe, on the edge of chaos, the prediction
is “unpredictable” rather than probabilistic,
while among the points before the catastrophe we
can speak of the predominance of deterministic
laws. Therefore, since the evolution of a complex
system is a continuous alternation of equilibrium
(strong determinism) and non-equilibrium (weak
determinism), it is easy to understand how
classical science is not outdated but should only
be considered insufficient (weak). The role of the
point of catastrophe is fundamental as it arises as
a break with the past: the reassuring presence of
the a priori is missing.

2. Deterministic chaos theory, exact sciences
and social sciences

The world has always been a complex system in
continuous and unpredictable evolution. This
lapidary statement contains the most burning
problem that the 21st century proposes to us
and with which we must confront and which
requires a revolution of thought to be faced.
Henry Poincaré at the end of the 19th century,
spoke of the unpredictability of a system of three
bodies interacting with each other. Later it was
shown that unpredictability is typical of chaotic
systems and that contrary to what is commonly
thought, chaotic behavior is apparently messy.
If we manage to acquire some new intellectual
categories it will be possible to identify a new
way of “seeing”, “experiencing” and “building”
the world. The difficulty of adapting to the
dizzying pace of change in the current world
derives above all from the inability to predict its
changes in advance and to accept that the world is
a constantly evolving system, which has become
increasingly complex due to the small number
of subsystems that compose it and of the growth
of their interactions, has made what yesterday
we thought unpredictable is now an inevitable
reality.

Since the end of the 19th century, scientific and
philosophical thought has experienced profound
moments of transformation and questioning of
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the main theoretical and practical foundations
of knowledge such as time, space, perfect
determinism, the relationship between causes
and effects.

The discoveries of quantum mechanics
with Bohr’s principles of complementarity,
Heisenberg’s uncertainty and Einstein’s relativity
revisited that idea of science based on the correct
prediction and replicability of the result of an
experiment, bound by certain conditions of
observation and control and advocate of a nature
considered fundamentally simple and orderly.
The subsequent appearance of chaos theory
further contributed to redesigning the terms of
the question, proclaiming the “end of certainties”
(Prigogine, 1996). These studies first marked a
clear departure from rigid determinism, defined
as “a particular thesis on the causal structure
of the world ... so strong that, given a complete
description of the entire state of the world at a
given instant of time, then, with the help of
read, any past or future event can be calculated”
(Hempel, 1952: 271). This vision was advanced
mainly by Laplace according to which “we must
consider the present state of the universe as the
effect of a given previous state and as the cause
of what will be in the future.” (Laplace, 1814; tr.
it. 1967: 243-4).

As Bertuglia and Vaio (2007) recall, science,
starting from the Enlightenment period up to
the beginning of the twentieth century, confused
the concept of determinism, i.e. the possibility
of identifying direct links between causes and
effects that can be expressed by means of laws,
with the linearity of the laws themselves, i.e.
the assumption that the link between causes
and effects is proportional. “Attributing the
properties of linearity to determinism involves
the assumption that a deterministic model, being
therefore linear, must necessarily contain all the
information needed for the exact and complete
prediction of the future, as happens, precisely
for models linear” (ibid: 279). With chaos theory,
however, the idea of determinism, far from
being an exclusive feature of linear systems, is
extended, albeit in weaker but certainly more
realistic terms, to non-linear ones as well.

The discovery of chaos theory is traditionally
traced back to the publication in 1963 of the article
Deterministic Nonperiodic Flow by Edward
Lorenz, in which the American mathematician
devised a non-linear dynamic model for the
description and prediction of convective
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motions in the atmosphere and found that small
variations in the initial conditions they produced
large variations in the long-term behavior of the
system; in addition to this phenomenon, known as
the sensitivity of a system with initial conditions
and which became famous with the well-known
metaphor of the “butterfly effect” according to
which a flapping of the wings of a butterfly in
Brazil could cause a tornado in Texas. Lorenz’s
study and subsequent works by Mandelbrot,
Ruelle, Feigenbaum, Yorke and others marked
the birth of so-called deterministic chaos, an
apparent contradiction in terms, since chaos is
commonly associated with anidea of disorder and
lack of rules, while the concept of determinism is
attributed to predictable and regular phenomena
(Bischi et. al., 2004). If, on the one hand, therefore,
the discovery of deterministic chaos imposes
restrictions on the predictive power of science,
on the other it allows the detection of hidden and
regular structures in apparently random. The
theory of deterministic chaos is in fact considered
as a theory of order (Capra, 1996), a hidden
order that underlies phenomena with irregular
appearances (Gleick, 1987; tr. It. 1989).

3. Chaos and randomness

Recognizing the dynamic nature of a system
and studying any instability, chaos theory
allows hidden regularities to emerge through
the identification of “traces” of determinism; the
presence of these elements makes it possible to
describe the system and provide a short-term
forecast. In the light of what has been described,
chaos can therefore be understood as a class
of signals that have an intermediate behavior
between a regular and predictable trend and
an accidental or unpredictable one. Thus, the
difference between determinism and chaos
paradoxically manifests itself in the sensitivity to
theinitial conditions that determine the trajectories
of the evolution of a dynamic system. Two almost
similar initial conditions can lead the complex,
chaotic system to two very different evolutionary
dynamics. Since complex systems are chaotic, it
is therefore impossible to predict their evolution
as well. To understand how determinism (order)
and chaos (disorder), apparently contradictory
paradigms, coexist in the same system, it's
useful introduce the instrument of catastrophe
by affirming, moreover, that complex systems
evolve through catastrophes.

Chaos shows that currently there is still a
tendency, revealed in our everyday language,
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which associates the notion of chaos with those
of disorder, turbulence, anarchy and confusion.
These interpretations of chaos are often
associated with random behavior, which is a state
of maximum entropy, a characteristic that does
not represent the particularity of chaos in the
technical sense of the term.

In fact, chaos is not random at all because in
a system that has randomness, anything is
possible. In a chaotic system, given a specific
point in the system’s trace, the next point also
cannot be predicted. Even so, it is among a large
number of possible future states, but this number
is never infinite. In this chaotic phenomenon, it is
impossible to predict what is possible to happen,
what will happen is a consequence of a set of
alternatives greater than one, but less than too
many that would be impossible to process (Byrne,
1998). Even if a trajectory can also exhibit random
behavior, it normally follows certain evolutionary
trends, even if it is much more complex and non-
periodic than imagined at first glance. In a much
more restrictive perspective, trajectories can also
be interpreted as a transitional paths through
which the system passes to reach another point
of stability. (Jong, 1999) In terms borrowed from
applied mathematics, chaos refers to complex,
irregular, non-periodic deterministic behavior
with anappearance of randomness but conserving
an invisible order. For all that, statistical practices
cannot completely be rejected because even
deterministic models retain a complete collection
of statistical measures (Brown, 1995).

4. Chaos and political science

In 2008, in full financial crisis due to the
unexpected collapse of some American banking
systems, a perplexed Alan Greespan, one of the
most quoted economists, chairman of the United
States Federal Reserve until 2006, admitted
before the United States Congress about the his
beliefs: “I found a flaw. I don’t know how serious
and lasting. But the mere fact that it exists has
upset me. The deputy who questioned him asked
him: “In other words, you discovered that your
worldview, your ideology, was not right, that it
did not work.” The economist replied: “Precisely.
That's right. This is exactly what struck me.
Because I went on for more than forty years in the
absolute certainty that it worked perfectly”.

Probably it is not necessary to hear about
Greespan to get an idea of how unpredictable
today, in the eyes of all, the dramatic events
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of epochal significance that took place on the
environmental, social, cultural and political level
that were not intuited in advance and managed
with foresight.

There are no universal absolute laws when
it comes to the social sciences. Paradoxically,
this empirical world is governed by casuistry.
Absolute universal laws are an illusion, since
the growing complexity of social phenomena
prevents us from giving infallible answers to
the problems that are imposed in the framework
of human relations. Democracy is the political
summum, to intervene on these collective
problems, or to govern the chaos and imprint an
order.

Chaos theory is a branch of mathematics which,
by analyzing the dynamics of a system with its
possible instabilities, allows hidden regularities
to emerge, identifying “traces” of determinism.
This is clearly a different determinism from that
imposed by the classical view of science because
it insinuates itself into non-linear systems that
are extremely sensitive to initial conditions.
According to Brown (1995), social systems have
all three fundamental characteristics of chaos:
periodicity, sensitive dependence on initial
conditions and only short-term prediction.

In fact, they are aperiodic as they are often the
result of behaviors that are repeated over time,
but never in the same way, because they are
the result of a unique and unrepeatable path;
then they present a sensitivity from the initial
conditions, given that small perturbations
change and sometimes distort the history of a
phenomenon; for these reasons it is possible to
contemplate a forecast only in the short term.
Furthermore, social systems are characterized
by an almost total lack of linearity (McBurnett,
1996). Despite these characteristics, the study of
chaos in the social sciences has met with much
resistance due to a number of general reasons.
First, chaos theory requires a massive use of
mathematical analysis that is generally not the
subject of study by social researchers (Harvey
and Reed, 1996). Furthermore, as Trobia (2001)
recalls, unlike studies of chaotic dynamics, most
of the methods and techniques of social research
consider social phenomena as if they were static,
limiting themselves to photographing a certain
situation at a given time.

Realityisasocial construction,inwhichmovement,
transformation and renewal prevail. For this
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reason, a constant review of our methodological
principles is becoming increasingly necessary.
Chaos theory applied to political science provides
plausible paths for the interpretation of political
phenomena from perspectives that do not border
on the lapidary. Its study and understanding
is important if we intend to provide solutions
to the different theoretical and methodological
challenges that reality imposes, without this
meaning that there is a solution for each and
every one of the social problems, since human
behavior cannot be defined by means of models,
be these scientists or mathematicians.

Chaos theory is on a par with complex thought
theories, in which Edgar Morin (1990: 146)
develops his dialogical method in which all
uncertainties are confronted, but which breaks
with dialectical confrontations. For him,
“complexity is the dialogical order/disorder/
organization. But behind the complexity, order
and disorder dissolve, distinctions fade. The merit
of complexity is to denounce the “metaphysics
of order.” Morin’s dialogic “allows duality to be
maintained within unity. It associates two terms
that are both complementary and antagonistic”
(Morin, 1990: 106)

A diversity of paths to consider; chaos, total
error and not the sum of errors, is a trend where
uncertainty and heterogeneity converge. From the
realm of uncertainty (Garcia, 2011): “the need in
the accident and the accidental in the need, is one
of the fundamental ideas of a new science, which
some call, together with the theory of relativity
and quantum mechanics, the third great scientific
revolution of the 20th century: chaos theory. This
theory, which is barely over thirty years old, has
opened a promising line of research to understand
complex and contradictory phenomena that
seemed indecipherable to human knowledge
and has dialectically transformed the idea of
determination in science.”

There is a new dialogue between the
methodologies of the exact sciences and the social
sciences, which leads to new theoretical proposals
of a transdisciplinary nature. From history,
Fernand Braudel was inspired by the theories
of uncertainties of the Nobel Prize in Organic
Chemistry, Ilya Prigogine, to argue his concept
of world-economy. Immanuel Wallerstein,
equally influenced by both scientists, takes up
those founding approaches of chaos theory in his
proposal on the world-system, in which he also
attempts to update Ludwig von Bertalanffy’s
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systems theory, to the wunpredictability of
imbalance-disequilibrium as an explanatory
pattern of change. In the social sciences in general
and in political science in particular, the last
four decades have seen a profound theoretical
debate between systems theory (Luhman, 1992)
information theory (Castells, 2006) and certain
neo-Marxist efforts (Gonzalez Casanova, 2012 3),
for building bridges between science, technology
and social thought. For the understanding of
the relationship between politics and chaos, the
contribution made by Ilya Prigogine from the
physical-chemical field is decisive, by postulating
that “chemical imbalances do not always lead to
anarchy, but sometimes allow the spontaneous
appearance of perfectly ordered organizations
or structures, dissipative structures, and thus
showed that non-equilibrium states can lead to
both disorder and order” (Casau, 2009).

In this sense, the field where the limits between
myth (necessity-accident) and chaos pierce
today is in the understanding of international
politics. The world-system, the role of nation
states, governance and world governability; a
set of concepts associated with the idea of world
order, clearly antagonistic to chaos, to runaway
globalization (Arrighi and Silver, 2001).

From the theory of the world-system, Immanuel
Wallerstein (2005, 4) locates the disruptive
character of chaos, but also locates the ordering
elements that give system and with it certain
regularities and laws that allow understanding
the contradictory realities that try to be governed
by political means, in whose sense intellectuals
can influence. Crisis and chaos are assimilated
one to the other. Given the complexity involved in
international politics, and the struggle for power
as the engine of “disorder”, critical geopolitical
thought offers plausible ways of interpreting
chaos. War and armed conflicts are its maximum
expression, but its essence lies in the search for an
ordering power, for certain “balances”.

Chaos theory is particularly useful in the field of
peace research. Chernus (1993) asserts that the
quest for order at all costs can only lead to failure.
For him, it is paradoxical that states resort to the
military option in order to bring order and peace
to our fragmented societies.

Firstly, the more the potentialities are diverse and
present in a given situation, in terms of both the
role of the actors and the interactions between
them, the greater the probability of peace
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(Galtung, 1975).

Second, chaos theory seeks to model entire
systems, emphasizing patterns of overall behavior
rather than isolating cause-effect relationships
of specific parts of the system (Mesjaz, 1988).
Through this approach, chaos theory has shed
light on the fact that many social systems are not
simply ordered or disordered: some are ordered
at times and disordered at others; still others,
indicating a constant chaotic behavior, show an
important more global stability. Therefore, the
notion of stable chaos and randomly ordered
points indicate a new way of conceiving peace.
Chaos theory allows us to grasp nature and
society which is inherently peaceful not because
it is orderly but rather because it is fraught with
disorder. “Nature would become the model
for peace not only because of its diversity and
associative qualities but especially because of its
transcendence of the distinction between order
and disorder” (Chernus, 1993: 113).

Finally, the author sees peace as a random cycle
that repeats itself at all levels of actions between
people, including the base that is the family up
to the level of nation states. Therefore, many
peaceful policies are needed to create a peaceful
environment for the creation of an overall peaceful
politics, with each level of politics demonstrating
a harmonious pattern of organization.

Betts (2000) has pointed out that the application
of chaos is important for national security and
state strategies. Sometimes the results of the
applied strategies are not the desired ones
of the governments and to get the intended
effects, the application is in chaos. This complex
phenomenon excludes the control of the causes
that produce the desired effects. For this reason,
it has been noted that there is little connection
between the previously designed strategies and
the achieved results. The author emphasizes
the characteristic of sensitivity to the initial
conditions of chaos theory because he perceives
war as a non-linear system that produces erratic
behaviors, through disproportionate relations
between inputs and outputs (Beyerchen,
1992). However, Betts concedes that although
nonlinearity is common to military strategies, it is
not absolute or dominant. “If chaos theory meant
that no prediction is possible, there would be no
point in any analysis of the conduct of the war”
(Betts, 2000: 20). Although there is a lack of faith
in the predictability of strategies, one should not
reject all prediction at the same time as denying
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all rational aspects of strategy. Finally, it should
be emphasized that the non-linear perspective
alters the structure of the problem since military
strategy deliberately seeks imbalance, that is, a
means of beating one’s enemy rather than seeking
a mutually acceptable balance.

More precise but still rhetorical examples of
the application of chaos theory in the field of
international relations can be found in the case of
revolutions (for example, that in Iran in 1978-79),
considered as non-dynamic dynamic changes
from the massive eruption of chaotic uncertainties
and bifurcations (Radu, 2000). Other authors
refer to small-scale events (such as the role of
an individual like Adolf Hitler or Alexander the
Great) creating bifurcations and having large-
scale chaotic consequences (Farazmand, 2003).

Weisberg (1998) observed, using a particularly
original application of chaos theory to political
science, that the more frequent the measurement,
the greater the observed change. He finds more
electoral change when measuring these changes
at shorter time intervals. The aspect of chaos
theory concerning fractal objects is interesting in
order to understand electoral change. According
to this theory, scale is important when dealing
with certain objects because it allows you to
measure many more irregularities with a finer
unit of measurement. Fractal geometry suggests
a similar result when measuring change over
time in political science. In addition, the author
confirms the linearity of voting intentions in
elections, but points out that certain small events
during the campaign can be responsible for
larger changes. In the long term, chaos makes
predictions about politics impossible.

Conclusion

This paper aimed to explore the new doors
opened by chaos theory in social sciences, and
more particularly in political science. Thus the
main foundations of chaos theory were laid out
and sought to understand its uses in the political
sciences. Even if the path of chaos does not
lead to a new paradigm in the social sciences, it
nevertheless demonstrates its great potential for
possible reflections and applications. A chaotic
system is certainly unpredictable butitis perfectly
described by simple and deterministic equations.
A system is defined as deterministic when it is
possible to predict (calculate) its evolution over
time: the exact knowledge of the system at a
given instant; the initial state, allows to calculate
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(predict) precisely the state of the system at any
other time.

First, this theory was mainly applied as a
metaphor for description and analysis. The
rhetoric and semantics of chaos have brought
with them a whole set of new concepts and terms
which are particularly useful in order to grasp
political phenomena, such as, for example, points
of bifurcation, sensitivity to initial conditions,
self-similarity, oscillations, dissipative structures
or even entropy. This new and rich vocabulary
can be considered as a resource that allows the
researcher to develop his knowledge and explore
new aspects of the social and political phenomena
observed. Because not only do these terms bring
with them the precision and experience of the
mathematical and physical fields, but they
sometimes also lift the veil on certain aspects
of our phenomena whose meaning and/or full
implications may have escaped us.

In addition, and mainly applied in the fields of
public policy and the sociology of organizations,
chaos theory has introduced a more empirical
and quantitative approach. Chaos theory offers
new models and tools for researchers based on
which the evolution of political systems can be
analyzed. all these new tools and models are a
good complement to the traditional scientific
tools. The innovative aspects of chaos theory are
promising in terms of the analysis of the temporal
evolution of actors and political institutions. The
evolution in space, that is, its trajectory, allowed
to the built system is of only three types. The first,
defined as stable, static or dynamic equilibrium,
provides that the state of the system stops and
does not change anymore; it is said to crystallize
(static) or “spin around”, caged, in a Euclidean
space called the “limit cycle” which does not allow
it to evolve. In the second type, the trajectory of
the system in space moves in an irregular way,
so much so that it is said that it has “gone mad”
and cannot reach an equilibrium. The third type
is the one called “edge of chaos” or “edge of
chaos”. In this case, the trajectory of the system is
attracted to a particular region of space called the
“attractor basin” within which the system moves,
fluctuates, more or less regularly, around an
attractor while maintaining an unstable dynamic
equilibrium.

Biological, economic, political and social systems
live on the edge of chaos. But if a perturbation,
defined as critical, manages to “blow up” the
system beyond the “edge of chaos”, out of its
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attracting basin, therefore far from its attractor,
it can fall into chaos or find a new equilibrium
completely different qualitatively from the one
from which it has been removed. The system
is evolutionary. Chaos theory can be briefly
concluded with Laplace’s famous mathematical
intelligence: “We must therefore consider the
present state of the universe as an effect of its
previous state and as the cause of its future state.
An intelligence which, for a given instant, knew
all the forces of which nature is animated and the
respective positions of the beings that compose
it, would embrace in the same formulates the
movements of the largest bodies in the universe
and of the lightest atom: nothing would be
uncertain for it and the future, like the past,
would be present in its eyes.”
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Abstract

In this article we will analyze the approach of two well-known allies, NATO and EU, to a new dimension, Cyberspace, which brought a perspective to
International Relations, and will try to understand how it could affect the relations between these organizations while there remains the conventional
problems such as non-dual members and duplication of structures. Cyberspace, due to its nature, requires a well-organized and coordinated attitude
to prevent damage that can be caused by malevolent actors through this new dimension. Therefore, nations and security organizations, The European
Union and North Atlantic Treaty Organization in our case, should first get familiar with the nature of this dimension and following this must create a
rapidly working information sharing and development web between like-minded actors. In this sense, we will also try to discuss the common threats
according to these two like-minded organizations and finally point out the possible solutions against these threats.

Keywords: EU, NATO, Security, Cyberspace, Cyber Security.

Oz

Literattirde genel kabul gordiigii tizere NATO ve Avrupa Birligi (AB), ikili tiyelik sorunu ve organizasyonel yapida ¢akisma gibi
geleneksel sorunlar yasayan iki onemli 6rgiittiir. Bu geleneksel sorunlar disarida birakilarak calismada her iki 6rgiitiin “siberuzay”
yaklasimlari incelenerek, stiregelen iliskilerini nasil etkiledigi analiz edilecektir. Bilindigi tizere siberuzay, dogas1 geregi olasi zararlari
onleyebilmek adina katki veren devletlerin yiiksek bir uyum iginde ve ortak hareket etmesi gerek bir ¢zellige sahiptir. Dolayisiyla
NATO ve AB'nin de siberuzayda benzer giivenlik kaygilarma sahip aktorler olarak hizli bir sekilde isleyebilecek bilgi paylasimi
ve gelisim ag1 kurmas1 gerekmektedir. Kurulus degerleri baglaminda ortak bircok paydaya sahip olan bu iki organizasyonun
gtivenlik planlamalarinda da ortak hareket etmelerinden daha dogal bir durum beklenemez. Zira siberuzay, insanligin gelisimini
destekleyebilecek sekilde bariscil amagclarla kullanilabilecegi gibi degisen ve gelisen savas boyutlar1 baglaminda bariscil olmayan
amagclarla da kullanilabilmektedir. Bu baglamda calismada NATO ve AB'nin “siberuzay” stratejileri inceledikten sonra, aktorler
arasindaki sorunlara muhtemel ¢6ziim onerileri getirilecektir.
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Introduction

Last two decades has been a great opportunity
for emerging technologies to reach its peak point.
While on the one hand they create an easier and
more interactive future for us with facilitating our
daily lives, on the other hand they are revealing
new contexts to take advantage of, for malevolent
actors. Besides, our lives now have been almost
twenty-four hours of interaction with artificial
intelligence.

Emerging technologies are also serving as a
backbone of any country in a manner of political,
economic and military development. Not just
as an additional tool but more as an essential
requirement of well-continuity.

In fact, integration of those systems
which in total can be named as “Cyberspace”
goes deeper and more developed in time with
getting integrated with states’ daily functions.
Hence, they also attract attention of rogue actors.

Through time, this integrity and
advancement also brought the requirement of a
multidisciplinary approach to cyberspace instead
of an old-minded technical understanding.
Therefore, conventional actors of international
system, such as NATO and the EU, and their long-
term relation which currently including cyber
security issues are also examined under cyber
security studies. Nowadays, as it is not a matter
of possibility but a matter of time to welcome a
cyber-attack, integrity of state and commercial
actors and international cooperation has become
an obligation for all mentioned actors in sense of
getting prepared more comprehensively.

In this regard, we will examine two
dominant actor and organization of western
world, namely NATO and the EU in separated
chapters of this article first and their relation
with also mentioning the effects of conventional
long-lasting relations of those actors later. But
in order to provide a sufficient base knowledge
priorly, we will mention the definition and some
important concepts of cyberspace and exemplify
it with infamous incidents.

1. Importance and Definition of
Fundamental Concepts

It is possible to say that, in the last decades,
humanity developed such tools that speed of such
development was incomparable with previous
centuries. Although, nowadays reaching the
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internet is as simple as calling a service provider,
creation and progress of development of such
widespread network was established between
four state computers in United States. Due to
the advantage of fast processing, storing and
transferring any information between such
systems, with these computers first network,
namely, ARPANET (Advanced Research Projects
Agency Network) was established between Los
Angeles, California, Santa Barbara and Utah in
1969 by Defense Advanced Research Projects
Agency (DARPA). (Gary, Jessica & Katherine,
2009: 10)

In a short period of time, ARPANET divided
into two to serve research on the one side and
to military service on the other. Military service
network (MILNET), however, needed more
security measures which provided through
transfer  protocols  (Transmission  Control
Protocol, TCP and Internet Protocol, IP). Protocols
are set of rules that data transfer among devices
happening through.

1.1. Definition of Cyberspace

This fast spread and mass use of the internet, as
expectedly created a new sphere of information.
Through time, as it passed through some phases
called Web 1.0, 2.0 and 3.0 nowadays not only
computers or smartphones are connected, but
everything possible can be connected to the
internet and created its ultimate form which
called “Internet of Things”.

While this enormous sphere generates a great
opportunity to ease our life, on the other hand,
creating possible new threats to our personal data,
bank accounts and beyond us, composing danger
also in national security levels. Although there
is still no commonly accepted definition of this
sphere, currently, the concept “Cyberspace” is
being used to address it. The term now represents
a new and less tangible dimension besides land,
sea, air and space. Or as European Network and
Information Security Agency (ENISA) defines;
“Cyber space is the time-dependent set of tangible
and intangible assets, which store and/ or transfer
electronic information. “ (European Network and
Information Security Agency [ENISA], 2017)

Following four features of cyberspace, composes
the distinctive nature of cyberspace from other
dimentions: (Libicki, 2007:5)

e Replicability; unlike physical rules that
binds outer space, existence of things in
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cyberspace can be simultaneously exist in
multiple locations,

Different matter of existence; unlike other
dimensions, in order to exist in cyberspace,
actors are required to be linked and
confirmed by each other or the related
system,

A unique aspect of cyberspace also creates
its “unavoidably free” nature as it gives a
new chance to illegal acts to have their own
type of protocols.

Finally, another separative characteristic of
cyberspace is its three layered structure;

Physical layer; that consists of cables and
devices,

Syntactic layer; that is formed by used
instructions and controlling systems (such
as software languages)

Semantic layer, which makes sense to users
and interactions of users with the machine-
generated information. (Libicki, 2009:11)

1.2. Fundamental Concepts

This forementioned unique characteristic of
cyberspace and its role as a new dimension
unavoidably brings out new concepts to
understand its nature.

1.2.1. Cybersecurity

While security is defined as “protection of a person,
building, organization, or country against threats
such as crime or attacks by foreign countries.” in
Cambridge Dictionary, the only difference seems
to be the “carried out using the internet” addition
for cybersecurity.

Although eventually attacks are required to be
based on the internet, several different type of
cyberattacks can also be carried out through
offline means. In addition, as the main goal is
to acquire information or access to required
data through unauthorized ways, cybersecurity,
expectedly, is related to information and network
security. (Libicki, 2009:14)

In this context, ENISA (European Cybersecurity
Agency with the final decision and European
Network and Information Security Agency by
its founding name) defines cybersecurity as
preventing, envisaging, detecting, decreasing,
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examining and removing cyber incidents that
happened or has the possibility to occur. Because
the information and network security accepted
as subsets of cybersecurity, besides integrity,
availability and confidentiality; also reliability,
safety, sustainability of physical layer, robustness,
resilience, transparency, survivability, credibility,
non-repudiativity are stated as attributes that a
comprehensive cybersecurity structure should
bear within.

1.2.2. Critical Infrastructure

Due to its crucial role for modernized societies,
protection of those highly connected critical
infrastructures inevitably becomes one of the
significant necessities of cybersecurity.

What categorizes an infrastructure as critical is
the possibility of having destabilizing or alike
negative effects upon security, national economy,
public health, public safety or any related subject,
in case of any type of dysfunctionality happening
to such critical systems or sectors. (CISA, 2020)

Due to its very nature and the purpose of creation,
networking systems and cyberspace created as a
result of it were already put forward in order to
connect such infrastructures.

1.2.3. Cyberattacks

Cyberattacks, basically can be described as all
possible malicious acts that are aiming to either
disrupt or corrupt the integrity, availability and
confidentiality of information networks, systems
or directly the information. (Scott, 2017:31) While
disruption of data deceives systems to act not in
the way itis design so, such as instant shut downs,
unexpected errors or possible interruptions of
operation of other systems; corruption can be seen
as a more cunning effect that although changes
functioning way of data or algorithms of systems,
such changes are made in a way that won’t cause
obvious effects and so will prevent awareness of
the existence of corruption. Nevertheless, these
or possible other effects of such attacks are not
consequences of a “forced entry”, instead, more
possibly described as unauthorized entry by
tricking related systems to “think” that ill-aimed
attackers are authorized users. (Libicki, 2009:16)
Here the importance of cyber hygiene shows
up, because such attacks can only be possible by
using opportunities granted by vulnerabilities,
except insider attacks, that can also be accepted
as tricking authorized users in order to help
attackers.
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1.2.4. Cyberwarfare

Cyber incidents could intentionally be created
by hackers directly working for adversary
nation-states or by attackers that are supported
and sponsored by such states. However, due to
relativity of the term war with physical violence
and it is quite rare to see violent results of
cyberattacks, (Green, 2015:1) in order to describe
reciprocal cyberattacks made or sponsored by
states, it is more appropriate to use the term
“cyberwarfare”.

Although, there are some critics against defining
such type of incidents occurring in “virtual”
cyberspace as “war” due to the low-level and
isolated nature of it, experienced examples in last
decades with even rare but possible consequences
of causing physical damage, are revealing the
increasing significance and unique nature of
related subject. While exchange of attacks only
occurring in cyberspace could be named as
strategic cyberwarfare (Libicki, 2009:118), seeing it
as a supportive another dimension can be called
operational cyberwarfare. (Libicki, 2009:139)

2. European Union and Cyber
Security

As explained above, continuing integrity of
developed nations with cyberspace, reveals
new vulnerabilities that could be used either for
cybercrimes or to take advantage against those
highly-integrated countries by their rivals. Hence
itis possible tostate that highly integrated societies
need brand new understanding of security which,
inevitably, comprehends cybersecurity measures.

EuroStat data is showing that internet usage
percentage reaches out to almost a hundred
percentinrelatively developed nations such as the
Netherlands, Iceland or Norway. (Eurostat, 2020)
Besides significant wake-up calls to understand
the necessity of cybersecurity measures such as
Estonia and Kosovo examples are also showing
the possibility of European soils to be taken as
targets.

While currently, effort put forward by European
Union is well-known with Network and
Information Security Directive (NIS), General
Data Protection Regulation (GDPR) and
European Cybersecurity Agency (ENISA), which
was first established as European Network and
Information Security Agency; in this chapter we
will examine the regulative and formative process
of European Union through legal documents

and official publications that Union has created
between mentioned time period.

2.1. Pioneer Works

While societies were getting more dependent on
technological development, especially during
the last decade of 20. century, to have a united
framework of many areas including security and
some aspects of legislation, the EU took a step to
regulate “ security of information systems” for the
sake of economic integration and harmonized
development, in 1992.

With the Decision published by the Council
(92/242/EC), mainly, importance of providing
security to information systems and requirement
of strategic framework developed under an action
plan were emphasized. (European Council [EC],
1992) 3 years later, with the joint attendance of
European Parliament and the Council published
a directive “ on the protection of individuals with
regard to the processing of personal data and on the
free movement of such data”. In fact, this directive
can be taken as one of the first steps of currently
active and well-known General Data Protection
Regulation. (European Parliament [EP] & EC,
1995)

Following the previous work, on 12 July 2002,
EP and the Council also established the directive
“ concerning the processing of personal data and the
protection of privacy in the electronic communications
sector” or Directive on privacy and electronic
communications which extends the scope and
comprehends also legal persons. (EP & EC, 2002)
In this regard, it is possible to say that the Union
was having its legislation more comprehensive
day by day.

With the increasing and facilitating impact of
digitalization, in 1999, Commission initiated
eEurope program for the first time with the aim
of spreading usage of emerging technologies all
over the EU. In that sense, the main objectives
were to enable EU citizens to access networks
in their houses, schools, business and et. al..
With the eEurope- An Information Society For
All program, requested in Lisbon 23-24 March
2000, the European Union for the first time
initiated a program that we can identify as a
general framework about information networks.
Afterwards, eEurope program was followed
by eEurope 2004 and i2010 programs that are
adding new requirements occurred in time in the
nature of information networks and emerging
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technologies. (EC, 1999)

Following the adoption of the Europe Plan
in the Feira European Council, Commission
of the European Communities put another
communication forward with the subject of
creating a safer information society by improving the
security of information infrastructures and combating
computer-related crime” to coordinate the fight
against cybercrime. (EP & EC, 2001) Beside the
cyberspace-based measures and methods, the
problem of anonymity and non-legislative needs
were also mentioned. Such as the proposal of
EU Forum was a structure that consisted of law-
enforcement representatives, internet service
providers, telecommunication operators, civil
society representatives, consumer representatives
and data protection authorities.

Later in 2002, in order to extend the scope of
progress that the EU has put forward to provide
protection of its cyberspace and keep its citizens
safe, the Commission has submitted another
proposal “ for a Council Framework Decision on
attacks against information systems”. With this
proposal, the commission draws attention to
increasing attacks against information systems
and the rate of organized crime through means of
emerging technologies. Following this proposal,
the Council has adopted Framework Decision
2005/222/JHA on 24 February 2005 that carries
the same title with the proposal.

In 2004, Commission with a communication
once again extended the scope of protection
of information systems and emphasized the
importance of critical infrastructures especially
in case of the fight against terrorism. In COM(
2004) 702 Communication, while on the one side
defining the term of critical infrastructure on
the other side, the necessity of a general critical
infrastructure protection program among the EU
was underlined, namely the European Program
for Critical Infrastructure Protection( EPCIP).
Later in 2006 repeated once again with further
details by COM( 2006) 786 final Communication
from the Commission” ona European Programme
for Critical Infrastructure Protection”. (European
Commission [ECOM], 2006)

As some of the following work put forward in
2008 and 2009, in 2011, another communication
presented by the Commission in order to show
the achieved goals and to extend the scope of
general protection of critical infrastructures,
namely “ Achievements and next steps: towards
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global cyber security” which the Commission once
again underlined the importance of EU level of
integration and cooperation for CIIP and danger
of cyber incidents with no importance of either
intentionally or not. (ECOM, 2011) Following
this effort of Commission, in 2012, the Parliament
broadly endorsed latter communication (EP,
2012) and these communications also drawed
a general base for 2013 Cybersecurity Strategy.
(ECOM, 2013)

2.2.European Network and
Information Security
Agency (ENISA)

In early 2004, several months before the
establishment of aforementioned EPCI Program,
due to requirement of a central organization that
will provide sufficient support to coordinate
national efforts and lead legislative work of the
Union, with the initiative of the Parliament and
the Council, European Network and Information
Security Agency has been established with the
Regulation 46/2004. (EP & EC, 2004)

In that sense, the main purpose of the Agency
was described as establishing and preserving a
high and effective level of security of European
networks and information systems. With
also provision of a general culture related
to cybersecurity for sake of EU citizens and
customers and flawless process of internal
markets.

Even though the agency was established for only
5 years, laterly this period of time constantly
extended and with the Cybersecurity Act, it
has become a permanent organization. While
this extension first made with Regulation No
1007/2008 until 2012, (EP & EC, 2008) with
Regulation No 580/2011 another extension
app. until September 2013 was foreseen. While
Regulation No 526/2013 concerning the ENISA,
provided more autonomy and financial support
to the agency. (EP & EC, 2013) Finally in 2019 with
the Cybersecurity Act, ENISA happened to be the
main and permanent body of the union to provide
sufficient support and effort needed in order to
keep the Union’s cyberspace safe. (EP & EC, 2019)
Besides, the name of the agency was also changed
into European Cybersecurity Agency (although
the abbreviation kept the same).

Activities of ENISA have been considered under
3 categories: Expertise, Policy and Capacity.
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2.3.The Cyber Security
Strategy

In February 2013, just 3 months before the
Regulation No 526/2013 on ENISA, the European
commission created the Cybersecurity Strategy
for the European Union with “ An Open, Safe and
Secure Cyberspace” slogan as part of the title.
As the sophisticated nature of cyberspace gets
more complicated day by day, the Commission
determined the Cyber Security Strategy to be a
general regulator and a framework. Also, the
significance of regulating the digital market
and creation of a Digital Single Market was
emphasized in the strategy.

In that sense, main principles are stated as; (EP &
EC, 2013: 1)
[ ]

Applying EU core values to cyberspace,

Protection of fundamental rights, freedom
of speech, privacy and personal data,

Increasing availability of access to internet,

Governing stakeholders
and efficiently,

democratically

Ensuring security by sharing responsibility.

Network and
Information

security

Law enforcement

Forum appreciated in the first part of the Directive,
it foresees further cooperation and development
of a risk management culture among the Union.
Besides, exercises focused on cybersecurity, such
as Cyber Europe by ENISA, are stated as an
important measure. Yet no regulative measures
put forward related to hardware and software
developers in the Directive. (EP & EC, 2016)

Responsibilities such as adopting a national
strategy, identification of operators of essential
services and updating this list per 2 years,
creating national computer security incident
response teams which will participate in the
CSIRTs Network that is established with this
directive, given to member states. Directive also
asks member states to establish an authority
which will work as a single point of contact and
provide cooperation in transboundary cases.
Designated competent authority shall supervise
the process of adopting the directive in the
national jurisdictional aspect.

2.5. CERT-EU

Following the adoption of the Digital Agenda
for Europe in May 2010, initiatives by the
Commission to establish a computer emergency
response team at the Union level started. As

Defence

+ Commission / ENISA _
< CERT-EU

- EC3/Europol

- EEAS
+ European Defence

EU = Network of - : EEJZ%; Agency
competent authorities ]
-+ EP3R =
+ National CERTs _ = National Cybercrime |+ National defence
«NIS competent Units. and security
NATIONAL Alihorities ‘ - authorities

Figure 6: Three Key Pillars of Cybersecurity with Roles and Responsibilities in Cybersecurity

2.4. The NIS Directive

Following the attention paid by the Union to
improve its cyber security, and the necessity
of a general regulation about network and
information security emphasized by several
different documents repeatedly, in 2016, NIS
Directive that determines what should be done by
member states, service providers and operators of
essential services was adopted by the Parliament,
which is also the first EU-wide legislation related
to cybersecurity.

Although the work put forward with the EU

29

this CERT-EU was found necessary to protect
networks and information systems of the Union,
the Commission asked recommendations from
cybersecurity experts known as “ Rat der IT
Weisen” which translated into “ Council of IT
Wise Men”. After the experts finalised their
report upon the request, in November 2010, (The
Computer Emergency Response Team EU [CERT-
EU], 2020) the following year “Achievements
and next steps: towards global cyber-security”
adopted by the Union’s Council of Telecom
Ministers, which emphasizes the importances
of and so calls for establishment of national
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computer emergency response teams. (Council
of the European Union [CoE], 2011) Finally, after
a year of pilot phase, on September 11th 2012,
the computer emergency response team for the
European Union institutions, agencies and bodies
was permanently set up.

While cooperating with national CERTs and
also some companies related to information
technologies security, the CERT-EU consists of
cybersecurity experts from EU institutions. In
order to meet the required conditions to prevent
cyber incidents, in 2015 a new headquarters
established for the team in accordance with
increasing expertise and hence the respectability
of the team.

And, finally, with the NIS Directive the Union
established the CSIRTs Network.

2.6. The Cyber Security Act

Last but not least, one of the most recent and
comprehensive regulations is the Cybersecurity
Act which was also mentioned above in order to
examine the changes it brought to the European
Cybersecurity Agency. The Act stated the main
problem of the Union in cybersecurity was the
requirement of further measures due to the
changing nature of cyberthreats and insufficient
level of attention paid to the related works.

The fragmentation of legal approaches among
the EU Members, insufficient level of awareness
and information at the level of EU citizens and
companies, and finally dispersed resources and
handling between EU Institutions, Agencies and
Bodies, determined as 3 main categories of the
main problem of not properly acting as required
and planned. (ECOM, 2017)

The Act consists of two main titles besides
the general provisions and final provisions,
which are; ENISA (The European Union
Agency for Cybersecurity) and Cybersecurity
Certification Framework. In order to avoid
falling into repetition, here we will only take into
consideration the latter as the first was explained
above in the ENISA sub-title detailly.

Although there has been previous work for
certification of ICT production, processing, and
services, in order to have a more comprehensive
and updated approach, a general European
Cybersecurity Certification Framework was
established with the act. (ECOM, 2017)
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In this regard, certification process primarily
aims to protect data, identify vulnerabilities,
record data-logs and in case of incident, recover
from the best possible point before damage
geos further. Beside these, confirmation of
ICT products’ vulnerability-free and up-to-
date software/hardware were also part of the
certification process. While the certification was
not determined to be obligatory and olders of
the certificates are expected to inform related
authorities in regard to vulnerabilities and
irregularities which may have an impact on the
compliance with related requirements. European
Cybersecurity Certification Group which was
established with the Act, held responsible for
advising and assisting the Commission, ENISA,
about related processes.

3. NATO and Cyber Security

As the significance and the capabilities of work
possibly being done through cyberspaces grows
in a short period of time rapidly, the military
aspect was also made subject of such development
of cyberspace. The North Atlantic Treaty
Organisation (NATO) was targeted even before
constant disturbance of the EU and expected to
have further sophisticated cyberattacks due to
aforementioned extension of cyberspace into the
military aspect.

In this respect, while the first attacks were carried
out in 1999, during the Kosovo Operation, it has
revealed the significance of this new dimension
for the Alliance. Further attacks occurred in 2007,
against Estonia and the later use of cyberspace in
Georgia in 2008 by Russian Military, as a part
of a more complex hybrid-warfare techniques,
emphasized the role and significance of NATO
with increasing danger of cyberattacks.

Therefore, the Alliance created and extended its
own cyber defence approach, starting with 2002
Prague Summit and still keeps cybersecurity
measures as one of the main aspects of its security
perception.

3.1.2002 Prague Summit and
NATO CIRC

During the NATO campaign to stop the ethnic
cleansing in Kosovo, despite the superiority
of NATO on conventional warfare, so called “
nationalist” Serbians responded to such attacks
with an unusual way of the time, namely,
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through DDoS attacks. In this attempt, they
were successful in blocking access to a variety of
NATO web sites. The responsible Serbian hackers
who were called “ Black Hand” also tried to reach
the NATO command servers and leak useful
information, however, they could only break into
networks of air forces, notwithstanding couldn’t
reach any useful information. (Szentgali, 2013)

Besides, due to bombing of the Chinese embassy in
Belgrade, which was serving as a re-broadcasting
station for the Milosevic’s forces (Sweeney,
Holsoe & Vulliamy, 1999), also Chinese hackers
along with Serbian and Russians, were launching
DDosS attacks. (Healey & Bochoven, 2012:1)

In this regard the Cyber Defence Program was
adopted at the following NATO summit in
Prague 3 years later. To detect such cyberattacks,
to prevent and if required to respond, NATO
Computer Incident Response  Capability
(NCIRC) was also established as a consequence
of emphasized importance of cybersecurity at
Prague Summit. (NATO, 2002) However the
cybersecurity efforts were left to member nations’
initiatives and still were not considered as a
strategic task of NATO to fulfil.

3.2. 2008 Bucharest Summit

As the member states held responsible to provide
security to their own networks and information
systems, another significant attack operated as
a wakeup call, like it did to European Union’s
awareness of cybersecurity: 2007 Estonia Attacks

Over the decision of changing the place of a war
monument from the Soviet Era, an enormous and
well-organized DDoS attack hit Estonian critical
infrastructure and kept the country blocked for
almost a month.

Following the attacks, as the possible impact
that could be achieved through cyberspace with
a very little effort has been revealed, in a short
period of time the significance of cyber defense
was recognized by the Alliance. (“A look at
Estonia’s”, 2009) Hence in the Bucharest Summit
held in 2008, emphasizing the changing nature
of new types of threats, also the importance of
required security measures promised to be taken
by the Alliance.

Following the policy and mentioning of
enhancing the capabilities with new structures to
be established related to cyberspace, Cooperative
Cyber Defense Centre of Excellence (CCDCOE)
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was established in the capital city of Estonia,
Tallinn. Besides, also the Cyber Defense
Management Authority (CDMA) was established
in Brussels following the Bucharest Summit.

As it continues to guide NATO regarding cyber
defense issues CCDCOE, were not really related
to operational missions, instead established as a
research and complementary centre. Following
its establishment, a significant effort put forward
by the Centre of Excellence, in order to provide
jus in bello and jus ad bellum to cyberspace hence
cyberwarfare, the Tallinn Manual was issued in
2013.

While the Manuel draw attention of the media
and legal societies even in when it was only a
draft (Boyle, 2012) right after its publication, it
was accepted as the main authority regarding
the applicability of the law of armed conflict for
cyberspace, especially western world. (Luukas et
al, 2016) 4 years later, CCDCOE published a more
comprehensive Manual called Tallinn 2.0.

Finally, as the Alliance held another summit
in 2009 in Strasbourg and Kehl for the 60th
anniversary of the establishment of NATO,
the same topics and effort put forward was
emphasized once again. Besides, more work
was promised especially those which will be
established with international organisations and
also third countries. (NATO, 2009)

3.3. 2010 Lisbon Summit

Following the great effort put forward right
after the Estonia attacks, focus on defensive
enhancement regarding cyber defence continued
also in the 2010 Lisbon Summit and the NATO
Strategic Concept published in the same year.
(Healey & Bochoven, 2012:1)

While in the summit, while uninterrupted access to
and integrity of critical systems was emphasized,
significantly, cyberspace was mentioned as a
new dimension of modern conflicts and hence
taken into NATO’s doctrine. In this regard,
improvements of related capabilities, making
NATO Computer Incident Response Capability
achieve reaching its fully operational capacity
by 2012 and the requirement of cooperation and
close coordination with other actors, like the
United Nation and the European Union were
underlined. (NATO, 2010)

Besides, also in the strategic concept declared
in the same year, rapidly increasing complexity,
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and sophistication of cyberattacks with also
growing numbers once again emphasized within
the Security Environment chapter. Importantly,
not only the attacks against state systems or
networks, but also attacks that are directed to the
private sector, transportation and other related
critical infrastructure were also mentioned.
(“Strategic Concept...” , NATO, 2010)

3.4.2011 Policy on Cyber
Defense

Following the acceptance of cyber defence as
a strategic matter and inclusion of it to the
strategic concept, especially with also the effects
of the cyberattacks that targeted NATO after the
operation in Libya, in 2011 NATO extended its
first cyber security policy and published a new
one that covers more of required concepts.

The second policy on Cyber Defence was issued

in 2011. While the drafting was first made in
march, it took 2 more months to finalize the
document and attached implementation tool,
namely the Action Plan, on 8 June 2011.

While the focus of the plan was to protect the
integrity and continuity of relevant systems,
in order to develop required cyber defence
capability, also NATO Defence Planning Process
was given as a guidance for the integration of
cyber defence into national defence frameworks.
To this end, identification of related networks
and information systems and bringing all
NATO bodies under a centralized cyber defence
program to provide sufficient protection and
ensure operationality of the Alliance networks,
determined as significant once again. (NATO,
2011) As the possibility of a collective response
was also mentioned, responsibility and right
to take such a decision was given to the North
Atlantic Council. (NATO, 2011)

A new scheme named Cyber Defence Governance
was drawn which put North Atlantic Council in
the first stage and respectively; Defence Policy
and Planning Committee in Reinforced Format,
NATO CDMB, NATO CIRC

3.5.2012 Chicago Summit and
NCIA

A year later from the second policy, in the Chicago
Summit, cyber defence measures were once again
taken into consideration. Almost as a tradition,
in the declaration of the summit, first, the works
and promised progresses of previous summits
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and policies were emphasized and required effort
was mentioned to fulfill the stated goals. (NATO,
2012) In the summit, further cooperation with
the European Union, the Council of Europe, the
United Nations and the Organization for Security
and Co-operation in Europe, was emphasized.
(NATO, 2012)

Two months later the Alliance merged its existing
command, control and communication(C3)
organizations and established the NATO
Communications and Information Agency
(NCIA). (NATO  Communications  and
Information ~ Agency [NCIA], 2020) Most
basically, the responsibilities of this new agency
was decided as providing relevant information
technologies support to any NATO agencies,
headquarters (HQ) and command structures.
Which also put NCIRC under the rule of the
Agency. However, NCIA is not only responsible
for cyberspace related issues but also subjects
such as air and missile defence command and
control, are also in the extent of the Agency.
(NCIA, 2020)

In order to establish sufficient cyber security
among the Alliance, in 2013, Multinational
Cyber Defence Capability Development (MN
CD2) program was initiated by the NCIA with
five founding members: Canada, Denmark,
the Netherlands, Norway and Romania.
While Denmark and Norway left the program
afterwards, Finland later participated. Within
the program, the role of the NCIA is designed
as the coordinating and enabling body with the
commitment of achieving goals determined for
the program. (NCIA, 2020)

3.6. 2014 Wales Summit

As the Alliance progressed a step further
with each summit in the cyberspace area, in order
to follow the rapid changing nature of it; in Wales
Summit, cyberspace measures were also taken
into consideration especially as a part of hybrid
warfare. (NATO, 2014)

To this end, cybersecurity based decisions
explained in two articles for the first time with the
Wales Summit. In these articles, the fundamental
duty of the Alliance in this regard is stated as
defending the networks that belong to Alliance
itself and assisting member states in order to
make them provide adequate level of security to
their national systems and networks.

Besides, with this summit, while the Alliance
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declares the acceptance of the application of
international humanitarian law and the UN
Charter to cyberspace, it also states the possible
use of collective defence clause of the Alliance
due to increasing damage capability of the
cyberattacks and dependency of modern western
societies to integrated networks and information
systems. In this regard, the decision whether
Article 5 was triggered by an attack would be
taken by the North Atlantic Council on a case by
case basis.

3.7.2016 Warsaw Summit
and The Cyber Security
Pledge

After the huge progress from 2008 to 2014 by the
Alliance, in the 2016 Warsaw Summit, a whole
new paradigm was accepted by heads of state and
government of the member countries. With this
new paradigm, the Alliance designed a new role
to itself. In that sense, NATO decided to define
cyberspace as a domain of possible operations.

To this end, in the summit declaration, while the
cyber threats described as a clear challenge to
security and prosperity of the Alliance and its
members, they are acknowledged as harmful as
any threats that can be directed from conventional
dimensions. In addition to previously mentioned
application of UN Charter and international
humanitarian law to cyberspace, with the Warsaw
Summit also significance and application of
human rights to cyberspace was stated. (NATO,
2016) Besides, in order to achive providing the
promised security and enhance cyber defence
of the alliance, while the NATO Industry Cyber
Partnership defined as an important project;
also international cooperation and especially
coordination with the European Union once
again mentioned. In that sense, the technical
agreement established between two organization
in the same year was appreciated.

Finally, the Heads of State and Government of
the Member Countries defined the 7 areas of
efforts, which also includes cyber defence and
relatedly information protection. They also issued
the Cyber Defence Pledge which, naturally,
consists of promises and expectations of member
states and the Alliance from them. With the
Pledge, while evolving the dangerous nature of
cyberspace and acceptance of it as an additional
dimension to previous conventional dimensions
acknowledged; also the promise of enhancing
national capabilities with allocating required
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resources and commitment to the Enhanced
Policy on Cyber Defence, repeated. (NATO, 2018)

3.8.2018 Brussels Summit and
Cyber Operation Centre

Following the decision of considering cyberspace
as an addition to conventional dimentions,
growing attention paid by NATO to cyber defence
also continued in 2018 Brussels Summit. Although
the ongoing emphasizing process through
summit continues, aggressive behaviour of the
Russian Federation, for the first time, expressed
within the declaration directly. In addition to
this, problematic situation occured due to faced
hybrid challenges consist of disinformation
campaigns and cyberattacks are also underlined.
(NATO, Brussels Summit, 2018)

Besides, also the necessity of more regular
exercises including exercises organized related to
cyberspace explained. In that case, it is possible
to see the changed approach of the Alliance to the
cyberspace especially from laissez faire principle
to more acknowledged and effort worthy type of
dimension.

Besides, another body related to cyber security
operations included to the NATO Command
Structure, and designed to be established in
Belgium, alongside with Joint Force Command
Norfolk, Joint Support and Enabling Command,
namely; Cyberspace Operations Centre (CyOC).
In this regard, Cyberspace Operation Centre
is expected to be the backbone of the cyber
capability of the Alliance and will serve as the
theatre component of the Alliance. (Brent, 2019)

In accordance with its principle, NATO
organizations that are operating fully or partially
to provide a sufficient level of cyber defence the
Alliance and principle educational institutes
which are either totally based on cyberspace
education or extended their scope in sense of
including cyber related issues can be tabled as
shown below, in Figure 9.
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Educational Institutes

Cybersecurity Organizations

(Mons, Belguin)

NATO Computer Incidents Response Capability

Cyber Operations Centre

(Mons, Belgium)

The Cooperative Cyber Defence
Centre of Excellence

(CCDCQOE; Tallinn, Estonia)

Allied Command Operations Task Force Cyber

NATO Communications and Information

(Norfolk, Virginia)

System School
(Mons, Belgium) _

(Latina, Italy)
Allied Command Transformation The NATO School

(Oberammergau, Germany)

Intelligence and Security Division

(Mons, Belgium)

The NATO Defence College

(Rome, Italy)

Intelligence Fusion Centre

(United Kingdom)

Figure 9: Cyber Security Organizations and Educational Institutes of the NATO (Ablon et. al, 2019)

3.9.Cyber Defence Exercises

Asithas been mentioned several times in different
documents, the Alliance pays a significantamount
of attention to exercises aiming to strengthen its
cybersecurity. In this regard, as there are plenty
of exercises taking different aspects of various
scenarios of cyberspace, here we will mention
relatively more important two of them, namely;
Locked Shields and Cyber Coalition.

Since 2007, NATO continues to hold annual cyber
defence exercise called Cyber Coalition, which is
also described as flagship cyber defence exercise
of the Alliance. And the participant number
grows by each year. While the exercise gives the
chance of testing the skills of cyber defenders in
sense of defending the networks and information
systems of the Alliance and also their countries, it
also trains those participants in order to make it
possible to achive further goals.

Besides one of the main goal of the exercise
is, naturally, establishing a coordination and
enabling cooperation among the participants, by
enhancing the ability to protect related part of
cyberspace and conduct military operations in it.
(“Cyber Coalition”, 2018)
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To this end, with the addition of academics and
representatives of industry, for the first time
in 2014, participant numbers reached over six
hundred. Following years, as more civilian and
expert joins, the number grows over a thousand.

In the exercise occurred in 2019, the procedures
with NATO’s Cyberspace Operations Centre was
also emphasized. As the Lieutenant Commander
Robert Buckles, who was the Exercise Director,
explains; “This year we emphasized warfare
development  through  new  experimentation,
development of new tactics, techniques, and procedures
with NATO's Cyberspace Operations Centre (CyOC).
And further enhance coordination and collaboration
amongst the Alliance within the Cyberspace Domain
of Operations.” (“Exercise Cyber Coalition”, 2019)
Another important annually organised exercise
in order to enhance skills of cyber security experts
to enable them defend national IT systems and
critical infrastructures in case of a real-time attack
is; Locked Shields.

Since 2010, NATO keeps the Locked Shield
going in order to enhance its capability and skills
of IT personnel of the member nations. In time
inclusion of the representatives of industry, the
variety of the participants also increased. While
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the exercise is basically a cyber war game where
a team or a group of teams trying to protect pre-
determined systems and networks, another in-
game villian team attacks and tries to use the most
sophisticated real-time methods in order to keep
it as near as possible to real-time scenarios. In this
regard, this annual exercise is being described
as “the World’s largest and most advanced
international technical live-fire cyber deterrence
exercise” by the Alliance. (Calatayud, 2017)

4. Cooperation Between Two
Allies

Following the description and definition of
cyberspace related concepts and cybersecurity
approaches of both organizations, under this title,
a brief background to understand the current
position of organizations and their cooperation
in cyberspace with further possibilities will be
examined.

4.1.Brief Background and
Conventional Problems

Although both organizations built upon
similar values that can be defined as “ Western
Values”, refer each other as “ strategic partners”
(Aghniashvili, 2016:68) and shares 22 members;
raises concerns of non-European members and
also the Alliance in regard to losing the pivotal
role of European Security to another relatively
new organization and fall into duplication hence
make unnecessary effort. Beside the common
members, also the mandates of the NATO
and European Security and Defence Policy
is overlapping largely, in sense of Petersberg
Tasks and both comprehends no geographical
boundaries (Hofmann, 2019: 45) which sometimes
results with simultaneously arranged operations
with no formal link.

Following this, special case of non-dual member
countries are also creating a problematic situation
between two organizations and poses an obstacle
for further cooperation, especially in conventional
dimensions. In particular, the situation between
one of the significant NATO member, Turkey,
and a relatively new member of the Union,
Southern Cyprus, is being pointed as one of the
main impediment that blocks further cooperation
of the organizations. (Hofmann, 2019: 45)

In that sense, while Turkey constantly refuse any
attempt that includes reach of Southern Cyprus to
any NATO assets or resources, especially in sense
of intelligence sharing due to security concerns;
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Southern Cyprus also blocks already problematic
position of membership process of Turkey and
especially the participation possibility of Turkey
to the European Defence Agency, which in
sense of preserving status quo should have been
granted as a right to Turkey.

4.2.Cooperation in
Cyberspace

However, despite the problematic consequences
of the establishment of European CSDP and
although such political deadlocks still exist
between organizations, a new momentum to
push cooperation between each other reoccurred
in 2016 with a joint declaration issued by the
president of the EU Council, the Commission,
and the secretary general of the NATO. (“Joint
Declaration”, 2016)

In fact, it would be more proper to state that
the relations in regard to cyberspace between
organizations is started with the joint declaration
of Warsaw. As there were only a technical
agreement that foresees promotion of further
cooperation between NCIRC and the CERT-EU.

While there was a clear intention of increasing
relations between organizations, especially
regarding cybersecurity, for so long, those
intentions were not able to go further than just
being verbally expressed. In fact, with also the
heritage of having different nature than each other
where NATO is a political-military international
organization, and the EU is parliamentary,
economical, and trading based supranational
organization; the general approaches adopted by
the NATO and the EU are also complementing
each other.

In accordance with this, first step of increased
cooperation on cybersecurity and defense was
forementioned technical agreement which was
followed with implemented aspects of the joint
declarations. As the technical agreement tried
to create a common understanding against the
similar challenges that both response teams are
struggling with, its framework basically and
briefly is consist of information and practices
sharing between the NCIRC and CERT-EU.
To this end, also participation of EU to Cyber
Coalition (Cybersecurity exercise performed by
NATO), can be taken as an example of intentions
of organizations to have their efforts collaborated.

Following this, joint declaration decisions of 2016
especially stated the necessity of exchanging
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concepts of the integration of cyber defense
approaches, increasing cooperation in exercises,
promoting innovation cooperation in cyber
defense research, and finally harmonizing
the training requirements and cooperation in
trainings. (“Statement”, 2016)

Within the period that will be examined hereby,
there has been 4 reports regarding the 2016 Joint
Declaration;

1. The first report issued on 14 June 2017.
Due to comprehensive extent of joint declaration,
as it includes several different subjects, according
to cybersecurity, main point of report was to
intensify cooperation in cyberspace. (NATO,
“Progress report on the implementation”, 2017)
2. Another report issued briefly after first
one on 29 November 2017. (NATO, “Second
progress report”’, 2017) In the report, an
important step forward in accordance with goals
set to encounter the hybrid threats taken into
consideration, establishment of the European
Centre of Excellence for countering hybrid
threats, in Helsinki. Besides, also the first parallel
and coordinated exercise EU PACE17/CMX17
emphasized, which held in September and
October of the same year. (NATO, “Common set
of new proposals”, 2017)

3. The third report (NATO, “Third progress
report”, 2018) was issued on 31 May 2018.
While in the report, proposed 32 further actions
on 5 December 2017, in addition to previous
42 of them, accepted in 2016, was taken into
consideration; in general the report analyzes the
achievements of cooperation and expresses the
further possibilities of increasing it.

4. Final report on the progress of the
implementation until 2020 regarding to
previously mentioned proposals was issued on
17 June 2019. Intensified political dialogue and
increasing cooperation were the main points of
the cybersecurity aspect of the report. In fact,
other subjects such as conventional and hybrids
threats were more frequent in the last report.

Beside the 2016 Joint Declaration and 4 reports
on it, to increase and accelerate the cooperation
process;in 2018 these 2 international organizations
have declared second joint declaration stating the
intent of further cooperation especially against
hybrid and contemporary threats. (NATO, “Joint
Declaration “, 2018) However, due to detailed
mentioning of cybersecurity in previous reports,
the second joint declaration was not necessarily
deepened in sense of cyberspace. Instead,
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cybersecurity was mentioned whenever hybrid
threats were taken into consideration.

Indeed, these problematic uneven approaches
and nation-based considerations not only pose
an obstacle for further cooperation between
organizations but also have critical effect within.
Nevertheless, while transboundary nature of
cybersecurity requires states to have a well
international coordination among each other.

5. Common Threats and
Possible Future Chances

As amatter of fact, plenty of attacks from a variety
of sources including states and non-state actors
targeting Europe and North America constantly
and increasingly. Especially Russia and China
should be taken into consideration with some
important examples and their main goals to
launch such offensive campaigns.

Besides the milestone attacks like Estonia in
2007 and Georgia in 2008, as expectedly Russian
offensive targeting western structures and
democracies didn’t stop at any point. To this end,
while the superiority in cyberspace was defined as
one of the essential goals for Russian Federation,
in their National Security Strategy, also the
confrontation in the worldwide information
dimension was emphasized.

A variety of democratic processes can
be given as example of targeted processes by
Russia, in order to either prevent or promote self-
proclaimed ideas about those elections or at least
tolower the trust in democratic ways and western
values, including; Italian elections in 2018, French
elections in 2017, the Brexit referendum, and the
most popular among mentioned, the 2016 United
States Presidental Election. (France24, 2017)

Another actor in cyberspace and with
its emerging role in conventional dimentions
also, is the People’s Republic of China (PRC).
Following the military modernization process,
PRC also paid an important level of attention
to enhance its cyber capacity, especially to have
an offensive capacity in cyberspace and to use
it to capture especially economic classified
information through unauthorised ways and to
cyberespionage. Unlike Russia, commercial gain
is more preferred by PRC in that sense. To this
end, infiltration to 5 US companies, in 2014, by
Chinese hackers who eventually found out was
People’s Liberation Army (PLA) officers and
charged by US Justice Department, shows this
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intention of PRC clearly. (US District Court, 2014)

To this end, 3 basic suggestions can
be stated to increase the cooperation between
organizations;

5.1. To achieve having a joint response
mechanism, the most important step forward is
to establish an Interorganizational Cyber Threat
Information Centre.

5.2. Following this establishment of a
joint computer response team that will have
coordinated staff from NATO CIRC as well as
CERT-EU would be an important step.

5.3. A following step would be the creation of
a joint program to fund the computer response
teams of the organizations, national computer
response teams, the joint response team. As a
matter of fact, while preventive and deterring
actions needs a financial support; the creation of
such fund, would be more useful if initiated with
previous steps.

Conclusion

Since the creation of the first network in the
second half of the 20th century, emerging
network and information system technology
rapidly dominated almost every aspect of daily
life, politics, society and economics. As the
internet evaluate from Web 1.0 to Internet of
Things, through time, cyberspace developed its
own rules and concepts. New set of tools and
dimension also transformed the conventional
ones and constructed new concepts like; cyber
defense, cyber espionage et. al.

Transforming nature of emerging technologies,
expectedly effected the international relations and
the most important turning point of cyberspace
has been the first highly organized and intensified
DDoS attacks targeting Estonia in 2007. As a
matter of fact, Estonia Attacks not only served
as a national wakeup call but also triggered the
attention of the European Union which Estonia
was participated with 2004 enlargement and the
NATO, participated in 2004 as well.

In order to preserve its continuing provision of
security and stability to their member while the
European Union accelerated its process to build
upon previous, less intensified attempts, with a
directive on identification and designation of its
critical infrastructure, in 2008 (EC, 2008); also
the NATO initiated a serious process of progress
starting with the establishment of a Cooperative
Cyber Centre of Excellence based in Tallinn at the
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first summit after the attack, in 2008 as well.

In fact, until 2016 two organization
have followed formally separated ways, but
nevertheless due to their different nature; the
general approaches adopted by these two
organizations are occurred as complementary
work of each other. However, such cooperation
still needs a more enhanced and sincere
cooperation. The necessity occurs due the
requirement of the cyberspace of a more
comprehensive understanding that passes the
border-based ideas.

Although the organizations have
conventional problems including but not limited
to duplication and non-dual membership; these
doesn’t prevent both actors to construct more
cooperative future in cyberspace. Nevertheless,
joint declarations and cooperative efforts still
doesn’t seem deep enough to create a spill-over
effect over abovementioned problems.

While it would not be logical for the European
Union to try constructing a separated cyber
security, reciprocatively it would also be fatal
error for the North Atlantic Treaty Organization
to separate its efforts from cyber security progress
of the previous actor. Hence, there is more chances
to take advantage of, by both organizations and
sincere approach to each other would help to
have a more secure future for both actors.
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Oz

19’uncu ytizyil (19. YY.) Biiyiik Fransiz Devrimi'nden sonra sanayilesmenin muazzam bir ivme yakaladig1, somiirge arayislarmin
etkili oldugu ve milliyetcilik diisiincesinin 6n plana ciktig1 bir donem olmustur. Bu ytizyilda Rusya ve Almanya, Avrupa Giivenlik
Mimarisi kapsaminda énemli olay ve olgularin yasandig iki devlet olma 6zelligine sahiptir. Ozellikle 19. YY.'da Rusya'nin yayil-
maci bir politika takip etmesi, Almanya’nin ise Alman Birligini kurmadan once ve kurduktan sonra yiiriittiigii stratejiler onem
arz etmektedir. Calismamizda Almanya ve Rusya’nin 1870 yilindan itibaren uygulamis olduklari siyasi hamlelerin Birinci Diinya
Savasi'nin (1.DS.) sona ermesine kadar olan siire¢ degerlendirmeye tabi tutulacaktir. Almanya’nin Otto Von Bismarck énderliginde

19.YY. sonuna kadar stirdiirebildigi yénetim dahilinde uyguladig: savasin disinda kalma politikasi, 20'nci (20. YY.) ytizyila girildigi
donemlerde tersine islemeye baslamistir. Rusya’nin ise bir miittefik bulma ¢abalar1 ingiltere ve Fransa’nin 20.YY. basma kadarki
durumlarn ytiziinden Almanya ile iligkileri stirdiirme zorunluluguna dontismiistiir. Ancak stireg icerisinde yasanan gelismeler iki
devletin 1.DS.'na rakip olarak girmelerine sebebiyet vermistir. Nitekim iki devlet savasin sonunda beklemedikleri sonuglarla karsi-
lasmustir. Calismanin amacy; Birinci Diinya Savas: 6ncesinde Almanya ve Rusya’nin takip ettigi politika ve stratejilerini analiz etmek
ve her iki devletin rakip olarak girdikleri Birinci Diinya Savasinin sonucunda farkli dinamiklerden dolay1 amagcladiklar1 hedeflere
ulasamamalarinit Thomas C. Schelling’in Korkak Tavuk Oyunu modellemesi kapsaminda incelemektir. Calismada retrospektif ana-
lize tabi tutulan iki devletin 1.DS.”n1 kaybetmesi ve Avrupa Giivenlik Mimarisine etkileri ortaya ¢ikarilmaya calistlmustir. Calismada
nitel analiz yontemi kullanilmis olup konuyla ilgili cesitli akademik tezler, makaleler ve kitaplar arastirma stirecine dahil edilmistir.

Anahtar Kelimeler: Almanya, Avrupa, Giivenlik, Korkak Tavuk Modellemesi, Rusya.

Abstract

19th century After the great French Revolution, industrialization it was a period in which the search for colonies gained momentum,
the search for colonies was effective and the idea of nationalism came to the fore. In this century, Russia and Germany have the
distinction of being the two states where important events and phenomena took place within the scope of the European Security
Architecture. Especially in the 19th Ida, Russia’s following an expansionist policy and Germany’s strategies before and after
establishing the German Union are important. In our study, the process of the political moves of Germany and Russia since 1870 until
the end of the First World War will be evaluated. 19th century under the leadership of Germany’s Otto Von Bismarck. The policy of
staying out of the war, which he implemented within the administration he could maintain until the end, started to operate in reverse
in the 20th century (20th century). Russia’s efforts to find an ally, England and France’s 20th century. It has become an obligation to
maintain relations with Germany due to the situation until the beginning. However, the developments in the process caused the two
states to enter the 1.DS. As a matter of fact, the two states faced unexpected results at the end of the war. Purpose of the study; The
aim is to analyze the policies and strategies followed by Germany and Russia before the First World War and to examine the failure
of both states to achieve their goals due to different dynamics as a result of the First World War, in which they entered as rivals,
within the scope of Thomas C. Schelling’s Cowardly Chicken Game modeling. In the study, the loss of the 1DS and its effects on the
European Security Architecture were tried to be revealed by the two states that were subjected to retrospective analysis. In the study,
basic analysis skill was used and various academic theses, articles and books on the subject were included in the research process.

Keywords: Cowerdly Chicken Modelling, Europe, Germany, Russia, Security.
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Giris

“Biitiin silahlanmsg kitlelerin savasa girmek
icin hazir olmasi karsisinda, en belirleyici ni-
telikteki bir savastan bagka cesit bir savas dii-
stintilemez. Oyle bir savas ki, uzun bir zaman
icin Avrupa devletlerinin ve dzellikle Rusya ve
Almanya’nun gelecekteki géreceli politik pozis-
yonlarini belirlesin...”

Obruchev Memorandumu

Tarihsel stireg icerisinde yasanan olay ve olgula-
rin sebepsiz, tarihsel bir arka plani olmadan ve
belirli bir zemin kazanmadan ortaya ¢iktigimni
soylemek giictiir. Oyle ki bu konuda yapilacak
olan analizlerin derinlemesine ve retrospektif bir
acidan yapilmamasi ele alinan konularin indirge-
meci bir sekilde degerlendirilmesine neden ola-
caktir. Calismamizda analize tabi tutulacak olan
iki devlet olan Almanya ve Rusya'nin katildig1
1.DS. 6ncesi durumlariin da ayrintili bir sekilde
ele alinmasi gerekmektedir. Bu baglamda 6zellik-
le 1871 yilinda kurulan Alman Birligi'nin tarihsel

stireg icerisinde 6nemli bir yeri bulunmaktadir.

1789 yilinda Biiyiik Fransiz Devrimi'nin gercek-
lesmesi ile Avrupa topraklarinda derin izler ba-
rindiracak bir siire¢ baslamistir. Fransa’nin kita
tizerindeki politikalarinin mimar1 olan Napol-
yon Bonapart’a kars1 diger Avrupa devletlerinin
denge politikasina yonelik uygulamalar: biri dizi
savaslar silsilesinin yasanmasina sebebiyet ver-
mistir. Kendisini Imparator ilan eden Napolyon,
Koalisyon Savaslari’nin sonunda gtigten diismiis
ve Fransa, Avrupa’daki etkisini kismen yitirmis-
tir. Avrupa’daki devrim stirecinin 6ntine gegil-
mesi ve monarklarin eski giicine kavusmasinin
amaglandigr 1815 Viyana Kongresi ile Avrupa
Uyum’u tekrar olusturulmaya galisilmis ve bu
stireg, “Restorasyon Donemi” olarak adlandiril-
mustir (Fulbrook, 2011:109). Ancak 19.YY. iceri-
sinde Sanayi Devrimi'nin etki alanin1 genislet-
mesi ve Buiyiik Fransiz Devrimi'nin bir yansimasi

olan Milliyetcilik diistincesinin Avrupa’ya hakim
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olmas ile uluslar, kimlik olgusunu 6n plana ¢i-

karmaya baglamislardir.

19 YY./m ikinci yarisinda Avrupa’da devletin
sistemsel biittinltigiinii saglayamayan iki buiyiik
topluluk olan Almanlar ve Italyanlar'in Birlikle-
rini gerceklestirmesi ile 1815 Viyana Kongresi so-
nucunda hayata gegen uyum siireci sona ermistir
(Sander, 2017: 220). Avrupa’daki uyum stireci-
nin Alman ve Italyan Birlikleri'nin kurulmasiyla
sona ermesi neticesinde Fransa ve Ingiltere
birbirlerine daha ¢ok yakinlasmistir. Ayrica
Carlik Rusya’min Avrupa’daki gelismeleri daha
yakindan takip etmesi gerekmistir. Bu olaylar
sonucunda ise Avrupa’daki bloklasma stirecinin
basladig1 degerlendirilmektedir.

19. YY.'da etkisini iyice gosteren Sanayi Devrimi
sadece ekonomik etkilerin ortaya ¢ikmasimi de-
gil devletlerin savunma sanayinde kullanilacak
harp malzemelerinin muazzam gelisimine sebe-
biyet vermistir. Bu sayede Avrupa’da 6n plana
¢ikmak isteyen devletler arasinda silahlanmaya
yonelik ciddi girisimler olmustur. Bu yaris sa-
dece belirtilen dinamikler dogrultusunda olma-
mus, Ozellikle somiirgecilik alaninda da girisimler
meydana gelmistir. Avrupa Devletleri arasindaki
bu yarisma siireci ileride yasanacak olan savasin
temellerinin atilmasi1 acisindan 6nemlidir. Al-
manya’'nin kitada énemli bir gti¢ olarak 6n plana
¢tkmast 1ngiltere ve Fransa’'nin dikkatini ¢ekmis
ve gii¢ dengesinin dogasi geregi kitada giiclii bir
aktor olan Almanya, bu iki devlet tarafindan
kabul gormemistir. Carlik Rusya ise her ne kadar
Almanya ile iletisim kurmak istese de iliskiler
gevsek bir zeminde ilerlemis ve Ingiltere ile Fran-
sa saflarinda yerini almistir. Bu da savasa giden
bloklasmanin olusmasinda etkili olmustur.

Thomas Schelling tarafindan ortaya atilan oyun
modellemeleri ekonomi alaninin yaninda ulusla-
rarasi iliskilerde gelisen olaylarin agiklanmasin-
da kullanilmigtir. Ozellikle 1960’11 y1llarda ortaya
cikan Korkak Tavuk modellemesi Amerika Birle-
sik Devletleri (ABD) ile Sovyet Sosyalist Cumhu-
riyetler Birligi (SSCB) arasinda doruk noktasina
ulasan Kiiba Fiize Krizi'nin agiklamasinda siklik-
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la kullanim alani bulmustur. Calismamizda ben-
zer sekilde Carlik Rusya ile Almanyanin 1.DS.
oncesinde icra ettikleri politik hamlelerin savas-
tan sonraki durumlarmi nasil etkiledigi Korkak
ile analiz

Tavuk  modellemesi edilmeye

calisilmistir. Calismada Almanya ve Carlik
ettikleri

stratejileri hangi kriterlere gore belirledigi,

Rusya'min 1.DS. oncesinde takip
savastan onceki konjonktiir kapsaminda iki
halinde

varyasyonlarin yapilip yapilmadigr ve savas

devletin savasa girmesi olumsuz
sonrasinda ortaya cikan durumlarin ne gibi
sonuclar yarattigt Korkak Tavuk modellemesi

cercevesinde aciklanacaktir.

1. 1871-1918 Déneminde Gelisen
Olaylarin Almanya ve Rusya Ac¢isindan
Degerlendirilmesi

1862 yilinda Almanya sansolyesi olan Otto Von
Bismarck 1862 yilinda yaptigr “Kan ve Demir”
konusmasiyla Alman Birligi'ne giden yolun te-
mellerini atmustir. Bu baglamda 1864 yilinda
Avusturya ile hareket edilerek Danimarka isgal
edilmis, 1866 yilinda Avusturya devre dis1 bi-
rakilmis ve son olarak 1870 yilinda Sedan Sava-
si’'nda Fransa'y1 yenerek 1871 yilinda Frankfurt
Barisi'nin imzalanmasi neticesinde Alman Birligi
kurulmustur (Blackbourn,1998: 243-259).

Otto Von Bismarck Alman Birligi'ni kurduktan
sonra bariscil bir dis politika takip etmistir. Bu
anlamda Fransa’y1 tehdit olarak gormesine rag-
men Fransa tarafindan verilmesi gereken savas
tazminatlarinin Fransa’y1 bir mtiddet gti¢stiz bi-
rakacagini ongormiistiir. Ancak Bismarck sadece
dis sorunlarla degil i¢ sorunlarla da miicadele
halindedir. Alman Birligi kurulmus ancak 6zel-
likle Giiney bolgesindeki Katolik Almanlarin
catismacit durumlarmi “Kulturkampf” marifetiy-
le istedigi bir yapiya doniistirmeye calismistir
(Anderson, 1996: 82-115). Bismarck, Kulturkampf
politikasi ile tilkedeki Katolik mezhep inancin-
daki insanlarin yonetim birimlerinde daha az ve
etkisiz roller almasin1 amaglayan bir strateji takip

etmistir.

Bismarck tarafindan Avusturya-Macaristan ile

Rusya arasinda Balkanlar 6zelinde baslamasi
muhtemel sorunlarin 6niine gececek tedbirlerin
almnmas1 gerekmistir. Ayrica Bismarck Fransa'y1
yalniz birakacak bir yol takip etmek istemekte-
dir. Rusya her ne kadar Fransa ile iliski kurmak
istese de y1pranmus bir Fransa, Rusya’nin planla-
rinda olmayacaktir. Bu nedenden dolay1 Rus Car1
Ikinci Alexander, Almanya ve Avusturya-Ma-
caristan blokuna dahil olmak istemis ve boylece
Birinci Imparatorlar Ligi kurulmustur (Gildea,
1987:237). Almanya, Avusturya-Macaristan ve
Rusya arasindaki bu ittifaka “Dreikaiserbund”
ad1 verilmistir (Lee, 2004:155). Birinci Ug¢ Impa-
rator Ligi'nin kurulmasmda temel dinamikler
arasinda Bismarck’in Fransa'y1 yalniz birakmay1
amagclamasi ve Rusya ile Avusturya-Macaristan
Imparatorlugu arasindaki iligkilerin devamim
istemesi sayilabilir. Ayrica Rusya'nin Birinci Ug
Imparatorlar Ligi'ne dahil olmak istemesinin ana
etkeni o donemde Fransa'nin gii¢stiz bir durum-
da olmas, Ingiltere’nin kita Avrupa’sindan uzak
bir politika takip etmesi ve Rusya’nin bu kon-
jonkttir icinde yalmiz kalmak istememesi olarak
degerlendirilmektedir (Medlicot, 1945:62).

Birinci Ug imparatorlar Ligi, devam eden stireg-
te uzun omirlid bir gorinim sergilememistir.
Bu baglamda 1875 yilindan itibaren Balkanlar’da
Osmanli Imparatorlugu'na karst bas gosteren
ayaklanmalar icin Rusya’nin bolgeye Pan-Sla-
vist dinamiklerle miidahale niyeti (Heraclides
& Dialla, 2017: 169-171) Avusturya-Macaristan
ile Rusya arasindaki iligkilerin ilimli olmamasi
ve bu karisik durumun her iki devlet tarafindan
kendi lehlerine sekillendirmeye calismalar1 Ber-
lin Kongresi'nin toplanmasina ve Birinci Ug Im-
paratorlar Ligi'nin dagilmasinda etken olmustur.
Diger yandan Rusya’nin Berlin biiytiikelgisi Peter
Saburov’un ¢ y1l 6nceki sartlar altinda kurulan
Ug Imparator Ligi'nin artik Rusya’nin menfaatine
yonelik bir anlam tasimadigi ve Avrupa’da
Almanya’ya daha ¢ok hareket alani tanindigina
yonelik degerlendirmesi Birinci Ug¢ Imparator
Ligi'nin dagilmasimdaki unsurlardan
biridir (Gorainov, 1918: 235).

diger
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Birinci Ug Imparatorlar Ligi'nin dagilmast Al-
manya ve Avusturya-Macaristan Imparatorlu-
gunun bir araya gelmesine sebebiyet vermistir.
Almanya’nin Fransa’y1 devaml tehdit olarak al-
gilamasi, Avusturya-Macaristan Imparatorlugu-
nun ise Rusya ile 6zellikle Balkanlar bolgesinden
dolay1 ihtilafa diismesi bu birlikteligin temelini
olusturmustur. 7 Ekim 1879'da kurulan Ittifak,
Birinci Diinya Savasina kadar devam edecek
uzun bir birlikteligin baslangici olmustur. Bu itti-
fak kapsaminda Almanya’nin Fransa ile olas1 bir
savas yasamas! durumunda Avusturya-Macaris-
tan tarafsizlik uygulayacak, bu durumda Rus-
ya'nin Fransa'nin yaninda savasa girmesi ihtima-
linde ise Avusturya-Macaristan Imparatorlugu
Almanya’nin yaninda savasa girecektir. Devam
eden siirecte ise Romanya ve Italya ittifaka dahil
olmusglardir (Ozdal &Karaca, 2020: 446).

18 Haziran 1881 tarihinde Bismarck’in girisimle-
ri ile Almanya, Avusturya-Macaristan ve Rusya
arasinda fkinci Ug Imparatorlar Ligi'nin kurul-
mast icin anlasma saglanmistir. Ancak Ikinci Uc
Imparatorlar Ligi'nin kurulmasi Avusturya-Ma-
caristan Imparatorlugu ile Rusya arasindaki Bal-
kanlar sorununa bir gare olmamuis, aksine ikili
arasindaki sorunlar devam etme egilimi goster-
mistir. Bismarck tarafindan Balkanlarin Avustur-
ya-Macaristan Imparatorlugu ile Rusya arasin-
da taksim edilmesi baslangigta bazi sorunlarin
¢oziimi igin gerekli altyapiyr saglasa da uzun
donemde Avusturya-Macaristan Imparatorlu-
gu'nun Ozellikle Rumeli'nin dogu bolgelerinde
Rusya’min haklarini gérmezden gelmesi Ikinci Ug
Imparatorlar Ligi'nin tekrar dagilmasina sebebi-
yet vermistir (Ozdal&Jane, 2014: 235)

Bismarck, Almanya sansolyesi olmasindan itiba-
ren Avrupa’da savas istemeyen bir politika tiret-
me egiliminde olmustur. Ancak Avusturya-Ma-
caristan Imparatorlugu ile kurulan ittifak Fransa
ve Rusya’y1 stirekli bir tehdit unsuru olarak alg-
lamistir. 1870’te Cont Cavour ve Guiseppe Maz-
zini onderliginde Birligini kuran diger bir devlet
olan Italya’nin (Armaoglu, 2021:293-296) Afrika

kitasindaki somiirii arayislarina Bismarck olum-
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suz bir tavir gostermemistir. Avusturya- Maca-
ristan Imparatorlugu’nun Italya’nin somiirge
politikalari icin olumsuz bir goriis bildirmemesi
neticesinde 1887 yilinda Uglii Ittifak'm yenilen-
mesi gerceklestirilmistir (Britannica, T. Editors of
Encyclopedia,2022).

Avusturya-Macaristan Imparatorlugu ile Rusya
arasindaki anlasmazlik Bismarck icin asilmasi ge-
reken bir problem olarak goriilmekteydi (Safak,
2020). Fransa’da Almanya ile savast kuvvetli bir
secenek olarak goren askerlerin etkisi, Charles De
Freycinet kabinesinin gorevde olmasi ve Char-
les De Freycinet'in Savunma Bakani koltugu-
na Alsas-Loren bolgesinden kalan 6¢ duygular:
tasiyan General Boulanger’i atamas1 Bismarck'in
cekindigi noktalardan biri olmustur. Bu neden-
lerden dolay1 Bismarck Rusya ile Askeri Teminat
Antlagsmasi 18 Haziran 1887 tarihinde imzala-
mistir. Antlasma kapsaminda Rusya ve Alman-
ya uglinct bir devletle savasa girerse diger dev-
let tarafsiz kalacak ancak bu madde Rusya’nin
Avusturya-Macaristan, Almanya’nin ise Fransa
ile girecegi bir savas esnasinda uygulama dis1 ka-
lacaktir. Ayrica Almanya, Rusya’nin Istanbul Bo-
gazlarma yerlesme talebi konusundaki isteklerini
kabul etmistir (Mitchell, 1981:19-28).

Bismarck’in Fransa’dan duydugu tehdit algisi
canliligini muhafaza etmistir. Bu nedenden dola-
y1 Rusya ile stirekli diplomatik iliski kurma egi-
liminde olmustur. Bismarck, Balkanlar sorunu
yliztinden Rusya ile Almanya’nin anlasmazlik
yasamasini bir kayip olarak degerlendirmistir.
Ayrica Rusya’nin Biyiik Oyun (Great Game)
dolaystyla Ingiltere ile yakinlasmasmmn o
donemde miimkin olmamasi ve Bogazlar

konusundaki tavrinin  Almanya tarafindan
taninmas1 Almanya ile Rusya arasinda teminat
antlasmasi imzalanmasimi miimkiin kilmistir. 18
Haziran 1887 tarihinde imzalanan ve ¢ok az
sayida devlet adaminin bildigi gizli bir antlasma
olan Rusya-Almanya Teminat Antlasmasi
(Reinsurance Treaty) geregince iki devletin baska
bir tgiincii devletle savagsmast durumunda
tarafsizlik gosterilecek ancak tarafsizlik maddesi

Rusya’nin Avusturya-Macaristan,
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Almanya’nin ise Fransa ile savasmasi durumun-
da gecerli olmayacaktir (Kennan,2020: 309-346).
Antlasma, Alman imparatoru kinci Wilhelm'in
teminati uzatmama karar1 vermesiyle gecerliligi-
ni yitirmistir. Bu karar Rusya-Fransa iliskilerinin
daha 1limh bir hale gelmesindeki 6nemli etken-

lerden birisi olmustur (Brittanica, 1887).

1880 ve 1890 tarihleri arasinda Rusya’da Car ikin-
ci Alexander’m 6lmesi ve yerine Ugiincii Alexan-
der’m ge¢cmesi, Almanya’da ise Birinci Wilhelm'in
oliimii, yerine Ugtincii Frederick’in gecmesi an-
cak Ugiincii Frederick’in de 6lmesi nedeniyle kisa
siiren imparatorlugun bagma Ikinci Wilhelm’in
gecmesi gibi gelismeler yasanmustir. Bilhassa Al-
manya’da ITkinci Wilhelm ile Bismarck arasidaki
anlasmazliklar giin ytiztine ¢tkmustur. Ikinci Wil-
helm’in halk i¢in 6zgtirliik¢ti bir bakis agisiyla ka-
rarlar almasi, Bismarck'in fikirleriyle celismistir.
D1s politikada ise Bismarck'in rasyonel hamleleri
Ikinci Wilhelm tarafindan kabul gérmemis, 1890
yilinda Bismarck gorevinden azledilmistir (Ull-
rich, 2015:116-120). Tkinci Wilhelm’in Rusya ile
imzalanan Teminat Antlasmasi’ni uzatmamasi
ilerleyen siirecte Rusya’nin Fransa ile diplomatik
temasa ge¢mesi ve Panslavizm-Pancermenizm
miicadelesini baglatan 6nemli nedenler olmustur
(Merriman, 2006:61-67).

Yukarida acikladigimiz gelismeler sonucunda
Fransa-Rusya iliskileri sekillenmeye baslamustir.
18 Agustos 1892 tarihinde Fransa ile Rusya ara-
sinda askeri antlasma tesis edilerek imza altina
alinmistir. Bu askeri antlasma gercevesinde Al-
manya’nin veya Italya’nin Fransa’ya saldirmasi
durumunda Rusya tiim kuvvetleriyle Alman-
ya'ya saldiracak, ayni sekilde Rusya’nin Almanya
veya Avusturya-Macaristan tarafindan saldirtya
ugramasi halinde ise Fransa, Almanya’ya saldi-
racaktir. Almanya’ya kars: kullanilacak mevcut
kuvvetler, Fransa tarafindan 1.300.000, Rusya
tarafindan ise 700.000 veya 800.000 kisi olacaktur.
Bu kuvvetler, Almanya’nin hem Dogu’da hem de
Bat’da ayn1 anda savasmak zorunda kalacag: bir
hizla angaje olmasina neden olacaktir. Antlasma-

da Rusya ve Fransa'nin bagka bir devletle baris
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antlasmasi yapamayacagl, ayrica antlasmanin sii-
resinin Uglii Ittifak ile ayni stireye tabi tutulacag-
nin belirtilmesi 6nemlidir (Lillian Goldman Law
Library, 1892). Goriilecegi tizere Almanya’nin
herhangi bir anlasmazlik ve savas hali yasama-
st durumunda askeri kapasitesini doguda Rus-
ya’'ya, Bat'da ise Fransa'ya kars: bolunmis bir
vaziyette kullanmasi gerekecektir. Bu durum Al-
manya'nin teksif unsurunun ortadan kaldirmasi
ve harp planlar1 agisindan ilerleyen zamanlarda
degisiklige gidilmesi gerektigini ortaya cikara-
caktir. Fransa ve Rusya arasinda yapilan bu aske-
ri antlasmanin Genelkurmay Baskanlarinca im-
zalanmasi nedeniyle gecerliginin sorgulanmasi
1894 yilinda taraflar arasinda imzalanacak olan
Fransiz-Rus ittifakina giden siirecin baslamasina
neden olmustur (Kissinger, 2000:225). Avrupa
Guvenlik Mimarisi kapsaminda Alman tehdidine
kars1 iki devletin giiclerini birlestirmeye doniik
kararlar almas1 denge politikas1 agisindan énem
teskil etmektedir.

Fransa ile Rusya arasindaki ittifak Avrupa’da
kuvvet dengesinin olusturulmasi amaciyla tes-
kil edilmistir (Kissinger, 201). Fransa’nin Rusya
ile birliktelik olusturmasi Almanya, Avustur-
ya-Macaristan ve Italya tarafindan olusturulan
ittifak karsisinda giiclii bir yap1 cikartilmasmin
on asamasidir (Bovykin&Spring, 1976: 20-35).
Bu baglamda Fransanin kendisini yalnizliktan
kurtarmasi, Almanya’nin Bismarck doneminde
kurdugu diplomatik tstiinltigu stirdiirememesi,
donemin konjonkttirtinde Birinci Diinya Savasi
oncesindeki kutuplasmalarin ortaya ¢ikmasi aci-
sindan dnemlidir (Langer, 1925:554-575).

Yirminci yiizyilin baglarinda Ingiltere'nin Afrika
topraklarinda stirduirdiigu Boer Savasi: 1902 yilin-
da sona ermis ve somiirge faaliyetlerine devam
etmistir. Ayni sekilde Fransa’nin da Afrika tize-
rindeki is giicli ve zengin yer alt1 tahakktimii de-
vam etmekteydi. Bugiin Sudan sinirlarinda bulu-
nan Fasoda’'da ngilizler ile Fransiz askeri
kuvvetleri arasinda ¢ikan bunalim sonucunda iki
devletin donanmalar1 teyakkuz haline gecmistir.
bakilacak
nedenlerden dolay1

Aslina olursa belirttigimiz
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bu donemlerde Ingiltere ile Fransa arasinda iliml
iliskilerin tesis edilmesi zor goriilmekteydi. An-
cak Fransiz donanmasinin Ingiliz donanmasina
gore giicstiz olmasi, Almanya’nin ayni dénemde
donanma yatirimlarina agirlik vermeye baslama-
s1 Ingiltere ile Fransa'min 1904’te dostluk antlas-
mas! imzalamasinin nedenleri arasindadir. Bu
antlasma Samimi Antlasma (Entente Cordiale)
olarak tanimlanmaktadir (Macmillan, 2013: 204-

237).

Ingiltere’nin yirminci yiizyilin baginda Japonya
ile ortak cikarlarinin bulunmas: ve Rusya ile
Japonya arasinda 1905 yilinda gerceklesen
savasta Rusya’nin yenilgiye ugratilmasi Ingiltere
ile Rusya arasindaki diplomatik iliskilerin bir
stire donmasina neden olmustur. Ancak ingiltere
ile Fransa arasinda imzalanan dostluk antlasmasi,
Rusya ile Japonya’min savastan sonra baris
goriismelerinde bulunmas, Iran {izerinde Rusya
ve Ingiltere arasindaki sorunlarin ¢oztilmesi ile
1ngiliz—Rus Antlasmas imzalanmus ve Uclii Itilafin
tamamlanmas1 1907 yilinda gerceklesmistir (Uga-
rol, 2015: 292-297). Bu baglamda Birinci Diinya
Savasi oncesinde bloklarin olusum siireci tamam-
lanmstir (Sander, 2017: 268-269).

Almanya imparatoru Tkinci Wilhelm’in 1905 y1-
linda Fas’a gitmesi Fransa ve Ingiltere’nin tep-
kisini cekmistir. Somiirge yarisinda hassas dav-
ranan Ingiltere ve Fransa Almanya’min sémiirge
arayisindan dolay iliskilerini daha da sikilastir-
mistir. Bu olayla beraber 1907 yilinda Lahey’de
gerceklestirilen konferansta donanma kuvvetleri-
nin sinirlandirilmasi meselesi goriistilmiistiir. In-
giltere’nin taleplerini karsiliksiz birakan Alman-
ya ile anlasmazlik yasanmasi iki blok arasmndaki
catismalarin derinlesmesine neden olmustur. Bu
olaydan bir sene sonra ise Bosna Hersek’'in Avus-
turya hakimiyetine ge¢cmesi Rusya tarafindan

tepkiyle karsilanmustir (Ucarol, 538).

Ingiltere ile Almanya arasindaki donanma

yarisi
Wilhelm’in 1911 yilinda “Hoslarina gitse de gitme-

glclerini maksimize etme Ikinci

se de donanmay: kuruyoruz. Bizim korkumuz yok”
soylemi neticesinde Itilaf Devletleri'nin catisma
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¢oztimlerinde daha baskin bir politika takip
etmeleri gerektigini gostermistir (Bayur, 1991:
237). Ayni y1l Italya’min Trablusgarp’1 isgal etme-
si Osmanli Imparatorlugu'na zorluk yaratmistir.
1878 yilinda imzalanan Berlin Kongresi kararlar1
cercevesinde Osmanl imparatorlugunun Balkan-
lar tizerindeki tasarrufunu azaltma girisimleri ile
baglantili olarak Balkan Savaslari'nin yasanmasi,
1.DS. oncesi gelisen en 6nemli olaylardan biridir.
Balkan Savaslarindan sonra Osmanli Imparator-
lugu'nun giic kaybetmesi ve Avusturya-Maca-
ristan Imparatorlugu’'nun Sirbistan {izerindeki
politikalarinin Rusya’y1 rahatsiz etmesi mevcut
konjonktiiriin gergin bir vaziyette devam etmesi-
ni saglamistir (Hall, 2000: 1-2). Bu stireg igerisinde
Osmanli Imparatorlugu’'nun askeri teskilat yapi-
sinin revizyonu i¢in Alman subaylarin Istanbul’a
gelmesi, bunun Kkarsisinda Rusya'nmin tepki
gostermesi ve 2'nci Wilhelm'in “Rusya-Prusya
miinasebetleri ebediyen Olmiistiir” (Baron Me De
Taube, 1928: 341) beyani olaylarin seyrinin analizi

agisindan 6nem arz etmektedir.

[k basta Avusturya veliahti Arsidiik Franz Fer-
dinand suikastinin hizlandirdig: kriz, 1908 den
beri Balkanlar'da meydana gelen sorunlar sil-
silesinin sonucudur. Avusturyalilar artik Sirp
diismanlarmi sonsuza dek ezmeye kararhydilar.
Sirbistan’t fiilen bagimli bir devlet haline getire-
cek bir tiltimatom yayinladilar. Ruslar buna mii-
samaha gosteremezdi ve Avusturya Sirbistan’a
tiltimatom vermeden 6nce, Berlin'den savas du-
rumunda Alman destegini garanti eden bir gii-
vence almislardi. Alman hiikiimeti bu giivenceyi
verirken, en azindan bir Avrupa savasini riske
attigimi biliyordu ancak artik Berlin’de boyle bir
savas neredeyse kacinilmaz olarak gortilmektey-
di. Almanya’nin askeri karar vericileri, Ruslar
1905’teki yenilgiden hala tam olarak kurtulmus
degilken, erken davranmanin daha iyi olacaginm
degerlendirmislerdir. Fransa hem askeri hem de
psikolojik olarak savasa hazirdi. Rusya’da kamu-
oyu rejimin zayifligini ¢ok iyi bildigi halde, savas
icin yonetime giiclii bir baski yapti. Ingilizlere
gelince, Balkanlar’daki gelismelere ¢ok az ilgi du-

yuyorlard: ve kendi i¢ sorunlar1 bunalticiydi: an-
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cak eger Avrupa’da bir savas cikarsa olasi Ingiliz
zaferi ile Duinya Giicti olarak kabul edilmesinin
yalnizca 6n hazirligr olacakti. Avrupa boylece
Temmuz 1914’te savasin esigine geldi (Howard,
2003: 18-19).

Avusturyalilar Temmuz 1914’te iltimatomlarim
Sirbistan’a ilettiklerinde Almanlar, Rusya’y1 mii-
dahale etmekten caydirabileceklerinden emindi-
ler. Boylece askeri gii¢ dengesi amansiz bir sekil-
de Rusya’nin lehine doénerken Almanlar savasa
gitmeyi tercih ettiler. Ayni sekilde Rusya’da da
benzer hesaplar yapilmaktaydi. Ruslar igin Sir-
bistan’1 terk etmek, tiim Slav davasina ihanet et-
mek ve ytizyilin basindan beri Balkanlar’da ka-
zanilan her seyi kaybetmek olacakti. Almanlar,
Avusturyalilar1 destekleyerek bir Avrupa savasi-
n1 riske attiklarini biliyorlardi, ama bu kazanma-
y1 umduklari bir savasti. Ingiltere, yaygin olarak
Almanya’nin nihai diismani olarak algilanmustir.
Ayrica Ingilizler Almanya’y1 bir Diinya Giicti ol-
mast durumunda ytizlesmesi gereken diisman
olarak gormekteydi (Howard, 25).

1911"deki Agadir krizinden bu yana Ingiliz askeri
liderleri, Fransiz meslektaslariyla Kita"ya olas1 bir
kesif kuvveti gonderilmesi hakkinda gayri resmi
ama ayrintili gortismeler yapmaktaydilar. Krali-
yet Donanmasi, tiim diizenlemelerini Almanya
ile bir savas varsayimmina gore yapmisti. Alman-
ya Belgika'y1 isgal etmemis olsayds, Ingiltere’nin
tarafsizligini koruyup koruyamayacagi ve ne ka-
dar stireyle koruyacag: bilinmemektedir. Alman
askeri planlamacilar1 temel bir stratejik sorunla
kars1 karstya kalmislardi. Almanlarmn basit plam
batida Fransa ve doguda Rusya arasinda yenilgi-
den kaginmak i¢in diismanlarindan birini alt edip
digerine miidahale etmek tizerinedir. 1866 ve
1870 zaferleri, Bismarck'in Rusya’y1 her iki ihti-
lafta da etkisiz hale getirmedeki basaris1 sayesin-
de miimkiin olmustu ancak 1891’de Fransiz-Rus
Ittifaki anlagmazligt yeniden canlandirmistir.
Once hangi diisman yok edilmeli? 1871’den beri
Fransa, Alman smir1 boyunca tahkimat yapila-
r1 insa etmistir. Almanya igin tek yol beklenen

Rus saldirisint savusturmak icin kuvvetleri do-
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guya dogru kanalize etmek ve Fransiz ordusunu
zamaninda yenecek sekilde Belcika tizerinden
kusatma hareketine girmekti. Schlieffen Rus teh-
didini pek ciddiye almamistir. Ancak Rusya Al-
manya icin 1914 yilinda o kadar biiytik bir tehdit
gibi gortindii ki, Alman planlamacilar bazen Rus
ordularinin kendi kuvvetleri Paris’e varmadan
once Berlin'e girebileceginden korktular. Bu ne-
denle, Belcika tizerinden kitlesel bir isgal, Al-
man savas planlarinin énemli bir pargasi oldu ve
1912-13 reformlarindan kaynaklanan Alman or-
dusunun buytikligindeki artis, bunu miimkiin
kilmak i¢in tasarlanmisti. Almanya Genelkurmay
Baskanlig1'nin, Sirbistan konusunda Rusya ile ¢1-
kan bir ihtilafta Avusturyalilar1 desteklemek icin,
Fransa’ya saldir1 plani ve bunu da Belgika'y1 isgal
ederek yapmas1 yontindeki kararinda kesinlikle
higbir mantik bulunmamaktadir (Howard, 28).

Ancak savasin adil ve savunmaci gortinmesi icin
Rusya’nin saldirgan olarak gosterilmesi gerek-
mekteydi ve krizin son giinlerinde Alman hiikii-
metinin en biiytk endisesi bu yonde olmustur.
tltimatomunu

Sirbistan Avusturyanin

reddetmis ve Avusturya 28 Temmuz'da
Sirbistan’a savas ilan etmistir. Bundan sonra
askeri hesaplamalar her Avrupa baskentinde
karar verme stirecine hakim oldu. Bu baglamda
II. Nikola tiim Rus silahli kuvvetlerinin seferber
Bu hareket

tarafindan bir tehdit olarak degerlendirilmistir.

edilmesini  emretti. Almanya
Seferberligin ilk hareket edene biiyiik bir

stratejik avantaj sagladigi distunulmisti.
Rusya’nin seferberlik konusunda erken davran-
masinin diger bir nedeni ise genis topraklarindan
toplayacag askerler icin ¢ok fazla zamana ihtiyag
duymastydi. Seferberlik, Almanya’nin Belgika is-
galine yol act1. Harekete ge¢me emri 1 Agustos’ta
Berlin’de verildi. Ertesi giin Belgika’dan serbest
gecis talep eden bir tiltimatom yayinlandi ve Bel-
cika tarafindan Alman birliklerinin smir1 gegme-
si 3 Agustos'ta reddedildi. Ingiltere Belcika'nin
isgali neticesinde Almanya’ya karst miidahale
edilmesine yonelik girisimlerini hizlandirdi. in-
giliz hiiktimeti hemen bir tltimatom yayinlaya-
rak Belgika'nin tarafsizligina sayg1 gosterilmesini

talep etti ve 4 Agustos’ta Almanya’ya savas ilan
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etti. Bu girisimler Avrupa’nin gii¢ dengesinin ko-
runmasina yonelik geleneksel muhafazakar kay-
gilarla birleserek parlamento destegini neredey-
se oybirligiyle sagladi. Tum devletler nezdinde
yasanan bu gelismeler neticesinde savas hali ilan
edildi ve Birinci Diinya Savas1 baslad1 (Howard,
31).

Birinci Diinya Savas'min Baslangici ve Gelisen
Onemli Olaylarin Kronolojik Siralamasi (Ugarol,
597-599);

» 28 Haziran 1914’te Avusturya veliahdmin

Saray Bosna’da oldiiriilmesi,

28 Temmuz 1914’te Avusturya’nin

Belgrad’it bombalamasi,

Almanya’nin Rusya’ya seferberligi
durdurmasi yoniindeki tiltimatomu (31
Temmuz 1914, Savas llan1 1 Agustos 1914)

Almanya’nin Fransa'nin seferberligi
durdurmasina yonelik tiltimatomu (31
Temmuz 1914, Savas flan1 1 Agustos 1914)

Almanya’nin Belcika’ya, ayn1 sekilde
Ingiltere’nin Almanya’ya savas ilani (4
Agustos 1914),

Avusturya’nin Rusya’ya savas ilan (6
Agustos 1914)

Bogazlarin Rusya’ya verilmesi, (4 Mart
1915)

ftalya’min Savasa Girmesi, (20 May1s 1915)
(Itilaf)

Bulgaristan'in Savas Girmesi (12 Ekim
1915) (ittifak)

Romanya’nin Savasa Girmesi (17 Agustos
1916) (itilaf)

Rusya’da Bolsevik Thtilali (25 Ekim 1917)

Amerika'nin Savasa Girmesi (2 Nisan
1917) (itilaf)

Yunanistan'in Savasa Girmesi (26 Haziran
1917) (itilaf)
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» Brest-Litovsk Barisi (3 Mart 1918) Sovyet
Rusya- Almanya

Birinci Diinya Savasinin devam ettigi stirecte
Rusya’da gergeklestirilen Ekim Devrimi ile bera-
ber Rusya'nin savas alanindaki askerlerinin va-
tanlarina dénmesi ve Rusya’nin kendi i¢ sorun-
lartyla ytizlesmesi gerekmistir. Rusya’nin 1900'1i
senelerin basindan itibaren dis politikasmin uy-
gulanmasinda gostermis oldugu saldirgan politi-
ka 1905 yilinda Japon yenilgisine neden olmus-
tur. Japon yenilgisinin Rusya agisindan finansal
ve uluslararasi prestij kayb1 yasattig1 degerlen-
dirilmektedir. Devaminda ise Birinci Diinya Sa-
vast'nin yikic1 etkilerini hissetmeye baslamistir.
Rusya tarafindan icra edilen politikalar halkin
beklenti ve taleplerini karsilamamistir. Askeri
olarak, emperyal Rusya, sanayilesmis Alman-
ya'nin dengi degildi ve Rus kayiplari, 6nceki her-
hangi bir savasta herhangi bir ulusun verdigi ka-
yiplardan daha fazlaydi. Enflasyon ytikseldikge
gida ve yakit kithg1 Rusya’y: rahatsiz etti. Zaten
zayif olan ekonomi, maliyetli savas cabalariyla
bozulmustur. Bu olaylardan sonra gerceklesen
devrim neticesinde Romanov hanedani etkisini
kaybetmis ve 1923 yilinda Vladimir Ilyic Lenin
onderliginde Sovyet Sosyalist Cumhuriyetler Bir-
ligi (Union of Soviet Socialist Republics) kurul-
mustur (History, 2009-2023).

Almanya’nin Rusya gibi savas basladiktan sonra-
ki donemde tek ¢oziim olarak sert giti¢c unsurlarmi
kullanmasi ve stireci rasyonel bir sekilde deger-
lendirememesi Birinci Diinya Savasi'nin sonun-
da “Diktat” olarak nitelenen Versay Antlasmasin
imzalamak zorunda birakmistir (United States
Holocaust Memorial Museum, 2020). Sonug ola-
rak Birinci Ditinya Savasi nihayete erdiginde
Almanya ve Rusya gti¢siiz duruma diismiistiir
(Historic UK, 2020). O gtine kadar ¢ok farkli istek
ve arzulara sahip iki devlet umduklarimi bulama-
mis, Ikinci Diinya Savasi'na giden siirecin basla-

masinin da ¢ikmasina sebebiyet vermislerdir.

2. Korkak Tavuk Oyunu ve Almanya ile
Rusya’nin Oyun Modellemesi
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Thomas Schelling’in Korkak Tavuk oyunu mo-
dellemesi yine kendisi tarafindan ortaya atilan tig
stratejik hamle temeline dayanmaktadir. Bu ham-
leler; Taahhiit Stratejisi, Misilleme Kapasitesinin Var-
1ig1 ve Kesin Olmayan Misillemenin Kesin Misilleme-
den Daha Etkili Oldugu yoniindeki ¢ikarimlardir.
Schelling’in bu stratejik unsurlar: belirledigi do-
nem 1960'l1 yillardir. Dogal olarak Kiiba Fiize
Krizi baglaminda stratejilerin oyun modellemesi
olarak degerlendirilmesi Schelling’in ¢alismalari-
na 6nem katmustir (Grimes, 2016). Schelling 2006
yilinda Nobel Barig Odiiliine layik goriilmiistiir
(Schelling, 2005).

Calismamizda degerlendirmesini yapacagimiz
strateji Taahhiit Stratejisi olacaktir. Taahhtit stra-
tejisi iki oyuncunun seceneklerini en aza indirge-
mesi, bu vasitayla karsisindaki oyuncuya baska
opsiyonu kalmadigimi gostermesi, dolayisiyla
kararindan vazgecme ihtimalini ¢ok az bir sevi-
yeye indirdigini gostermektir. Schelling bu stra-
tejisini Korkak Tavuk Oyunu ile modellemistir.
Bu modelde iki farkli oyun bulunmaktadir. flki
iki oyuncunun dogrusal bir ¢izgi tizerinde birbir-
lerine dogru ilerlemesidir. Bu oyunda garpisma-
dan korkarak kendisini ¢izgi disina atan oyuncu
Korkak Tavuk olarak nitelenecek ve oyunu kay-
bedecektir. Cizgiden ayrilmayan diger oyuncu
ise oyunu kazanmus olacaktir. (Sifir Toplam) Bu

modellemede bir secenek daha bulunmaktadair.

Bu secenekte iki oyuncu cizgiden ¢ikmayarak
birbirleriyle carpisacak ve birbirlerine ciddi za-
rarlar verebilecektir. Bu modelleme sifir toplaml
olmayacaktir, ¢tinkii iki oyuncu da zarar gore-
cektir. Birinci oyun modellemesinin taahhtit un-
suru oyuncunun durdurma mekanizmasini diger
oyuncunun gorecegi bir sekilde uygulamaya ca-
lismasidir. Bu oyunda oyuncularin birbirlerine
dogru geldikleri aragsal1 bir araba olarak diisi-
niirsek direksiyonu kilitlemek veya direksiyonu
yerinden cikararak rakibine gostermek sayesinde
kararliligmi ispatlamasini taahhtit unsuru ola-
rak degerlendirebiliriz. Direksiyonu cikartan ve
kararli oldugu anlasilan oyuncu diger oyuncu
iistiinde bir baski olusturabilecektir. Ancak bu
oyunu kazanacag1 anlamma gelmemektedir (Sc-
helling, 1996: 116-118).

Korkak tavuk oyununun diger bir modellemesi
ise iki oyuncunun arabayla ayn: yonde ilerleye-
rek bir u¢urumun kenarma kadar gitmeleri tize-
rinedir. Bu oyun modellemesinde iki oyuncu
arabalariyla ucuruma dogru hizli bir sekilde iler-
lerler. Hangi oyuncu uguruma varmadan durur
ya da kararmi degistirirse Korkak Tavuk olarak
oyunu kaybeder. Ucuruma en yakin duran siiri-
cili ise oyunu kazanacaktir. Ancak birinci oyun-
daki gibi iki oyuncu da kararindan dénmeyerek
diger oyuncunun aracini durdurmasin veya vaz-
gecmesini beklerse iki oyuncu da ugurumdan dii-
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secek ve ikisi de oyunu kaybedecektir. Bu oyun-
daki taahhtit unsuru ise kararli olan oyuncunun
diger oyuncunun gorecegi sekilde aracin frenini
kullanmamasidir. Fren kullanmayarak devam
eden oyuncu direksiyon yardimiyla ucurumdan
kurtulacak ancak kararli oldugunu bu sekilde
karsisindaki oyuncuya gosterebilecektir (Schel-
ling, 1996: 118).

Korkak tavuk modellemesi kapsaminda Al-
manya ve Rusya’nin politikalarinda herhangi
bir degisiklik yapmayarak savasin baslangicin-
dan itibaren zarar gordiikleri ortaya g¢ikmustir.
Ozellikle Brest Litovsk Antlasmasi sonucunda
Rusya’nin olumsuz etkilenmesi ortadadir. Sekil-1
incelendiginde iki devletin diplomatik kanallar
kullanmasi sert gii¢ unsurlarmin kullanimindan
daha fazla yarar getirebilecektir. Bu sayede savas
ihtimalinin 6nii kesilebilecek, devletler ekonomik
olarak yatirirmlarini savunmaya aktarmayacak ve
halkin ihtiyaglarmin karsilanmasi ile yonetim ka-
demesine tepkileri azaltabileceklerdir. Ancak bu
secenekler iki devlet tarafindan uygulama ala-
n1 bulmamuastir. Diger olasilik; bir devletin savas
secenegini kullanmasi digerinin ise diplomatik
unsurlarini devreye stirmesidir. Bu durumda sa-
vas secenegini ikinci plan olarak kullanma ama-
c1 olan devletin uluslararas1 ortamda hakliligini
savunacagl ve avantaj elde edecegi degerlendi-
rilmektedir. Ancak reel olarak iki devlet savas
seceneginden baska bir ihtimal tizerinde durma-
yarak savas sonunda uluslararasi arenada cok
btiytik zorluklar yasamuslardir. Korkak tavuk
oyunu modellemesi kapsaminda iki oyuncu da
kararlarimi rasyonel alamamis ve oyun sonunda
iki oyuncu girmis olduklar1 miisabakay1 kaybet-

mistir. Bu baglamda;
> Iki devlet toprak kaybina ugramustir,

» Sadece toprak kayb1 degil ekonomik,
sosyal ve siyasal boyutta ciddi sikintilar

yasamuistir.

> Iki devlet savastan olumlu bir getiri elde

edememistir.
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Oyun modellememizin ana unsuru olan Korkak
Tavuk oyunundaki durum Almanya ve Rusya’ya
entegre edilirse;

> ki oyuncu da taahhiit stratejilerini yanlis

belirlemislerdir,

» Gelisen durumlarin analizinde ve bu
analizlerin savas politikas1 anlaminda

kullaniminda rasyonel davranilmamastir,

> ki oyuncuda araglarin direksiyonlarimi
devre dis1 birakmis, bunu birbirlerine
belli etmis, ancak seceneklerin azaltilmasi
sonucunda iki oyuncu da ucurumdan
asaglya u¢gmus veya arabalar1 birbirine

carparak ikisi de zarar gormiisttir.

3. Almanya ve Rusya Modellemesi
Kapsaminda Oyun Modellemesinin
AGM’ye Etkilerinin Analizi

Birinci Diinya Savasinin iki taraf agisindan Av-
rupa Giivenlik Mimarisine etkilerinin kisa vadeli

analizi;

» Birinci Diinya Savasi'ndan sonra iki devlet

toprak ve prestij kaybina ugramustir.

> ki devletin yanlis politika ve
stratejilerinden dolay1 monarklarin devri

sona ermistir.

> Ogzellikle Rusya’da halkin geri plana
atilmasindan ve devlet sinirlarmin
genisleme ihtiraslarindan dolay1 devlette
kargasa hakim olmustur. (Buytik
Fransiz Devrimi 6ncesi Fransa’s1 cabuk

unutulmustur.)

» Avrupa’da giivenlik sisteminin etkin
olarak uygulanmasi ve tekrar bir savasin
¢ikmasi engellenmek istenmistir. Ittifak
Devletlerine ¢cok maksath yaptirim
uygulanmustir.

Birinci Diinya Savasinin iki taraf agisindan Av-
rupa Giivenlik Mimarisine etkilerinin orta vadeli

analizi;
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» Rusya’da Devrim, Almanya’da Versay
Antlasmasinin ezici maddeleri yiiztinden

istikrarsiz bir ortam olusmustur.

Almanya’daki ekonomik bozulmadan
dolay1 asir1 sag yiikselmis, Ikinci Diinya
Savas1 yaklasirken fasizm etkisini

gostermeye baslamuistir.

Rusya’da ekonomik alanda asgari
miisterek ihtiyaclarin karsilanamamasi
halkin sefalet cekmesine neden olmustur.

(Holodomor Katliami)

Birinci Diinya Savasi 6ncesinde icra edilen
politikalara duyulan gtivensizlik devam
etme egiliminde olmustur. Avrupa’da
tekrar bir savas yasanmamasi icin tatbik
edilecek politikalarin etkili olmadig1
anlagilmigtir.

Birinci Diinya Savasinin iki taraf agisindan Avru-
pa Giivenlik Mimarisine etkilerinin uzun vadeli

analizi;

> ki
savaslardan sonraki siireg ile (Almanya’nin
Tki NATO nun

kurulmasina giden stire¢ baslamistir. (Kita

Diinya Savasinin yasanmasi Ve

Kutuplu  Yo6netimi)

dis1 miidahale)

Givensizlik hisseden SSCB'nin farkli kol-
lektif orgiit baglaminda gtivenligini sagla-

ma ihtiyac1 dogmustur. (Varsova Paktr)

Almanya’da Berlin Duvari’nin yikilmasi,
SSCB'nin dagilmast kapsaminda Avru-
pa’y1 etkileyen major olaylarda basrolde

yine Almanya ve Rusya olmustur.

Glinimitizde Rusya’nin smirlarmi genisletecek
hamleler yapmaya devam etmesi, Almanya’nin
ise silahlanma harcamalarina ciddi yatirimlar
yapmay1 planlamas: (Asir1 Sag'in Giliclenme-
si-AFD Ornegi) Korkak Tavuk oyununu bu dev-
letlere hatirlatacak mi? sorusunun gitindemde

kalmasini saglamaktadir.
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Sonug

Almanya’nin Birligini kurmasi ve 20'nci Yiizyilin
sonlarina kadar Bismarck onderliginde stirdiirii-
len akilli politikalarin terk edilmesi, ayn1 sekilde
Rusya’nin 6zellikle Avusturya-Macaristan Impa-
ratorlugu ile Balkanlar bolgesi tizerindeki ¢ekis-
meleri doneme damgasimi vurmustur. Ingiltere
ve Fransa’nin ise devlet c¢ikar1 kapsaminda icra
ettigi politikalar Birinci Diinya Savasi'nin engel-

lenmesinden ¢ok baslamasinda etkili olmustur.

Calismamizda analize tabi tuttugumuz Almanya
ve Rusya’nin Birinci Diinya Savasi'na giden stireg
icerisindeki durumlar1 Schelling’in Korkak Ta-
vuk oyunu modellemesi kapsaminda analiz edil-
mistir. Iki devlet savas ihtimalini tek secenek ola-
rak diistinmiis, ekonomik ve sosyal kosullarim
degerlendirmeden kararlar almistir. Diplomatik
vasitalarin kullanilmasi yerine sert gtic unsurlari
devreye sokularak savas harici diger seceneklerin
ontine gecilmistir. Savas sonunda ise degerlen-
dirmeye almadiklar1 olay ve olgular ytziinden
iki devlet savastan zarar gorerek cikmiglardir.
Oyun modellemesi baglaminda iki devlet Korkak
Tavuk tabir edilecek bir
yasamamis ancak olduklar1
galibiyet elde eden bir taraf bulunmamustir. Tki

olarak durum

almig kararla
devlet, savas sonrasinda yanls politikalarina
devam etmis ve 20 yil gibi kisa bir stire
icerisinde ikinci bir savasin ¢ikmasina engel
Gintimiizde

olamamuslardir. Rusya’nin

sinirlarmi ve  etki alanini  genisletmek igin
surdiirdiigii askeri miidahaleler, Almanya’da ise
asir1 sagin ytikselisi ve savunma sanayi kurumla-
rina onemli biitce ayirmasi iki devletin karisiklik
yasama ihtimalini ve tarihsel olarak benzer du-
rumun ortaya ¢ikip ¢ikmayacagini ilerleyen do-

nemlerde gosterecektir.
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Extended Summary

It is difficult to say that the events and phenomena experienced in the historical process have emerged
without a reason, without a historical background or a certain ground. In fact, the fact that the analy-
zes on this subject are not done in-depth and retrospectively will lead to a reductionist evaluation of
the subject. In our study, First World War. situation needs to be considered in detail. In this context,
the German Union, especially in 1871, has an important place in the historical process.
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Game models put forward by Thomas Schelling have been used to explain the developments in inter-
national relations as well as the field of economics. The Cowardly Chicken model, which emerged in
the 1962 years, was frequently used in the Cuban Missile Crisis’s statement, which reached its zenith
between the United States (USA) and the Soviet Union of Socialist Republics (USSR). Similarly in our
study, Tsarist Russia Germany First World War. The effect of the political moves they made before the
war on their situation after the war was tried to be analyzed with the Cowardly Chicken modeling.
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