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İnsanlık tarihi incelendiğinde, yapılan mücadelelerin neredeyse tamamının yaşamın idame 

ettirilmesi, güvenliğin tesisi ve refahın artırılması amacıyla gerçekleştiği görülmektedir. Her toplum tarih 

boyunca refahını artırmak için mücadelelerde bulunmuştur. Yaşam bulgularına rastlanan ilk dönemlerde 

yalnızca beslenme ve barınma ihtiyaçlarını giderme adına mücadele eden insanoğlu bu ihtiyaçlarını 

gidermesinin ardından daha ileri hede�ere yönelmiştir. Beslenme ve barınma için toprağın üstünü 

kullanan insanoğlu toprağın altını ve toprağın altındaki cevherleri keşfettiğinde ise insanlık adına yeni bir 

dönemin başlangıcı olmuştur.

Madenlerin insanoğlu tarafından keşfedilmesi ve işlenmeye başlaması öncelikle yaşam tarzlarında 

daha sonra da savaşlarında önemli bir ilerlemesine imkan sağlamıştır. Madenlerin işlenmesi ve madenle-

rin işleniş sürecinde farklı enerji kaynaklarının kullanılmasıyla birlikte madencilik kendi kendini geliştiren 

bir sektör haline de gelmiştir. Madencilik sektörünün bu denli önemli olması nedeniyle ekonomik değeri 

de bu denli önemli olmuştur. Madenler teknolojinin gelişmesine hem kaynaklık etmiş hem de gelişen 

teknolojiden etkilenmiştir. Toplumların ilerlemesinde bu denli büyük bir öneme sahip olan madenlerin 

gerek işletilip, geliştirilmesi gerekse de vergilendirilmesi konusunda devlete büyük roller düşmektedir.

Devlet sınırları içerisinde, yasalar tarafından kendisine verilmiş yetkiler doğrultusunda vergi 

toplayarak faaliyetlerini sürdüren bir yapıdır. Devlet ekonomide yaratılan her değerden vergi alarak 

otoritesini göstermek durumundadır. Önemli bir ekonomik büyüklüğe sahip olan madencilik sektörü de 

devlet tarafından vergilendirilmektedir. Devletler kendi ihtiyaçları doğrultusunda ve ekonomik yapıları 

çerçevesinde vergi politikalarını şekillendirmektedir. Madencilik sektörü de bundan payını almakta ve 

çok çeşitli şekillerde vergilendirilmeye tabi olmaktadır.

2. Madencilik ve Türkiye’de madenciliğin durumu 

Madencilik sektörü yer altındaki doğal kaynakların çıkarılarak ekonominin kullanımına sunulmasını 

sağlayan bir sektördür. Bu açıdan sektörün önemli riskleri mevcuttur. Bu risklerin başında maden yatağı-

nın tespiti için gereken maliyetler ve yatağın tespitinden sonra çıkarılan ürünün kalitesidir. Eğer ürün 

kalitesi beklenenin altında çıkarsa bu durum maden işletmesi sahibi açısından çok büyük kayıplara 

neden olabilecektir. Bu açıdan devletler madencilik faaliyetlerine çeşitli hukuki ve maddi destekler 

sağlayarak sektörün riskini azaltmaya çalışmaktadır. 

Madencilik döngüsü temel olarak 4 aşamadan oluşmaktadır (Conrad ve Shalizi, 1988:20-22) :

• Keşif: Keşif faaliyeti genellikle 2 bölümden oluşmaktadır. Öncelikle geniş alanların taranması ve 

arkasından madenin bulunduğu kısmın daha detaylı şekilde sondaj ve örnekleme yoluyla tespit edildiği 

aşamadır.

• Planlama: Bu aşamada kaynağın tahmini değeri hesaplanarak üretim için gereken finansal ve 

teknik kaynaklar hesaplanır. Kullanılacak olan yöntem belirlenerek kurulum aşamasının hazırlıkları 

yapılır.

• Çıkarma: Maden yatağı işletilmeye başlanır ve mineral çıkarımına başlanır. İşletmenin ekono-

mik değer üretmeye başlanır.

• İşleme: Mineralin çıkarım sonrası işlenmesi ve çevre pazarlara nakledilmesi aşamasıdır.

Anadolu coğrafyasında madencilik tarihi milattan önceye kadar gitmektedir. Anadolu’da saf bakır 

M.Ö. 7000’li yıllarda, tunç ise M.Ö. 12000-3000 yılları arasında yaygın şekilde kullanılmıştır. Daha sonraları 

Anadolu’da yaşamış pek çok medeniyet madencilik faaliyetini yürütmüş, Lidyalılar M.Ö. 650-550 yılları 

arasında pek çok maden yatağını işleterek metal para basarak bu paraları kullanmıştır. Roma İmparator-

luğu, Selçuklu Devletleri dönemlerinde de çok büyük önem verilen madencilik Osmanlıda da büyük 

ihtimam görmüş ve devlet tarafından desteklenmiştir. 

16 yüzyılın ikinci yarısında tuz madenleri iltizamlarından Osmanlı Devleti’nin kasasına giren para 6 

milyon akçanın üzerinde idi. Kıymetli madenlere olan talebin gün geçtikçe artması sebebiyle yeni 

ocaklar açılmıştır. 14. Yüzyılın ikinci yarısında Osmanlı’nın Sırbistan ve Bosna’nın maden bölgeleri olan 

Morava ve Drina vadilerinde Osmanlı fetihlerinin temel amaçlarından birisi maden sahalarına hâkim 

olmaktı. II Murad kıymetli madenlerin İtalya’ya ihracını yasaklamıştır. Fatih Sultan Mehmet dönemi 

Osmanlı madenciliğinin en önemli gelişme dönemlerindendir. Osmanlı’nın klasik döneminde madenci-

lik sıkı devlet kontrolündeydi ve iltizam usulüyle işletilirdi. Devlet madenciliğe özel önem vermekteydi 

(İnalçık, 2017:243).

Yeni cumhuriyet açısından da madenler çok hayati bir öneme sahipti ve ilk olarak bu konu İzmir 

İktisat Kongresinde ele alınmıştır. Cumhuriyetin ilk yıllarında madencilik faaliyetleri daha çok devlet eliyle 

gerçekleştirilmiştir. Yabancıların elinde olan maden sahaları millileştirilerek devlet tarafından üretime 

geçilmiştir. Bu dönemin en önemli aktörü olarak Etibank karşımıza çıkmaktadır (Tamzok, 2005:6-7).

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?-
view=chart, (Erişim Tarihi: 10.06.2018).

Grafik 1. Türkiye’nin Yıllar İtibariyle Maden Tüketimi (Milyon Dolar)

Madenler bir ekonominin gelişmesinde temel faktörlerden birisini oluşturmaktadır. İmalat sanayisi-

nin kurulması ve üretim yapılabilmesi adına da madenlerin önemi üst düzeydedir. Türkiye’nin 2000-2016 

yılları arasındaki maden tüketimi grafiğine bakıldığında özellikle 2005-2012 arasında çok hızlı bir 

büyümenin gerçekleştiği görülmektedir. 2008-2009 döneminde ufak çaplı bir düşüş gözlemlenmiş olsa 

da o dönemde meydana gelen küresel kriz bu düşüşün sorumlusu olarak karşımıza çıkmaktadır. 2013 ve 

sonrasında ortaya çıkan siyasi krizler dolayısıyla dolar kurunun yükselmesi ile parasal bazda maden 

tüketiminde ciddi bir azalma gözükse de reel anlamda düşüş miktarı çok yüksek değildir.

Maden üretiminin maliyeti de her türlü ekonomik faaliyette olduğu gibi önemli bir unsur olarak 

karşımıza çıkmaktadır. Dünyadaki emsallerinden daha düşük maliyetle çıkarılıp kullanıma hazır hale 

getirilen bir madenin karlılığı da yüksek olacaktır. Bu da sektörün güçlenip atılım yapmasına ve dolayısıy-

la ülke ekonomisine olan katkısının artmasına zemin hazırlayacaktır.

Tablo 1. Türkiye’de Madencilik Sektörünün Gsyh İçindeki Payı

Kaynak: Maden ve Petrol İşleri Genel Müdürlüğü, http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Tablo 1’de madencilik sektörünün 2010-2017 yılları arasındaki ekonomik büyüklüğü ve bu büyüklü-

ğün GSYH içerisindeki payı verilmiştir. Madencilik sektörü yerel para cinsinden hacim kazanırken dolar 

cinsinden hacim kaybetmiştir. Dönem başında sektörün hacmi 12,5 milyar lira dolaylarında iken dönem 

sonunda 27 milyar seviyesine yükselmiştir. 2017 yılına gelindiğinde lira cinsinden yaklaşık %116’lık bir 

atış meydana gelmiştir. Dolar cinsinden bakıldığında ise dönem başında 8,3 milyar dolarlık bir ekonomik 

değer söz konusu iken dönem sonunda bu miktar 7,1 milyar dolara gerilemiştir. Yerel para cinsinde artış 

gözlenmesine rağmen kur farkı sebebiyle dolar cinsinden bir azalma gerçekleşmiştir.

Kaynak: Maden Ve Petrol İşleri Genel Müdürlüğü, http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Grafik 2. Madencilik Sektöründe Faaliyet Gösteren İşyeri Ve İşçi Sayısı

Madencilik sektörü ekonomilerin en önemli sektörlerinden birisidir. Bu da madencilik sektöründe 

önemli sayıda bireyin de çalıştığı anlamına gelmektedir. Grafik 2’de 2010-2018 yılları arasında Türkiye’de 

madencilik sektöründe çalışan kişi sayısını göstermektedir. Tablo 2’ye göre 2010 yılında madencilik 

sektöründe çalışan toplam kişi sayısı 108 630 iken 2018 yılında 131 855 kişi olmuştur. Sektörde önemli bir 

istihdam artışı gerçekleştirilmiştir. 8 yıllık süreçte %21 oranında bir artış gerçekleşmiştir.

Sektörün istihdam yapısının özel sektör ve kamu açısından incelendiğinde özel sektörün açık ara bir 

üstünlüğü görülecektir. 2010 yılında madencilik sektöründe 17 163 kamu çalışanı varken bu rakam 2018 

yılına gelindiğinde 11 992’ye gerilemiştir. Bu durumu kamunun sektördeki ağırlığının azaldığı şeklinde 

yorumlamak mümkündür. Özel sektör çalışanlarının sayısı ise 2010 yılında 91 467 iken 2018 yılına 

gelindiğinde 119 863’e yükselmiştir. 2010-2018 yılları arasında özel sektörde çalışan sayısı %31’lik bir artış 

göstermiştir. 2010 yılında toplam çalışanların yaklaşık %16’sı kamuda çalışırken %84’ü özel sektörde 

çalışmaktadır. 2018 yılına gelindiğinde ise özel sektörün üstünlüğü devam ederek %91 seviyesine çıkmış-

tır. Bu süreçte hem sayısal olarak hem de nispi olarak özel sektördeki çalışan sayısı artış göstermiştir.

Kaynak: Maden Ve Petrol İşleri Genel Müdürlüğü, : http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Grafik 3. Türkiye’de Madencilik Sektöründe Faaliyet Gösteren İşyeri Sayısı

Grafik 3’te 2010-2018 yılları arasında madencilik sektöründe faaliyet gösteren işyeri sayıları kamu ve 

özel olmak üzere gösterilmiştir. Süreç boyunca bakıldığında özel sektörün ağırlığı oldukça net bir şekilde 

görülmektedir. Kamuya ait işletme sayısı dönem başında 98 iken dönem sonuna gelindiğinde yalnızca 

57’ye gerilemiştir. Bu süreç boyunca özel sektöre ait iş yeri sayısı hem sayısal hem de nispi olarak artış 

göstermiştir. Süreç boyunca toplam işletme sayısı bazı küçük dalgalanmalar göstermekle beraber 

dönem sonunda dönem başına göre artış gerçekleşmiştir. 2018 yılı itibariyle madencilik sektöründe özel 

sektör kamu sektörüne göre çok daha önde yer almaktadır.

Kaynak: Worldbank enerji ve madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?-
view=chart, (Erişim Tarihi: 10.06.2018).

Grafik 4. Maden Rantının GSYH’ye Oranı (%)

Grafik 4’te Türkiye’nin maden rantının GSYH’ye oranının seyri gösterilmektedir. Özellikle siyasi 

istikrarsızlıkların hakim olduğu dönemlerde bu oran ya sabit kalmış ya da azalma eğilimine girmiştir. 45. 

Hükümetin kuruluşuyla ve yükseliş döneminde ve bu oran azalış eğilimine girmiştir. 4. Hükümetin 

özellikle ihracata yönelik tüketim mallarının üretimine yönelik politikalar benimsemesi üretim odağını 

bu yöne kaydırmıştır. Bu hükümetin arkasından gelen koalisyonlar ve azınlık hükümetleri, siyasi darbeler 

gibi sebepler yüzünden genel ekonomi sıkıntıya girmiştir. Rant oranı da bu olumsuzluklara paralel olarak 

düşüş göstermiştir. 59. Hükümetin kurulması ve yükselişinin ardından ekonomik canlanma ile birlikte 

maden rantı oranı da yükselmiştir. Özellikle 2008 küresel krizi ve 2013 yılında meydana gelen siyasi 

çalkantılar genel ekonomiyi olumsuz etkilediği gibi bu oranın da düşmesine sebebiyet vermiştir.

Madencilik sektöründe devlet müdahalesine ihtiyaç duyulduğu genel kabul görmüş bir gerçeklik-

tir. Her ne kadar sektörün piyasa mekanizması içerisinde kendi dengesini bulabileceği iddia edilmiş ise 

de sektör, maden yatakları aranması, arama ve üretim teknolojilerinin ilerletilmesi gibi yüksek maliyetli 

işlemlerle karşı karşıyadır. Bu da bu piyasanın devlet müdahalesi olmaması halinde başarısızlığa uğraya-

bileceğini göstermektedir (Sarma ve Naresh, 2001:2). Bu noktada piyasa başarısızlığının önüne geçilebil-

mesi açısından devlet müdahalesi kaçınılmaz hale gelmektedir.

Tablo 2. Türkiye’nin Yıllar İtibariyle Mineral Ve Doğal Taş İhracatı

Kaynak: İstanbul Maden İhracatçıları Birliği Verilerinden Derlenmiştir. http://www.imib.org.tr/tr/istatistikler-2-2/, 
(Erişim Tarihi: 10.1.2019).

Tablo 2’de 2013-2018 yılları arasında Türkiye’nin maden ihracatı bilgileri verilmiştir. Bu süreçte 

doğal taş ihracatı miktar olarak ve değer olarak gerileme göstermekle birlikte sürecin sonunda %15’lik 

bir değer kaybına uğramıştır. 2013 yılında doğal taşların 1 kg’si 26 sentten ihraç edilirken 2018 yılında 25 

sente gerilemiştir. Hem miktar olarak hem de kg başına ihracat gerileme göstermiştir. Mineraller açısın-

dan bakıldığında ise, mineral ihracatının miktarında yaklaşık 5 milyon tonluk bir artış gerçekleşmiştir 

fakat bu artışa rağmen hasılat azalış göstermiştir. 2013 yılında 20 sent olan kg başı gelir 2018 yılında 14 

sente gerilemiştir. Bu da yaklaşık %30’luk bir düşüşe tekabül etmektedir. 

Süreç başından sonuna kadar hem doğal taş hem de mineral ihracatımızın en büyük alıcısı Çin Halk 

Cumhuriyeti olmuştur. Çin Halk Cumhuriyeti en büyük alıcı konumunda olmasına rağmen yıllar itibariyle 

alımları azalma eğilimindedir. Ülkemizden özellikle mineral alımı 2013 yılına kıyasla yarıya düşmüş 

vaziyettedir.

Kaynak: İstanbul maden ihracatçıları birliği verilerinden derlenmiştir. http://www.imib.org.tr/tr/istatistikler-2-2/, 
(Erişim Tarihi: 10.1.2019).

Grafik 5. Türkiye’nin Yıllarİtibariyle Maden İhracatı

Grafik 5’te yıllar itibariyle maden ihracatının seyri gösterilmiştir. Tüm yıllarda doğal taş ihracatının 

ülkeye maddi getirisi mineral ihracatından daha fazla olmuştur.

Devletler varlık amaçları olan vatandaşlarının refahını yükseltmek adına her türlü yasal ve refah 

artırıcı ekonomik faaliyeti destekleme arzusundadır. Türkiye’de de bu teşvik mekanizması işletilmeye 

çeşitli yollarla çalışılmaktadır.

Tablo 3. Türkiye’de Madencilik Yatırımlarına Sağlanan Devlet Destekleri 

Kaynak: 3213 Sayılı Maden Kanunu; Denge Müşavirlik. 
*(Adana, Adıyaman, Afyonkarahisar, Aksaray, Amasya, Ankara, Antalya, Artvin, Aydın, Balıkesir, Bartın, Bayburt, 

Bilecik, Bolu, Burdur, Bursa, Çanakkale, Çankırı, Çorum, Denizli, Düzce, Edirne, Elazığ, Erzincan, Erzurum, Eskişehir, 
Gaziantep, Giresun, Gümüşhane, Hatay, Isparta, İstanbul, İzmir, K.maraş, Karabük, Karaman, Kastamonu, Kayseri, 
Kırıkkale, Kırklareli, Kırşehir, Kilis, Kocaeli, Konya, Kütahya, Malatya, Manisa, Mersin, Muğla, Nevşehir, Niğde, Ordu, 
Osmaniye, Rize, Sakarya, Samsun, Sinop, Sivas, Tekirdağ, Tokat, Trabzon, Tunceli, Uşak, Yalova, Yozgat, Zonguldak)

** Ağrı Ardahan Batman Bingöl Bitlis Diyarbakır Hakkari Iğdır Kars Mardin Muş Siirt Şanlıurfa Şırnak Van

Tablo 3’e bakıldığında devletin madencilik faaliyetlerini destekleme adına çok önemli adımlar atmış 

olduğunu görebilmekteyiz. Devlet sermaye edinimi noktasında faiz desteği sunmakta, işlem maliyetleri-

ni azaltma adına harç ve vergilerden muafiyet sağlamakta, yatırımın gerçekleştirilebilmesi adına yatırım 

yeri tahsisinde yardımcı olmakta ve sigorta prim desteği sağlamaktadır. Genel itibariyle bakıldığında 

devlet kurulum aşamasında çok ciddi düzeyde kolaylıklar sağlamaktadır. Bunun reel etkisini de görmek 

mümkün olmaktadır. Enerji ve madencilik sektörlerinde 2017 Ocak-Haziran döneminde düzenlenen 

teşvik belgesi sayısı, 2016 yılı Ocak-Haziran dönemine kıyasla yüzde 25 artarak bin 464'e ulaşmıştır 

(Dünya Gazetesi, 2017).

3. Madencilik ve Vergi İlişkisi

Madencilik sektörü bir ekonominin hem büyümesinde hem de kalkınmasında önemli bir rol 

oynamaktadır. Büyüme ve kalkınma sürecindeki ülkeler sanayisini geliştirmek, sanayisine hammadde 

sağlamak ve enerji ihtiyacını karşılayabilmek adına madencilik sektörüne bel bağlamaktadır. Yeterli 

kaynaklara sahip olan ülkeler kendi öz kaynaklarıyla bu ihtiyaçlarını giderebilirken, kaynağa sahip 

olmayan ülkeler ithalat yoluyla bu ihtiyaçlarını gidermek durumunda kalmaktadırlar (Çondur ve 

Evlimoğlu, 2007:26; Çetin,2003:244).

Madencilik, bir yatağın keşfedilmesi, yatağın resmi olarak ruhsatlandırılması, gerekli işletme izinleri-

nin alınması, yatağın içerdiği cevher miktarının tespit edilmesi, cevherin üretilmesi için yatak içerisinde 

gereken faaliyetlerin yürütülmesi, çıkarılan cevherlerin işlenmesi ve zenginleştirilmesi, cevherlerin satışı 

ya da diğer yollarla elden çıkarılması için gereken işlemlerin bütününe verilen isimdir.

Maden Kanunu 1. Maddeye göre bu kanunun amacı, “madenlerin aranması, işletilmesi, üzerinde 
hak sahibi olunması ve terk edilmesi ile ilgili esas ve usulleri düzenler.” Madencilik, maden yasası 

çerçevesinde maden alanında gerçekleştirilen ekonomik faaliyetlerin tamamını kapsamaktadır.

Maden Kanunu 2. Maddede maden terimi “Yer kabuğunda ve su kaynaklarında tabii olarak 
bulunan, ekonomik ve ticarî değeri olan petrol, doğal gaz, jeotermal ve su kaynakları dışında kalan her 
türlü madde bu kanuna göre madendir” biçiminde açıklanmıştır. Geniş anlamıyla kanun, maden 

tanımından doğal gaz, petrol, su kaynakları ve jeotermal kaynaklarını kapsam dışında tutmuştur.

Gelir Vergisi Kanunu’nun, “Ticari Kazancın Tarifi” başlıklı 37. Maddesinde “Maden, tas ve kireç 
ocakları, kum ve çakıl istihsal yerleri ile tuğla ve kiremit harmanlarının işletilmesinden” elde edilmiş olan 

kazançların ticari kazanç kapsamında değerlendirileceği hükmü yer almaktadır. Maddeden çıkan anlama 

göre madencilik faaliyetinden elde edilecek olan kazancın, ticari kazanç hükümlerine göre vergilendiril-

mesi gerekmektedir. Bu noktada yasa yapıcı, özelliği sebebiyle sermayenin ağırlıkta olduğu bazı faaliyet-

leri de ticari kazanç kapsamında değerlendireceğini beyan etmiştir (Şenyüz, 2006:15). Madencilik 

faaliyetlerinin, Kurumlar Vergisi Kanunu birinci maddesinde sayılmış olan kurumlardan birisi tarafından 

yürütülmesi durumunda, kazanç KVK kapsamında vergilendirilecektir. Ayrıca Gelir Vergisi kapsamında 

da madenciliğe yönelik olarak düzenlemeler bulunmaktadır. Gelir Vergisi Kanunu Madde 70 – Aşağıda 
yazılı mal ve hakların sahipleri, mutasarrıfları, zilyedleri, irtifak ve intifa hakkı sahipleri veya kiracıları 
tarafından kiraya verilmesinden elde edilen iratlar gayrimenkul sermaye iradıdır: 1. Arazi, bina (Döşeli 
olarak kiraya verilenlerde döşeme için alınan kira bedelleri dahildir.), maden suları, menba suları, 

madenler, taş ocakları, kum ve çakıl istihsal yerleri, tuğla ve kiremit harmanları, tuzlalar ve bunların 
mütemmim cüzileri ve teferruatı;…. Madencilik sektörünün vergilendirilmesine ilişkin kanun maddeleri 

bu şekilde zikredilmektedir. Kanun maddeleri ile madencilik sektörünün vergilendirilmesine ilişkin 

düzenlemelerin yanında çeşitli teşvik yasaları da çıkarılmakta ve bu yasalar da madencilik sektörünün 

vergilendirilmesi noktasında belirleyici olmaktadır.

Türkiye’deki tüm madenlerin mülkiyeti devlete aittir. Tüzel ya da gerçek şahısların madenler üzerin-

de kullanmış oldukları haklar ruhsat ve izinlerle sınırlı olan haklardır. Madencilik Kanunu madencilik 

faaliyetlerinin yürütülmesi noktasında gerekli çerçeveyi çizerek bu faaliyetlerin düzen içerisinde işleme-

sine olanak vermektedir.

4. Dünya’da madencilik ve vergilendirilmesi

Her toplum ekonomik ve sosyal olarak daha ileri gitmek ve vatandaşlarının hayat standartlarını 

yükseltme amacını taşımaktadır. Bu amaç doğrultusunda da faaliyetlerini sürdürmektedirler. Ülkelerin 

yapılarının farklı olması sebebiyle toplumsal ihtiyaçları da farklılaşmıştır. Bir toplumun ihtiyaç olarak 

gördüğü bir hizmet bir diğer toplumda gereksiz bir uygulama olarak görülebilmektedir. Bu sebepledir ki 

devletler hukuk kurallarını, kurum ve kuruluşlarını hem uluslararası sistemlere entegre hem de kendi 

toplumsal ihtiyaçlarına cevap verebilecek bir yapıda inşa etme uğraşını vermektedirler. 

 Madenlerin devlet müdahalesi olmaksızın ekonomik büyüme içerisinde önemli bir yer 

kaplayacağı birçok ekonomist tarafından kabul edilmektedir. Müdahale olmaksızın böyle bir etki ortaya 

çıkabilir fakat planlı bir yaklaşımın olmaması durumunda da “Hollanda Hastalığı” gibi ekonomik sorunla-

ra da meydan verilebileceği unutulmamalıdır. (Sarma ve Naresh, 2001:2-3). Hollanda Hastalığının ekono-

mik literatüre girişi 1960’lı yıllarda Hollanda’nın Kuzey Buz Denizi’nde büyük miktarda doğal gaz keşfet-

mesi ile olmuştur. Doğal gaz keşfiyle birlikte ihracat gerçekleşmiş ve ülkeye giren yüksek miktardaki 

döviz Hollanda yerli parasının değerlenmesine ve dolayısıyla da diğer sektörlerin rekabet gücünü düşür-

müştür. Diğer sektörlerin üretim güçleri ithalat yüzünden zarar görmüş; ayrıca ülke içi sermaye bu yeni 

alana kayarak diğer sektörlerdeki ağırlığını azaltmıştır. Hollanda sanayisi bu süreçten büyük zarar 

görmüştür (Arı ve Özcan, 2012:156). Bu gibi ekonomik sorunlara sebebiyet vermemek adına ekonominin 

sektörel dengeleri de göz önüne alınarak bir madencilik politikasının benimsenmesi gerekmektedir.

Tablo 4. Yıllar İtibariyle Maden Tüketimi (Milyon Dolar)

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?view=-
chart, (Erişim Tarihi: 10.06.2018).

Mineral tükenmesi, maden kaynakları stokunun tahmini değerinden azalan miktardır. Bu tahminde 

kalay, altın, kurşun, çinko, demir, bakır, nikel, gümüş, boksit ve fosfat yer almaktadır.

Yıllar itibariyle ülkelerin ihtiyaç duydukları maden miktarı ülkenin gelişmişlik seviyesiyle yakından 

ilişkilidir. Sanayileşmeyi sağlayabilmiş ülkeler açısından maden tüketiminin artması beklenen sonuçtur. 

Bu açıdan madencilik sektörünün geliştirilmesi sanayinin de gelişmesi anlamına gelecektir. Nitekim 

sanayi sektörünün ihtiyaç duyduğu hammadde ve enerjinin bir kısmı madencilik sektörü sayesinde 

sağlanabilmektedir. 

Tablo 4’te seçilmiş bazı ülkelerin maden tüketimleri verilmiştir. Özellikle Amerika ve Çin’in yıllar 

itibariyle verileri madencilik sektörünün ekonomik ilerlemede payını ortaya koymaktadır. Çin’in tüketim 

değerleri her geçen yıl artış göstermektedir bu durum da Çin’de sanayi sektörünün ilerlediğinin en bariz 

göstergelerindendir.

Tablo 5. Ülkelerin Maden Rantının GSYH’ye Oranı

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?view=-
chart, (Erişim Tarihi: 10.06.2018).

Maden rantı, bir maden stokunun dünya fiyatlarındaki üretim değeri ile toplam üretim maliyetleri 

arasındaki farktır. Hesaplamaya dâhil olan mineraller kalay, altın, kurşun, çinko, demir, bakır, nikel, gümüş, 

boksit ve fosfattır. Tablo 5’te çeşitli ülkelerin maden rantları rakamları GSYH’nin yüzdesi şeklinde verilmiş-

tir. Bu tablodan hareketle ülkelerin GSYH’leri içerisinde madencilik faaliyetlerinin önemi görülebilmekte-

dir. Sanayileşme sürecini erken tamamlayabilen ülkeler üretim modellerini hammadde çıkarımından 

mamul mal üretimine ve finansallaşmaya doğru kaydırmışlardır. 2015 yılı itibariyle Demokratik Kongo 

Cumhuriyeti’nin maden rantının GSYH’si içerisindeki payı %14,433 ile seçilen ülkeler içerisinde en yüksek 

değere sahiptir. Yine aynı dönem itibariyle bakıldığında %0,00006 ile en düşük pay Birleşik Krallığa aittir. 

Birleşik Krallığı’n genel ekonomik yapısında bakıldığında finans ağırlıklı bir ekonomisinin olması bu 

durumun sebebini ortaya koymaktadır. Yine aynı şekilde ABD’ye bakıldığında maden rantının payının 

düşük olduğu görülebilecektir.

Tablo 6. Çeşitli Ülkelerin Madenlere Yönelik Vergisel İstatistikleri

Kaynak: Pricewaterhousecoopers Mining (PWC), https://www.pwc.com/gx/en/industries/energy-utilities-resour-
ces/publications/compare-mining-taxes-data-tool.html, , (Erişim Tarihi: 05.07.2018).

*Bu uygulama genel olmayıp istisnai bir şekilde uygulanabilmektedir.

• Arjantin: Arjantin’de kurumlar vergisi oranı %35’tir ve tüm şirketler için bu oran uygulanmakta-

dır. Kent Madencilik İmtiyazı ile Arjantin kentlerinde, kentin yetki alanı içinde madencilik yapan şirketlere 

kent yönetimine maden işletmesi tarafından ödenmesi gereken maden teli�eri belirleme izni verilmek-

tedir.

• Avustralya: Avustralya’da cari dönemde kurumlar vergisi oranı %30 olmakla beraber 2027 yılına 

kadar kademeli olarak %25’e düşürülmesi öngörülmektedir. Fakat şu an için parlamentoya sunulmuş 

herhangi bir yasa teklifi bulunmamaktadır. Maden ocağı, bazı mineraller o ülkede maden çıkartılıyorsa 

ilgili Avustralya Eyaleti veya Bölge hükümetine ödenecektir. Devlet İmtiyazı gereğince ödenmesi 

gereken yükümlülükler Avustralya hükümeti ya da bölge yönetimine ödenecektir.

• Brezilya: Brezilya’da kurumlar vergisi oranı %15’tir fakat karın aylık 6035 doları aşan kısmına 

yönelik olarak ek %10 vergi uygulanmaktadır. Bütün bunlara ek olarak da net gelir üzerinden %9’luk bir 

sosyal katkı payı alınmaktadır. Tüm bu yükümlülüklerin kaynağı aynı olmasından hareketle Brezilya’da 

kurumlar vergisi oranı %34 olarak hesaplanmaktadır. CFEM- Maden Kaynaklarının Keşfi için Mali Tazmi-

nat (Maden Teli�eri). CFEM, eyaletlere ve belediyelere gelir dağıtımı yapan bir federal imtiyazdır.

• Kanada: Kanada’da kurumlar vergisi oranı %15-%31 arasında değişiklik göstermekle beraber 

ortalama olarak %26,5 olarak uygulanmaktadır. Ana Madencilik sahalarında kurumlar vergisi oranları 

%10-%12 arasında değişmektedir. Belediye İmtiyazları-Madencilik imtiyazı, o madende belirli madenle-

rin çıkarılması durumunda ilgili Kanadalı eyalet veya bölge hükümetine ödenecektir.

• Şili: Şili’de kurumlar vergisi oranı % 24 olarak uygulanmaktadır. Şili Kurumlar vergisi oranı 2017 

yılı itibariyle %25,5 ve 2018 yılından itibaren %27 olarak uygulanacaktır. Madencilik Faaliyetlerine Özel 

Vergi- Bu vergi tüm madenler için geçerlidir. Petrol, gaz ve lityum gibi imtiyazın dışında kalan maddeler 

hariç tutulmuştur.

• Çin Halk Cumhuriyeti: Çin Halk Cumhuriyeti’nde uygulanan kurumlar vergisi oranı % 25’tir ve 

madencilik şirketlerinin gereken şartları sağlaması durumunda bu şirketlere kurumlar vergisi oranı %15 

olarak uygulanmaktadır.

• Demokratik Kongo Cumhuriyeti: Demokratik Kongre Cumhuriyeti’nde kurumlar vergisi oranı 

normal şartlarda %35 olarak uygulanmaktadır fakat madencilik alanında faaliyet gösteren firmalara 

yönelik olarak bu oran % 30 olarak uygulanmaktadır. Madencilik İmtiyazı- Etkin kullanımın başlangıcın-

dan itibaren, işletme ruhsatı sahibi tüm pazarlanabilir ürünlerdeki madencilik imtiyazının yükümlülükle-

rini taşımaktadır.

• Almanya: Almanya’da ticari karlar iki verginin konusunu oluşturmaktadır; kurumlar vergisi ve 

ticaret vergisi. Kurumlar vergisi temelde düz oranlı bir tarifededir ve % 15 olarak uygulanmaktadır. Bu 

orana ek olarak %5,5’lik bir birlik vergisi eklenmektedir. Ticaret vergisi de eyaletlere göre değişmekle 

beraber minimum %7 olarak belirlenmiştir. En yüksek ticaret vergisi tarihsel olarak madencilik merkezi 

olarak nitelenen Oberhousen kentinde uygulanmaktadır ve oranı %19,25’tir. Förderabgabe-Yükümlülük-

ler, doğal kaynakların madenciliğinin yapılması adına her yıl ödenir.

• Gana: Gana’da kurumlar vergisi %25 olarak uygulanmaktadır.

• Hindistan: Hindistan’da kurumlar vergisi %30 olarak uygulanmaktadır. Yerli firmalardan gelirleri 

154.550 Dolar (10 Milyon Rupi) ile 1.545.500 Dolar (100 Milyon Rupi) arasında olanlara ek %7 vergi 

uygulanmaktadır. Gelirleri 1.545.500 Doları aşan firmalara ise %12’lik bir ek vergi uygulanmaktadır. 

Yabancı firmalara uygulanan oran ise %40’tır. Geliri 1.545.500 Doları aşan yabancı firmalara uygulanan 

oran %43,26’ya yükselmektedir. 1 Mart 2016 sonrasında kurulan şirketler eğer imalat ve üretim sektörün-

de faaliyet gösteriyor ise bu oran %25 olarak uygulanmaktadır. İmtiyaz-Federal Hükümet imtiyaz yüküm-

lülüklerini belirler. Bununla birlikte, madencilik lisansı bir Birlik Bölgesinin yargı yetkisi altında olduğu 

durumlar haricinde, lisans sahibi Eyalet Hükümeti'ne ödenecektir.

• Endonezya: Endonezya’da kurumlar vergisi oranı %25 olarak uygulanmaktadır. İş sözleşmeleri-

ne göre bu oran %30, %35, %45’ yükselebilmektedir.

• Kazakistan: Kazakistan’da kurumlar vergisi oranı %20 olarak uygulanmaktadır ve madencilik 

şirketlerine yönelik olarak herhangi bir indirim bulunmamaktadır. Maden Çıkarma Vergisi, yeraltından 

çıkarılan doğal kaynaklar nedeniyle ödenmektedir.

• Meksika: Meksika’da kurumlar vergisi oranı %30 olarak uygulanmaktadır.

Madenciliğe yönelik olarak Özel Madencilik Vergisi, Olağanüstü Madencilik İmtiyazı olmak üzere 2 

tür vergi mevcuttur.

• Moğolistan: Yıllık geliri 1 225 125 Dolara kadar olan şirketlere uygulanan kurumlar vergisi oranı 

%10 iken bu miktarı aşan şirketlerin aştıkları kısma %25 olarak uygulanmaktadır.

İmtiyaz Vergisi- Bir maden ruhsatı sahibi merkezi ve yerel idarelere imtiyaz ücreti ödemek zorunda-

dır. Madenden çıkan, satılan, kullanılan her şey bu imtiyaz sınırları içerisindedir.

• Peru: Peru’da 2016 yılında uygulanan kurumlar vergisi %28 iken bu oran 2017-2018 yıllarında 

%27 ve 2019 yılında %26 olarak uygulanacaktır. 

1. Madencilik İmtiyazları, metalik ve metalik olmayan madensel kaynakları içerir.

2. Özel Maden Vergisi sadece metalik kaynakları içerir.

3. Özel Madencilik Katkısı sadece metalik kaynakları içermektedir. ÖMK sadece yürürlükte olan 

Vergi İstikrar Anlaşması olan projelere sahip maden şirketlerine uygulanabilir. Bu şirketler, bu katkıyı 

ödemek amacıyla Perulu Hükümet'le gönüllü olarak anlaşmalar yapacaklardır.

• Filipinler: Filipinler’de kurumlar vergisi oranı % 30’dur fakat belediye ve şehir yönetimleri % 2 ve 

% 3 ek vergi koyma hakkına sahiptir. Bu sebeple kurumlar vergisi oranı %30 ile %33 arasında değişmekte-

dir. 

Tüketim Vergisi: %2, Maden Rezervleri İmtiyazı: ürünün piyasa değerinin en az %5’i, Yerel Topluluk-

lara yapılan imtiyaz ödemeleri toplam satış hasılatının %1’inden az olamaz.

• Rusya: Rusya’da kurumlar vergisi oranı %20 olarak uygulanmaktadır. Toplanan bu % 20’lik 

kısmın %2’si federal bütçeye %18’i ise bölgenin bütçesine aktarılmaktadır. Moskova, St. Petersburg, 

Samara Bölgesi ve bazı diğer bölgelerde belirli bazı vergi mükelle�erine yönelik olarak ise kurumlar 

vergisi oranı %15,5 olarak uygulanmaktadır.

Madeni Kaynakları Çıkarma Vergisi (MRET), Rusya'da iç işlerini kullanan şirketler ve girişimciler 

tarafından ödenmektedir.

• Senegal: Senegal’de kurumlar vergisi oranı %30 olarak uygulanmaktadır. 

• Güney Afrika: Güney Afrika’da madencilik sektöründe faaliyet gösteren şirketlere uygulanan 

kurumlar vergisi oranı %28’dir. Buna ek olarak Güney Afrika’daki altın madenciliği de yapan şirketlere 

ekstra vergi uygulanmaktadır. Aşırı kar elde eden firmalara uygulanacak olan oran ise şu formül yardımıy-

la hesaplanmaktadır: 

34-170/x, 

x=şirketin vergilendirilebilir altın gelirinin toplam altın gelirine oranı

Altından elde edilen gelirin vergiye konu olan kısmı arttıkça ödenecek olan ek vergi de artmaktadır.

• Tanzanya: Tanzanya’da kurumlar vergisi oranı %30 olarak uygulanmaktadır.

• Ukrayna: Ukrayna’da kurumlar vergisi oranı % 18 olarak uygulanmaktadır.

• İngiltere: İngiltere’de kurumlar vergisi oranı 2017 yılı itibariyle %19’dur. 2020 yılında ise bu oran 

%17’ye düşürülecektir.

• ABD: ABD’de kurumlar vergisi oranı eyaletler arasında farklılık göstermektedir. Bu oran %35 ile 

%47 arasında değişiklik göstermektedir. Önümüzdeki dönemlerde bu oranın daha düşük bir seviyeye 

çekilmesi planlanmaktadır.

1) Federal bölgelerde yüzeyden çıkarılan kömüre %12,5, yer altından çıkarılan kömürlere %8 vergi 

uygulanmaktadır.

2) Nevada vergi sistemine göre madenden çıkarılan ürünlerin giderleri düşüldükten sonra vergi 

ödenir. Maksimum oran %5’tir.

3) Diğer eyaletlerde de muhtelif vergiler bulunmaktadır.

Tablo 7. Seçilmiş Ülkelerde Çeşitli Madenlerin Vergi Oranları

Kaynak: PricewaterhouseCoopers mining (PWC), https://www.pwc.com/gx/en/industries/energy-utilities-resour-
ces/publications/compare-mining-taxes-data-tool.html, , (Erişim Tarihi: 05.07.2018).

Her ülkenin ihtiyaçları farklılık arz etmektedir. Bu durum da ülkelerin farklı sosyal ve ekonomik 

kurumlara sahip olmasına sebep olmaktadır. Bu kurumlar da toplumsal ihtiyaçları şekillendiren bir unsur 

olarak karşımıza çıkmaktadır. Tablo 7’de görüleceği üzere aynı vergi konusu üzerinde pek çok farklı 

uygulama görülmektedir. Kimi ülkeler vergi dışı bırakırken kimileri de ciddi düzeyde vergi yükü 

yüklemektedir. Almanya tüm maden türlerinde %10 gibi standart bir oran belirlemiş iken Rusya bazı 

maden türlerinde maktu vergiler benimsemiştir. ABD birçok eyaletten oluştuğundan madenlere uygula-

nan vergi oranları eyaletten eyalete değişiklik göstermektedir. Bu durum da oranların dalgalanmasını 

beraberinde getirmektedir.

5. Sonuç

Ülkemizdeki madencilik sektörünün en önemli sorunu, tarihsel süreçte tutarlı ve belirli bir maden 

politikasının oluşturulamamasıdır. Bu duruma paralel olarak maden kanununda bir istikrarın yakalana-

mayarak sürekli olarak değişikliklere konu olması da beklenen bir uygulama olarak karşımıza çıkmıştır. 

Madenciliğe yönelik olarak istikrarlı bir yasanın olmayışı da maden sektörüne yönelik bir vergi politikası-

nın olmayışını beraberinde getirmiştir. Madencilik yasasının sürekli olarak değişime konu olmasının bir 

diğer olumsuz yanı da bu sektöre yönelik olarak etkin politikaların oluşturulamaması olmuştur.

Türkiye’nin sanayileşme yolunda attığı adımlarla beraber her geçen gün gelişen sanayi ile birlikte 

değişen ekonomik şartlar da düşünülerek madencilik sektörünün gelişimine ve modernizasyonuna 

yönelik bir yol haritasının oluşturulması elzemdir. Bu yol haritası çıkarılırken de mesleki kuruluşların 

görüşlerine yer verilmesi çok büyük önem arz etmektedir. Bu meslek kuruluşlarını ise; Jeofizik Mühendis-

leri Odası, Maden Mühendisleri Odası, Mermer İhracatçıları Birliği, Çimento Müstahsilleri Birliği, madenci-

lik sektörüne yönelik kamu kurum ve kuruluş temsilcileri, sendikalar olarak sıralamak mümkündür. 

Sayılan aktörlerin katılımı ve görüşleri sonucunda şekillenecek öneri ve fikirler madencilik sektörünün 

gelişimi adına çok olumlu sonuçlar ortaya çıkarabilecektir. Bu şekilde geniş katılımlı bir toplantının 

sonucunda ortaya çıkacak olan sonuçlar sektöre pek çok farklı açıdan bakmayı sağlayacağından önemli 

bir bilgi kaynağı olacaktır.

Madencilik sektörü ekonominin birçok alanına hammadde sağladığından bu sektörde meydana 

getirilecek bir maliyet düşüşü dalga dalga tüm ekonomiyi etkileyecek ve bu sayede de üretim maliyetleri 

düşeceğinden gerek en�asyonla mücadele alanında gerekse de ekonomik büyümenin sağlanması 

noktasında pozitif çıktılar ortaya çıkabilecektir. Politika yapıcıların salt vergi hasılatını artırıcı mantıkla 

hareket etmeyip bu durumu göz önünde bulundurmaları genel ekonomi açısından önem arz etmekte-

dir.

Devletin öncelikli hede�erinden bir tanesi de orta ve uzun vadede madencilik sektöründeki 

ağırlığını özel sektöre devretmeye çalışmak olmalıdır. Devletin genel olarak özel sektöre nazaran daha 

hantal bir yapıda olması madencilik sektörünün çağın gerektirdiği özelliklere ulaşması konusunda engel 

teşkil edebilecektir. Devletin de bu devir sürecini iyi yönetip hem çağın gereklerini sağlaması noktasında 

özel girişimcilere teşvikler sağlaması hem de özellikle çevresel faktörleri de göz önünde tutarak sektörü 

denetlemesi gerekmektedir. Denetimler sonucunda da olumsuz tutumlara müsamaha göstermeden 

gerekli yasal prosedürleri de işletmesi gerekmektedir.

Vergiler maliye politikasının en önemli araçlarından birisidir. Bir sektöre müdahale edilmesi 

durumunda vergilerin kullanılması çok olağan bir durumdur. Sektörün teşvik edilmesi yahut sektör 

üretiminin kısılması gibi amaçlar uğruna vergi politikası kullanılabilmektedir. Madencilik sektörünün de 

özellikle teşviki adına vergi politikaları aktif olarak kullanılması gerekmektedir. Sektör, yapı itibariyle çok 

büyük riskler barındırdığından özellikle vergi politikalarıyla desteklenmesi çok büyük önem arz etmekte-

dir. Vergi politikaları ile sektörün maliyetlerinin düşürülmesi, sektörün üretimi sonucunda ortaya çıkan 

gelirin toplum nezdinde adaletli dağılımı ve sektörün istikrarlı bir ilerleme sağlamasına katkıda bulunula-

bilir. 
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.
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Öz

Dünyanın en büyük ekonomisi olarak ABD, küresel ticaretten en çok pay alan ikinci ülke 
konumundadır. Bu anlamda ABD’nin uluslararası ticarete ilişkin uygulamaları, diğer ülkeleri 
doğrudan etkilemektedir. Dünyanın en büyük ekonomisini yönetmek elbette buna uygun 
yasal düzenlemeler gerektirmektedir. Bu düzenlemelere yön veren önemli kavramlardan biri 
de ‘Ticaretin Kolaylaştırılması’dır.
Amerikan Gümrük İdaresinin ticaretin kolaylaştırılmasına ilişkin çalışmalarının geçmişi, Dünya 
Ticaret Örgütünün (DTÖ) dahi henüz kurulmadığı 1990’lara kadar gitmektedir. Ancak 11 Eylül 
olayları Amerikan Gümrük İdaresinin ticaretin kolaylaştırılması kavramına bakış açısını 
dramatik bir şekilde değiştirmiştir. Bu konuda 11 Eylül olayları öncesi yapılan düzenlemeler 
daha çok gümrük işlemlerinin hızlandırılması ve elektronik ortama aktarılmasına odaklanmış 
iken; bu olaylar sonrası yapılan düzenlemelerin odak noktasını dış ticarette emniyet ve 
güvenlik tedbirleri ile ülkenin bir bütün olarak güvenliğinin sağlanması oluşturmuştur. 
Bununla beraber, Amerikan Gümrük İdaresinin ticaretin kolaylaştırılmasına ilişkin ortaya 
koyduğu uygulama ve yöntemler bir çok ülke tarafından iyi uygulama örneği olarak takip 
edilmektedir. Amerikan firmalarının küresel piyasalarda rekabetçi üstünlüklerini 
koruyabilmeleri, ticaretin kolaylaştırılması ile güvenliğin sağlanması arasındaki mükemmel 
dengenin varlığına bağlıdır. Bu çalışmada Amerikan Gümrük İdaresinin ticaretin 
kolaylaştırılmasına ilişkin mevcut uygulamaları detaylı bir şekilde incelenmiştir
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laştırılması Uygulamaları, Ticaretin Kolaylaştırılması Stratejisi.
Jel Sınıflandırma Kodları : F10, F13, F40, F52

Abstract

The US is the largest economy with the second largest share in the global trade. In this 
context, the performance of the US trade operations directly a�ects the trade operations in 
the rest of the world. Managing the largest economy requires adequate legal arrangements 
and the “Trade Facilitation” is one of concepts that shapes those legislations. 
Trade Facilitation efforts of US Customs dates back to 1990’s when even the World Trade 
Organization (WTO) were not established yet. However, the 9/11 incidents have dramatically 
changed the US Customs approach towards to the concept of trade facilitation. Pre-9/11 
trade facilitation legislations mainly focus on the streamlining and computerizing the 
customs operations whereas post-9/11 trade facilitation legislations shift the focal point to 
import security, trade enforcement and homeland security. 
Trade facilitation implementations and applications of US Customs and Border Protection 
(CBP) is used as a base for best practices in many countries. The perfect combination of 
facilitation and enforcement is key to establish and sustain a global competitiveness for US 
companies. This study explicates the current trade facilitation implementations in U.S. 
Customs and Border Protection.
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• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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Giriş

İnsanlık tarihi incelendiğinde, yapılan mücadelelerin neredeyse tamamının yaşamın idame 

ettirilmesi, güvenliğin tesisi ve refahın artırılması amacıyla gerçekleştiği görülmektedir. Her toplum tarih 

boyunca refahını artırmak için mücadelelerde bulunmuştur. Yaşam bulgularına rastlanan ilk dönemlerde 

yalnızca beslenme ve barınma ihtiyaçlarını giderme adına mücadele eden insanoğlu bu ihtiyaçlarını 

gidermesinin ardından daha ileri hede�ere yönelmiştir. Beslenme ve barınma için toprağın üstünü 

kullanan insanoğlu toprağın altını ve toprağın altındaki cevherleri keşfettiğinde ise insanlık adına yeni bir 

dönemin başlangıcı olmuştur.

Madenlerin insanoğlu tarafından keşfedilmesi ve işlenmeye başlaması öncelikle yaşam tarzlarında 

daha sonra da savaşlarında önemli bir ilerlemesine imkan sağlamıştır. Madenlerin işlenmesi ve madenle-

rin işleniş sürecinde farklı enerji kaynaklarının kullanılmasıyla birlikte madencilik kendi kendini geliştiren 

bir sektör haline de gelmiştir. Madencilik sektörünün bu denli önemli olması nedeniyle ekonomik değeri 

de bu denli önemli olmuştur. Madenler teknolojinin gelişmesine hem kaynaklık etmiş hem de gelişen 

teknolojiden etkilenmiştir. Toplumların ilerlemesinde bu denli büyük bir öneme sahip olan madenlerin 

gerek işletilip, geliştirilmesi gerekse de vergilendirilmesi konusunda devlete büyük roller düşmektedir.

Devlet sınırları içerisinde, yasalar tarafından kendisine verilmiş yetkiler doğrultusunda vergi 

toplayarak faaliyetlerini sürdüren bir yapıdır. Devlet ekonomide yaratılan her değerden vergi alarak 

otoritesini göstermek durumundadır. Önemli bir ekonomik büyüklüğe sahip olan madencilik sektörü de 

devlet tarafından vergilendirilmektedir. Devletler kendi ihtiyaçları doğrultusunda ve ekonomik yapıları 

çerçevesinde vergi politikalarını şekillendirmektedir. Madencilik sektörü de bundan payını almakta ve 

çok çeşitli şekillerde vergilendirilmeye tabi olmaktadır.

2. Madencilik ve Türkiye’de madenciliğin durumu 

Madencilik sektörü yer altındaki doğal kaynakların çıkarılarak ekonominin kullanımına sunulmasını 

sağlayan bir sektördür. Bu açıdan sektörün önemli riskleri mevcuttur. Bu risklerin başında maden yatağı-

nın tespiti için gereken maliyetler ve yatağın tespitinden sonra çıkarılan ürünün kalitesidir. Eğer ürün 

kalitesi beklenenin altında çıkarsa bu durum maden işletmesi sahibi açısından çok büyük kayıplara 

neden olabilecektir. Bu açıdan devletler madencilik faaliyetlerine çeşitli hukuki ve maddi destekler 

sağlayarak sektörün riskini azaltmaya çalışmaktadır. 

Madencilik döngüsü temel olarak 4 aşamadan oluşmaktadır (Conrad ve Shalizi, 1988:20-22) :

• Keşif: Keşif faaliyeti genellikle 2 bölümden oluşmaktadır. Öncelikle geniş alanların taranması ve 

arkasından madenin bulunduğu kısmın daha detaylı şekilde sondaj ve örnekleme yoluyla tespit edildiği 

aşamadır.

• Planlama: Bu aşamada kaynağın tahmini değeri hesaplanarak üretim için gereken finansal ve 

teknik kaynaklar hesaplanır. Kullanılacak olan yöntem belirlenerek kurulum aşamasının hazırlıkları 

yapılır.

• Çıkarma: Maden yatağı işletilmeye başlanır ve mineral çıkarımına başlanır. İşletmenin ekono-

mik değer üretmeye başlanır.

• İşleme: Mineralin çıkarım sonrası işlenmesi ve çevre pazarlara nakledilmesi aşamasıdır.

Anadolu coğrafyasında madencilik tarihi milattan önceye kadar gitmektedir. Anadolu’da saf bakır 

M.Ö. 7000’li yıllarda, tunç ise M.Ö. 12000-3000 yılları arasında yaygın şekilde kullanılmıştır. Daha sonraları 

Anadolu’da yaşamış pek çok medeniyet madencilik faaliyetini yürütmüş, Lidyalılar M.Ö. 650-550 yılları 

arasında pek çok maden yatağını işleterek metal para basarak bu paraları kullanmıştır. Roma İmparator-

luğu, Selçuklu Devletleri dönemlerinde de çok büyük önem verilen madencilik Osmanlıda da büyük 

ihtimam görmüş ve devlet tarafından desteklenmiştir. 

16 yüzyılın ikinci yarısında tuz madenleri iltizamlarından Osmanlı Devleti’nin kasasına giren para 6 

milyon akçanın üzerinde idi. Kıymetli madenlere olan talebin gün geçtikçe artması sebebiyle yeni 

ocaklar açılmıştır. 14. Yüzyılın ikinci yarısında Osmanlı’nın Sırbistan ve Bosna’nın maden bölgeleri olan 

Morava ve Drina vadilerinde Osmanlı fetihlerinin temel amaçlarından birisi maden sahalarına hâkim 

olmaktı. II Murad kıymetli madenlerin İtalya’ya ihracını yasaklamıştır. Fatih Sultan Mehmet dönemi 

Osmanlı madenciliğinin en önemli gelişme dönemlerindendir. Osmanlı’nın klasik döneminde madenci-

lik sıkı devlet kontrolündeydi ve iltizam usulüyle işletilirdi. Devlet madenciliğe özel önem vermekteydi 

(İnalçık, 2017:243).

Yeni cumhuriyet açısından da madenler çok hayati bir öneme sahipti ve ilk olarak bu konu İzmir 

İktisat Kongresinde ele alınmıştır. Cumhuriyetin ilk yıllarında madencilik faaliyetleri daha çok devlet eliyle 

gerçekleştirilmiştir. Yabancıların elinde olan maden sahaları millileştirilerek devlet tarafından üretime 

geçilmiştir. Bu dönemin en önemli aktörü olarak Etibank karşımıza çıkmaktadır (Tamzok, 2005:6-7).

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?-
view=chart, (Erişim Tarihi: 10.06.2018).

Grafik 1. Türkiye’nin Yıllar İtibariyle Maden Tüketimi (Milyon Dolar)

Madenler bir ekonominin gelişmesinde temel faktörlerden birisini oluşturmaktadır. İmalat sanayisi-

nin kurulması ve üretim yapılabilmesi adına da madenlerin önemi üst düzeydedir. Türkiye’nin 2000-2016 

yılları arasındaki maden tüketimi grafiğine bakıldığında özellikle 2005-2012 arasında çok hızlı bir 

büyümenin gerçekleştiği görülmektedir. 2008-2009 döneminde ufak çaplı bir düşüş gözlemlenmiş olsa 

da o dönemde meydana gelen küresel kriz bu düşüşün sorumlusu olarak karşımıza çıkmaktadır. 2013 ve 

sonrasında ortaya çıkan siyasi krizler dolayısıyla dolar kurunun yükselmesi ile parasal bazda maden 

tüketiminde ciddi bir azalma gözükse de reel anlamda düşüş miktarı çok yüksek değildir.

Maden üretiminin maliyeti de her türlü ekonomik faaliyette olduğu gibi önemli bir unsur olarak 

karşımıza çıkmaktadır. Dünyadaki emsallerinden daha düşük maliyetle çıkarılıp kullanıma hazır hale 

getirilen bir madenin karlılığı da yüksek olacaktır. Bu da sektörün güçlenip atılım yapmasına ve dolayısıy-

la ülke ekonomisine olan katkısının artmasına zemin hazırlayacaktır.

Tablo 1. Türkiye’de Madencilik Sektörünün Gsyh İçindeki Payı

Kaynak: Maden ve Petrol İşleri Genel Müdürlüğü, http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Tablo 1’de madencilik sektörünün 2010-2017 yılları arasındaki ekonomik büyüklüğü ve bu büyüklü-

ğün GSYH içerisindeki payı verilmiştir. Madencilik sektörü yerel para cinsinden hacim kazanırken dolar 

cinsinden hacim kaybetmiştir. Dönem başında sektörün hacmi 12,5 milyar lira dolaylarında iken dönem 

sonunda 27 milyar seviyesine yükselmiştir. 2017 yılına gelindiğinde lira cinsinden yaklaşık %116’lık bir 

atış meydana gelmiştir. Dolar cinsinden bakıldığında ise dönem başında 8,3 milyar dolarlık bir ekonomik 

değer söz konusu iken dönem sonunda bu miktar 7,1 milyar dolara gerilemiştir. Yerel para cinsinde artış 

gözlenmesine rağmen kur farkı sebebiyle dolar cinsinden bir azalma gerçekleşmiştir.

Kaynak: Maden Ve Petrol İşleri Genel Müdürlüğü, http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Grafik 2. Madencilik Sektöründe Faaliyet Gösteren İşyeri Ve İşçi Sayısı

Madencilik sektörü ekonomilerin en önemli sektörlerinden birisidir. Bu da madencilik sektöründe 

önemli sayıda bireyin de çalıştığı anlamına gelmektedir. Grafik 2’de 2010-2018 yılları arasında Türkiye’de 

madencilik sektöründe çalışan kişi sayısını göstermektedir. Tablo 2’ye göre 2010 yılında madencilik 

sektöründe çalışan toplam kişi sayısı 108 630 iken 2018 yılında 131 855 kişi olmuştur. Sektörde önemli bir 

istihdam artışı gerçekleştirilmiştir. 8 yıllık süreçte %21 oranında bir artış gerçekleşmiştir.

Sektörün istihdam yapısının özel sektör ve kamu açısından incelendiğinde özel sektörün açık ara bir 

üstünlüğü görülecektir. 2010 yılında madencilik sektöründe 17 163 kamu çalışanı varken bu rakam 2018 

yılına gelindiğinde 11 992’ye gerilemiştir. Bu durumu kamunun sektördeki ağırlığının azaldığı şeklinde 

yorumlamak mümkündür. Özel sektör çalışanlarının sayısı ise 2010 yılında 91 467 iken 2018 yılına 

gelindiğinde 119 863’e yükselmiştir. 2010-2018 yılları arasında özel sektörde çalışan sayısı %31’lik bir artış 

göstermiştir. 2010 yılında toplam çalışanların yaklaşık %16’sı kamuda çalışırken %84’ü özel sektörde 

çalışmaktadır. 2018 yılına gelindiğinde ise özel sektörün üstünlüğü devam ederek %91 seviyesine çıkmış-

tır. Bu süreçte hem sayısal olarak hem de nispi olarak özel sektördeki çalışan sayısı artış göstermiştir.

Kaynak: Maden Ve Petrol İşleri Genel Müdürlüğü, : http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Grafik 3. Türkiye’de Madencilik Sektöründe Faaliyet Gösteren İşyeri Sayısı

Grafik 3’te 2010-2018 yılları arasında madencilik sektöründe faaliyet gösteren işyeri sayıları kamu ve 

özel olmak üzere gösterilmiştir. Süreç boyunca bakıldığında özel sektörün ağırlığı oldukça net bir şekilde 

görülmektedir. Kamuya ait işletme sayısı dönem başında 98 iken dönem sonuna gelindiğinde yalnızca 

57’ye gerilemiştir. Bu süreç boyunca özel sektöre ait iş yeri sayısı hem sayısal hem de nispi olarak artış 

göstermiştir. Süreç boyunca toplam işletme sayısı bazı küçük dalgalanmalar göstermekle beraber 

dönem sonunda dönem başına göre artış gerçekleşmiştir. 2018 yılı itibariyle madencilik sektöründe özel 

sektör kamu sektörüne göre çok daha önde yer almaktadır.

Kaynak: Worldbank enerji ve madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?-
view=chart, (Erişim Tarihi: 10.06.2018).

Grafik 4. Maden Rantının GSYH’ye Oranı (%)

Grafik 4’te Türkiye’nin maden rantının GSYH’ye oranının seyri gösterilmektedir. Özellikle siyasi 

istikrarsızlıkların hakim olduğu dönemlerde bu oran ya sabit kalmış ya da azalma eğilimine girmiştir. 45. 

Hükümetin kuruluşuyla ve yükseliş döneminde ve bu oran azalış eğilimine girmiştir. 4. Hükümetin 

özellikle ihracata yönelik tüketim mallarının üretimine yönelik politikalar benimsemesi üretim odağını 

bu yöne kaydırmıştır. Bu hükümetin arkasından gelen koalisyonlar ve azınlık hükümetleri, siyasi darbeler 

gibi sebepler yüzünden genel ekonomi sıkıntıya girmiştir. Rant oranı da bu olumsuzluklara paralel olarak 

düşüş göstermiştir. 59. Hükümetin kurulması ve yükselişinin ardından ekonomik canlanma ile birlikte 

maden rantı oranı da yükselmiştir. Özellikle 2008 küresel krizi ve 2013 yılında meydana gelen siyasi 

çalkantılar genel ekonomiyi olumsuz etkilediği gibi bu oranın da düşmesine sebebiyet vermiştir.

Madencilik sektöründe devlet müdahalesine ihtiyaç duyulduğu genel kabul görmüş bir gerçeklik-

tir. Her ne kadar sektörün piyasa mekanizması içerisinde kendi dengesini bulabileceği iddia edilmiş ise 

de sektör, maden yatakları aranması, arama ve üretim teknolojilerinin ilerletilmesi gibi yüksek maliyetli 

işlemlerle karşı karşıyadır. Bu da bu piyasanın devlet müdahalesi olmaması halinde başarısızlığa uğraya-

bileceğini göstermektedir (Sarma ve Naresh, 2001:2). Bu noktada piyasa başarısızlığının önüne geçilebil-

mesi açısından devlet müdahalesi kaçınılmaz hale gelmektedir.

Tablo 2. Türkiye’nin Yıllar İtibariyle Mineral Ve Doğal Taş İhracatı

Kaynak: İstanbul Maden İhracatçıları Birliği Verilerinden Derlenmiştir. http://www.imib.org.tr/tr/istatistikler-2-2/, 
(Erişim Tarihi: 10.1.2019).

Tablo 2’de 2013-2018 yılları arasında Türkiye’nin maden ihracatı bilgileri verilmiştir. Bu süreçte 

doğal taş ihracatı miktar olarak ve değer olarak gerileme göstermekle birlikte sürecin sonunda %15’lik 

bir değer kaybına uğramıştır. 2013 yılında doğal taşların 1 kg’si 26 sentten ihraç edilirken 2018 yılında 25 

sente gerilemiştir. Hem miktar olarak hem de kg başına ihracat gerileme göstermiştir. Mineraller açısın-

dan bakıldığında ise, mineral ihracatının miktarında yaklaşık 5 milyon tonluk bir artış gerçekleşmiştir 

fakat bu artışa rağmen hasılat azalış göstermiştir. 2013 yılında 20 sent olan kg başı gelir 2018 yılında 14 

sente gerilemiştir. Bu da yaklaşık %30’luk bir düşüşe tekabül etmektedir. 

Süreç başından sonuna kadar hem doğal taş hem de mineral ihracatımızın en büyük alıcısı Çin Halk 

Cumhuriyeti olmuştur. Çin Halk Cumhuriyeti en büyük alıcı konumunda olmasına rağmen yıllar itibariyle 

alımları azalma eğilimindedir. Ülkemizden özellikle mineral alımı 2013 yılına kıyasla yarıya düşmüş 

vaziyettedir.

Kaynak: İstanbul maden ihracatçıları birliği verilerinden derlenmiştir. http://www.imib.org.tr/tr/istatistikler-2-2/, 
(Erişim Tarihi: 10.1.2019).

Grafik 5. Türkiye’nin Yıllarİtibariyle Maden İhracatı

Grafik 5’te yıllar itibariyle maden ihracatının seyri gösterilmiştir. Tüm yıllarda doğal taş ihracatının 

ülkeye maddi getirisi mineral ihracatından daha fazla olmuştur.

Devletler varlık amaçları olan vatandaşlarının refahını yükseltmek adına her türlü yasal ve refah 

artırıcı ekonomik faaliyeti destekleme arzusundadır. Türkiye’de de bu teşvik mekanizması işletilmeye 

çeşitli yollarla çalışılmaktadır.

Tablo 3. Türkiye’de Madencilik Yatırımlarına Sağlanan Devlet Destekleri 

Kaynak: 3213 Sayılı Maden Kanunu; Denge Müşavirlik. 
*(Adana, Adıyaman, Afyonkarahisar, Aksaray, Amasya, Ankara, Antalya, Artvin, Aydın, Balıkesir, Bartın, Bayburt, 

Bilecik, Bolu, Burdur, Bursa, Çanakkale, Çankırı, Çorum, Denizli, Düzce, Edirne, Elazığ, Erzincan, Erzurum, Eskişehir, 
Gaziantep, Giresun, Gümüşhane, Hatay, Isparta, İstanbul, İzmir, K.maraş, Karabük, Karaman, Kastamonu, Kayseri, 
Kırıkkale, Kırklareli, Kırşehir, Kilis, Kocaeli, Konya, Kütahya, Malatya, Manisa, Mersin, Muğla, Nevşehir, Niğde, Ordu, 
Osmaniye, Rize, Sakarya, Samsun, Sinop, Sivas, Tekirdağ, Tokat, Trabzon, Tunceli, Uşak, Yalova, Yozgat, Zonguldak)

** Ağrı Ardahan Batman Bingöl Bitlis Diyarbakır Hakkari Iğdır Kars Mardin Muş Siirt Şanlıurfa Şırnak Van

Tablo 3’e bakıldığında devletin madencilik faaliyetlerini destekleme adına çok önemli adımlar atmış 

olduğunu görebilmekteyiz. Devlet sermaye edinimi noktasında faiz desteği sunmakta, işlem maliyetleri-

ni azaltma adına harç ve vergilerden muafiyet sağlamakta, yatırımın gerçekleştirilebilmesi adına yatırım 

yeri tahsisinde yardımcı olmakta ve sigorta prim desteği sağlamaktadır. Genel itibariyle bakıldığında 

devlet kurulum aşamasında çok ciddi düzeyde kolaylıklar sağlamaktadır. Bunun reel etkisini de görmek 

mümkün olmaktadır. Enerji ve madencilik sektörlerinde 2017 Ocak-Haziran döneminde düzenlenen 

teşvik belgesi sayısı, 2016 yılı Ocak-Haziran dönemine kıyasla yüzde 25 artarak bin 464'e ulaşmıştır 

(Dünya Gazetesi, 2017).

3. Madencilik ve Vergi İlişkisi

Madencilik sektörü bir ekonominin hem büyümesinde hem de kalkınmasında önemli bir rol 

oynamaktadır. Büyüme ve kalkınma sürecindeki ülkeler sanayisini geliştirmek, sanayisine hammadde 

sağlamak ve enerji ihtiyacını karşılayabilmek adına madencilik sektörüne bel bağlamaktadır. Yeterli 

kaynaklara sahip olan ülkeler kendi öz kaynaklarıyla bu ihtiyaçlarını giderebilirken, kaynağa sahip 

olmayan ülkeler ithalat yoluyla bu ihtiyaçlarını gidermek durumunda kalmaktadırlar (Çondur ve 

Evlimoğlu, 2007:26; Çetin,2003:244).

Madencilik, bir yatağın keşfedilmesi, yatağın resmi olarak ruhsatlandırılması, gerekli işletme izinleri-

nin alınması, yatağın içerdiği cevher miktarının tespit edilmesi, cevherin üretilmesi için yatak içerisinde 

gereken faaliyetlerin yürütülmesi, çıkarılan cevherlerin işlenmesi ve zenginleştirilmesi, cevherlerin satışı 

ya da diğer yollarla elden çıkarılması için gereken işlemlerin bütününe verilen isimdir.

Maden Kanunu 1. Maddeye göre bu kanunun amacı, “madenlerin aranması, işletilmesi, üzerinde 
hak sahibi olunması ve terk edilmesi ile ilgili esas ve usulleri düzenler.” Madencilik, maden yasası 

çerçevesinde maden alanında gerçekleştirilen ekonomik faaliyetlerin tamamını kapsamaktadır.

Maden Kanunu 2. Maddede maden terimi “Yer kabuğunda ve su kaynaklarında tabii olarak 
bulunan, ekonomik ve ticarî değeri olan petrol, doğal gaz, jeotermal ve su kaynakları dışında kalan her 
türlü madde bu kanuna göre madendir” biçiminde açıklanmıştır. Geniş anlamıyla kanun, maden 

tanımından doğal gaz, petrol, su kaynakları ve jeotermal kaynaklarını kapsam dışında tutmuştur.

Gelir Vergisi Kanunu’nun, “Ticari Kazancın Tarifi” başlıklı 37. Maddesinde “Maden, tas ve kireç 
ocakları, kum ve çakıl istihsal yerleri ile tuğla ve kiremit harmanlarının işletilmesinden” elde edilmiş olan 

kazançların ticari kazanç kapsamında değerlendirileceği hükmü yer almaktadır. Maddeden çıkan anlama 

göre madencilik faaliyetinden elde edilecek olan kazancın, ticari kazanç hükümlerine göre vergilendiril-

mesi gerekmektedir. Bu noktada yasa yapıcı, özelliği sebebiyle sermayenin ağırlıkta olduğu bazı faaliyet-

leri de ticari kazanç kapsamında değerlendireceğini beyan etmiştir (Şenyüz, 2006:15). Madencilik 

faaliyetlerinin, Kurumlar Vergisi Kanunu birinci maddesinde sayılmış olan kurumlardan birisi tarafından 

yürütülmesi durumunda, kazanç KVK kapsamında vergilendirilecektir. Ayrıca Gelir Vergisi kapsamında 

da madenciliğe yönelik olarak düzenlemeler bulunmaktadır. Gelir Vergisi Kanunu Madde 70 – Aşağıda 
yazılı mal ve hakların sahipleri, mutasarrıfları, zilyedleri, irtifak ve intifa hakkı sahipleri veya kiracıları 
tarafından kiraya verilmesinden elde edilen iratlar gayrimenkul sermaye iradıdır: 1. Arazi, bina (Döşeli 
olarak kiraya verilenlerde döşeme için alınan kira bedelleri dahildir.), maden suları, menba suları, 

madenler, taş ocakları, kum ve çakıl istihsal yerleri, tuğla ve kiremit harmanları, tuzlalar ve bunların 
mütemmim cüzileri ve teferruatı;…. Madencilik sektörünün vergilendirilmesine ilişkin kanun maddeleri 

bu şekilde zikredilmektedir. Kanun maddeleri ile madencilik sektörünün vergilendirilmesine ilişkin 

düzenlemelerin yanında çeşitli teşvik yasaları da çıkarılmakta ve bu yasalar da madencilik sektörünün 

vergilendirilmesi noktasında belirleyici olmaktadır.

Türkiye’deki tüm madenlerin mülkiyeti devlete aittir. Tüzel ya da gerçek şahısların madenler üzerin-

de kullanmış oldukları haklar ruhsat ve izinlerle sınırlı olan haklardır. Madencilik Kanunu madencilik 

faaliyetlerinin yürütülmesi noktasında gerekli çerçeveyi çizerek bu faaliyetlerin düzen içerisinde işleme-

sine olanak vermektedir.

4. Dünya’da madencilik ve vergilendirilmesi

Her toplum ekonomik ve sosyal olarak daha ileri gitmek ve vatandaşlarının hayat standartlarını 

yükseltme amacını taşımaktadır. Bu amaç doğrultusunda da faaliyetlerini sürdürmektedirler. Ülkelerin 

yapılarının farklı olması sebebiyle toplumsal ihtiyaçları da farklılaşmıştır. Bir toplumun ihtiyaç olarak 

gördüğü bir hizmet bir diğer toplumda gereksiz bir uygulama olarak görülebilmektedir. Bu sebepledir ki 

devletler hukuk kurallarını, kurum ve kuruluşlarını hem uluslararası sistemlere entegre hem de kendi 

toplumsal ihtiyaçlarına cevap verebilecek bir yapıda inşa etme uğraşını vermektedirler. 

 Madenlerin devlet müdahalesi olmaksızın ekonomik büyüme içerisinde önemli bir yer 

kaplayacağı birçok ekonomist tarafından kabul edilmektedir. Müdahale olmaksızın böyle bir etki ortaya 

çıkabilir fakat planlı bir yaklaşımın olmaması durumunda da “Hollanda Hastalığı” gibi ekonomik sorunla-

ra da meydan verilebileceği unutulmamalıdır. (Sarma ve Naresh, 2001:2-3). Hollanda Hastalığının ekono-

mik literatüre girişi 1960’lı yıllarda Hollanda’nın Kuzey Buz Denizi’nde büyük miktarda doğal gaz keşfet-

mesi ile olmuştur. Doğal gaz keşfiyle birlikte ihracat gerçekleşmiş ve ülkeye giren yüksek miktardaki 

döviz Hollanda yerli parasının değerlenmesine ve dolayısıyla da diğer sektörlerin rekabet gücünü düşür-

müştür. Diğer sektörlerin üretim güçleri ithalat yüzünden zarar görmüş; ayrıca ülke içi sermaye bu yeni 

alana kayarak diğer sektörlerdeki ağırlığını azaltmıştır. Hollanda sanayisi bu süreçten büyük zarar 

görmüştür (Arı ve Özcan, 2012:156). Bu gibi ekonomik sorunlara sebebiyet vermemek adına ekonominin 

sektörel dengeleri de göz önüne alınarak bir madencilik politikasının benimsenmesi gerekmektedir.

Tablo 4. Yıllar İtibariyle Maden Tüketimi (Milyon Dolar)

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?view=-
chart, (Erişim Tarihi: 10.06.2018).

Mineral tükenmesi, maden kaynakları stokunun tahmini değerinden azalan miktardır. Bu tahminde 

kalay, altın, kurşun, çinko, demir, bakır, nikel, gümüş, boksit ve fosfat yer almaktadır.

Yıllar itibariyle ülkelerin ihtiyaç duydukları maden miktarı ülkenin gelişmişlik seviyesiyle yakından 

ilişkilidir. Sanayileşmeyi sağlayabilmiş ülkeler açısından maden tüketiminin artması beklenen sonuçtur. 

Bu açıdan madencilik sektörünün geliştirilmesi sanayinin de gelişmesi anlamına gelecektir. Nitekim 

sanayi sektörünün ihtiyaç duyduğu hammadde ve enerjinin bir kısmı madencilik sektörü sayesinde 

sağlanabilmektedir. 

Tablo 4’te seçilmiş bazı ülkelerin maden tüketimleri verilmiştir. Özellikle Amerika ve Çin’in yıllar 

itibariyle verileri madencilik sektörünün ekonomik ilerlemede payını ortaya koymaktadır. Çin’in tüketim 

değerleri her geçen yıl artış göstermektedir bu durum da Çin’de sanayi sektörünün ilerlediğinin en bariz 

göstergelerindendir.

Tablo 5. Ülkelerin Maden Rantının GSYH’ye Oranı

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?view=-
chart, (Erişim Tarihi: 10.06.2018).

Maden rantı, bir maden stokunun dünya fiyatlarındaki üretim değeri ile toplam üretim maliyetleri 

arasındaki farktır. Hesaplamaya dâhil olan mineraller kalay, altın, kurşun, çinko, demir, bakır, nikel, gümüş, 

boksit ve fosfattır. Tablo 5’te çeşitli ülkelerin maden rantları rakamları GSYH’nin yüzdesi şeklinde verilmiş-

tir. Bu tablodan hareketle ülkelerin GSYH’leri içerisinde madencilik faaliyetlerinin önemi görülebilmekte-

dir. Sanayileşme sürecini erken tamamlayabilen ülkeler üretim modellerini hammadde çıkarımından 

mamul mal üretimine ve finansallaşmaya doğru kaydırmışlardır. 2015 yılı itibariyle Demokratik Kongo 

Cumhuriyeti’nin maden rantının GSYH’si içerisindeki payı %14,433 ile seçilen ülkeler içerisinde en yüksek 

değere sahiptir. Yine aynı dönem itibariyle bakıldığında %0,00006 ile en düşük pay Birleşik Krallığa aittir. 

Birleşik Krallığı’n genel ekonomik yapısında bakıldığında finans ağırlıklı bir ekonomisinin olması bu 

durumun sebebini ortaya koymaktadır. Yine aynı şekilde ABD’ye bakıldığında maden rantının payının 

düşük olduğu görülebilecektir.

Tablo 6. Çeşitli Ülkelerin Madenlere Yönelik Vergisel İstatistikleri

Kaynak: Pricewaterhousecoopers Mining (PWC), https://www.pwc.com/gx/en/industries/energy-utilities-resour-
ces/publications/compare-mining-taxes-data-tool.html, , (Erişim Tarihi: 05.07.2018).

*Bu uygulama genel olmayıp istisnai bir şekilde uygulanabilmektedir.

• Arjantin: Arjantin’de kurumlar vergisi oranı %35’tir ve tüm şirketler için bu oran uygulanmakta-

dır. Kent Madencilik İmtiyazı ile Arjantin kentlerinde, kentin yetki alanı içinde madencilik yapan şirketlere 

kent yönetimine maden işletmesi tarafından ödenmesi gereken maden teli�eri belirleme izni verilmek-

tedir.

• Avustralya: Avustralya’da cari dönemde kurumlar vergisi oranı %30 olmakla beraber 2027 yılına 

kadar kademeli olarak %25’e düşürülmesi öngörülmektedir. Fakat şu an için parlamentoya sunulmuş 

herhangi bir yasa teklifi bulunmamaktadır. Maden ocağı, bazı mineraller o ülkede maden çıkartılıyorsa 

ilgili Avustralya Eyaleti veya Bölge hükümetine ödenecektir. Devlet İmtiyazı gereğince ödenmesi 

gereken yükümlülükler Avustralya hükümeti ya da bölge yönetimine ödenecektir.

• Brezilya: Brezilya’da kurumlar vergisi oranı %15’tir fakat karın aylık 6035 doları aşan kısmına 

yönelik olarak ek %10 vergi uygulanmaktadır. Bütün bunlara ek olarak da net gelir üzerinden %9’luk bir 

sosyal katkı payı alınmaktadır. Tüm bu yükümlülüklerin kaynağı aynı olmasından hareketle Brezilya’da 

kurumlar vergisi oranı %34 olarak hesaplanmaktadır. CFEM- Maden Kaynaklarının Keşfi için Mali Tazmi-

nat (Maden Teli�eri). CFEM, eyaletlere ve belediyelere gelir dağıtımı yapan bir federal imtiyazdır.

• Kanada: Kanada’da kurumlar vergisi oranı %15-%31 arasında değişiklik göstermekle beraber 

ortalama olarak %26,5 olarak uygulanmaktadır. Ana Madencilik sahalarında kurumlar vergisi oranları 

%10-%12 arasında değişmektedir. Belediye İmtiyazları-Madencilik imtiyazı, o madende belirli madenle-

rin çıkarılması durumunda ilgili Kanadalı eyalet veya bölge hükümetine ödenecektir.

• Şili: Şili’de kurumlar vergisi oranı % 24 olarak uygulanmaktadır. Şili Kurumlar vergisi oranı 2017 

yılı itibariyle %25,5 ve 2018 yılından itibaren %27 olarak uygulanacaktır. Madencilik Faaliyetlerine Özel 

Vergi- Bu vergi tüm madenler için geçerlidir. Petrol, gaz ve lityum gibi imtiyazın dışında kalan maddeler 

hariç tutulmuştur.

• Çin Halk Cumhuriyeti: Çin Halk Cumhuriyeti’nde uygulanan kurumlar vergisi oranı % 25’tir ve 

madencilik şirketlerinin gereken şartları sağlaması durumunda bu şirketlere kurumlar vergisi oranı %15 

olarak uygulanmaktadır.

• Demokratik Kongo Cumhuriyeti: Demokratik Kongre Cumhuriyeti’nde kurumlar vergisi oranı 

normal şartlarda %35 olarak uygulanmaktadır fakat madencilik alanında faaliyet gösteren firmalara 

yönelik olarak bu oran % 30 olarak uygulanmaktadır. Madencilik İmtiyazı- Etkin kullanımın başlangıcın-

dan itibaren, işletme ruhsatı sahibi tüm pazarlanabilir ürünlerdeki madencilik imtiyazının yükümlülükle-

rini taşımaktadır.

• Almanya: Almanya’da ticari karlar iki verginin konusunu oluşturmaktadır; kurumlar vergisi ve 

ticaret vergisi. Kurumlar vergisi temelde düz oranlı bir tarifededir ve % 15 olarak uygulanmaktadır. Bu 

orana ek olarak %5,5’lik bir birlik vergisi eklenmektedir. Ticaret vergisi de eyaletlere göre değişmekle 

beraber minimum %7 olarak belirlenmiştir. En yüksek ticaret vergisi tarihsel olarak madencilik merkezi 

olarak nitelenen Oberhousen kentinde uygulanmaktadır ve oranı %19,25’tir. Förderabgabe-Yükümlülük-

ler, doğal kaynakların madenciliğinin yapılması adına her yıl ödenir.

• Gana: Gana’da kurumlar vergisi %25 olarak uygulanmaktadır.

• Hindistan: Hindistan’da kurumlar vergisi %30 olarak uygulanmaktadır. Yerli firmalardan gelirleri 

154.550 Dolar (10 Milyon Rupi) ile 1.545.500 Dolar (100 Milyon Rupi) arasında olanlara ek %7 vergi 

uygulanmaktadır. Gelirleri 1.545.500 Doları aşan firmalara ise %12’lik bir ek vergi uygulanmaktadır. 

Yabancı firmalara uygulanan oran ise %40’tır. Geliri 1.545.500 Doları aşan yabancı firmalara uygulanan 

oran %43,26’ya yükselmektedir. 1 Mart 2016 sonrasında kurulan şirketler eğer imalat ve üretim sektörün-

de faaliyet gösteriyor ise bu oran %25 olarak uygulanmaktadır. İmtiyaz-Federal Hükümet imtiyaz yüküm-

lülüklerini belirler. Bununla birlikte, madencilik lisansı bir Birlik Bölgesinin yargı yetkisi altında olduğu 

durumlar haricinde, lisans sahibi Eyalet Hükümeti'ne ödenecektir.

• Endonezya: Endonezya’da kurumlar vergisi oranı %25 olarak uygulanmaktadır. İş sözleşmeleri-

ne göre bu oran %30, %35, %45’ yükselebilmektedir.

• Kazakistan: Kazakistan’da kurumlar vergisi oranı %20 olarak uygulanmaktadır ve madencilik 

şirketlerine yönelik olarak herhangi bir indirim bulunmamaktadır. Maden Çıkarma Vergisi, yeraltından 

çıkarılan doğal kaynaklar nedeniyle ödenmektedir.

• Meksika: Meksika’da kurumlar vergisi oranı %30 olarak uygulanmaktadır.

Madenciliğe yönelik olarak Özel Madencilik Vergisi, Olağanüstü Madencilik İmtiyazı olmak üzere 2 

tür vergi mevcuttur.

• Moğolistan: Yıllık geliri 1 225 125 Dolara kadar olan şirketlere uygulanan kurumlar vergisi oranı 

%10 iken bu miktarı aşan şirketlerin aştıkları kısma %25 olarak uygulanmaktadır.

İmtiyaz Vergisi- Bir maden ruhsatı sahibi merkezi ve yerel idarelere imtiyaz ücreti ödemek zorunda-

dır. Madenden çıkan, satılan, kullanılan her şey bu imtiyaz sınırları içerisindedir.

• Peru: Peru’da 2016 yılında uygulanan kurumlar vergisi %28 iken bu oran 2017-2018 yıllarında 

%27 ve 2019 yılında %26 olarak uygulanacaktır. 

1. Madencilik İmtiyazları, metalik ve metalik olmayan madensel kaynakları içerir.

2. Özel Maden Vergisi sadece metalik kaynakları içerir.

3. Özel Madencilik Katkısı sadece metalik kaynakları içermektedir. ÖMK sadece yürürlükte olan 

Vergi İstikrar Anlaşması olan projelere sahip maden şirketlerine uygulanabilir. Bu şirketler, bu katkıyı 

ödemek amacıyla Perulu Hükümet'le gönüllü olarak anlaşmalar yapacaklardır.

• Filipinler: Filipinler’de kurumlar vergisi oranı % 30’dur fakat belediye ve şehir yönetimleri % 2 ve 

% 3 ek vergi koyma hakkına sahiptir. Bu sebeple kurumlar vergisi oranı %30 ile %33 arasında değişmekte-

dir. 

Tüketim Vergisi: %2, Maden Rezervleri İmtiyazı: ürünün piyasa değerinin en az %5’i, Yerel Topluluk-

lara yapılan imtiyaz ödemeleri toplam satış hasılatının %1’inden az olamaz.

• Rusya: Rusya’da kurumlar vergisi oranı %20 olarak uygulanmaktadır. Toplanan bu % 20’lik 

kısmın %2’si federal bütçeye %18’i ise bölgenin bütçesine aktarılmaktadır. Moskova, St. Petersburg, 

Samara Bölgesi ve bazı diğer bölgelerde belirli bazı vergi mükelle�erine yönelik olarak ise kurumlar 

vergisi oranı %15,5 olarak uygulanmaktadır.

Madeni Kaynakları Çıkarma Vergisi (MRET), Rusya'da iç işlerini kullanan şirketler ve girişimciler 

tarafından ödenmektedir.

• Senegal: Senegal’de kurumlar vergisi oranı %30 olarak uygulanmaktadır. 

• Güney Afrika: Güney Afrika’da madencilik sektöründe faaliyet gösteren şirketlere uygulanan 

kurumlar vergisi oranı %28’dir. Buna ek olarak Güney Afrika’daki altın madenciliği de yapan şirketlere 

ekstra vergi uygulanmaktadır. Aşırı kar elde eden firmalara uygulanacak olan oran ise şu formül yardımıy-

la hesaplanmaktadır: 

34-170/x, 

x=şirketin vergilendirilebilir altın gelirinin toplam altın gelirine oranı

Altından elde edilen gelirin vergiye konu olan kısmı arttıkça ödenecek olan ek vergi de artmaktadır.

• Tanzanya: Tanzanya’da kurumlar vergisi oranı %30 olarak uygulanmaktadır.

• Ukrayna: Ukrayna’da kurumlar vergisi oranı % 18 olarak uygulanmaktadır.

• İngiltere: İngiltere’de kurumlar vergisi oranı 2017 yılı itibariyle %19’dur. 2020 yılında ise bu oran 

%17’ye düşürülecektir.

• ABD: ABD’de kurumlar vergisi oranı eyaletler arasında farklılık göstermektedir. Bu oran %35 ile 

%47 arasında değişiklik göstermektedir. Önümüzdeki dönemlerde bu oranın daha düşük bir seviyeye 

çekilmesi planlanmaktadır.

1) Federal bölgelerde yüzeyden çıkarılan kömüre %12,5, yer altından çıkarılan kömürlere %8 vergi 

uygulanmaktadır.

2) Nevada vergi sistemine göre madenden çıkarılan ürünlerin giderleri düşüldükten sonra vergi 

ödenir. Maksimum oran %5’tir.

3) Diğer eyaletlerde de muhtelif vergiler bulunmaktadır.

Tablo 7. Seçilmiş Ülkelerde Çeşitli Madenlerin Vergi Oranları

Kaynak: PricewaterhouseCoopers mining (PWC), https://www.pwc.com/gx/en/industries/energy-utilities-resour-
ces/publications/compare-mining-taxes-data-tool.html, , (Erişim Tarihi: 05.07.2018).

Her ülkenin ihtiyaçları farklılık arz etmektedir. Bu durum da ülkelerin farklı sosyal ve ekonomik 

kurumlara sahip olmasına sebep olmaktadır. Bu kurumlar da toplumsal ihtiyaçları şekillendiren bir unsur 

olarak karşımıza çıkmaktadır. Tablo 7’de görüleceği üzere aynı vergi konusu üzerinde pek çok farklı 

uygulama görülmektedir. Kimi ülkeler vergi dışı bırakırken kimileri de ciddi düzeyde vergi yükü 

yüklemektedir. Almanya tüm maden türlerinde %10 gibi standart bir oran belirlemiş iken Rusya bazı 

maden türlerinde maktu vergiler benimsemiştir. ABD birçok eyaletten oluştuğundan madenlere uygula-

nan vergi oranları eyaletten eyalete değişiklik göstermektedir. Bu durum da oranların dalgalanmasını 

beraberinde getirmektedir.

5. Sonuç

Ülkemizdeki madencilik sektörünün en önemli sorunu, tarihsel süreçte tutarlı ve belirli bir maden 

politikasının oluşturulamamasıdır. Bu duruma paralel olarak maden kanununda bir istikrarın yakalana-

mayarak sürekli olarak değişikliklere konu olması da beklenen bir uygulama olarak karşımıza çıkmıştır. 

Madenciliğe yönelik olarak istikrarlı bir yasanın olmayışı da maden sektörüne yönelik bir vergi politikası-

nın olmayışını beraberinde getirmiştir. Madencilik yasasının sürekli olarak değişime konu olmasının bir 

diğer olumsuz yanı da bu sektöre yönelik olarak etkin politikaların oluşturulamaması olmuştur.

Türkiye’nin sanayileşme yolunda attığı adımlarla beraber her geçen gün gelişen sanayi ile birlikte 

değişen ekonomik şartlar da düşünülerek madencilik sektörünün gelişimine ve modernizasyonuna 

yönelik bir yol haritasının oluşturulması elzemdir. Bu yol haritası çıkarılırken de mesleki kuruluşların 

görüşlerine yer verilmesi çok büyük önem arz etmektedir. Bu meslek kuruluşlarını ise; Jeofizik Mühendis-

leri Odası, Maden Mühendisleri Odası, Mermer İhracatçıları Birliği, Çimento Müstahsilleri Birliği, madenci-

lik sektörüne yönelik kamu kurum ve kuruluş temsilcileri, sendikalar olarak sıralamak mümkündür. 

Sayılan aktörlerin katılımı ve görüşleri sonucunda şekillenecek öneri ve fikirler madencilik sektörünün 

gelişimi adına çok olumlu sonuçlar ortaya çıkarabilecektir. Bu şekilde geniş katılımlı bir toplantının 

sonucunda ortaya çıkacak olan sonuçlar sektöre pek çok farklı açıdan bakmayı sağlayacağından önemli 

bir bilgi kaynağı olacaktır.

Madencilik sektörü ekonominin birçok alanına hammadde sağladığından bu sektörde meydana 

getirilecek bir maliyet düşüşü dalga dalga tüm ekonomiyi etkileyecek ve bu sayede de üretim maliyetleri 

düşeceğinden gerek en�asyonla mücadele alanında gerekse de ekonomik büyümenin sağlanması 

noktasında pozitif çıktılar ortaya çıkabilecektir. Politika yapıcıların salt vergi hasılatını artırıcı mantıkla 

hareket etmeyip bu durumu göz önünde bulundurmaları genel ekonomi açısından önem arz etmekte-

dir.

Devletin öncelikli hede�erinden bir tanesi de orta ve uzun vadede madencilik sektöründeki 

ağırlığını özel sektöre devretmeye çalışmak olmalıdır. Devletin genel olarak özel sektöre nazaran daha 

hantal bir yapıda olması madencilik sektörünün çağın gerektirdiği özelliklere ulaşması konusunda engel 

teşkil edebilecektir. Devletin de bu devir sürecini iyi yönetip hem çağın gereklerini sağlaması noktasında 

özel girişimcilere teşvikler sağlaması hem de özellikle çevresel faktörleri de göz önünde tutarak sektörü 

denetlemesi gerekmektedir. Denetimler sonucunda da olumsuz tutumlara müsamaha göstermeden 

gerekli yasal prosedürleri de işletmesi gerekmektedir.

Vergiler maliye politikasının en önemli araçlarından birisidir. Bir sektöre müdahale edilmesi 

durumunda vergilerin kullanılması çok olağan bir durumdur. Sektörün teşvik edilmesi yahut sektör 

üretiminin kısılması gibi amaçlar uğruna vergi politikası kullanılabilmektedir. Madencilik sektörünün de 

özellikle teşviki adına vergi politikaları aktif olarak kullanılması gerekmektedir. Sektör, yapı itibariyle çok 

büyük riskler barındırdığından özellikle vergi politikalarıyla desteklenmesi çok büyük önem arz etmekte-

dir. Vergi politikaları ile sektörün maliyetlerinin düşürülmesi, sektörün üretimi sonucunda ortaya çıkan 

gelirin toplum nezdinde adaletli dağılımı ve sektörün istikrarlı bir ilerleme sağlamasına katkıda bulunula-

bilir. 
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 
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identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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Giriş

İnsanlık tarihi incelendiğinde, yapılan mücadelelerin neredeyse tamamının yaşamın idame 

ettirilmesi, güvenliğin tesisi ve refahın artırılması amacıyla gerçekleştiği görülmektedir. Her toplum tarih 

boyunca refahını artırmak için mücadelelerde bulunmuştur. Yaşam bulgularına rastlanan ilk dönemlerde 

yalnızca beslenme ve barınma ihtiyaçlarını giderme adına mücadele eden insanoğlu bu ihtiyaçlarını 

gidermesinin ardından daha ileri hede�ere yönelmiştir. Beslenme ve barınma için toprağın üstünü 

kullanan insanoğlu toprağın altını ve toprağın altındaki cevherleri keşfettiğinde ise insanlık adına yeni bir 

dönemin başlangıcı olmuştur.

Madenlerin insanoğlu tarafından keşfedilmesi ve işlenmeye başlaması öncelikle yaşam tarzlarında 

daha sonra da savaşlarında önemli bir ilerlemesine imkan sağlamıştır. Madenlerin işlenmesi ve madenle-

rin işleniş sürecinde farklı enerji kaynaklarının kullanılmasıyla birlikte madencilik kendi kendini geliştiren 

bir sektör haline de gelmiştir. Madencilik sektörünün bu denli önemli olması nedeniyle ekonomik değeri 

de bu denli önemli olmuştur. Madenler teknolojinin gelişmesine hem kaynaklık etmiş hem de gelişen 

teknolojiden etkilenmiştir. Toplumların ilerlemesinde bu denli büyük bir öneme sahip olan madenlerin 

gerek işletilip, geliştirilmesi gerekse de vergilendirilmesi konusunda devlete büyük roller düşmektedir.

Devlet sınırları içerisinde, yasalar tarafından kendisine verilmiş yetkiler doğrultusunda vergi 

toplayarak faaliyetlerini sürdüren bir yapıdır. Devlet ekonomide yaratılan her değerden vergi alarak 

otoritesini göstermek durumundadır. Önemli bir ekonomik büyüklüğe sahip olan madencilik sektörü de 

devlet tarafından vergilendirilmektedir. Devletler kendi ihtiyaçları doğrultusunda ve ekonomik yapıları 

çerçevesinde vergi politikalarını şekillendirmektedir. Madencilik sektörü de bundan payını almakta ve 

çok çeşitli şekillerde vergilendirilmeye tabi olmaktadır.

2. Madencilik ve Türkiye’de madenciliğin durumu 

Madencilik sektörü yer altındaki doğal kaynakların çıkarılarak ekonominin kullanımına sunulmasını 

sağlayan bir sektördür. Bu açıdan sektörün önemli riskleri mevcuttur. Bu risklerin başında maden yatağı-

nın tespiti için gereken maliyetler ve yatağın tespitinden sonra çıkarılan ürünün kalitesidir. Eğer ürün 

kalitesi beklenenin altında çıkarsa bu durum maden işletmesi sahibi açısından çok büyük kayıplara 

neden olabilecektir. Bu açıdan devletler madencilik faaliyetlerine çeşitli hukuki ve maddi destekler 

sağlayarak sektörün riskini azaltmaya çalışmaktadır. 

Madencilik döngüsü temel olarak 4 aşamadan oluşmaktadır (Conrad ve Shalizi, 1988:20-22) :

• Keşif: Keşif faaliyeti genellikle 2 bölümden oluşmaktadır. Öncelikle geniş alanların taranması ve 

arkasından madenin bulunduğu kısmın daha detaylı şekilde sondaj ve örnekleme yoluyla tespit edildiği 

aşamadır.

• Planlama: Bu aşamada kaynağın tahmini değeri hesaplanarak üretim için gereken finansal ve 

teknik kaynaklar hesaplanır. Kullanılacak olan yöntem belirlenerek kurulum aşamasının hazırlıkları 

yapılır.

• Çıkarma: Maden yatağı işletilmeye başlanır ve mineral çıkarımına başlanır. İşletmenin ekono-

mik değer üretmeye başlanır.

• İşleme: Mineralin çıkarım sonrası işlenmesi ve çevre pazarlara nakledilmesi aşamasıdır.

Anadolu coğrafyasında madencilik tarihi milattan önceye kadar gitmektedir. Anadolu’da saf bakır 

M.Ö. 7000’li yıllarda, tunç ise M.Ö. 12000-3000 yılları arasında yaygın şekilde kullanılmıştır. Daha sonraları 

Anadolu’da yaşamış pek çok medeniyet madencilik faaliyetini yürütmüş, Lidyalılar M.Ö. 650-550 yılları 

arasında pek çok maden yatağını işleterek metal para basarak bu paraları kullanmıştır. Roma İmparator-

luğu, Selçuklu Devletleri dönemlerinde de çok büyük önem verilen madencilik Osmanlıda da büyük 

ihtimam görmüş ve devlet tarafından desteklenmiştir. 

16 yüzyılın ikinci yarısında tuz madenleri iltizamlarından Osmanlı Devleti’nin kasasına giren para 6 

milyon akçanın üzerinde idi. Kıymetli madenlere olan talebin gün geçtikçe artması sebebiyle yeni 

ocaklar açılmıştır. 14. Yüzyılın ikinci yarısında Osmanlı’nın Sırbistan ve Bosna’nın maden bölgeleri olan 

Morava ve Drina vadilerinde Osmanlı fetihlerinin temel amaçlarından birisi maden sahalarına hâkim 

olmaktı. II Murad kıymetli madenlerin İtalya’ya ihracını yasaklamıştır. Fatih Sultan Mehmet dönemi 

Osmanlı madenciliğinin en önemli gelişme dönemlerindendir. Osmanlı’nın klasik döneminde madenci-

lik sıkı devlet kontrolündeydi ve iltizam usulüyle işletilirdi. Devlet madenciliğe özel önem vermekteydi 

(İnalçık, 2017:243).

Yeni cumhuriyet açısından da madenler çok hayati bir öneme sahipti ve ilk olarak bu konu İzmir 

İktisat Kongresinde ele alınmıştır. Cumhuriyetin ilk yıllarında madencilik faaliyetleri daha çok devlet eliyle 

gerçekleştirilmiştir. Yabancıların elinde olan maden sahaları millileştirilerek devlet tarafından üretime 

geçilmiştir. Bu dönemin en önemli aktörü olarak Etibank karşımıza çıkmaktadır (Tamzok, 2005:6-7).

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?-
view=chart, (Erişim Tarihi: 10.06.2018).

Grafik 1. Türkiye’nin Yıllar İtibariyle Maden Tüketimi (Milyon Dolar)

Madenler bir ekonominin gelişmesinde temel faktörlerden birisini oluşturmaktadır. İmalat sanayisi-

nin kurulması ve üretim yapılabilmesi adına da madenlerin önemi üst düzeydedir. Türkiye’nin 2000-2016 

yılları arasındaki maden tüketimi grafiğine bakıldığında özellikle 2005-2012 arasında çok hızlı bir 

büyümenin gerçekleştiği görülmektedir. 2008-2009 döneminde ufak çaplı bir düşüş gözlemlenmiş olsa 

da o dönemde meydana gelen küresel kriz bu düşüşün sorumlusu olarak karşımıza çıkmaktadır. 2013 ve 

sonrasında ortaya çıkan siyasi krizler dolayısıyla dolar kurunun yükselmesi ile parasal bazda maden 

tüketiminde ciddi bir azalma gözükse de reel anlamda düşüş miktarı çok yüksek değildir.

Maden üretiminin maliyeti de her türlü ekonomik faaliyette olduğu gibi önemli bir unsur olarak 

karşımıza çıkmaktadır. Dünyadaki emsallerinden daha düşük maliyetle çıkarılıp kullanıma hazır hale 

getirilen bir madenin karlılığı da yüksek olacaktır. Bu da sektörün güçlenip atılım yapmasına ve dolayısıy-

la ülke ekonomisine olan katkısının artmasına zemin hazırlayacaktır.

Tablo 1. Türkiye’de Madencilik Sektörünün Gsyh İçindeki Payı

Kaynak: Maden ve Petrol İşleri Genel Müdürlüğü, http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Tablo 1’de madencilik sektörünün 2010-2017 yılları arasındaki ekonomik büyüklüğü ve bu büyüklü-

ğün GSYH içerisindeki payı verilmiştir. Madencilik sektörü yerel para cinsinden hacim kazanırken dolar 

cinsinden hacim kaybetmiştir. Dönem başında sektörün hacmi 12,5 milyar lira dolaylarında iken dönem 

sonunda 27 milyar seviyesine yükselmiştir. 2017 yılına gelindiğinde lira cinsinden yaklaşık %116’lık bir 

atış meydana gelmiştir. Dolar cinsinden bakıldığında ise dönem başında 8,3 milyar dolarlık bir ekonomik 

değer söz konusu iken dönem sonunda bu miktar 7,1 milyar dolara gerilemiştir. Yerel para cinsinde artış 

gözlenmesine rağmen kur farkı sebebiyle dolar cinsinden bir azalma gerçekleşmiştir.

Kaynak: Maden Ve Petrol İşleri Genel Müdürlüğü, http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Grafik 2. Madencilik Sektöründe Faaliyet Gösteren İşyeri Ve İşçi Sayısı

Madencilik sektörü ekonomilerin en önemli sektörlerinden birisidir. Bu da madencilik sektöründe 

önemli sayıda bireyin de çalıştığı anlamına gelmektedir. Grafik 2’de 2010-2018 yılları arasında Türkiye’de 

madencilik sektöründe çalışan kişi sayısını göstermektedir. Tablo 2’ye göre 2010 yılında madencilik 

sektöründe çalışan toplam kişi sayısı 108 630 iken 2018 yılında 131 855 kişi olmuştur. Sektörde önemli bir 

istihdam artışı gerçekleştirilmiştir. 8 yıllık süreçte %21 oranında bir artış gerçekleşmiştir.

Sektörün istihdam yapısının özel sektör ve kamu açısından incelendiğinde özel sektörün açık ara bir 

üstünlüğü görülecektir. 2010 yılında madencilik sektöründe 17 163 kamu çalışanı varken bu rakam 2018 

yılına gelindiğinde 11 992’ye gerilemiştir. Bu durumu kamunun sektördeki ağırlığının azaldığı şeklinde 

yorumlamak mümkündür. Özel sektör çalışanlarının sayısı ise 2010 yılında 91 467 iken 2018 yılına 

gelindiğinde 119 863’e yükselmiştir. 2010-2018 yılları arasında özel sektörde çalışan sayısı %31’lik bir artış 

göstermiştir. 2010 yılında toplam çalışanların yaklaşık %16’sı kamuda çalışırken %84’ü özel sektörde 

çalışmaktadır. 2018 yılına gelindiğinde ise özel sektörün üstünlüğü devam ederek %91 seviyesine çıkmış-

tır. Bu süreçte hem sayısal olarak hem de nispi olarak özel sektördeki çalışan sayısı artış göstermiştir.

Kaynak: Maden Ve Petrol İşleri Genel Müdürlüğü, : http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Grafik 3. Türkiye’de Madencilik Sektöründe Faaliyet Gösteren İşyeri Sayısı

Grafik 3’te 2010-2018 yılları arasında madencilik sektöründe faaliyet gösteren işyeri sayıları kamu ve 

özel olmak üzere gösterilmiştir. Süreç boyunca bakıldığında özel sektörün ağırlığı oldukça net bir şekilde 

görülmektedir. Kamuya ait işletme sayısı dönem başında 98 iken dönem sonuna gelindiğinde yalnızca 

57’ye gerilemiştir. Bu süreç boyunca özel sektöre ait iş yeri sayısı hem sayısal hem de nispi olarak artış 

göstermiştir. Süreç boyunca toplam işletme sayısı bazı küçük dalgalanmalar göstermekle beraber 

dönem sonunda dönem başına göre artış gerçekleşmiştir. 2018 yılı itibariyle madencilik sektöründe özel 

sektör kamu sektörüne göre çok daha önde yer almaktadır.

Kaynak: Worldbank enerji ve madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?-
view=chart, (Erişim Tarihi: 10.06.2018).

Grafik 4. Maden Rantının GSYH’ye Oranı (%)

Grafik 4’te Türkiye’nin maden rantının GSYH’ye oranının seyri gösterilmektedir. Özellikle siyasi 

istikrarsızlıkların hakim olduğu dönemlerde bu oran ya sabit kalmış ya da azalma eğilimine girmiştir. 45. 

Hükümetin kuruluşuyla ve yükseliş döneminde ve bu oran azalış eğilimine girmiştir. 4. Hükümetin 

özellikle ihracata yönelik tüketim mallarının üretimine yönelik politikalar benimsemesi üretim odağını 

bu yöne kaydırmıştır. Bu hükümetin arkasından gelen koalisyonlar ve azınlık hükümetleri, siyasi darbeler 

gibi sebepler yüzünden genel ekonomi sıkıntıya girmiştir. Rant oranı da bu olumsuzluklara paralel olarak 

düşüş göstermiştir. 59. Hükümetin kurulması ve yükselişinin ardından ekonomik canlanma ile birlikte 

maden rantı oranı da yükselmiştir. Özellikle 2008 küresel krizi ve 2013 yılında meydana gelen siyasi 

çalkantılar genel ekonomiyi olumsuz etkilediği gibi bu oranın da düşmesine sebebiyet vermiştir.

Madencilik sektöründe devlet müdahalesine ihtiyaç duyulduğu genel kabul görmüş bir gerçeklik-

tir. Her ne kadar sektörün piyasa mekanizması içerisinde kendi dengesini bulabileceği iddia edilmiş ise 

de sektör, maden yatakları aranması, arama ve üretim teknolojilerinin ilerletilmesi gibi yüksek maliyetli 

işlemlerle karşı karşıyadır. Bu da bu piyasanın devlet müdahalesi olmaması halinde başarısızlığa uğraya-

bileceğini göstermektedir (Sarma ve Naresh, 2001:2). Bu noktada piyasa başarısızlığının önüne geçilebil-

mesi açısından devlet müdahalesi kaçınılmaz hale gelmektedir.

Tablo 2. Türkiye’nin Yıllar İtibariyle Mineral Ve Doğal Taş İhracatı

Kaynak: İstanbul Maden İhracatçıları Birliği Verilerinden Derlenmiştir. http://www.imib.org.tr/tr/istatistikler-2-2/, 
(Erişim Tarihi: 10.1.2019).

Tablo 2’de 2013-2018 yılları arasında Türkiye’nin maden ihracatı bilgileri verilmiştir. Bu süreçte 

doğal taş ihracatı miktar olarak ve değer olarak gerileme göstermekle birlikte sürecin sonunda %15’lik 

bir değer kaybına uğramıştır. 2013 yılında doğal taşların 1 kg’si 26 sentten ihraç edilirken 2018 yılında 25 

sente gerilemiştir. Hem miktar olarak hem de kg başına ihracat gerileme göstermiştir. Mineraller açısın-

dan bakıldığında ise, mineral ihracatının miktarında yaklaşık 5 milyon tonluk bir artış gerçekleşmiştir 

fakat bu artışa rağmen hasılat azalış göstermiştir. 2013 yılında 20 sent olan kg başı gelir 2018 yılında 14 

sente gerilemiştir. Bu da yaklaşık %30’luk bir düşüşe tekabül etmektedir. 

Süreç başından sonuna kadar hem doğal taş hem de mineral ihracatımızın en büyük alıcısı Çin Halk 

Cumhuriyeti olmuştur. Çin Halk Cumhuriyeti en büyük alıcı konumunda olmasına rağmen yıllar itibariyle 

alımları azalma eğilimindedir. Ülkemizden özellikle mineral alımı 2013 yılına kıyasla yarıya düşmüş 

vaziyettedir.

Kaynak: İstanbul maden ihracatçıları birliği verilerinden derlenmiştir. http://www.imib.org.tr/tr/istatistikler-2-2/, 
(Erişim Tarihi: 10.1.2019).

Grafik 5. Türkiye’nin Yıllarİtibariyle Maden İhracatı

Grafik 5’te yıllar itibariyle maden ihracatının seyri gösterilmiştir. Tüm yıllarda doğal taş ihracatının 

ülkeye maddi getirisi mineral ihracatından daha fazla olmuştur.

Devletler varlık amaçları olan vatandaşlarının refahını yükseltmek adına her türlü yasal ve refah 

artırıcı ekonomik faaliyeti destekleme arzusundadır. Türkiye’de de bu teşvik mekanizması işletilmeye 

çeşitli yollarla çalışılmaktadır.

Tablo 3. Türkiye’de Madencilik Yatırımlarına Sağlanan Devlet Destekleri 

Kaynak: 3213 Sayılı Maden Kanunu; Denge Müşavirlik. 
*(Adana, Adıyaman, Afyonkarahisar, Aksaray, Amasya, Ankara, Antalya, Artvin, Aydın, Balıkesir, Bartın, Bayburt, 

Bilecik, Bolu, Burdur, Bursa, Çanakkale, Çankırı, Çorum, Denizli, Düzce, Edirne, Elazığ, Erzincan, Erzurum, Eskişehir, 
Gaziantep, Giresun, Gümüşhane, Hatay, Isparta, İstanbul, İzmir, K.maraş, Karabük, Karaman, Kastamonu, Kayseri, 
Kırıkkale, Kırklareli, Kırşehir, Kilis, Kocaeli, Konya, Kütahya, Malatya, Manisa, Mersin, Muğla, Nevşehir, Niğde, Ordu, 
Osmaniye, Rize, Sakarya, Samsun, Sinop, Sivas, Tekirdağ, Tokat, Trabzon, Tunceli, Uşak, Yalova, Yozgat, Zonguldak)

** Ağrı Ardahan Batman Bingöl Bitlis Diyarbakır Hakkari Iğdır Kars Mardin Muş Siirt Şanlıurfa Şırnak Van

Tablo 3’e bakıldığında devletin madencilik faaliyetlerini destekleme adına çok önemli adımlar atmış 

olduğunu görebilmekteyiz. Devlet sermaye edinimi noktasında faiz desteği sunmakta, işlem maliyetleri-

ni azaltma adına harç ve vergilerden muafiyet sağlamakta, yatırımın gerçekleştirilebilmesi adına yatırım 

yeri tahsisinde yardımcı olmakta ve sigorta prim desteği sağlamaktadır. Genel itibariyle bakıldığında 

devlet kurulum aşamasında çok ciddi düzeyde kolaylıklar sağlamaktadır. Bunun reel etkisini de görmek 

mümkün olmaktadır. Enerji ve madencilik sektörlerinde 2017 Ocak-Haziran döneminde düzenlenen 

teşvik belgesi sayısı, 2016 yılı Ocak-Haziran dönemine kıyasla yüzde 25 artarak bin 464'e ulaşmıştır 

(Dünya Gazetesi, 2017).

3. Madencilik ve Vergi İlişkisi

Madencilik sektörü bir ekonominin hem büyümesinde hem de kalkınmasında önemli bir rol 

oynamaktadır. Büyüme ve kalkınma sürecindeki ülkeler sanayisini geliştirmek, sanayisine hammadde 

sağlamak ve enerji ihtiyacını karşılayabilmek adına madencilik sektörüne bel bağlamaktadır. Yeterli 

kaynaklara sahip olan ülkeler kendi öz kaynaklarıyla bu ihtiyaçlarını giderebilirken, kaynağa sahip 

olmayan ülkeler ithalat yoluyla bu ihtiyaçlarını gidermek durumunda kalmaktadırlar (Çondur ve 

Evlimoğlu, 2007:26; Çetin,2003:244).

Madencilik, bir yatağın keşfedilmesi, yatağın resmi olarak ruhsatlandırılması, gerekli işletme izinleri-

nin alınması, yatağın içerdiği cevher miktarının tespit edilmesi, cevherin üretilmesi için yatak içerisinde 

gereken faaliyetlerin yürütülmesi, çıkarılan cevherlerin işlenmesi ve zenginleştirilmesi, cevherlerin satışı 

ya da diğer yollarla elden çıkarılması için gereken işlemlerin bütününe verilen isimdir.

Maden Kanunu 1. Maddeye göre bu kanunun amacı, “madenlerin aranması, işletilmesi, üzerinde 
hak sahibi olunması ve terk edilmesi ile ilgili esas ve usulleri düzenler.” Madencilik, maden yasası 

çerçevesinde maden alanında gerçekleştirilen ekonomik faaliyetlerin tamamını kapsamaktadır.

Maden Kanunu 2. Maddede maden terimi “Yer kabuğunda ve su kaynaklarında tabii olarak 
bulunan, ekonomik ve ticarî değeri olan petrol, doğal gaz, jeotermal ve su kaynakları dışında kalan her 
türlü madde bu kanuna göre madendir” biçiminde açıklanmıştır. Geniş anlamıyla kanun, maden 

tanımından doğal gaz, petrol, su kaynakları ve jeotermal kaynaklarını kapsam dışında tutmuştur.

Gelir Vergisi Kanunu’nun, “Ticari Kazancın Tarifi” başlıklı 37. Maddesinde “Maden, tas ve kireç 
ocakları, kum ve çakıl istihsal yerleri ile tuğla ve kiremit harmanlarının işletilmesinden” elde edilmiş olan 

kazançların ticari kazanç kapsamında değerlendirileceği hükmü yer almaktadır. Maddeden çıkan anlama 

göre madencilik faaliyetinden elde edilecek olan kazancın, ticari kazanç hükümlerine göre vergilendiril-

mesi gerekmektedir. Bu noktada yasa yapıcı, özelliği sebebiyle sermayenin ağırlıkta olduğu bazı faaliyet-

leri de ticari kazanç kapsamında değerlendireceğini beyan etmiştir (Şenyüz, 2006:15). Madencilik 

faaliyetlerinin, Kurumlar Vergisi Kanunu birinci maddesinde sayılmış olan kurumlardan birisi tarafından 

yürütülmesi durumunda, kazanç KVK kapsamında vergilendirilecektir. Ayrıca Gelir Vergisi kapsamında 

da madenciliğe yönelik olarak düzenlemeler bulunmaktadır. Gelir Vergisi Kanunu Madde 70 – Aşağıda 
yazılı mal ve hakların sahipleri, mutasarrıfları, zilyedleri, irtifak ve intifa hakkı sahipleri veya kiracıları 
tarafından kiraya verilmesinden elde edilen iratlar gayrimenkul sermaye iradıdır: 1. Arazi, bina (Döşeli 
olarak kiraya verilenlerde döşeme için alınan kira bedelleri dahildir.), maden suları, menba suları, 

madenler, taş ocakları, kum ve çakıl istihsal yerleri, tuğla ve kiremit harmanları, tuzlalar ve bunların 
mütemmim cüzileri ve teferruatı;…. Madencilik sektörünün vergilendirilmesine ilişkin kanun maddeleri 

bu şekilde zikredilmektedir. Kanun maddeleri ile madencilik sektörünün vergilendirilmesine ilişkin 

düzenlemelerin yanında çeşitli teşvik yasaları da çıkarılmakta ve bu yasalar da madencilik sektörünün 

vergilendirilmesi noktasında belirleyici olmaktadır.

Türkiye’deki tüm madenlerin mülkiyeti devlete aittir. Tüzel ya da gerçek şahısların madenler üzerin-

de kullanmış oldukları haklar ruhsat ve izinlerle sınırlı olan haklardır. Madencilik Kanunu madencilik 

faaliyetlerinin yürütülmesi noktasında gerekli çerçeveyi çizerek bu faaliyetlerin düzen içerisinde işleme-

sine olanak vermektedir.

4. Dünya’da madencilik ve vergilendirilmesi

Her toplum ekonomik ve sosyal olarak daha ileri gitmek ve vatandaşlarının hayat standartlarını 

yükseltme amacını taşımaktadır. Bu amaç doğrultusunda da faaliyetlerini sürdürmektedirler. Ülkelerin 

yapılarının farklı olması sebebiyle toplumsal ihtiyaçları da farklılaşmıştır. Bir toplumun ihtiyaç olarak 

gördüğü bir hizmet bir diğer toplumda gereksiz bir uygulama olarak görülebilmektedir. Bu sebepledir ki 

devletler hukuk kurallarını, kurum ve kuruluşlarını hem uluslararası sistemlere entegre hem de kendi 

toplumsal ihtiyaçlarına cevap verebilecek bir yapıda inşa etme uğraşını vermektedirler. 

 Madenlerin devlet müdahalesi olmaksızın ekonomik büyüme içerisinde önemli bir yer 

kaplayacağı birçok ekonomist tarafından kabul edilmektedir. Müdahale olmaksızın böyle bir etki ortaya 

çıkabilir fakat planlı bir yaklaşımın olmaması durumunda da “Hollanda Hastalığı” gibi ekonomik sorunla-

ra da meydan verilebileceği unutulmamalıdır. (Sarma ve Naresh, 2001:2-3). Hollanda Hastalığının ekono-

mik literatüre girişi 1960’lı yıllarda Hollanda’nın Kuzey Buz Denizi’nde büyük miktarda doğal gaz keşfet-

mesi ile olmuştur. Doğal gaz keşfiyle birlikte ihracat gerçekleşmiş ve ülkeye giren yüksek miktardaki 

döviz Hollanda yerli parasının değerlenmesine ve dolayısıyla da diğer sektörlerin rekabet gücünü düşür-

müştür. Diğer sektörlerin üretim güçleri ithalat yüzünden zarar görmüş; ayrıca ülke içi sermaye bu yeni 

alana kayarak diğer sektörlerdeki ağırlığını azaltmıştır. Hollanda sanayisi bu süreçten büyük zarar 

görmüştür (Arı ve Özcan, 2012:156). Bu gibi ekonomik sorunlara sebebiyet vermemek adına ekonominin 

sektörel dengeleri de göz önüne alınarak bir madencilik politikasının benimsenmesi gerekmektedir.

Tablo 4. Yıllar İtibariyle Maden Tüketimi (Milyon Dolar)

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?view=-
chart, (Erişim Tarihi: 10.06.2018).

Mineral tükenmesi, maden kaynakları stokunun tahmini değerinden azalan miktardır. Bu tahminde 

kalay, altın, kurşun, çinko, demir, bakır, nikel, gümüş, boksit ve fosfat yer almaktadır.

Yıllar itibariyle ülkelerin ihtiyaç duydukları maden miktarı ülkenin gelişmişlik seviyesiyle yakından 

ilişkilidir. Sanayileşmeyi sağlayabilmiş ülkeler açısından maden tüketiminin artması beklenen sonuçtur. 

Bu açıdan madencilik sektörünün geliştirilmesi sanayinin de gelişmesi anlamına gelecektir. Nitekim 

sanayi sektörünün ihtiyaç duyduğu hammadde ve enerjinin bir kısmı madencilik sektörü sayesinde 

sağlanabilmektedir. 

Tablo 4’te seçilmiş bazı ülkelerin maden tüketimleri verilmiştir. Özellikle Amerika ve Çin’in yıllar 

itibariyle verileri madencilik sektörünün ekonomik ilerlemede payını ortaya koymaktadır. Çin’in tüketim 

değerleri her geçen yıl artış göstermektedir bu durum da Çin’de sanayi sektörünün ilerlediğinin en bariz 

göstergelerindendir.

Tablo 5. Ülkelerin Maden Rantının GSYH’ye Oranı

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?view=-
chart, (Erişim Tarihi: 10.06.2018).

Maden rantı, bir maden stokunun dünya fiyatlarındaki üretim değeri ile toplam üretim maliyetleri 

arasındaki farktır. Hesaplamaya dâhil olan mineraller kalay, altın, kurşun, çinko, demir, bakır, nikel, gümüş, 

boksit ve fosfattır. Tablo 5’te çeşitli ülkelerin maden rantları rakamları GSYH’nin yüzdesi şeklinde verilmiş-

tir. Bu tablodan hareketle ülkelerin GSYH’leri içerisinde madencilik faaliyetlerinin önemi görülebilmekte-

dir. Sanayileşme sürecini erken tamamlayabilen ülkeler üretim modellerini hammadde çıkarımından 

mamul mal üretimine ve finansallaşmaya doğru kaydırmışlardır. 2015 yılı itibariyle Demokratik Kongo 

Cumhuriyeti’nin maden rantının GSYH’si içerisindeki payı %14,433 ile seçilen ülkeler içerisinde en yüksek 

değere sahiptir. Yine aynı dönem itibariyle bakıldığında %0,00006 ile en düşük pay Birleşik Krallığa aittir. 

Birleşik Krallığı’n genel ekonomik yapısında bakıldığında finans ağırlıklı bir ekonomisinin olması bu 

durumun sebebini ortaya koymaktadır. Yine aynı şekilde ABD’ye bakıldığında maden rantının payının 

düşük olduğu görülebilecektir.

Tablo 6. Çeşitli Ülkelerin Madenlere Yönelik Vergisel İstatistikleri

Kaynak: Pricewaterhousecoopers Mining (PWC), https://www.pwc.com/gx/en/industries/energy-utilities-resour-
ces/publications/compare-mining-taxes-data-tool.html, , (Erişim Tarihi: 05.07.2018).

*Bu uygulama genel olmayıp istisnai bir şekilde uygulanabilmektedir.

• Arjantin: Arjantin’de kurumlar vergisi oranı %35’tir ve tüm şirketler için bu oran uygulanmakta-

dır. Kent Madencilik İmtiyazı ile Arjantin kentlerinde, kentin yetki alanı içinde madencilik yapan şirketlere 

kent yönetimine maden işletmesi tarafından ödenmesi gereken maden teli�eri belirleme izni verilmek-

tedir.

• Avustralya: Avustralya’da cari dönemde kurumlar vergisi oranı %30 olmakla beraber 2027 yılına 

kadar kademeli olarak %25’e düşürülmesi öngörülmektedir. Fakat şu an için parlamentoya sunulmuş 

herhangi bir yasa teklifi bulunmamaktadır. Maden ocağı, bazı mineraller o ülkede maden çıkartılıyorsa 

ilgili Avustralya Eyaleti veya Bölge hükümetine ödenecektir. Devlet İmtiyazı gereğince ödenmesi 

gereken yükümlülükler Avustralya hükümeti ya da bölge yönetimine ödenecektir.

• Brezilya: Brezilya’da kurumlar vergisi oranı %15’tir fakat karın aylık 6035 doları aşan kısmına 

yönelik olarak ek %10 vergi uygulanmaktadır. Bütün bunlara ek olarak da net gelir üzerinden %9’luk bir 

sosyal katkı payı alınmaktadır. Tüm bu yükümlülüklerin kaynağı aynı olmasından hareketle Brezilya’da 

kurumlar vergisi oranı %34 olarak hesaplanmaktadır. CFEM- Maden Kaynaklarının Keşfi için Mali Tazmi-

nat (Maden Teli�eri). CFEM, eyaletlere ve belediyelere gelir dağıtımı yapan bir federal imtiyazdır.

• Kanada: Kanada’da kurumlar vergisi oranı %15-%31 arasında değişiklik göstermekle beraber 

ortalama olarak %26,5 olarak uygulanmaktadır. Ana Madencilik sahalarında kurumlar vergisi oranları 

%10-%12 arasında değişmektedir. Belediye İmtiyazları-Madencilik imtiyazı, o madende belirli madenle-

rin çıkarılması durumunda ilgili Kanadalı eyalet veya bölge hükümetine ödenecektir.

• Şili: Şili’de kurumlar vergisi oranı % 24 olarak uygulanmaktadır. Şili Kurumlar vergisi oranı 2017 

yılı itibariyle %25,5 ve 2018 yılından itibaren %27 olarak uygulanacaktır. Madencilik Faaliyetlerine Özel 

Vergi- Bu vergi tüm madenler için geçerlidir. Petrol, gaz ve lityum gibi imtiyazın dışında kalan maddeler 

hariç tutulmuştur.

• Çin Halk Cumhuriyeti: Çin Halk Cumhuriyeti’nde uygulanan kurumlar vergisi oranı % 25’tir ve 

madencilik şirketlerinin gereken şartları sağlaması durumunda bu şirketlere kurumlar vergisi oranı %15 

olarak uygulanmaktadır.

• Demokratik Kongo Cumhuriyeti: Demokratik Kongre Cumhuriyeti’nde kurumlar vergisi oranı 

normal şartlarda %35 olarak uygulanmaktadır fakat madencilik alanında faaliyet gösteren firmalara 

yönelik olarak bu oran % 30 olarak uygulanmaktadır. Madencilik İmtiyazı- Etkin kullanımın başlangıcın-

dan itibaren, işletme ruhsatı sahibi tüm pazarlanabilir ürünlerdeki madencilik imtiyazının yükümlülükle-

rini taşımaktadır.

• Almanya: Almanya’da ticari karlar iki verginin konusunu oluşturmaktadır; kurumlar vergisi ve 

ticaret vergisi. Kurumlar vergisi temelde düz oranlı bir tarifededir ve % 15 olarak uygulanmaktadır. Bu 

orana ek olarak %5,5’lik bir birlik vergisi eklenmektedir. Ticaret vergisi de eyaletlere göre değişmekle 

beraber minimum %7 olarak belirlenmiştir. En yüksek ticaret vergisi tarihsel olarak madencilik merkezi 

olarak nitelenen Oberhousen kentinde uygulanmaktadır ve oranı %19,25’tir. Förderabgabe-Yükümlülük-

ler, doğal kaynakların madenciliğinin yapılması adına her yıl ödenir.

• Gana: Gana’da kurumlar vergisi %25 olarak uygulanmaktadır.

• Hindistan: Hindistan’da kurumlar vergisi %30 olarak uygulanmaktadır. Yerli firmalardan gelirleri 

154.550 Dolar (10 Milyon Rupi) ile 1.545.500 Dolar (100 Milyon Rupi) arasında olanlara ek %7 vergi 

uygulanmaktadır. Gelirleri 1.545.500 Doları aşan firmalara ise %12’lik bir ek vergi uygulanmaktadır. 

Yabancı firmalara uygulanan oran ise %40’tır. Geliri 1.545.500 Doları aşan yabancı firmalara uygulanan 

oran %43,26’ya yükselmektedir. 1 Mart 2016 sonrasında kurulan şirketler eğer imalat ve üretim sektörün-

de faaliyet gösteriyor ise bu oran %25 olarak uygulanmaktadır. İmtiyaz-Federal Hükümet imtiyaz yüküm-

lülüklerini belirler. Bununla birlikte, madencilik lisansı bir Birlik Bölgesinin yargı yetkisi altında olduğu 

durumlar haricinde, lisans sahibi Eyalet Hükümeti'ne ödenecektir.

• Endonezya: Endonezya’da kurumlar vergisi oranı %25 olarak uygulanmaktadır. İş sözleşmeleri-

ne göre bu oran %30, %35, %45’ yükselebilmektedir.

• Kazakistan: Kazakistan’da kurumlar vergisi oranı %20 olarak uygulanmaktadır ve madencilik 

şirketlerine yönelik olarak herhangi bir indirim bulunmamaktadır. Maden Çıkarma Vergisi, yeraltından 

çıkarılan doğal kaynaklar nedeniyle ödenmektedir.

• Meksika: Meksika’da kurumlar vergisi oranı %30 olarak uygulanmaktadır.

Madenciliğe yönelik olarak Özel Madencilik Vergisi, Olağanüstü Madencilik İmtiyazı olmak üzere 2 

tür vergi mevcuttur.

• Moğolistan: Yıllık geliri 1 225 125 Dolara kadar olan şirketlere uygulanan kurumlar vergisi oranı 

%10 iken bu miktarı aşan şirketlerin aştıkları kısma %25 olarak uygulanmaktadır.

İmtiyaz Vergisi- Bir maden ruhsatı sahibi merkezi ve yerel idarelere imtiyaz ücreti ödemek zorunda-

dır. Madenden çıkan, satılan, kullanılan her şey bu imtiyaz sınırları içerisindedir.

• Peru: Peru’da 2016 yılında uygulanan kurumlar vergisi %28 iken bu oran 2017-2018 yıllarında 

%27 ve 2019 yılında %26 olarak uygulanacaktır. 

1. Madencilik İmtiyazları, metalik ve metalik olmayan madensel kaynakları içerir.

2. Özel Maden Vergisi sadece metalik kaynakları içerir.

3. Özel Madencilik Katkısı sadece metalik kaynakları içermektedir. ÖMK sadece yürürlükte olan 

Vergi İstikrar Anlaşması olan projelere sahip maden şirketlerine uygulanabilir. Bu şirketler, bu katkıyı 

ödemek amacıyla Perulu Hükümet'le gönüllü olarak anlaşmalar yapacaklardır.

• Filipinler: Filipinler’de kurumlar vergisi oranı % 30’dur fakat belediye ve şehir yönetimleri % 2 ve 

% 3 ek vergi koyma hakkına sahiptir. Bu sebeple kurumlar vergisi oranı %30 ile %33 arasında değişmekte-

dir. 

Tüketim Vergisi: %2, Maden Rezervleri İmtiyazı: ürünün piyasa değerinin en az %5’i, Yerel Topluluk-

lara yapılan imtiyaz ödemeleri toplam satış hasılatının %1’inden az olamaz.

• Rusya: Rusya’da kurumlar vergisi oranı %20 olarak uygulanmaktadır. Toplanan bu % 20’lik 

kısmın %2’si federal bütçeye %18’i ise bölgenin bütçesine aktarılmaktadır. Moskova, St. Petersburg, 

Samara Bölgesi ve bazı diğer bölgelerde belirli bazı vergi mükelle�erine yönelik olarak ise kurumlar 

vergisi oranı %15,5 olarak uygulanmaktadır.

Madeni Kaynakları Çıkarma Vergisi (MRET), Rusya'da iç işlerini kullanan şirketler ve girişimciler 

tarafından ödenmektedir.

• Senegal: Senegal’de kurumlar vergisi oranı %30 olarak uygulanmaktadır. 

• Güney Afrika: Güney Afrika’da madencilik sektöründe faaliyet gösteren şirketlere uygulanan 

kurumlar vergisi oranı %28’dir. Buna ek olarak Güney Afrika’daki altın madenciliği de yapan şirketlere 

ekstra vergi uygulanmaktadır. Aşırı kar elde eden firmalara uygulanacak olan oran ise şu formül yardımıy-

la hesaplanmaktadır: 

34-170/x, 

x=şirketin vergilendirilebilir altın gelirinin toplam altın gelirine oranı

Altından elde edilen gelirin vergiye konu olan kısmı arttıkça ödenecek olan ek vergi de artmaktadır.

• Tanzanya: Tanzanya’da kurumlar vergisi oranı %30 olarak uygulanmaktadır.

• Ukrayna: Ukrayna’da kurumlar vergisi oranı % 18 olarak uygulanmaktadır.

• İngiltere: İngiltere’de kurumlar vergisi oranı 2017 yılı itibariyle %19’dur. 2020 yılında ise bu oran 

%17’ye düşürülecektir.

• ABD: ABD’de kurumlar vergisi oranı eyaletler arasında farklılık göstermektedir. Bu oran %35 ile 

%47 arasında değişiklik göstermektedir. Önümüzdeki dönemlerde bu oranın daha düşük bir seviyeye 

çekilmesi planlanmaktadır.

1) Federal bölgelerde yüzeyden çıkarılan kömüre %12,5, yer altından çıkarılan kömürlere %8 vergi 

uygulanmaktadır.

2) Nevada vergi sistemine göre madenden çıkarılan ürünlerin giderleri düşüldükten sonra vergi 

ödenir. Maksimum oran %5’tir.

3) Diğer eyaletlerde de muhtelif vergiler bulunmaktadır.

Tablo 7. Seçilmiş Ülkelerde Çeşitli Madenlerin Vergi Oranları

Kaynak: PricewaterhouseCoopers mining (PWC), https://www.pwc.com/gx/en/industries/energy-utilities-resour-
ces/publications/compare-mining-taxes-data-tool.html, , (Erişim Tarihi: 05.07.2018).

Her ülkenin ihtiyaçları farklılık arz etmektedir. Bu durum da ülkelerin farklı sosyal ve ekonomik 

kurumlara sahip olmasına sebep olmaktadır. Bu kurumlar da toplumsal ihtiyaçları şekillendiren bir unsur 

olarak karşımıza çıkmaktadır. Tablo 7’de görüleceği üzere aynı vergi konusu üzerinde pek çok farklı 

uygulama görülmektedir. Kimi ülkeler vergi dışı bırakırken kimileri de ciddi düzeyde vergi yükü 

yüklemektedir. Almanya tüm maden türlerinde %10 gibi standart bir oran belirlemiş iken Rusya bazı 

maden türlerinde maktu vergiler benimsemiştir. ABD birçok eyaletten oluştuğundan madenlere uygula-

nan vergi oranları eyaletten eyalete değişiklik göstermektedir. Bu durum da oranların dalgalanmasını 

beraberinde getirmektedir.

5. Sonuç

Ülkemizdeki madencilik sektörünün en önemli sorunu, tarihsel süreçte tutarlı ve belirli bir maden 

politikasının oluşturulamamasıdır. Bu duruma paralel olarak maden kanununda bir istikrarın yakalana-

mayarak sürekli olarak değişikliklere konu olması da beklenen bir uygulama olarak karşımıza çıkmıştır. 

Madenciliğe yönelik olarak istikrarlı bir yasanın olmayışı da maden sektörüne yönelik bir vergi politikası-

nın olmayışını beraberinde getirmiştir. Madencilik yasasının sürekli olarak değişime konu olmasının bir 

diğer olumsuz yanı da bu sektöre yönelik olarak etkin politikaların oluşturulamaması olmuştur.

Türkiye’nin sanayileşme yolunda attığı adımlarla beraber her geçen gün gelişen sanayi ile birlikte 

değişen ekonomik şartlar da düşünülerek madencilik sektörünün gelişimine ve modernizasyonuna 

yönelik bir yol haritasının oluşturulması elzemdir. Bu yol haritası çıkarılırken de mesleki kuruluşların 

görüşlerine yer verilmesi çok büyük önem arz etmektedir. Bu meslek kuruluşlarını ise; Jeofizik Mühendis-

leri Odası, Maden Mühendisleri Odası, Mermer İhracatçıları Birliği, Çimento Müstahsilleri Birliği, madenci-

lik sektörüne yönelik kamu kurum ve kuruluş temsilcileri, sendikalar olarak sıralamak mümkündür. 

Sayılan aktörlerin katılımı ve görüşleri sonucunda şekillenecek öneri ve fikirler madencilik sektörünün 

gelişimi adına çok olumlu sonuçlar ortaya çıkarabilecektir. Bu şekilde geniş katılımlı bir toplantının 

sonucunda ortaya çıkacak olan sonuçlar sektöre pek çok farklı açıdan bakmayı sağlayacağından önemli 

bir bilgi kaynağı olacaktır.

Madencilik sektörü ekonominin birçok alanına hammadde sağladığından bu sektörde meydana 

getirilecek bir maliyet düşüşü dalga dalga tüm ekonomiyi etkileyecek ve bu sayede de üretim maliyetleri 

düşeceğinden gerek en�asyonla mücadele alanında gerekse de ekonomik büyümenin sağlanması 

noktasında pozitif çıktılar ortaya çıkabilecektir. Politika yapıcıların salt vergi hasılatını artırıcı mantıkla 

hareket etmeyip bu durumu göz önünde bulundurmaları genel ekonomi açısından önem arz etmekte-

dir.

Devletin öncelikli hede�erinden bir tanesi de orta ve uzun vadede madencilik sektöründeki 

ağırlığını özel sektöre devretmeye çalışmak olmalıdır. Devletin genel olarak özel sektöre nazaran daha 

hantal bir yapıda olması madencilik sektörünün çağın gerektirdiği özelliklere ulaşması konusunda engel 

teşkil edebilecektir. Devletin de bu devir sürecini iyi yönetip hem çağın gereklerini sağlaması noktasında 

özel girişimcilere teşvikler sağlaması hem de özellikle çevresel faktörleri de göz önünde tutarak sektörü 

denetlemesi gerekmektedir. Denetimler sonucunda da olumsuz tutumlara müsamaha göstermeden 

gerekli yasal prosedürleri de işletmesi gerekmektedir.

Vergiler maliye politikasının en önemli araçlarından birisidir. Bir sektöre müdahale edilmesi 

durumunda vergilerin kullanılması çok olağan bir durumdur. Sektörün teşvik edilmesi yahut sektör 

üretiminin kısılması gibi amaçlar uğruna vergi politikası kullanılabilmektedir. Madencilik sektörünün de 

özellikle teşviki adına vergi politikaları aktif olarak kullanılması gerekmektedir. Sektör, yapı itibariyle çok 

büyük riskler barındırdığından özellikle vergi politikalarıyla desteklenmesi çok büyük önem arz etmekte-

dir. Vergi politikaları ile sektörün maliyetlerinin düşürülmesi, sektörün üretimi sonucunda ortaya çıkan 

gelirin toplum nezdinde adaletli dağılımı ve sektörün istikrarlı bir ilerleme sağlamasına katkıda bulunula-

bilir. 
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

  

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 
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on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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Giriş

İnsanlık tarihi incelendiğinde, yapılan mücadelelerin neredeyse tamamının yaşamın idame 

ettirilmesi, güvenliğin tesisi ve refahın artırılması amacıyla gerçekleştiği görülmektedir. Her toplum tarih 

boyunca refahını artırmak için mücadelelerde bulunmuştur. Yaşam bulgularına rastlanan ilk dönemlerde 

yalnızca beslenme ve barınma ihtiyaçlarını giderme adına mücadele eden insanoğlu bu ihtiyaçlarını 

gidermesinin ardından daha ileri hede�ere yönelmiştir. Beslenme ve barınma için toprağın üstünü 

kullanan insanoğlu toprağın altını ve toprağın altındaki cevherleri keşfettiğinde ise insanlık adına yeni bir 

dönemin başlangıcı olmuştur.

Madenlerin insanoğlu tarafından keşfedilmesi ve işlenmeye başlaması öncelikle yaşam tarzlarında 

daha sonra da savaşlarında önemli bir ilerlemesine imkan sağlamıştır. Madenlerin işlenmesi ve madenle-

rin işleniş sürecinde farklı enerji kaynaklarının kullanılmasıyla birlikte madencilik kendi kendini geliştiren 

bir sektör haline de gelmiştir. Madencilik sektörünün bu denli önemli olması nedeniyle ekonomik değeri 

de bu denli önemli olmuştur. Madenler teknolojinin gelişmesine hem kaynaklık etmiş hem de gelişen 

teknolojiden etkilenmiştir. Toplumların ilerlemesinde bu denli büyük bir öneme sahip olan madenlerin 

gerek işletilip, geliştirilmesi gerekse de vergilendirilmesi konusunda devlete büyük roller düşmektedir.

Devlet sınırları içerisinde, yasalar tarafından kendisine verilmiş yetkiler doğrultusunda vergi 

toplayarak faaliyetlerini sürdüren bir yapıdır. Devlet ekonomide yaratılan her değerden vergi alarak 

otoritesini göstermek durumundadır. Önemli bir ekonomik büyüklüğe sahip olan madencilik sektörü de 

devlet tarafından vergilendirilmektedir. Devletler kendi ihtiyaçları doğrultusunda ve ekonomik yapıları 

çerçevesinde vergi politikalarını şekillendirmektedir. Madencilik sektörü de bundan payını almakta ve 

çok çeşitli şekillerde vergilendirilmeye tabi olmaktadır.

2. Madencilik ve Türkiye’de madenciliğin durumu 

Madencilik sektörü yer altındaki doğal kaynakların çıkarılarak ekonominin kullanımına sunulmasını 

sağlayan bir sektördür. Bu açıdan sektörün önemli riskleri mevcuttur. Bu risklerin başında maden yatağı-

nın tespiti için gereken maliyetler ve yatağın tespitinden sonra çıkarılan ürünün kalitesidir. Eğer ürün 

kalitesi beklenenin altında çıkarsa bu durum maden işletmesi sahibi açısından çok büyük kayıplara 

neden olabilecektir. Bu açıdan devletler madencilik faaliyetlerine çeşitli hukuki ve maddi destekler 

sağlayarak sektörün riskini azaltmaya çalışmaktadır. 

Madencilik döngüsü temel olarak 4 aşamadan oluşmaktadır (Conrad ve Shalizi, 1988:20-22) :

• Keşif: Keşif faaliyeti genellikle 2 bölümden oluşmaktadır. Öncelikle geniş alanların taranması ve 

arkasından madenin bulunduğu kısmın daha detaylı şekilde sondaj ve örnekleme yoluyla tespit edildiği 

aşamadır.

• Planlama: Bu aşamada kaynağın tahmini değeri hesaplanarak üretim için gereken finansal ve 

teknik kaynaklar hesaplanır. Kullanılacak olan yöntem belirlenerek kurulum aşamasının hazırlıkları 

yapılır.

• Çıkarma: Maden yatağı işletilmeye başlanır ve mineral çıkarımına başlanır. İşletmenin ekono-

mik değer üretmeye başlanır.

• İşleme: Mineralin çıkarım sonrası işlenmesi ve çevre pazarlara nakledilmesi aşamasıdır.

Anadolu coğrafyasında madencilik tarihi milattan önceye kadar gitmektedir. Anadolu’da saf bakır 

M.Ö. 7000’li yıllarda, tunç ise M.Ö. 12000-3000 yılları arasında yaygın şekilde kullanılmıştır. Daha sonraları 

Anadolu’da yaşamış pek çok medeniyet madencilik faaliyetini yürütmüş, Lidyalılar M.Ö. 650-550 yılları 

arasında pek çok maden yatağını işleterek metal para basarak bu paraları kullanmıştır. Roma İmparator-

luğu, Selçuklu Devletleri dönemlerinde de çok büyük önem verilen madencilik Osmanlıda da büyük 

ihtimam görmüş ve devlet tarafından desteklenmiştir. 

16 yüzyılın ikinci yarısında tuz madenleri iltizamlarından Osmanlı Devleti’nin kasasına giren para 6 

milyon akçanın üzerinde idi. Kıymetli madenlere olan talebin gün geçtikçe artması sebebiyle yeni 

ocaklar açılmıştır. 14. Yüzyılın ikinci yarısında Osmanlı’nın Sırbistan ve Bosna’nın maden bölgeleri olan 

Morava ve Drina vadilerinde Osmanlı fetihlerinin temel amaçlarından birisi maden sahalarına hâkim 

olmaktı. II Murad kıymetli madenlerin İtalya’ya ihracını yasaklamıştır. Fatih Sultan Mehmet dönemi 

Osmanlı madenciliğinin en önemli gelişme dönemlerindendir. Osmanlı’nın klasik döneminde madenci-

lik sıkı devlet kontrolündeydi ve iltizam usulüyle işletilirdi. Devlet madenciliğe özel önem vermekteydi 

(İnalçık, 2017:243).

Yeni cumhuriyet açısından da madenler çok hayati bir öneme sahipti ve ilk olarak bu konu İzmir 

İktisat Kongresinde ele alınmıştır. Cumhuriyetin ilk yıllarında madencilik faaliyetleri daha çok devlet eliyle 

gerçekleştirilmiştir. Yabancıların elinde olan maden sahaları millileştirilerek devlet tarafından üretime 

geçilmiştir. Bu dönemin en önemli aktörü olarak Etibank karşımıza çıkmaktadır (Tamzok, 2005:6-7).

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?-
view=chart, (Erişim Tarihi: 10.06.2018).

Grafik 1. Türkiye’nin Yıllar İtibariyle Maden Tüketimi (Milyon Dolar)

Madenler bir ekonominin gelişmesinde temel faktörlerden birisini oluşturmaktadır. İmalat sanayisi-

nin kurulması ve üretim yapılabilmesi adına da madenlerin önemi üst düzeydedir. Türkiye’nin 2000-2016 

yılları arasındaki maden tüketimi grafiğine bakıldığında özellikle 2005-2012 arasında çok hızlı bir 

büyümenin gerçekleştiği görülmektedir. 2008-2009 döneminde ufak çaplı bir düşüş gözlemlenmiş olsa 

da o dönemde meydana gelen küresel kriz bu düşüşün sorumlusu olarak karşımıza çıkmaktadır. 2013 ve 

sonrasında ortaya çıkan siyasi krizler dolayısıyla dolar kurunun yükselmesi ile parasal bazda maden 

tüketiminde ciddi bir azalma gözükse de reel anlamda düşüş miktarı çok yüksek değildir.

Maden üretiminin maliyeti de her türlü ekonomik faaliyette olduğu gibi önemli bir unsur olarak 

karşımıza çıkmaktadır. Dünyadaki emsallerinden daha düşük maliyetle çıkarılıp kullanıma hazır hale 

getirilen bir madenin karlılığı da yüksek olacaktır. Bu da sektörün güçlenip atılım yapmasına ve dolayısıy-

la ülke ekonomisine olan katkısının artmasına zemin hazırlayacaktır.

Tablo 1. Türkiye’de Madencilik Sektörünün Gsyh İçindeki Payı

Kaynak: Maden ve Petrol İşleri Genel Müdürlüğü, http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Tablo 1’de madencilik sektörünün 2010-2017 yılları arasındaki ekonomik büyüklüğü ve bu büyüklü-

ğün GSYH içerisindeki payı verilmiştir. Madencilik sektörü yerel para cinsinden hacim kazanırken dolar 

cinsinden hacim kaybetmiştir. Dönem başında sektörün hacmi 12,5 milyar lira dolaylarında iken dönem 

sonunda 27 milyar seviyesine yükselmiştir. 2017 yılına gelindiğinde lira cinsinden yaklaşık %116’lık bir 

atış meydana gelmiştir. Dolar cinsinden bakıldığında ise dönem başında 8,3 milyar dolarlık bir ekonomik 

değer söz konusu iken dönem sonunda bu miktar 7,1 milyar dolara gerilemiştir. Yerel para cinsinde artış 

gözlenmesine rağmen kur farkı sebebiyle dolar cinsinden bir azalma gerçekleşmiştir.

Kaynak: Maden Ve Petrol İşleri Genel Müdürlüğü, http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Grafik 2. Madencilik Sektöründe Faaliyet Gösteren İşyeri Ve İşçi Sayısı

Madencilik sektörü ekonomilerin en önemli sektörlerinden birisidir. Bu da madencilik sektöründe 

önemli sayıda bireyin de çalıştığı anlamına gelmektedir. Grafik 2’de 2010-2018 yılları arasında Türkiye’de 

madencilik sektöründe çalışan kişi sayısını göstermektedir. Tablo 2’ye göre 2010 yılında madencilik 

sektöründe çalışan toplam kişi sayısı 108 630 iken 2018 yılında 131 855 kişi olmuştur. Sektörde önemli bir 

istihdam artışı gerçekleştirilmiştir. 8 yıllık süreçte %21 oranında bir artış gerçekleşmiştir.

Sektörün istihdam yapısının özel sektör ve kamu açısından incelendiğinde özel sektörün açık ara bir 

üstünlüğü görülecektir. 2010 yılında madencilik sektöründe 17 163 kamu çalışanı varken bu rakam 2018 

yılına gelindiğinde 11 992’ye gerilemiştir. Bu durumu kamunun sektördeki ağırlığının azaldığı şeklinde 

yorumlamak mümkündür. Özel sektör çalışanlarının sayısı ise 2010 yılında 91 467 iken 2018 yılına 

gelindiğinde 119 863’e yükselmiştir. 2010-2018 yılları arasında özel sektörde çalışan sayısı %31’lik bir artış 

göstermiştir. 2010 yılında toplam çalışanların yaklaşık %16’sı kamuda çalışırken %84’ü özel sektörde 

çalışmaktadır. 2018 yılına gelindiğinde ise özel sektörün üstünlüğü devam ederek %91 seviyesine çıkmış-

tır. Bu süreçte hem sayısal olarak hem de nispi olarak özel sektördeki çalışan sayısı artış göstermiştir.

Kaynak: Maden Ve Petrol İşleri Genel Müdürlüğü, : http://www.mapeg.gov.tr/maden_istatistik.aspx, (Erişim Tarihi: 
14.01.2019).

Grafik 3. Türkiye’de Madencilik Sektöründe Faaliyet Gösteren İşyeri Sayısı

Grafik 3’te 2010-2018 yılları arasında madencilik sektöründe faaliyet gösteren işyeri sayıları kamu ve 

özel olmak üzere gösterilmiştir. Süreç boyunca bakıldığında özel sektörün ağırlığı oldukça net bir şekilde 

görülmektedir. Kamuya ait işletme sayısı dönem başında 98 iken dönem sonuna gelindiğinde yalnızca 

57’ye gerilemiştir. Bu süreç boyunca özel sektöre ait iş yeri sayısı hem sayısal hem de nispi olarak artış 

göstermiştir. Süreç boyunca toplam işletme sayısı bazı küçük dalgalanmalar göstermekle beraber 

dönem sonunda dönem başına göre artış gerçekleşmiştir. 2018 yılı itibariyle madencilik sektöründe özel 

sektör kamu sektörüne göre çok daha önde yer almaktadır.

Kaynak: Worldbank enerji ve madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?-
view=chart, (Erişim Tarihi: 10.06.2018).

Grafik 4. Maden Rantının GSYH’ye Oranı (%)

Grafik 4’te Türkiye’nin maden rantının GSYH’ye oranının seyri gösterilmektedir. Özellikle siyasi 

istikrarsızlıkların hakim olduğu dönemlerde bu oran ya sabit kalmış ya da azalma eğilimine girmiştir. 45. 

Hükümetin kuruluşuyla ve yükseliş döneminde ve bu oran azalış eğilimine girmiştir. 4. Hükümetin 

özellikle ihracata yönelik tüketim mallarının üretimine yönelik politikalar benimsemesi üretim odağını 

bu yöne kaydırmıştır. Bu hükümetin arkasından gelen koalisyonlar ve azınlık hükümetleri, siyasi darbeler 

gibi sebepler yüzünden genel ekonomi sıkıntıya girmiştir. Rant oranı da bu olumsuzluklara paralel olarak 

düşüş göstermiştir. 59. Hükümetin kurulması ve yükselişinin ardından ekonomik canlanma ile birlikte 

maden rantı oranı da yükselmiştir. Özellikle 2008 küresel krizi ve 2013 yılında meydana gelen siyasi 

çalkantılar genel ekonomiyi olumsuz etkilediği gibi bu oranın da düşmesine sebebiyet vermiştir.

Madencilik sektöründe devlet müdahalesine ihtiyaç duyulduğu genel kabul görmüş bir gerçeklik-

tir. Her ne kadar sektörün piyasa mekanizması içerisinde kendi dengesini bulabileceği iddia edilmiş ise 

de sektör, maden yatakları aranması, arama ve üretim teknolojilerinin ilerletilmesi gibi yüksek maliyetli 

işlemlerle karşı karşıyadır. Bu da bu piyasanın devlet müdahalesi olmaması halinde başarısızlığa uğraya-

bileceğini göstermektedir (Sarma ve Naresh, 2001:2). Bu noktada piyasa başarısızlığının önüne geçilebil-

mesi açısından devlet müdahalesi kaçınılmaz hale gelmektedir.

Tablo 2. Türkiye’nin Yıllar İtibariyle Mineral Ve Doğal Taş İhracatı

Kaynak: İstanbul Maden İhracatçıları Birliği Verilerinden Derlenmiştir. http://www.imib.org.tr/tr/istatistikler-2-2/, 
(Erişim Tarihi: 10.1.2019).

Tablo 2’de 2013-2018 yılları arasında Türkiye’nin maden ihracatı bilgileri verilmiştir. Bu süreçte 

doğal taş ihracatı miktar olarak ve değer olarak gerileme göstermekle birlikte sürecin sonunda %15’lik 

bir değer kaybına uğramıştır. 2013 yılında doğal taşların 1 kg’si 26 sentten ihraç edilirken 2018 yılında 25 

sente gerilemiştir. Hem miktar olarak hem de kg başına ihracat gerileme göstermiştir. Mineraller açısın-

dan bakıldığında ise, mineral ihracatının miktarında yaklaşık 5 milyon tonluk bir artış gerçekleşmiştir 

fakat bu artışa rağmen hasılat azalış göstermiştir. 2013 yılında 20 sent olan kg başı gelir 2018 yılında 14 

sente gerilemiştir. Bu da yaklaşık %30’luk bir düşüşe tekabül etmektedir. 

Süreç başından sonuna kadar hem doğal taş hem de mineral ihracatımızın en büyük alıcısı Çin Halk 

Cumhuriyeti olmuştur. Çin Halk Cumhuriyeti en büyük alıcı konumunda olmasına rağmen yıllar itibariyle 

alımları azalma eğilimindedir. Ülkemizden özellikle mineral alımı 2013 yılına kıyasla yarıya düşmüş 

vaziyettedir.

Kaynak: İstanbul maden ihracatçıları birliği verilerinden derlenmiştir. http://www.imib.org.tr/tr/istatistikler-2-2/, 
(Erişim Tarihi: 10.1.2019).

Grafik 5. Türkiye’nin Yıllarİtibariyle Maden İhracatı

Grafik 5’te yıllar itibariyle maden ihracatının seyri gösterilmiştir. Tüm yıllarda doğal taş ihracatının 

ülkeye maddi getirisi mineral ihracatından daha fazla olmuştur.

Devletler varlık amaçları olan vatandaşlarının refahını yükseltmek adına her türlü yasal ve refah 

artırıcı ekonomik faaliyeti destekleme arzusundadır. Türkiye’de de bu teşvik mekanizması işletilmeye 

çeşitli yollarla çalışılmaktadır.

Tablo 3. Türkiye’de Madencilik Yatırımlarına Sağlanan Devlet Destekleri 

Kaynak: 3213 Sayılı Maden Kanunu; Denge Müşavirlik. 
*(Adana, Adıyaman, Afyonkarahisar, Aksaray, Amasya, Ankara, Antalya, Artvin, Aydın, Balıkesir, Bartın, Bayburt, 

Bilecik, Bolu, Burdur, Bursa, Çanakkale, Çankırı, Çorum, Denizli, Düzce, Edirne, Elazığ, Erzincan, Erzurum, Eskişehir, 
Gaziantep, Giresun, Gümüşhane, Hatay, Isparta, İstanbul, İzmir, K.maraş, Karabük, Karaman, Kastamonu, Kayseri, 
Kırıkkale, Kırklareli, Kırşehir, Kilis, Kocaeli, Konya, Kütahya, Malatya, Manisa, Mersin, Muğla, Nevşehir, Niğde, Ordu, 
Osmaniye, Rize, Sakarya, Samsun, Sinop, Sivas, Tekirdağ, Tokat, Trabzon, Tunceli, Uşak, Yalova, Yozgat, Zonguldak)

** Ağrı Ardahan Batman Bingöl Bitlis Diyarbakır Hakkari Iğdır Kars Mardin Muş Siirt Şanlıurfa Şırnak Van

Tablo 3’e bakıldığında devletin madencilik faaliyetlerini destekleme adına çok önemli adımlar atmış 

olduğunu görebilmekteyiz. Devlet sermaye edinimi noktasında faiz desteği sunmakta, işlem maliyetleri-

ni azaltma adına harç ve vergilerden muafiyet sağlamakta, yatırımın gerçekleştirilebilmesi adına yatırım 

yeri tahsisinde yardımcı olmakta ve sigorta prim desteği sağlamaktadır. Genel itibariyle bakıldığında 

devlet kurulum aşamasında çok ciddi düzeyde kolaylıklar sağlamaktadır. Bunun reel etkisini de görmek 

mümkün olmaktadır. Enerji ve madencilik sektörlerinde 2017 Ocak-Haziran döneminde düzenlenen 

teşvik belgesi sayısı, 2016 yılı Ocak-Haziran dönemine kıyasla yüzde 25 artarak bin 464'e ulaşmıştır 

(Dünya Gazetesi, 2017).

3. Madencilik ve Vergi İlişkisi

Madencilik sektörü bir ekonominin hem büyümesinde hem de kalkınmasında önemli bir rol 

oynamaktadır. Büyüme ve kalkınma sürecindeki ülkeler sanayisini geliştirmek, sanayisine hammadde 

sağlamak ve enerji ihtiyacını karşılayabilmek adına madencilik sektörüne bel bağlamaktadır. Yeterli 

kaynaklara sahip olan ülkeler kendi öz kaynaklarıyla bu ihtiyaçlarını giderebilirken, kaynağa sahip 

olmayan ülkeler ithalat yoluyla bu ihtiyaçlarını gidermek durumunda kalmaktadırlar (Çondur ve 

Evlimoğlu, 2007:26; Çetin,2003:244).

Madencilik, bir yatağın keşfedilmesi, yatağın resmi olarak ruhsatlandırılması, gerekli işletme izinleri-

nin alınması, yatağın içerdiği cevher miktarının tespit edilmesi, cevherin üretilmesi için yatak içerisinde 

gereken faaliyetlerin yürütülmesi, çıkarılan cevherlerin işlenmesi ve zenginleştirilmesi, cevherlerin satışı 

ya da diğer yollarla elden çıkarılması için gereken işlemlerin bütününe verilen isimdir.

Maden Kanunu 1. Maddeye göre bu kanunun amacı, “madenlerin aranması, işletilmesi, üzerinde 
hak sahibi olunması ve terk edilmesi ile ilgili esas ve usulleri düzenler.” Madencilik, maden yasası 

çerçevesinde maden alanında gerçekleştirilen ekonomik faaliyetlerin tamamını kapsamaktadır.

Maden Kanunu 2. Maddede maden terimi “Yer kabuğunda ve su kaynaklarında tabii olarak 
bulunan, ekonomik ve ticarî değeri olan petrol, doğal gaz, jeotermal ve su kaynakları dışında kalan her 
türlü madde bu kanuna göre madendir” biçiminde açıklanmıştır. Geniş anlamıyla kanun, maden 

tanımından doğal gaz, petrol, su kaynakları ve jeotermal kaynaklarını kapsam dışında tutmuştur.

Gelir Vergisi Kanunu’nun, “Ticari Kazancın Tarifi” başlıklı 37. Maddesinde “Maden, tas ve kireç 
ocakları, kum ve çakıl istihsal yerleri ile tuğla ve kiremit harmanlarının işletilmesinden” elde edilmiş olan 

kazançların ticari kazanç kapsamında değerlendirileceği hükmü yer almaktadır. Maddeden çıkan anlama 

göre madencilik faaliyetinden elde edilecek olan kazancın, ticari kazanç hükümlerine göre vergilendiril-

mesi gerekmektedir. Bu noktada yasa yapıcı, özelliği sebebiyle sermayenin ağırlıkta olduğu bazı faaliyet-

leri de ticari kazanç kapsamında değerlendireceğini beyan etmiştir (Şenyüz, 2006:15). Madencilik 

faaliyetlerinin, Kurumlar Vergisi Kanunu birinci maddesinde sayılmış olan kurumlardan birisi tarafından 

yürütülmesi durumunda, kazanç KVK kapsamında vergilendirilecektir. Ayrıca Gelir Vergisi kapsamında 

da madenciliğe yönelik olarak düzenlemeler bulunmaktadır. Gelir Vergisi Kanunu Madde 70 – Aşağıda 
yazılı mal ve hakların sahipleri, mutasarrıfları, zilyedleri, irtifak ve intifa hakkı sahipleri veya kiracıları 
tarafından kiraya verilmesinden elde edilen iratlar gayrimenkul sermaye iradıdır: 1. Arazi, bina (Döşeli 
olarak kiraya verilenlerde döşeme için alınan kira bedelleri dahildir.), maden suları, menba suları, 

madenler, taş ocakları, kum ve çakıl istihsal yerleri, tuğla ve kiremit harmanları, tuzlalar ve bunların 
mütemmim cüzileri ve teferruatı;…. Madencilik sektörünün vergilendirilmesine ilişkin kanun maddeleri 

bu şekilde zikredilmektedir. Kanun maddeleri ile madencilik sektörünün vergilendirilmesine ilişkin 

düzenlemelerin yanında çeşitli teşvik yasaları da çıkarılmakta ve bu yasalar da madencilik sektörünün 

vergilendirilmesi noktasında belirleyici olmaktadır.

Türkiye’deki tüm madenlerin mülkiyeti devlete aittir. Tüzel ya da gerçek şahısların madenler üzerin-

de kullanmış oldukları haklar ruhsat ve izinlerle sınırlı olan haklardır. Madencilik Kanunu madencilik 

faaliyetlerinin yürütülmesi noktasında gerekli çerçeveyi çizerek bu faaliyetlerin düzen içerisinde işleme-

sine olanak vermektedir.

4. Dünya’da madencilik ve vergilendirilmesi

Her toplum ekonomik ve sosyal olarak daha ileri gitmek ve vatandaşlarının hayat standartlarını 

yükseltme amacını taşımaktadır. Bu amaç doğrultusunda da faaliyetlerini sürdürmektedirler. Ülkelerin 

yapılarının farklı olması sebebiyle toplumsal ihtiyaçları da farklılaşmıştır. Bir toplumun ihtiyaç olarak 

gördüğü bir hizmet bir diğer toplumda gereksiz bir uygulama olarak görülebilmektedir. Bu sebepledir ki 

devletler hukuk kurallarını, kurum ve kuruluşlarını hem uluslararası sistemlere entegre hem de kendi 

toplumsal ihtiyaçlarına cevap verebilecek bir yapıda inşa etme uğraşını vermektedirler. 

 Madenlerin devlet müdahalesi olmaksızın ekonomik büyüme içerisinde önemli bir yer 

kaplayacağı birçok ekonomist tarafından kabul edilmektedir. Müdahale olmaksızın böyle bir etki ortaya 

çıkabilir fakat planlı bir yaklaşımın olmaması durumunda da “Hollanda Hastalığı” gibi ekonomik sorunla-

ra da meydan verilebileceği unutulmamalıdır. (Sarma ve Naresh, 2001:2-3). Hollanda Hastalığının ekono-

mik literatüre girişi 1960’lı yıllarda Hollanda’nın Kuzey Buz Denizi’nde büyük miktarda doğal gaz keşfet-

mesi ile olmuştur. Doğal gaz keşfiyle birlikte ihracat gerçekleşmiş ve ülkeye giren yüksek miktardaki 

döviz Hollanda yerli parasının değerlenmesine ve dolayısıyla da diğer sektörlerin rekabet gücünü düşür-

müştür. Diğer sektörlerin üretim güçleri ithalat yüzünden zarar görmüş; ayrıca ülke içi sermaye bu yeni 

alana kayarak diğer sektörlerdeki ağırlığını azaltmıştır. Hollanda sanayisi bu süreçten büyük zarar 

görmüştür (Arı ve Özcan, 2012:156). Bu gibi ekonomik sorunlara sebebiyet vermemek adına ekonominin 

sektörel dengeleri de göz önüne alınarak bir madencilik politikasının benimsenmesi gerekmektedir.

Tablo 4. Yıllar İtibariyle Maden Tüketimi (Milyon Dolar)

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?view=-
chart, (Erişim Tarihi: 10.06.2018).

Mineral tükenmesi, maden kaynakları stokunun tahmini değerinden azalan miktardır. Bu tahminde 

kalay, altın, kurşun, çinko, demir, bakır, nikel, gümüş, boksit ve fosfat yer almaktadır.

Yıllar itibariyle ülkelerin ihtiyaç duydukları maden miktarı ülkenin gelişmişlik seviyesiyle yakından 

ilişkilidir. Sanayileşmeyi sağlayabilmiş ülkeler açısından maden tüketiminin artması beklenen sonuçtur. 

Bu açıdan madencilik sektörünün geliştirilmesi sanayinin de gelişmesi anlamına gelecektir. Nitekim 

sanayi sektörünün ihtiyaç duyduğu hammadde ve enerjinin bir kısmı madencilik sektörü sayesinde 

sağlanabilmektedir. 

Tablo 4’te seçilmiş bazı ülkelerin maden tüketimleri verilmiştir. Özellikle Amerika ve Çin’in yıllar 

itibariyle verileri madencilik sektörünün ekonomik ilerlemede payını ortaya koymaktadır. Çin’in tüketim 

değerleri her geçen yıl artış göstermektedir bu durum da Çin’de sanayi sektörünün ilerlediğinin en bariz 

göstergelerindendir.

Tablo 5. Ülkelerin Maden Rantının GSYH’ye Oranı

Kaynak: Worldbank Enerji ve Madencilik İstatistikleri, https://data.worldbank.org/indicator/NY.ADJ.DMIN.CD?view=-
chart, (Erişim Tarihi: 10.06.2018).

Maden rantı, bir maden stokunun dünya fiyatlarındaki üretim değeri ile toplam üretim maliyetleri 

arasındaki farktır. Hesaplamaya dâhil olan mineraller kalay, altın, kurşun, çinko, demir, bakır, nikel, gümüş, 

boksit ve fosfattır. Tablo 5’te çeşitli ülkelerin maden rantları rakamları GSYH’nin yüzdesi şeklinde verilmiş-

tir. Bu tablodan hareketle ülkelerin GSYH’leri içerisinde madencilik faaliyetlerinin önemi görülebilmekte-

dir. Sanayileşme sürecini erken tamamlayabilen ülkeler üretim modellerini hammadde çıkarımından 

mamul mal üretimine ve finansallaşmaya doğru kaydırmışlardır. 2015 yılı itibariyle Demokratik Kongo 

Cumhuriyeti’nin maden rantının GSYH’si içerisindeki payı %14,433 ile seçilen ülkeler içerisinde en yüksek 

değere sahiptir. Yine aynı dönem itibariyle bakıldığında %0,00006 ile en düşük pay Birleşik Krallığa aittir. 

Birleşik Krallığı’n genel ekonomik yapısında bakıldığında finans ağırlıklı bir ekonomisinin olması bu 

durumun sebebini ortaya koymaktadır. Yine aynı şekilde ABD’ye bakıldığında maden rantının payının 

düşük olduğu görülebilecektir.

Tablo 6. Çeşitli Ülkelerin Madenlere Yönelik Vergisel İstatistikleri

Kaynak: Pricewaterhousecoopers Mining (PWC), https://www.pwc.com/gx/en/industries/energy-utilities-resour-
ces/publications/compare-mining-taxes-data-tool.html, , (Erişim Tarihi: 05.07.2018).

*Bu uygulama genel olmayıp istisnai bir şekilde uygulanabilmektedir.

• Arjantin: Arjantin’de kurumlar vergisi oranı %35’tir ve tüm şirketler için bu oran uygulanmakta-

dır. Kent Madencilik İmtiyazı ile Arjantin kentlerinde, kentin yetki alanı içinde madencilik yapan şirketlere 

kent yönetimine maden işletmesi tarafından ödenmesi gereken maden teli�eri belirleme izni verilmek-

tedir.

• Avustralya: Avustralya’da cari dönemde kurumlar vergisi oranı %30 olmakla beraber 2027 yılına 

kadar kademeli olarak %25’e düşürülmesi öngörülmektedir. Fakat şu an için parlamentoya sunulmuş 

herhangi bir yasa teklifi bulunmamaktadır. Maden ocağı, bazı mineraller o ülkede maden çıkartılıyorsa 

ilgili Avustralya Eyaleti veya Bölge hükümetine ödenecektir. Devlet İmtiyazı gereğince ödenmesi 

gereken yükümlülükler Avustralya hükümeti ya da bölge yönetimine ödenecektir.

• Brezilya: Brezilya’da kurumlar vergisi oranı %15’tir fakat karın aylık 6035 doları aşan kısmına 

yönelik olarak ek %10 vergi uygulanmaktadır. Bütün bunlara ek olarak da net gelir üzerinden %9’luk bir 

sosyal katkı payı alınmaktadır. Tüm bu yükümlülüklerin kaynağı aynı olmasından hareketle Brezilya’da 

kurumlar vergisi oranı %34 olarak hesaplanmaktadır. CFEM- Maden Kaynaklarının Keşfi için Mali Tazmi-

nat (Maden Teli�eri). CFEM, eyaletlere ve belediyelere gelir dağıtımı yapan bir federal imtiyazdır.

• Kanada: Kanada’da kurumlar vergisi oranı %15-%31 arasında değişiklik göstermekle beraber 

ortalama olarak %26,5 olarak uygulanmaktadır. Ana Madencilik sahalarında kurumlar vergisi oranları 

%10-%12 arasında değişmektedir. Belediye İmtiyazları-Madencilik imtiyazı, o madende belirli madenle-

rin çıkarılması durumunda ilgili Kanadalı eyalet veya bölge hükümetine ödenecektir.

• Şili: Şili’de kurumlar vergisi oranı % 24 olarak uygulanmaktadır. Şili Kurumlar vergisi oranı 2017 

yılı itibariyle %25,5 ve 2018 yılından itibaren %27 olarak uygulanacaktır. Madencilik Faaliyetlerine Özel 

Vergi- Bu vergi tüm madenler için geçerlidir. Petrol, gaz ve lityum gibi imtiyazın dışında kalan maddeler 

hariç tutulmuştur.

• Çin Halk Cumhuriyeti: Çin Halk Cumhuriyeti’nde uygulanan kurumlar vergisi oranı % 25’tir ve 

madencilik şirketlerinin gereken şartları sağlaması durumunda bu şirketlere kurumlar vergisi oranı %15 

olarak uygulanmaktadır.

• Demokratik Kongo Cumhuriyeti: Demokratik Kongre Cumhuriyeti’nde kurumlar vergisi oranı 

normal şartlarda %35 olarak uygulanmaktadır fakat madencilik alanında faaliyet gösteren firmalara 

yönelik olarak bu oran % 30 olarak uygulanmaktadır. Madencilik İmtiyazı- Etkin kullanımın başlangıcın-

dan itibaren, işletme ruhsatı sahibi tüm pazarlanabilir ürünlerdeki madencilik imtiyazının yükümlülükle-

rini taşımaktadır.

• Almanya: Almanya’da ticari karlar iki verginin konusunu oluşturmaktadır; kurumlar vergisi ve 

ticaret vergisi. Kurumlar vergisi temelde düz oranlı bir tarifededir ve % 15 olarak uygulanmaktadır. Bu 

orana ek olarak %5,5’lik bir birlik vergisi eklenmektedir. Ticaret vergisi de eyaletlere göre değişmekle 

beraber minimum %7 olarak belirlenmiştir. En yüksek ticaret vergisi tarihsel olarak madencilik merkezi 

olarak nitelenen Oberhousen kentinde uygulanmaktadır ve oranı %19,25’tir. Förderabgabe-Yükümlülük-

ler, doğal kaynakların madenciliğinin yapılması adına her yıl ödenir.

• Gana: Gana’da kurumlar vergisi %25 olarak uygulanmaktadır.

• Hindistan: Hindistan’da kurumlar vergisi %30 olarak uygulanmaktadır. Yerli firmalardan gelirleri 

154.550 Dolar (10 Milyon Rupi) ile 1.545.500 Dolar (100 Milyon Rupi) arasında olanlara ek %7 vergi 

uygulanmaktadır. Gelirleri 1.545.500 Doları aşan firmalara ise %12’lik bir ek vergi uygulanmaktadır. 

Yabancı firmalara uygulanan oran ise %40’tır. Geliri 1.545.500 Doları aşan yabancı firmalara uygulanan 

oran %43,26’ya yükselmektedir. 1 Mart 2016 sonrasında kurulan şirketler eğer imalat ve üretim sektörün-

de faaliyet gösteriyor ise bu oran %25 olarak uygulanmaktadır. İmtiyaz-Federal Hükümet imtiyaz yüküm-

lülüklerini belirler. Bununla birlikte, madencilik lisansı bir Birlik Bölgesinin yargı yetkisi altında olduğu 

durumlar haricinde, lisans sahibi Eyalet Hükümeti'ne ödenecektir.

• Endonezya: Endonezya’da kurumlar vergisi oranı %25 olarak uygulanmaktadır. İş sözleşmeleri-

ne göre bu oran %30, %35, %45’ yükselebilmektedir.

• Kazakistan: Kazakistan’da kurumlar vergisi oranı %20 olarak uygulanmaktadır ve madencilik 

şirketlerine yönelik olarak herhangi bir indirim bulunmamaktadır. Maden Çıkarma Vergisi, yeraltından 

çıkarılan doğal kaynaklar nedeniyle ödenmektedir.

• Meksika: Meksika’da kurumlar vergisi oranı %30 olarak uygulanmaktadır.

Madenciliğe yönelik olarak Özel Madencilik Vergisi, Olağanüstü Madencilik İmtiyazı olmak üzere 2 

tür vergi mevcuttur.

• Moğolistan: Yıllık geliri 1 225 125 Dolara kadar olan şirketlere uygulanan kurumlar vergisi oranı 

%10 iken bu miktarı aşan şirketlerin aştıkları kısma %25 olarak uygulanmaktadır.

İmtiyaz Vergisi- Bir maden ruhsatı sahibi merkezi ve yerel idarelere imtiyaz ücreti ödemek zorunda-

dır. Madenden çıkan, satılan, kullanılan her şey bu imtiyaz sınırları içerisindedir.

• Peru: Peru’da 2016 yılında uygulanan kurumlar vergisi %28 iken bu oran 2017-2018 yıllarında 

%27 ve 2019 yılında %26 olarak uygulanacaktır. 

1. Madencilik İmtiyazları, metalik ve metalik olmayan madensel kaynakları içerir.

2. Özel Maden Vergisi sadece metalik kaynakları içerir.

3. Özel Madencilik Katkısı sadece metalik kaynakları içermektedir. ÖMK sadece yürürlükte olan 

Vergi İstikrar Anlaşması olan projelere sahip maden şirketlerine uygulanabilir. Bu şirketler, bu katkıyı 

ödemek amacıyla Perulu Hükümet'le gönüllü olarak anlaşmalar yapacaklardır.

• Filipinler: Filipinler’de kurumlar vergisi oranı % 30’dur fakat belediye ve şehir yönetimleri % 2 ve 

% 3 ek vergi koyma hakkına sahiptir. Bu sebeple kurumlar vergisi oranı %30 ile %33 arasında değişmekte-

dir. 

Tüketim Vergisi: %2, Maden Rezervleri İmtiyazı: ürünün piyasa değerinin en az %5’i, Yerel Topluluk-

lara yapılan imtiyaz ödemeleri toplam satış hasılatının %1’inden az olamaz.

• Rusya: Rusya’da kurumlar vergisi oranı %20 olarak uygulanmaktadır. Toplanan bu % 20’lik 

kısmın %2’si federal bütçeye %18’i ise bölgenin bütçesine aktarılmaktadır. Moskova, St. Petersburg, 

Samara Bölgesi ve bazı diğer bölgelerde belirli bazı vergi mükelle�erine yönelik olarak ise kurumlar 

vergisi oranı %15,5 olarak uygulanmaktadır.

Madeni Kaynakları Çıkarma Vergisi (MRET), Rusya'da iç işlerini kullanan şirketler ve girişimciler 

tarafından ödenmektedir.

• Senegal: Senegal’de kurumlar vergisi oranı %30 olarak uygulanmaktadır. 

• Güney Afrika: Güney Afrika’da madencilik sektöründe faaliyet gösteren şirketlere uygulanan 

kurumlar vergisi oranı %28’dir. Buna ek olarak Güney Afrika’daki altın madenciliği de yapan şirketlere 

ekstra vergi uygulanmaktadır. Aşırı kar elde eden firmalara uygulanacak olan oran ise şu formül yardımıy-

la hesaplanmaktadır: 

34-170/x, 

x=şirketin vergilendirilebilir altın gelirinin toplam altın gelirine oranı

Altından elde edilen gelirin vergiye konu olan kısmı arttıkça ödenecek olan ek vergi de artmaktadır.

• Tanzanya: Tanzanya’da kurumlar vergisi oranı %30 olarak uygulanmaktadır.

• Ukrayna: Ukrayna’da kurumlar vergisi oranı % 18 olarak uygulanmaktadır.

• İngiltere: İngiltere’de kurumlar vergisi oranı 2017 yılı itibariyle %19’dur. 2020 yılında ise bu oran 

%17’ye düşürülecektir.

• ABD: ABD’de kurumlar vergisi oranı eyaletler arasında farklılık göstermektedir. Bu oran %35 ile 

%47 arasında değişiklik göstermektedir. Önümüzdeki dönemlerde bu oranın daha düşük bir seviyeye 

çekilmesi planlanmaktadır.

1) Federal bölgelerde yüzeyden çıkarılan kömüre %12,5, yer altından çıkarılan kömürlere %8 vergi 

uygulanmaktadır.

2) Nevada vergi sistemine göre madenden çıkarılan ürünlerin giderleri düşüldükten sonra vergi 

ödenir. Maksimum oran %5’tir.

3) Diğer eyaletlerde de muhtelif vergiler bulunmaktadır.

Tablo 7. Seçilmiş Ülkelerde Çeşitli Madenlerin Vergi Oranları

Kaynak: PricewaterhouseCoopers mining (PWC), https://www.pwc.com/gx/en/industries/energy-utilities-resour-
ces/publications/compare-mining-taxes-data-tool.html, , (Erişim Tarihi: 05.07.2018).

Her ülkenin ihtiyaçları farklılık arz etmektedir. Bu durum da ülkelerin farklı sosyal ve ekonomik 

kurumlara sahip olmasına sebep olmaktadır. Bu kurumlar da toplumsal ihtiyaçları şekillendiren bir unsur 

olarak karşımıza çıkmaktadır. Tablo 7’de görüleceği üzere aynı vergi konusu üzerinde pek çok farklı 

uygulama görülmektedir. Kimi ülkeler vergi dışı bırakırken kimileri de ciddi düzeyde vergi yükü 

yüklemektedir. Almanya tüm maden türlerinde %10 gibi standart bir oran belirlemiş iken Rusya bazı 

maden türlerinde maktu vergiler benimsemiştir. ABD birçok eyaletten oluştuğundan madenlere uygula-

nan vergi oranları eyaletten eyalete değişiklik göstermektedir. Bu durum da oranların dalgalanmasını 

beraberinde getirmektedir.

5. Sonuç

Ülkemizdeki madencilik sektörünün en önemli sorunu, tarihsel süreçte tutarlı ve belirli bir maden 

politikasının oluşturulamamasıdır. Bu duruma paralel olarak maden kanununda bir istikrarın yakalana-

mayarak sürekli olarak değişikliklere konu olması da beklenen bir uygulama olarak karşımıza çıkmıştır. 

Madenciliğe yönelik olarak istikrarlı bir yasanın olmayışı da maden sektörüne yönelik bir vergi politikası-

nın olmayışını beraberinde getirmiştir. Madencilik yasasının sürekli olarak değişime konu olmasının bir 

diğer olumsuz yanı da bu sektöre yönelik olarak etkin politikaların oluşturulamaması olmuştur.

Türkiye’nin sanayileşme yolunda attığı adımlarla beraber her geçen gün gelişen sanayi ile birlikte 

değişen ekonomik şartlar da düşünülerek madencilik sektörünün gelişimine ve modernizasyonuna 

yönelik bir yol haritasının oluşturulması elzemdir. Bu yol haritası çıkarılırken de mesleki kuruluşların 

görüşlerine yer verilmesi çok büyük önem arz etmektedir. Bu meslek kuruluşlarını ise; Jeofizik Mühendis-

leri Odası, Maden Mühendisleri Odası, Mermer İhracatçıları Birliği, Çimento Müstahsilleri Birliği, madenci-

lik sektörüne yönelik kamu kurum ve kuruluş temsilcileri, sendikalar olarak sıralamak mümkündür. 

Sayılan aktörlerin katılımı ve görüşleri sonucunda şekillenecek öneri ve fikirler madencilik sektörünün 

gelişimi adına çok olumlu sonuçlar ortaya çıkarabilecektir. Bu şekilde geniş katılımlı bir toplantının 

sonucunda ortaya çıkacak olan sonuçlar sektöre pek çok farklı açıdan bakmayı sağlayacağından önemli 

bir bilgi kaynağı olacaktır.

Madencilik sektörü ekonominin birçok alanına hammadde sağladığından bu sektörde meydana 

getirilecek bir maliyet düşüşü dalga dalga tüm ekonomiyi etkileyecek ve bu sayede de üretim maliyetleri 

düşeceğinden gerek en�asyonla mücadele alanında gerekse de ekonomik büyümenin sağlanması 

noktasında pozitif çıktılar ortaya çıkabilecektir. Politika yapıcıların salt vergi hasılatını artırıcı mantıkla 

hareket etmeyip bu durumu göz önünde bulundurmaları genel ekonomi açısından önem arz etmekte-

dir.

Devletin öncelikli hede�erinden bir tanesi de orta ve uzun vadede madencilik sektöründeki 

ağırlığını özel sektöre devretmeye çalışmak olmalıdır. Devletin genel olarak özel sektöre nazaran daha 

hantal bir yapıda olması madencilik sektörünün çağın gerektirdiği özelliklere ulaşması konusunda engel 

teşkil edebilecektir. Devletin de bu devir sürecini iyi yönetip hem çağın gereklerini sağlaması noktasında 

özel girişimcilere teşvikler sağlaması hem de özellikle çevresel faktörleri de göz önünde tutarak sektörü 

denetlemesi gerekmektedir. Denetimler sonucunda da olumsuz tutumlara müsamaha göstermeden 

gerekli yasal prosedürleri de işletmesi gerekmektedir.

Vergiler maliye politikasının en önemli araçlarından birisidir. Bir sektöre müdahale edilmesi 

durumunda vergilerin kullanılması çok olağan bir durumdur. Sektörün teşvik edilmesi yahut sektör 

üretiminin kısılması gibi amaçlar uğruna vergi politikası kullanılabilmektedir. Madencilik sektörünün de 

özellikle teşviki adına vergi politikaları aktif olarak kullanılması gerekmektedir. Sektör, yapı itibariyle çok 

büyük riskler barındırdığından özellikle vergi politikalarıyla desteklenmesi çok büyük önem arz etmekte-

dir. Vergi politikaları ile sektörün maliyetlerinin düşürülmesi, sektörün üretimi sonucunda ortaya çıkan 

gelirin toplum nezdinde adaletli dağılımı ve sektörün istikrarlı bir ilerleme sağlamasına katkıda bulunula-

bilir. 
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 
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on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.
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• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

  

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 
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all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 
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all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 
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 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

  

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 
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The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 
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The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 
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2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

  

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,
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• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,
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• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 
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Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

  

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 
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improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 
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improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 
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United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

  

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

13
   

89 Yıl: 2019  Sayı: 16  |  Gümrük Ticaret Dergisi

Faruk ŞEN

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 
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exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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1. Trade Facilitation Strategy of CBP

CBP has a mission of protecting American people, economy and borders by enhancing Nations’ 

safety, security, and prosperity through collaboration, innovation and integration. Strategic trade goal of 

CBP is to ‘Enhance U.S. Economic Competitiveness by Enabling Lawful Trade and Travel’. Advancing U.S. 

economic competitiveness and promoting economic prosperity requires not only public-private 

partnerships but also international partners. E�ciently and e�ectively processing goods and people 

across borders is crucial to support the Nation’s economy, promote job growth, and help the private 

sector remain competitive in an evolving global economy. This requires reducing barriers to the efficient 

flow of trade and travel, streamlining and unifying processes and procedures, and managing the volume 

of cargo and passengers by separating goods and travelers according to the risks they pose. CBP has 

three trade facilitation objectives; reducing trade cost; promoting harmonization; and expanding risk 

segmentation (CBP, 2015).

1.1. Reducing Cost of Trade

The �rst trade facilitation objective of CBP is to reduce costs for the U.S. government and therefore 

the trade and travel communities by streamlining processes in collaboration with public and private 

sector partners. Eliminating barriers to the flow of lawful cargo and passengers can help create a 

contemporary, e�cient, and cost-e�ective international trade and travel system. By making a 

common-sense approach that complements the international environment, CBP provides businesses 

and individuals with greater predictability and transparency to advance economic competitiveness. This 

needs transformative thinking in collaboration with the private sector to leverage innovative technology 

and processes. CBP strengthen its focus on integrating process capabilities for trade and travel across the 

Federal enterprise to cut back administrative burdens. In addition, leading a uni�ed 

whole-of-government approach to maneuver lawful product and passengers more quickly across 

borders can support a dynamic and resilient economy (CBP, 2015). 

1.2. Promoting Harmonization 

The second trade facilitation objective of CBP is to promote harmonization throughout ports of 

entry and other U.S. government agencies. In a fast-paced, interconnected world economy, uniform and 

predictable decision-making is crucial to making the business certainty necessary to support economic 

competitiveness. This needs that CBP harmonize processes across the ports of entry supporting a uni�ed 

facilitation and enforcement posture. It additionally requires that CBP lead efforts to unify approaches 

across the Federal enterprise to confirm a whole-of-government approach and to guide the 

international development of common practices (CBP, 2015). 

1.3. Expanding Risk Segmentation

The third trade facilitation objective of CBP is to expand risk-segmentation through advanced 

technology to enable low-risk trade and travel. The majority of cross-border traffic consists of lawful and 

compliant trade and travel. Categorizing merchandises and travelers in consistent with the risks they 

create through risk segmentation allows CBP to expedite legitimate passengers and cargo. Enhancing 

identi�cation of the portion of border tra�c that ought to be expedited needs an accurate risk 

assessment for each traveler and cargo shipment over land, water, or air that crosses the U.S. border. 

Information and data are central to the analysis of risk and therefore the useful assessment of actionable 

intelligence (CBP, 2015)

2. Trade Facilitation Implementations of CBP

Trade facilitation involves tension with trade enforcement and import security because trade 

facilitation involves encouraging faster and more efficient trade flows, while trade enforcement and 

import security involve identifying and preventing illegal flows – often slower cargo flows and reduce 

e�ciency (Library of Congress. Foreign A�airs Division, 2015). Trade facilitation implementations, in the 

US Customs Border Protection context can be classi�ed into security-driven facilitations and 

trade-driven facilitations. 

2.1. Security-Driven Facilitation Implementations

Import security highlights the protection of the US homeland from the entry of weapons of mass 

destruction, illicit drugs and other contraband goods. Although customs agencies have always played a 

role in the protection of public safety, including through drug enforcement, the 9/11 terrorist attacks 

have caused many Americans to pay more attention to transportation and port security (Library of 

Congress. Foreign A�airs Division, 2013) . As a result of this emphasize CBP focuses it e�orts in cargo 

security and traveler security.

2.1.1. Cargo Security

In FY 2017 more than 28.5 million cargo containers arrived at US ports by maritime, rail and truck 

(CBP, 2017). CBP develops programs through establishing partnership with the trade community to 

increase the security of the international trade. As part of these programs The Container Security 

Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the main response of CBP to the 

events of 9/11. Even though both programs were initially implemented as security-driven initiatives, 

they evolved into one of backbone components of the CBP’s overall trade facilitation implementations.

2.1.1.1. Container Security Initiative

Containers can pose numerous threats, and U.S. ports would be vulnerable to terrorist attacks 

without ensuring the security of containers and their contents considering the number of containers 

arrive at ports. Among others the worst scenario would be that one of containers that shipped to the US 

ports and moved to a major city might contain a nuclear bomb (Haveman, Jennings, Shatz, & Wright, 

2007). In a recent estimate, a 10 to 20 kiloton nuclear weapon detonated in a major seaport would kill 

between 50,000 to one million people and result in direct property damage of $50 to $500 billion, losses 

due to trade disruption of $100 billion to $200 billion, and indirect costs of $300 billion to $1.2 trillion 

(United States. Congress. Senate. Committee on Homeland Security Governmental A�airs. Permanent 

Subcommittee on Investigations, 2005). 

Therefore, it is very important to scan the marine cargo to detect the threat before cargo is loaded 

on ships for the United States. The Container Security Initiative (CSI), which aims to inspect containers in 

foreign ports, was set up as part of the U.S. Customs and Border Protection (CBP) layered cargo security 

strategy in response to terrorist attacks on September 11, 2001 .

Title II, Section 205 of Security and Accountability for Every (SAFE) Port Act Of 2006 establishes the 

CSI to identify and examine or search maritime containers that pose a security risk before loading such 

containers in a foreign port for shipment to the United States, either directly or through a foreign port. 

According to the SAFE Port Act of 2006, CBP may treat cargo loaded in a foreign seaport designated 

under the Container Security Initiative as presenting a lesser risk than similar cargo loaded in a foreign 

seaport that is not designated under the Container Security Initiative, for the purpose of clearing such 

cargo into the United State (CBP, 2006). Being treated as a cargo that present less risk under CSI is what 

makes the initiative a part of the trade facilitation implementations of CBP. 

In an attempt to strengthen national security, the United States has been pushing out its borders 

through CSI that is designed to prevent containerized shipping-the primary means of transporting 

goods in global trade-from being exploited by terrorists (Romero, 2003). CSI is based on the premise that 

the security of the world's maritime trading system needs to be enhanced and that it will be more secure 

if high-risk cargo containers are targeted and screened before they are loaded (UNCTAD, 2004). 

The initiative operates in 60 foreign ports in 35 countries - covering about 80 percent of shipping 

containers to the United States, it addresses the threat to border security and global trade from maritime 

containers. CBP officers in foreign ports work with their host government counterparts to target and 

examine high-risk cargo before they are placed aboard ships bound to the United States. In FY 2016, CBP 

officers at CSI ports reviewed 11.9 million bill of lading and conducted more than 101,800 exams with 

their host country counterparts (CBP, 2017).

The CSI program has four core elements (UNCTAD, 2004); 

• Establishing security criteria to identify high-risk containers based on advance information;

• Pre-screening those containers identified as high-risk before they arrive at U.S. ports;

• Using technology to quickly pre-screen high-risk containers, including radiation detectors and 

large-scale x-ray and gamma ray machines;

• Developing secure and "smart" containers.

CSI provides bene�t to international government and trade community. Among others some main 

substantial benefits of CSI are as follows (CBP, 2006a);

• CSI offers added protection, on a day-to-day basis, for the primary system of international 

trade – a system on which all national economies of the world depend.

• The collaboration between Customs administrations improves their capabilities and increases 

the overall e�ectiveness of the targeting process. 

• By engaging international organizations, hosting global conferences and interfacing with 

foreign countries to address significant threats of terrorism, CSI is participating in developing a world 

standard.

• While providing security for the maritime cargo transportation system, CSI ensures that 

security mechanisms do not impede the flow of legitimate trade.

• Adoption of a standardized, harmonized security approach ensures that companies can 

compete and allows nations to have confidence in the security of goods flowing through their ports. 

• With the effective supply chain security provided by CSI ports, resumption of trade in the event 

of a terrorist attack can be achieved rapidly.

2.1.1.2. Customs-Trade Partnership Against Terrorism (C-TPAT)

Custom-Trade Partnership Against Terrorism (C-TPAT) is, beyond question, the largest and most 

successful government-private sector partnership to emerge from the ashes of 9/11 (CBP, 2004). C-TPAT 

was launched in November 2001 with just seven big importers; at the end of FY 2016, C-TPAT had 12,083 

program participants and 11,506 certi�ed partners (CBP, 2016). C-TPAT is but one layer in U.S. Customs 

and Border Protection’s (CBP) multi-layered cargo enforcement strategy. Through this program, CBP 

works with the trade community to strengthen international supply chains and improve United States 

border security. Under a standard like C-TPAT, global supply chains are expected be fully vetted for 

security, personnel, and process control (Kleindorfer & Saad, 2005). Even though Bagchi and Paul (2017) 

indicates that an important proportion of cost of security is shifted to private companies in exchange for 

faster movement of goods at borders, further research by Voss, & Williams (2013) demonstrates that 

C-TPAT-certi�ed �rms outperform their noncerti�ed counterparts in several important areas. 

C-TPAT is a voluntary public-private sector partnership program which recognizes that CBP can 

provide the highest level of cargo security only through close cooperation with the main stakeholders of 

the international supply chain. The Security and Accountability for Every Port Act of 2006 provided a 

statutory framework for the CTPAT program and imposed strict program oversight requirements 2. 

The purposes of the C-TPAT program are to;

1) Strengthen and improve the overall security of the international supply chain and United 

States border security,

2) Facilitate the movement of secure cargo through the international supply chain,

3) Ensure compliance with applicable law, and

4) Serve as the Authorized Economic Operator (AEO) program for the United States.

C-TPAT provides benefits to participants meeting or exceeding the program requirements. 

Participants in C–TPAT include Tier 1 participants, Tier 2 participants, and Tier 3 participants. Importers, 

customs brokers, forwarders, air, sea, land carriers, contract logistics providers, and other entities in the 

international supply chain and intermodal transportation system are eligible to apply to voluntarily 

enter into partnerships with the Department under C–TPAT (CBP, 2006).

Currently program partners include U.S. importers/exporters, U.S./Canada highway carriers; 

U.S./Mexico highway carriers; rail and sea carriers; licensed U.S. Customs brokers; U.S. marine port 

authority/terminal operators; U.S. freight consolidators; ocean transportation intermediaries and 

non‐operating common carriers; Mexican and Canadian manufacturers; and Mexican long‐haul carriers, 

all of whom account for over 52 percent (by value) of cargo imported into the U.S. 2 

An applicant seeking to participate in C–TPAT will have to;

1) Demonstrate a history of moving cargo in the international supply chain

2) Conduct an assessment of its supply chain based upon security criteria established by the CBP 

including;

a) Business partner requirements

b) Container security

c) Physical security and access controls,

d) Personnel security

e) Procedural security

f ) Security training and threat awareness 

g) Information technology security

3)  Implement and maintain security measures and supply chain security practices meeting 

security criteria established CBP

4) Meet all other requirements established by CBP. 

Companies should apply to participate in C-TPAT. Participants submit an online electronic 

application that includes the submission of corporate information on the CBP's web page, the supply 

chain security pro�le, and the acceptance of an agreement for voluntary participation. In completing the 

supply chain security pro�le, companies must perform a thorough self-assessment of supply chain 

security procedures using C-TPAT safety criteria or guidelines developed jointly for their speci�c 

enrollment category by the CBP and the trade community.

Companies that successfully meet the minimum security criteria of CBP are certi�ed as Tier 1 

partners and have limited benefits within the scope of the C-TPAT program. As part of Tier 1 certified 

business partners, the risk score is reduced by up to 20 percent of the high-risk threshold created within 

the CBP. Such a reduction would result in less cargo inspection for security concerns, and a lower level of 

random Compliance Measurement examinations compared to non-C-TPAT importers. Tier 1 importers 

are also eligible for accelerated cargo handling (FAST lanes) at land borders, having 'front of lines' 

privileges at the entry ports required for entrance examinations, and having some penalty reductions in 

the Trade Act of 2002 and become eligible for Importer Self-Assessment Program and participate in 

C-TPAT training seminars (CBP, 2006b). 

Participants that are certi�ed as Tier 1 are subject to the on-site assessment for validation of the 

security measures and their supply chain security practices within 1 year of their certification as Tier 1 

participant. With additional commitment demonstrated as a result of successful validation, the importer 

then becomes eligible for Tier 2 status whom benefits includes all the same benefits associated with Tier 

1 with addition of twice the level of risk score reductions received by Tier 1 importers through CBP” S 

Automated Targeting System as well as priority searches and fewer examinations of cargo for security 

reasons compare to Tier 1. 

 Finally, participants who demonstrate a sustained commitment to maintaining security measures 

and supply chain security practices that exceed the security criteria of Tier 2 status are classi�ed as Tier 3 

participants. Adaption of Security Best Practices that have overlapping and interlocking layers of 

defense, submission of additional information regarding cargo prior to loading, utilization of container 

security devices, and compliance with any other cargo requirements established by CBP are also 

required for Tier 3 participants. Under Tier 3 status benefits include all benefits associated with Tier 1 and 

Tier 2 statuses. The extended bene�ts for Tier 3 status include the expedited release of cargo in 

destination ports within the United States during all risk levels designated by CBP, further reduction in 

examinations of cargo, priority for examinations of cargo, further reduction in the risk score assigned 

pursuant to the Automated Targeting System, and inclusion in joint incident management exercises. Tier 

3 status is also precursor for CBP’s ‘Green Lane’ which will afford members with zero inspection upon 

arrival except for occasional random examination (CBP, 2006b). For instance, an analyze by CBP indicates 

that entries from non-C-TPAT members are 3.5 times more likely to undergo a security- based exam than 

those from C-TPAT Tier II Partners; and nine times more likely than those entries �led by C-TPAT Tier III 

companies.

There are three steps to become a C-TPAT participant. The first step is for company to review the 

C-TPAT minimum security criteria to determine the company's compliance with the program. The second 

step is that the company makes a basic application with the C-TPAT portal system and accepts voluntary 

participation. The third step is to complete the company's supply chain security pro�le. The Security 

Profile describes how the company meets the minimum security criteria of C-TPAT2.

Upon the satisfactory completion of the application and supply chain security pro�le, a C-TPAT 

Supply Chain Security Specialist is assigned to review the materials submitted by the applicant and 

provide guidance to the ongoing program. The C-TPAT program will have up to 90 days to approve or 

reject the application. If certified, the company will be validated within a year of certification as Tier 1 

status. In addition, Level 2 and Level 3 participants are subject to the revalidation process, not less than 

once each 4-year period following the initial validation2.

C-TPAT also serves as the Authorized Economic Operator (AEO) program for the United States. One 

of the main benefits of the AEO is that it will be mutually recognized by the customs authorities of other 

countries. Mutual recognition refers to activities related to the signing of an arrangement document 

between the CBP and a foreign customs administration that provides a platform for exchanging 

membership information and recognize the compatibility of the relevant supply chain security program. 

The document, referred to as “arrangement”, indicates that the security requirements or standards of the 

foreign industry partnership program and also the veri�cation procedures are the same or similar as the 

C-TPAT program. Mutual Recognition Arrangements (MRA), therefore, are bilateral understandings 

between the two customs administrations. As of July 2016, CBP has signed eleven MRA2.

Participants of C-TPAT may gain more facilitation from CBP by taking a part at The Importer 

Self-Assessment (ISA) program which is a joint government-business initiative designed to build 

cooperative relationships that strengthen trade compliance. It is based on the premise that importers 

with strong internal controls achieve the highest level of compliance with Customs laws and regulations. 

The ISA program provides a means to recognize and support importers that have implemented such 

systems. 

The ISA program is a voluntary approach to trade compliance built on the knowledge, trust, and 

willingness to maintain an ongoing CBP/importer relationship that is mutually beneficial to both parties. 

The CBP aims to partner with importers who can demonstrate that they are ready to assume 

responsibility for managing and monitoring their compliance through self-assessment. Importers who 

are accepted to the ISA program receive tangible benefits while allowing the CBP to redirect valuable 

resources to focus on high-risk and unknown importers. The ISA benefits include; exemption from the 

Regulatory Audit’s audit pool, expedited cargo release, designated National Account Manager, 

expanded benefits for Prior Disclosure, mitigated Penalties and Liquidated Damages, priority 

consideration for ISA members to participate in the Centers of Excellence and Expertise, expedited 

internal advice or consultation with Regulations & Rulings, Importer Trade Activity Data received free of 

charge, opportunity to apply for coverage of multiple business units (CBP, 2011). 

2.1.2. Traveler Security 

CBP o�cers processed more than 397.2 million travelers at air, land, and sea ports of entry in 2017, 

including more than 124.2 million travelers at air ports of entry. Over the last �ve years, international 

travel has grown approximately 9.7 percent overall and 21.6 percent at airports (CBP, 2017). CBP ensures 

the security of travelers mainly by preclearance program and Trusted Traveler Programs (Global Entry, 

FAST, NEXUS and SENTRI) These programs speed the processing of pre-approved, low-risk travelers, 

allowing CBP to focus on higher-risk travelers. Applicants of Trusted Traveler Programs (TTP) apply online 

through CBP’s Global Online Enrollment System and undergo a background check, biometrics 

collection, and an interview with a CBP officer. Participation in these fee-based programs is voluntary, 

and membership is good for five years. Once an applicant is enrolled in a program, CBP runs law 

enforcement checks every 24 hours to ensure the members maintain a low-risk status. In FY 2016, CBP 

produced more than 1.5 million TTP cards (CBP, 2016). 

2.1.2.1. Preclearance 

Before granting entry to the United States, the immigration, customs and agricultural inspection of 

each passenger and baggage must be carried out by CBP o�cers and agricultural experts. Preclearance 

allows these inspection operations to occur in foreign soil before flying directly to the United States 

without further CBP processing or security screening on arrival .

CBP has more than 600 law enforcement officers and agriculture specialists stationed at 15 air 

Preclearance locations in 6 countries; Canada, Bahamas, Bermuda, Aruba, Ireland, and United Arab 

Emirates. In Fiscal Year 2017, CBP personnel stationed abroad precleared 19 million travelers, 

representing over 15 percent of all commercial air travelers to the United States. Some bene�ts of 

precleared passengers include; more direct-flight to domestic destinations, shorter wait times for 

inspection process at the airports, seamless baggage transfer, streamlined security screening, e�cient 

pre-boarding experience (CBP, 2016a). 

2.1.2.2. Global Entry 

Global Entry is a CBP program that allows accelerated clarity for low-risk travelers on arrival in the 

United States. Members enter the United States with automatic kiosks at certain airports. At airports, 

program members pass through global entry kiosks, present their machine-readable passport or US 

permanent cards, place �ngerprints on the scanner for �ngerprint veri�cation, and complete a customs 

declaration. Kiosk gives a receipt to the traveler and directs the passenger to the baggage claim and the 

exit. 

Travelers must be pre-approved for the Global Entry program. All candidates undergo a strict 

background check before enrolment and an interview in person. Although Global Entry's goal is to 

speed up passengers throughout the process, members can be selected for further review as they enter 

the United States. Any violation of the program's terms and conditions will result in proper enforcement 

action and termination of the visitor's membership privileges. U.S. citizens, U.S. nationals and U.S. Lawful 

Permanent Residents may apply for Global Entry as well as citizens of certain countries with which CBP 

has trusted traveler arrangements, including Argentina, Colombia, Germany, Mexico, the Netherlands, 

Panama, the Republic of Korea, Singapore, Switzerland, the United Kingdom and now India. As of July, 

2007 available at 53 U.S. airports and 15 Preclearance locations, Global Entry streamlines the 

international arrivals process at airports for trusted travelers. The more than 4 million Global Entry 

members bypass traditional CBP inspection lines and use an automated kiosk to complete their 

admission to the United States without facing paperwork. Members have also access to expedited entry 

benefits in other countries as well as eligibility for TSA Pre� ( a program expedites traveler screening 

through Transportation Security Administration (TSA) security checkpoints)7.

2.1.2.3. Free and Secure Trade Program (FAST)

The Free and Secure Trade (FAST) program is a commercial clearing program for low-risk shipments 

from Canada and Mexico to the United States. Launched after 9/11, this innovative trusted 

traveler/trusted shipper program provides an accelerated process for commercial carriers who have 

completed background checks and meet certain eligibility requirements7.

More than 78,000 commercial drivers are enrolled in the FAST program nationwide. FAST 

enrollment is open to truck drivers from the U.S., Canada, and Mexico. FAST vehicle lanes process cargo 

at land border ports of entry that serve commercial cargo: 17 ports on the northern border and 17 on the 

southern border. The majority of dedicated FAST lanes are located in northern border ports in Michigan, 

New York and Washington and at southern border ports from California to Texas. Participation in FAST 

requires that every link in the supply chain, from manufacturer to carrier to driver to importer, is certified 

under the Customs-Trade Partnership Against Terrorism (C-TPAT) program7. 

Among the key bene�ts of FAST enrollment are: 

• Access to dedicated lanes for greater speed and efficiency in processing trans-border 

shipments; Reduced number of inspections resulting in reduced delays at the border; 

• Priority, front-of-the-line processing for CBP inspections; and,

• Enhanced supply chain security while promoting the economic prosperity of the U.S., Canada 

and Mexico.

2.1.2.4. Northern Border Crossing System (NEXUS)

NEXUS is a cooperative effort between CBP and Canada Border Services Agency . The NEXUS 

program allows for accelerated operations of pre-screened passengers when entering the United States 

and Canada. Members of the program use special transaction lanes at the designated North border 

ports of entry, NEXUS kiosks when entering Canada by air and Global Entry kiosks when entering the 

United States via Canadian Preclearance airports. NEXUS members also receive accelerated transactions 

at sea marine sites. Among the bene�ts of NEXUS; using dedicated processing lanes at land border 

crossings, using NEXUS kiosks when entering Canada, using Global Entry kiosk when entering the 

United States, and calling a marine telephone reporting center to report arrival into the United States 

and Canada7. 

2.1.2.5. Secure Electronic Network for Travelers Rapid Inspection (SENTRI)

 The Secure Electronic Network for Travelers Rapid Inspection (SENTRI) provides expedited CBP 

processing from Mexico through dedicated commuter lanes for vehicles and pedestrians. SENTRI is a U.S. 

Customs and Border Protection (CBP) program that allows expedited clearance for pre-approved, 

low-risk travelers upon arrival in the United States. Participants may enter the United States by using 

dedicated primary lanes into the United States at Southern land border ports. Travelers must be 

pre-approved for the SENTRI program. All applicants undergo a rigorous background check and 

in-person interview before enrollment. Benefits of program include; using dedicated processing lanes at 

southern land border crossings, using NEXUS land when entering the United States from Canada by 

land, and using Global Entry kiosk when entering the United States7. 

2.2. Trade-Driven Facilitation Implementations

Along with the complexity of customs procedures, international trade requires submission of large 

amount of information by trade community to the customs administration. This information is used by 

many other government agencies in terms of ensuring the import security as well as deciding 

admissibility of merchandise. Enabling trade community for electronic submission, converting manual 

procedures into electronic ones, interchanging of data among government agencies, and developing 

industry sector-tailored solutions for traders are at the core of trade-driven facilitations.

2.2.1. Automated Commercial Environment, International Trade Data System and 
Single Window

The Automated Commercial Environment (ACE) is the primary system through which the trade 

community reports imports and exports and the government determines admissibility. Through ACE as 

the Single Window, manual processes are streamlined and automated, paper is being eliminated, and 

the trade community is able to more easily and efficiently comply with U.S. laws and regulations. ACE has 

modernized and streamlined trade processing across all business capabilities, including Manifest, Cargo 

Release, Post Release, Export and Partner Government Agencies (PGAs). The ACE is the system through 

which the United States government has implemented the “single window,” the primary system for 

processing trade-related import and export data required by government agencies. This transition away 

from paper-based procedures results in faster, more streamlined processes for both government and 

industry. 

The concept of ‘Single Window’ is defined at WTO’s Trade Facilitation Agreement as an automated 

platform that enables traders to submit documentation and/or data requirements for importation, 

exportation, or transit of goods through a single entry point to the participating authorities or agencies. 

In CBP’s context single window platform is formed as International Trade Data System (ITDS) which is 

established by the section 405 of Security and Accountability for Every (SAFE) Port Act of 2006 as an 

electronic trade data interchange system. 

According to the SAFE Port Act, the purpose of the ITDS is to eliminate redundant information 

requirements, to efficiently regulate the flow of commerce, and to effectively enforce laws and 

regulations relating to international trade, by establishing a single portal system, operated by CBP, for 

the collection and distribution of standard electronic import and export data required by all 

participating Federal agencies. All Federal agencies that require documentation for clearing or licensing 

the importation and exportation of cargo shall participate in the ITDS (CBP, 2006). 

The International Trade Data System (ITDS) is an interagency program to establish a single window 

through which the data required by government agencies for international trade transactions may be 

submitted by the trade. SAFE Port Act of 2006 mandated that all agencies which require documentation 

for clearing or licensing the importation and exportation of cargo to participate in ITDS. Currently, 47 

agencies are working together to implement the goals of ITDS as Partner Government Agencies (PGAs). 

The technology backbone for ITDS is the Automated Commercial Environment (ACE). By providing a 

centralized online access point to connect CBP, the trade community, and PGAs, ACE will ultimately 

become the “single window” for all trade and government agencies involved in importing and 

exporting. ACE will allow agencies to obtain data more quickly, process cargo more expeditiously and 

identify unsafe, dangerous, or prohibited shipments. 

The bene�ts of ITDS are substantial include;

• Reduction or elimination of paper forms will reduce handling costs to the filers, CBP and the 

PGAs. Legitimate trade will be approved for release into the commerce more quickly resulting in greater 

cost savings for both Government and private sector. 

• Access to electronic data will improve targeting, based on a risk-management approach, to 

more precisely target the highest risk people, cargo, and conveyances crossing the border. Those 

considered low-risk will move more quickly and smoothly through ports of entry and exit. 

• Policy formulation and review will be improved by providing more accurate and complete 

international trade data, more sophisticated access to this data, and improved timeliness for decision 

makers. 

• Federal agencies with border responsibilities will be better able to work with the trade to 

improve trade compliance.

The Executive Order 13659 dated February 19, 2014, on Streamlining the Export/Import Process for 

America’s Businesses sets forth deadline as December 31, 2016, for completion and government-wide 

use of the ITDS. The Executive Order also establishes Border Interagency Executive Council (BIEC), an 

interagency working group that serves as an Executive Advisory Board, with the mission of assisting 

federal agencies in their e�orts to develop policies and processes to enhance coordination across 

customs, transport security, health and safety, sanitary, conservation, trade, and phytosanitary agencies 

with border management authorities and responsibilities to measurably improve supply chain 

processes and improve identi�cation of illicit shipments. BIEC plays a crucial role in terms of e�ective 

collaboration of PGAs to ensure the successful implementation of ITDS by which US realize its ‘Single 

Window’ initiative. 

2.2.2. Centers of Excellence and Expertise

Centers of Excellence and Expertise (Centers) are de�ned as national CBP o�ces that are 

responsible for performing certain trade functions and making certain determinations, regarding 

importations of merchandise by their assigned importers, regardless of the ports of entry at which the 

importations occur. The Centers are organized by industry sectors, which are categorized by the 

Harmonized Tari� Schedule of the United States (HTSUS) number.

The concept of Centers was developed as a result of discussions with the Advisory Committee on 

Commercial Operations of U.S. Customs and Border Protection (COAC), which promoted the 

management by account framework. The COAC is an advisory committee established in accordance 

with the provisions of the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. COAC provides advice 

and makes recommendations to the Commissioner of CBP, the Secretary of the Department of 

Homeland Security, and the Secretary of the Treasury on all matters involving the commercial operations 

of CBP and related U.S. Department of Homeland Security (DHS) and Treasury functions. CBP has 

continually consulted COAC throughout the development of the Centers12. 

In October 2011, CBP established the first two Centers and today there are ten Centers; Electronics 

Center, Pharmaceuticals, Health & Chemicals Center, Petroleum, Natural Gas & Minerals Center, 

Machinery Center, Industrial & Manufacturing Materials Center, Consumer Products & Mass 

Merchandising Center, Base Metals Center, Automotive & Aerospace Center, Apparel, Footwear & Textiles 

Center, Agriculture & Prepared Products Center. 

Section 110 of TFTEA of 2015 requires CBP to develop and implement Centers of Excellence and 

Expertise that; enhance the economic competitiveness of the United States by consistently enforcing 

the laws and regulations of the United States at all ports of entry of the United States and by facilitating 

the flow of legitimate trade through increasing industry-based knowledge; improve enforcement 

e�orts, including enforcement of priority trade issues in speci�c industry sectors through the application 

of targeting information from the National Targeting Center and from other means of veri�cation; build 

upon the expertise of U.S. Customs and Border Protection in particular industry operations, supply 

chains, and compliance requirements; promote the uniform implementation at each port of entry of the 

United States of policies and regulations relating to imports; centralize the trade enforcement and trade 

facilitation e�orts of CBP; formalize an account-based approach to apply to the importation of 

merchandise into the United States; foster partnerships though the expansion of trade programs and 

other trusted partner programs; develop applicable performance measurements to meet internal 

efficiency and effectiveness goals; and whenever feasible, facilitate a more efficient flow of information 

between Federal agencies (TFTEA, 2015).

The Centers are managed from strategic locations around the country to focus CBP's trade 

expertise on industry-speci�c issues and provide tailored support for importers. The concept of the 

Centers arose in response to claims that CBP's port-by-port trade processing authority sometimes 

resulted in similar goods entered at di�erent ports of entry receiving disparate processing treatment 

causing trade disruptions, increased transaction costs, and information lapses for both CBP and the 

importer. CBP established the Centers to facilitate trade, reduce transaction costs, increase compliance 

with applicable import laws, and achieve uniformity of treatment at the ports of entry for the identified 

industries. CBP believes that providing broad decision-making authority to the Centers will better 

enable the Centers to achieve these goals for CBP and the trade12.

Conclusion 

CBP’s trade facilitation implementations can be divided into two: security-driven facilitations and 

trade-driven facilitations. Security-driven facilitations mainly focus on cargo security and traveler 

security. The Container Security Initiative (CSI) and the Customs-Trade Against Terrorism (C-TPAT) are the 

main import security implementations of the CBP which emphasize on the protection of the US 

homeland from the entry of weapons of mass destruction, illicit drugs and other contraband goods.

CSI aims to identify and examine or search maritime containers that pose a security risk before 

loading such containers in a foreign port for shipment to the United States. The initiative operates in 60 

foreign ports in 35 countries – covering about 80 percent of shipping containers to the United States, it 

addresses the threat to border security and global trade from maritime containers.

On the other hand, C-TPAT is a voluntary public-private sector partnership program in which CBP 

ensures highest level of cargo security through close cooperation with the main stakeholders of the 

international supply chain. Importers, customs brokers, forwarders, air, sea, land carriers, contract 

logistics providers, and other entities in the international supply chain and intermodal transportation 

system are eligible to apply to voluntarily enter into partnerships under C–TPAT in which participants are 

classi�ed in three di�erent tiers. The C-TPAT is also serves as the Authorized Economic Operator (AEO) 

program for the United States.

In terms of travel security, CBP implements Preclearance Program as well as Trusted Traveler 

Program. These programs speed the processing of pre-approved, low-risk travelers, allowing CBP to 

focus on higher-risk travelers.

Trade-driven facilitations of CBP mainly emphasizes on management of the trade data including 

the interchange of this data within the trade related government agencies. The Automated Commercial 

Environment (ACE) is the primary system through which the trade community reports imports and 

exports, and the government determines admissibility. The International Trade Data System (ITDS) is an 

interagency program to realize a “Single Window” through which the data required by government 

agencies for international trade transactions can be submitted by the trade community. The technology 

ackbone for ITDS is the Automated Commercial Environment (ACE).

Centers of Excellence and Expertise (Centers) are the other trade-driven facilitation 

implementation which are defined as national CBP offices that are responsible for performing certain 

trade functions and making certain determinations, regarding importations of merchandise by their 

assigned importers, regardless of the ports of entry at which the importations occur. The Centers are 

organized by industry sectors, which are categorized by the Harmonized Tariff Schedule of the United 

States. There are ten different Centers today which are managed from strategic locations around the 

country to focus CBP's trade expertise on industry-speci�c issues and provide tailored support for 

importers.
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