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Abstract 

In this study, preservice teachers' perceptions of online privacy were determined through 

metaphors. The study participants consisted of 111 preservice teachers studying in different 

departments at the faculty of education of a state university. In the study, conducted in a 

phenomenological design, the data collected through the questionnaire were analyzed by content 

analysis method. As a result of the analysis, 75 different metaphors created by preservice teachers 

about online privacy were grouped under 11 categories. The metaphors created were classified 

under the theme of media, information, and person, and the analysis revealed that most metaphors 

were in the theme of media privacy. In the distribution of metaphors created for media privacy, the 

analysis revealed that the private space category contained the most metaphors. The analysis 

revealed that the valuable category came to the fore in the information and personal categories in 

the person themes. It was determined that preservice teachers perceived online privacy as an area 

where personal information is available and a private environment that needs to be protected.  

Keywords: Online privacy, preservice teacher, metaphor, media privacy. 
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Öz 

Bu çalışmada, öğretmen adaylarının çevrim içi mahremiyet algıları metaforlar aracılığıyla 

belirlenmeye çalışılmıştır. Çalışmanın katılımcılarını, bir devlet üniversitesinin eğitim fakültesinde 

farklı bölümlerde öğrenim gören 111 öğretmen adayı oluşturmaktadır. Olgu bilim deseninde 

yürütülen çalışmada, anket yoluyla toplanan veriler içerik analizi yöntemiyle incelenmiştir. 

Analizler sonucunda öğretmen adaylarının çevrim içi mahremiyete yönelik oluşturdukları 75 farklı 

metafor 11 kategori altında toplanmıştır. Oluşturulan metaforlar ortam, bilgi ve kişi mahremiyeti 

temasında sınıflandırılmış, en fazla metaforun ortam mahremiyeti temasında yer aldığı tespit 

edilmiştir. Ortam mahremiyetine yönelik oluşturulan metaforların dağılımında özel alan 

kategorisinin en fazla metaforu içerdiği saptanmıştır. Bilgi temasında değerli kategorisinin, kişi 

temasında ise kişisel kategorisinin ön plana çıktığı tespit edilmiştir. Öğretmen adaylarının, çevrim 

içi mahremiyeti sadece kişisel bilgilerin bulunduğu bir alan olarak değil, aynı zamanda korunması 

gereken mahrem bir ortam olarak algıladıkları belirlenmiştir.  

Anahtar Sözcükler: Çevrim içi mahremiyet, öğretmen adayı, metafor, ortam mahremiyeti. 
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Introduction  

People's daily engagement in digital activities such as online chatting, video, and photo sharing, 

and e-commerce has led to the need to share their personal data (Morse & Birnhack, 2022). These 

activities largely reflect users' real lives through online behaviors, and this process raises sensitive issues 

such as privacy (Eroğlu, 2018). In addition, the fact that developing artificial intelligence-supported 

technologies has advanced and popularized these activities has also facilitated the collection of personal 

data, which has increased the importance of acting consciously about privacy and confidentiality 

(Yengin & Bayrak, 2024). Privacy involves different normative decisions regarding the legitimate use 

of private information in interaction processes on the Internet (Pańkowska, 2019). Online privacy is 

related to the level of privacy and security of personal information shared consciously or unconsciously 

on the Internet (Aslanyürek, 2016). A privacy-aware user is expected to reflect the importance of 

protecting personal data and the extent to which they know the consequences of disclosing personal 

data (Cavoukian & Chibba, 2018). Unconscious sharing of personal information in online environments 

may cause serious privacy issues in the future. 

Users unaware of potential dangers, such as sharing personal information in online environments, 

may need more knowledge about online privacy. Not having enough knowledge can create uncertainty 

and anxiety about how individuals should protect themselves in online environments. Taking measures 

to protect online privacy in digital environments requires a cognitive effort, which is confusing or 

challenging for many users (Walker, 2016). Gerber et al. (2018) state that users do not make a significant 

effort to protect their personal data even though they consider privacy a significant issue. Although 

users think that they attach great importance to protecting their privacy and personal data while 

performing their digital activities on the Internet when their online history is examined, it is generally 

seen that they exhibit the opposite behavior, and this phenomenon is called the privacy paradox (Barnes, 

2006; Pötzsch, 2009). The privacy paradox can be considered as a criterion in creating privacy 

awareness. In this direction, users’ understanding and recognition of the privacy paradox can also 

facilitate the protection of privacy.  

To protect their online privacy, users should not only rely on technical knowledge but also be able 

to generate solutions as informed users (Pötzsch, 2009). Education is vital in shaping users' awareness 

of protecting their privacy online by increasing their ability to acquire and use digital information 

(Yuanyuan et al., 2023). Teachers, as designers of educational environments, are one of the stakeholders 

in this process. The widespread use of educational technologies in the design of educational 

environments increases the role of online platforms in learning environments (Haleem et al., 2022). A 

preservice teacher with online privacy awareness can evaluate the security of online environments and 

provide more effective guidance to learners in online behaviors. Thus, they can raise awareness at the 

cognitive and behavioral level to raise privacy awareness in online environments. In addition, preservice 

teachers, who will be the guides of future generations, will also assume the responsibility of managing 

sensitive information, including the personal data of the institutions they will work in and their students. 

It is important to determine the perceptions of preservice teachers, who have a social responsibility for 

online privacy, towards this concept. It is thought that this situation will provide insights about being 

and raising individuals who are conscious of privacy in online environments. 

There are quantitative (Soumelidou & Tsohou, 2021; Korkmaz et al., 2021; Avcı & Kayıran, 2023) 

and qualitative (Bostancı, 2019; Öz & Kılıç, 2020) studies on online privacy in the relevant literature. 

However, no study can provide an in-depth understanding through metaphors focusing on the concept 

of online privacy. Individuals, when explaining a concept, often refer to a concept from a different field 

of knowledge and strive to make sense of the information and express it effectively by connecting it to 

their own experiences and knowledge (Clarken, 1997). Yılmaz and Güven (2015) stated that metaphors 

can be used to have detailed information about people's perception of a subject. In this study, metaphors 

were utilized to determine preservice teachers' perceptions of online privacy in depth.  

Aim 

This study aimed to determine the perceptions of preservice teachers studying at a faculty of 

education regarding online privacy. To this end, answers to the following questions were sought. 
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1) Through which metaphors do preservice teachers explain their perceptions of online privacy? 

2) Under which conceptual categories are the metaphors created by preservice teachers about 

online privacy grouped? 

Method 

Research Design  

Phenomenology, one of the qualitative research methods, was used in the study's design. 

Phenomenology focuses on phenomena that are recognized but do not have an in-depth and detailed 

understanding (Yıldırım & Şimşek, 2016). Surveys or scales used to obtain data from large masses are 

limited in revealing feelings and thoughts (Wilson & Elliot, 2016). Therefore, metaphors can 

communicate complex concepts more simply and effectively (Leavy et al., 2007). For this reason, 

metaphors were used in this study to gain an in-depth understanding of preservice teachers' perceptions 

of online privacy, and a phenomenological design was chosen. 

Study Group 

In phenomenological research, data sources are individuals or groups who experience the 

phenomenon that the research focuses on and who can express or reflect this phenomenon (Yıldırım & 

Şimşek, 2016). The convenience sampling method, one of the non-random sampling methods, was used 

to determine the study group. In this method, participants are selected from the closest individuals until 

the appropriate sample is reached or the current participants are reached (Cohen et al., 2007). The 

preservice teachers who constitute the study group of this research are studying at a state university in 

Türkiye where the researchers are also working. The pre-service teachers who formed the study group 

were selected due to their potential roles in shaping future generations. The study was conducted with 

111 preservice teachers studying at the faculty of education. Demographic information of the study 

group is presented in Table 1.  

Table 1. Demographic information of the study group 

Variables Groups n % 

Gender 
Female 90 81.1 

Male 21 18.9 

Department 

Guidance and Psychological Counseling 31 27.9 

Classroom Teacher Education 23 20.7 

Social Studies Teacher Education 15 13.5 

Elementary Mathematics Teacher Education 14 12.6 

Turkish Language Education 11 9.9 

Art Teacher Education 9 8.1 

Science Teacher Education 8 7.2 

Grade 

Grade 1 27 24.3 

Grade 2 28 25.2 

Grade 3 22 19.8 

Grade 4 34 30.6 

According to Table 1, 90 of the preservice teachers who participated in the study were female, and 

21 were male. The highest number of participants was from the Department of Guidance and 

Psychological Counseling (27.9%), and the lowest was from the Department of Science Education 

(7.2%). The highest number of participants was from 4th grade (30.6%), and the lowest was from 3rd 

grade (19.8%).  

Research Instruments and Procedures  

The study data were collected through a questionnaire developed by researchers. To ensure the 

content validity of the form created by the researchers, the opinions of two experts who have experience 

in online privacy and are competent in qualitative research methods were obtained. According to the 

opinions received, the content validity of the form items was ensured, examined in terms of spelling 

and grammar, some items were rewritten more understandably, and then a pilot study was conducted 



Ayşe Aktaş, Tuba Kopuz, Seyhan Eryılmaz Toksoy, Yiğit Emrah Turgut      87  

 

with ten preservice teachers. After the pilot study, the definition of the metaphor was added to the 

questionnaire in line with the expert opinions, the sample metaphor sentence was changed, and the data 

collection tool was finalized. The data were collected online through Google Forms prepared by 

researchers in a two-month period between December 2023 and January 2024. The preservice teachers 

were first asked to answer questions to determine their technology use, and then they were asked to 

complete the sentence “Online privacy is like ........, because ..............” to create a metaphor about online 

privacy. 

Data Analysis  

The research data were analyzed using content analysis technique. Accordingly, each participant 

was numbered P1- P111. The metaphors created by the participants were reviewed, and the survey data 

of 24 participants who did not create a metaphor or did not provide a justification even though a 

metaphor was created were excluded from the study. Categories were created after analyzing the 

metaphors and determining the commonalities between the codes. To ensure the validity and reliability 

of the study, as stated by Yıldırım and Şimşek (2016), the categories and themes revealed as a result of 

the analysis were tabulated, and direct quotations supported the raw data. Moreover, the framework 

created for online privacy in the data analysis was in line with the dimensions of privacy in the literature 

(Rosenberg, 1992; Holvast, 1993). The researchers repeated the data analysis at different times, and 

after confirming the results between them, they received opinions from two field experts for coding. 

Categories and themes were finalized in line with the expert opinions. The inter-coder agreement was 

examined using Miles and Huberman's (1994) formula. As a result of the comparison, it was calculated 

as (106/106+5) x 100 = 95.5%. 

Ethical Procedures 

This study was evaluated by Recep Tayyip Erdoğan University Social and Human Sciences Ethics 

Committee, and ethics committee approval was granted with the decision numbered 2023/341 at the 

meeting dated 22.11.2023. The data were obtained with the prerequisite that the participants confirmed 

their voluntary participation in the study. 

Results 

In this section, preservice teachers' metaphors about online privacy are organized within the 

framework of the determined conceptual category and theme and are presented in tables. The relevant 

tables were elaborated by including quotations as well as explanations. 

Metaphors for Online Privacy Concept  

The metaphors that preservice teachers created about online privacy and the codes of the 

participants who created these metaphors are presented in Table 2. 

When Table 2 is investigated, it is seen that 111 preservice teachers created 74 different metaphors 

for online privacy. It was determined that the most frequently used metaphors by the participants were 

home (12), curtain (6), family (5), diary (5) and secret (5). In addition, privacy in our daily lives, shield, 

closed box, a locked chest, locked chest, box, pomegranate, private, and our body was determined as 

repeated twice, while the remaining metaphors were not repeated. 
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Table 2. Metaphors for online privacy 

Row Metaphor Participant Row Metaphor Participant 

1 home (12) P5, P12, P25, P54, P67, 

P70, P71, P73, P77, P80, 

P85, P107  

38 Islam P51 

2 curtain (6) P3, P16, P31, P40, P55, 

P100 

39 a closed box P28 

3 family (5) P6, P21, P22, P24, P82 40 black box P101 

4 diary (5) P50, P64, P65, P69, P104 41 safe box P15 

5 secret (5) P7, P72, P75, P99, P111 42 your own home P86 

6 privacy in our 

daily lives (2) 

P13, P45 43 our own room P68 

7 shield (2) P60, P62 44 clothes P58 

8 closed box (2) P14, P26 45 locked safe P38 

9 a locked chest (2) P41, P42 46 Identity P9 

10 locked chest (2) P46, P76 47 one's own room P74 

11 box (2) P44, P36 48 one's private space P2 

12 pomegranate (2) P34, P66 49 personal space P106 

13 private (2) P17, P63 50 personal privacy P23 

14 our body (2) P39, P79 51 neighbor P87 

15 sunflower  P20 52 sand grain P95 

16 brain  P83 53 sacred P27 

17 a box full of 

knowledge 

P35 54 jewelry P56 

18 glass lantern P52 55 ownership P91 

19 mosque P109 56 honor P47 

20 walnut P102 57 room door P33 

21 wallet P37 58 private life P92 

22 flower P105 59 freedom P11 

23 our child P103 60 pandora's box P32 

24 sea P19 61 money P98 

25 a pebble by the sea P4 62 police P93 

26 a boat in the sea P89 63 our principles P90 

27 between four walls P108 64 profile P61 

28 my emotions P18 65 scene P110 

29 house key P88 66 hidden box P1 

30 privacy in the 

home 

P78 67 chest P84 

31 house interior P53 68 flood P94 

32 etiquette rules P10 69 love P48 

33 rose P81 70 zero P30 

34 security P57 71 transparent P8 

35 pearl P29 72 salt P96 

36 human P49 73 tulle curtain P43 

37 the differences 

between human 

beings at home and 

outside 

P59 74 bedroom P97 

    Total 111 
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Themes of Metaphors for the Concept of Online Privacy 

The metaphors created by the preservice teachers regarding online privacy were categorized under 

three main themes: media privacy, information privacy, and personal privacy. These themes 

encompassed 11 distinct categories: valuable, hidden, scope, personal, control, protective, private space, 

special knowledge, sharing, precaution, and danger (Table 3).  

Table 3. Themes of metaphors for online privacy 

Theme Category Metaphor f % 

Media 

privacy 

private space (16) 

home (7), family (3), between four walls, privacy 

in the home, a closed box, closed box, your own 

home, our own room 

60 54.05 

scope (9) 

pomegranate (2), a box full of knowledge, privacy 

in our daily lives, Islam, sand grain, private life, 

scene, zero 

precaution (7) curtain (5), a locked chest (2) 

valuable (6) 

mosque, flower, home, privacy in our daily lives, 

freedom, chest 

control (6) 

home, shield, locked chest, room door, private, 

Pandora's box 

hidden (4) diary (2), a pebble by the sea, pearl 

personal (4) 
home, human, the differences between human 

beings at home and outside, neighbor 

danger (4) a boat in the sea, rose, salt, tulle curtain 

protective (2) walnut, curtain 

sharing (2) family, one’s private space 

Information 

privacy 

valuable (8) 
secret (2), family, wallet, our child, identity, our 

principles, jewelry 

32 28.8 

special knowledge (6) 

security, home, closed box, safe box, private, 

secret 

hidden (5) glass lantern, black box, secret, brain, box 

danger (5) 

wallet, house key, house interior, flood, 

transparent 

control (2) one's own room, money 

protective (2) diary, security 

sharing (2) personal privacy, home 

scope (1) hidden box 

personal (1) box 

Personal 

privacy 

personal (6) diary, locked safe, sacred, profile, love, our body 

19 17.12 

private space (4) locked chest, personal space, ownership, bedroom 

hidden (3) my emotions, diary, our body 

protective (3) shield, clothes, police 

valuable (2) etiquette rules, honor 

control (1) sunflower 

  Total 111 100 

As shown in Table 3, the majority of metaphors were grouped under the theme of media privacy 

(n = 60), followed by information privacy (n = 32), and personal privacy (n = 19). There are ten different 

categories in the theme of media privacy, which refers to privacy in digital and technological 

environments. The information privacy theme, which refers to controlling personal data collection, 

storage, processing, and distribution, consists of nine categories. There are six categories in the theme 

of personal privacy, which refers to inappropriate/unjustified interventions into the individual's physical 

existence. 

Metaphors emphasizing the perception of personal space/space were grouped under the "private 

space" category. The private space category contains the highest number of metaphors (20). There are 

16 metaphors in the theme of media privacy and four in the theme of personal privacy. In this category, 
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it was determined that home (7) and family (3) metaphors were repeated, while the other ten metaphors 

were not repeated. In this direction, for the “home” metaphor in the theme of privacy of the environment, 

P71 stated it “What happens inside is only our business” while P21 stated it “What happens in the family 

should stay in the family” and likened it to “family”. From a similar point of view, P76, who was on the 

theme of personal privacy, likened online privacy to a “locked chest” and stated, “It is private to the 

person, and only the person should have the key.” 

16 metaphors containing expressions about being valuable regarding quality and quantity were 

collected in the “valuable” category. There are eight metaphors in the information privacy theme and 

six in the media privacy theme. In this category, it was determined that the secret (2) metaphor was 

repeated, while the other 14 metaphors were not. In this context, for the “secret” metaphor in the 

information privacy theme, P99 stated, "It should be carefully protected." while P56 compared it to 

"jewelry” and stated, "It should always be protected." For the “chest” metaphor in the theme of media 

privacy, P84 used the expression “Special and valuable things are hidden.” 

Expression emphasizing the hiding of online privacy was evaluated in the “hidden” category. 

There are five metaphors in the theme of information privacy, four in the theme of media privacy, and 

three in the theme of person privacy. It was determined that the metaphors in this category, except for 

the “diary” metaphor, did not repeat. However, for the “black box” metaphor in the theme of information 

privacy, P101 stated, "The information inside is very confidential.” P50 likened it to a “diary” and 

stated, "The most private memories and moments of a person are hidden there.” P18 explained the 

metaphor of “my emotions” in the theme of personal privacy saying “I do not want anyone to see it.” 

Expressions referring to personal situations other than media and information were analyzed in the 

“personal” category. There are six metaphors in the personal privacy theme, four in the media privacy 

category, and one in the information privacy category. The metaphors in this category do not repeat. In 

this context, P39 expressed the metaphor of “our body” in the theme of personal privacy stating “It is 

special to us.", while P85 expressed the metaphor of “home” in the category of media privacy stating 

“What happens in it concerns us, it is special.” From the same point of view, P36 explained the “box” 

metaphor in the theme of information privacy saying “What is inside is only for human beings.”  

Ten metaphors with expressions about what is included in the concept of online privacy were 

collected in the “scope” category. There are nine metaphors in the theme of media privacy and one 

metaphor in the theme of information privacy. Within this category, except for two participants who 

likened online privacy to “pomegranate”, the other eight metaphors were not repeated. In this context, 

P66 used the expression “Although it looks like a whole from the outside, there are dozens of details 

inside it.” for the “pomegranate” metaphor in the theme of media privacy. At the same time, P35 

expressed his opinion by using the expression “You can find everything in it.” for the metaphor of “a 

box full of knowledge”. With a similar approach, for the metaphor of a "hidden box” in the theme of 

information privacy, P1 stated, "It contains all the information." 

The nine metaphors containing expressions about the decision being in the person were analyzed 

in the “control” category. There are six metaphors in the theme of environment privacy, two in the 

theme of information privacy, and one in the theme of person privacy. It was determined that the 

metaphors in this category did not repeat. In this direction, P46 for the “locked chest” metaphor in the 

theme of media privacy states, "Only the key in the owner can open it.” P98, for the “money” metaphor 

in the theme of information privacy, stated, "When you lose it, it travels from hand to hand, and you do 

not know who it reaches.” Similarly, for the metaphor of “sunflower” in the theme of personal privacy, 

P20 stated, “Sunflower blooms only facing the sun. In other words, we make references only to the 

person we want to be, the person we want to show.” 

The expressions referring to the negative consequences of the concept of online privacy were 

evaluated under the category of “danger”. There are five metaphors in the information theme and four 

in the environment theme. It was observed that the metaphors in this category did not repeat. In this 

context, P88 explained the metaphor of “house key” in the information privacy theme saying “If it falls 

into the hands of the wrong people, you lose your existence.”, while P89 explained the metaphor of “a 

boat in the sea” in the environment theme saying “It does not make you feel safe enough.”  
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Metaphors that include expressions and concrete measures for what can be done for protection 

were grouped under the category of “precaution”. In the media privacy theme, there are seven 

metaphors, including a curtain (5) and a locked chest (2). In this direction, P40 expressed the “curtain” 

metaphor saying “It keeps us away from disturbing things from outside.” P42 expressed the “a locked 

chest” metaphor saying “Only the one who has the key should open it because it contains private things.” 

The metaphors containing situation expressions that serve the purpose of protection were analyzed 

in the “protective” category. There were three metaphors for personal privacy and two for information 

and media privacy. It was determined that these metaphors did not repeat. In line with this information, 

P62 explained the “shield” metaphor in the theme of personal privacy stating “It protects the person." 

while P104 explained the “diary” metaphor in the theme of information privacy stating “It keeps our 

private information." Similarly, P100 explained the “curtain” metaphor in the theme of media privacy 

stating “When that curtain is lifted, the inside of our homes, which is our private space, is seen as it is 

from the outside.” 

There are six metaphors in the “special knowledge” category in which expressions about the 

existence of personal information are analyzed. It was determined that these metaphors in the theme of 

information privacy did not repeat. In this context, P7 stated the following about the “secret” metaphor: 

“It contains most private information of the person.” Meanwhile, P15 stated the following about the 

“safe box” metaphor: “Its password is only for the individual.” 

Metaphors containing expressions emphasizing sharing or not sharing were evaluated in the 

“sharing” category. There are two metaphors, each of which is a theme of environment and information 

privacy. In this direction, P2 explained the metaphor of “one's private space” in the theme of media 

privacy saying “Private information is shared.” while P23 explained the metaphor of “personal privacy” 

saying “One should not share one's confidential information.” 

 This study handled online privacy under three headings, and themes were formed (Figure 1). 

 

 

 

 

 

 

 

 

 

 

As illustrated in Figure 1, a classification structure similar to the concept of privacy has emerged. 

The definitions of the dimensions of online privacy (information, person, and media privacy) put 

forward within the scope of the study were made as shown in Figure 2. 
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Discussion, Conclusion and Recommendations 

This study examined preservice teachers' perceptions of online privacy through metaphors. Among 

the 74 metaphors created for online privacy, it was determined that the metaphors of home, curtain, 

family, diary, and secret were repeated (Table 2), and the participants adopted online privacy as an 

environment that needs to be protected, a protective shield and an important element that needs to be 

kept. This result shows that preservice teachers not only perceive online privacy as a place where 

personal information is located but also have the awareness that it is a private area that needs to be 

protected, like home. It also reveals that the participants perceive that online privacy acts as a protective 

shield against external threats and that personal information should be kept safely in this environment. 

Similarly, Öztürk et al. (2022) and Türten (2018) stated that university students and graduate students 

had privacy concerns and awareness, respectively. In their study, Korucu and Gürkez (2019) found that 

preservice teachers' online privacy concerns did not differ according to various variables. This shows 

that university students ignore their privacy in digital media. There may be different situations in which 

various factors such as social environment, socioeconomic status, technology use, purpose of using the 

Internet, and use of artificial intelligence applications may affect preservice teachers' approaches to 

privacy. In this context, the reasons for this difference can be examined with studies focusing on in 

which cases these factors are prioritized, and privacy is ignored.  

According to the findings of the study, the metaphors created by preservice teachers were 

distributed into 11 categories (Table 3). Among these categories, the “private space” category, which 

characterizes individual privacy (Rath & Kumar, 2021), was found to contain most metaphors. The 

metaphors distributed under 11 categories were grouped under three themes: information, person, and 

media (Figure 1). This result is consistent with Rosenberg's (1992) and Holvast's (1993) definition of 

privacy in terms of three sub-dimensions (territorial, personal, and informational privacy). The concept 

of territorial privacy is expressed as media privacy in this study. Privacy, which generally refers to a 

physical region (Akgül & Toprak, 2019), refers to the virtual environment in this study in the context 

of online privacy. It was determined that media privacy was the theme with the most categories in the 

study. This result shows that preservice teachers care about media privacy. In their study with university 

students, Akgül and Toprak (2019) concluded that students did not hesitate to disclose their personal 

spaces even if they were careful in their privacy behaviors. Kütükoğlu (2021) and Aslanyürek (2016) 

stated that although people know the concept of privacy, they continue to engage in behaviors that 

damage their privacy in online environments. This shows that there is an inconsistency between 

knowledge and behavior. It can be stated that this result supports the paradox of privacy. It was 

determined that most of the metaphors created by the preservice teachers were related to the theme of 

media privacy and covered most of the metaphors in the theme of information and personal privacy 

(Figure 1). This may be because preservice teachers prioritize the privacy dynamics of the online 

environment more, although they have the perception of person and information privacy. These findings 

show the complexity of online privacy and the diversity of reasons underlying conflicting behaviors. 

Therefore, there may be sociological, psychological, or cultural reasons behind conflicting behavior. 

Rath and Kumar (2021) stated that privacy-related research has a cultural dimension. In this direction, 

comparative results can be obtained by conducting interdisciplinary studies within the scope of the 

subject, ensuring that the concept is addressed in a broad perspective. Obtaining comparative results 
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may help better understand the privacy dynamics of the online environment and determine which 

variables affect the perception of online privacy. 

According to the study results, it was concluded that another theme with the most categories after 

the media privacy category was the information privacy theme. It was determined that the "valuable" 

category came to the fore under the related theme. This result shows that preservice teachers value 

information privacy. Indeed, the privacy of valuable resources should be protected (Rath & Kumar, 

2021). However, research shows that students are not only willing to share their personal data but also 

have concerns about information privacy (Rath & Kumar, 2021; Yavalar, 2021). It can be said that the 

metaphors in the category of “danger” in the theme of information privacy support this statement. 

However, the data that people accept as personal data may be different from each other (Yavalar, 2021). 

Differences in the perception of personal data may affect people's attitudes toward security and privacy. 

Increasing individuals' awareness of personal data security can create a more secure and responsible 

digital culture. Although information privacy is an increasingly public issue (Solove & Schwartz, 2020), 

it cannot directly impact users' information-sharing behaviors (Mitchell & El-Gayar, 2020). Similarly, 

the fact that preservice teachers created two metaphors for the category of sharing can be interpreted as 

the fact that their perceptions about sharing information in the online environment are not sufficiently 

developed and deepened. In this context, courses such as Media Literacy, where the concept of online 

privacy is discussed in undergraduate education programs, and Information Technologies can be 

increased, and various activities focusing on this issue can be integrated into different courses within 

the education programs. 

The third and final theme reached in the study is personal privacy. The theme of personal privacy 

contains the least number of categories in this study. This finding shows that preservice teachers 

associate the concept of online privacy less with personal privacy compared to media and information 

privacy. Individuals' efforts to protect their personal boundaries and themselves against emotional 

interference constitute the essence of personal privacy. However, personal privacy in the online 

environment may be perceived differently due to the virtual nature of the environment. Therefore, the 

fact that preservice teachers created fewer metaphors about personal privacy can be associated with the 

natural comfort of being in the virtual environment. Similarly, Canbolat (2022) found that the 

participants exhibited an indifferent attitude toward personal privacy perception. When the metaphors 

created for personal privacy were examined, it was determined that the preservice teachers associated 

personal privacy with the physical domain with the metaphor “our body” and the emotional domain 

with the metaphor “my emotions”. The reason for this situation may be that although the physical 

integrity of preservice teachers is generally not threatened in virtual environments, they have the 

potential to face negative situations such as cyberbullying emotionally. Akgül (2020) stated that in 

environments with no face-to-face communication, the sense of empathy towards the communicator 

disappears, and online environments facilitate using power against others. From another perspective, it 

was found that university students' online privacy concerns were related to their emotional intelligence 

(Yabancı et al., 2018). Another study found that university students did not give enough importance to 

the phenomenon of privacy while focusing on factors such as personal pleasure, happiness, and 

curiosity, which are elements of psychological satisfaction (Kozan, 2021). This situation shows that 

emotional factors such as curiosity and happiness can affect individuals' approaches to privacy. In this 

context, the reasons for this difference can be examined with studies focusing on cases where emotional 

factors are prioritized, and personal privacy is ignored.  

One of the significant responsibilities of preservice teachers is to correctly manage personal data 

in the institutions where they will be assigned. The findings obtained from this research indicate that 

preservice teachers are aware of the necessity to protect personal data and ensure security in online 

environments. Their creation of a greater number of metaphors regarding the online environment points 

to both an awareness of the importance of privacy in virtual settings and their potential to create secure 

digital environments. It was also determined that preservice teachers’ perceptions of media and 

information privacy were higher than their perceptions of personal privacy, likely due to the virtual 

nature of the environment. In this context, training activities can be organized to raise awareness among 

preservice teachers that the emotional impacts on individuals’ privacy in virtual environments may lead 

to important consequences. Through drama training, preservice teachers can be made aware of the 
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emotional effects of online privacy on individuals. In addition, digital stories, animations, and similar 

digital content could be prepared to inform preservice teachers about this issue. In doing so, preservice 

teachers’ overall awareness of online privacy can be increased, thereby contributing to the development 

of individuals who are emotionally more resilient.  
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