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SIBER IZLEYICI ROLLERI VE SIBER CIDDIYET OLCEGININ
GELISTIiRILMESI: GECERLIK VE GUVENIRLIK CALISMASI *

Adem Peker !, Serkan Cengiz 2, Zeynep Yazici 3

oz

Bu calismanin amaci Siber izleyici Rolleri (SIRO) ve Siber Ciddiyet Olgegi'nin (SCO) gegerlik ve giivenirligini
incelemektir. Aragtirma 2024 yilinda Erzurum ilindeki liselerde yiiriitiilmistiir. Calismaya dahil olacak okullar
random ydntemiyle belirlenmistir. A¢imlayici faktdr analizleri islemleri 742 (439 Kiz, 303 Erkek), dogrulayici
faktor analizi (DFA) islemleri i¢in de 374 kisilik (234 Kiz, 140 Erkek) bir 6rneklem grubu kullanilmistir.
Olgeklerin psikometrik ozellikleri, Agimlayict Faktor Analizi (AFA), Dogrulayici Faktor Analizi (DFA), i¢
tutarlilik katsayis1 ve madde ayirt ediciligi yontemleri kullanilarak analiz edilmistir. AFA sonucunda SIRO’niin
toplam varyansin %71,63’linii aciklayan 14 madde ve 4 alt boyuttan (siber magduru destekleme, siber zorbalig1
destekleme, disarida kalma-tepkisizlik-, siber zorbaliga karsi ¢ikma) olustugu belirlenmistir. SCO ise toplam
varyansin %48,96’sin1 agiklayan 8 madde ve tek bir faktorden meydana gelmektedir. Agimlayici faktdr analizi
sonucunda SIRO’niin dért faktorlii ve SCO’niin tek faktdrlii yapisina iliskin gegerligini sinamak igin DFA
yapilmistir. Sonuglar SIRO’niin dért ve SCO’niin tek faktorlii yapisimin dogrulandigini gostermistir. SIRO niin
siber magduru destekleme, siber zorbayi destekleme, disarida kalma-tepkisizlik-, siber zorbaliga karsi ¢ikma
Cronbach alfa i¢ tutarlik katsayilar sirastyla .81, .86, .80 ve .87 olarak bulunmustur. SCO’niin Cronbach alfa i¢
tutarlik katsayis1 .73 olarak belirlenmistir. Bu sonuglar SIRO ve SCO’niin siber izleyicilerde kullanilabilecek
gegerli ve giivenilir bir 6lgme araci oldugunu ortaya koymaktadir.
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DEVELOPMENT OF CYBER BYSTANDER ROLES AND CYBER SEVERITY
SCALE: VALIDITY AND RELIABILITY STUDY*

Adem Peker !, Serkan Cengiz 2, Zeynep Yazici *

ABSTRACT

The purpose of this study is to examine the validity and reliability of Cyber Bystander Roles Scale (CBRS) and
Cyber Severity Scale (CSS). The research was conducted in high schools in Erzurum, Tiirkiye, during 2024. The
schools included in the study were selected using a random method. Exploratory factor analysis was performed
on a sample of 742 students (439 female, 303 male), while confirmatory factor analysis (CFA) was conducted on
a sample of 374 students (234 female, 140 male). The psychometric properties of the scales were analysed using
Exploratory Factor Analysis (EFA), Confirmatory Factor Analysis (CFA), internal consistency coefficients, and
item discrimination methods. As a result of EFA, it was determined that CBRS consists of 14 items and 4 sub-
dimensions (supporting cyber victims, supporting cyberbullying, exclusion, and opposing cyberbullying) that
explain 71.63% of the total variance. CSS, on the other hand, consists of 8 items and a single factor explaining
48.96% of the total variance. CFA was performed to test the validity of the four-factor structure of CBRS and the
single-factor structure of CSS based on the results of the exploratory factor analysis. The results confirmed the
four-factor structure of CBRS and the single-factor structure of CSS. The Cronbach's alpha internal consistency
coefficients for CBRS's supporting cyber victims, supporting cyber bullies, staying out of it, and standing up to
cyberbullying were found to be .81, .86, .80, and .87, respectively. The Cronbach's alpha internal consistency
coefficient for CSS was determined to be .73. These results reveal that the CBRS and CSS are valid and reliable
measurement tools that can be used with cyber bystander.
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1. GIRIS

Siber zorbalik, elektronik cihazlar aracilifiyla gergeklestirilen zorbalik olarak tanimlanmaktadir (Kim, 2021).
Siber zorbalik, birinin ¢evrimici ortamda veya cep telefonlarini veya diger elektronik cihazlar1 kullanirken bagka
bir kisiyi tekrar tekrar taciz etmesi, koti muamele etmesi veya onunla alay etmesi durumunda meydana
gelmektedir (Rudnicki vd., 2022). Siber zorbaligin siklikla bildirilen bi¢imleri arasinda fotograf ve videolarin
kot amacl kullanima, tehdit ve kaba dil kullanimi, 6zel veya kisisel bilgilerin yayinlanmasi, asagilama ve diger
cevrimigi taciz bigimleri yer almaktadir (Kowalski vd., 2019). Siber zorbalik, kisilerarasi etkilesimlerin
giintimiizde siklikla ¢evrim i¢i ve ¢evrim dist olarak gerceklestirildigi gdz Oniine alindiginda, giinde 24 saat,
haftada yedi giin ger¢eklesebilen bir zorbalik tiiriidiir (Betancourt vd., 2013). Bu zorbalik tiiriinde siber zorbalar,
siber magdurlar, izleyiciler bulunmaktadir. Siber zorbalar, siber saldir1 eylemlerine katilanlar, siber zorbaliga
maruz kalanlar genellikle siber magdurlar ve siber zorbalik olayini gorenler siber izleyici olarak adlandirilir.

Son zamanlardaki ¢alismalar siber zorbaligin giderek artan bir problem oldugunu ortaya koymaktadir. Bir meta-
analiz, siber magduriyetinin yaygmhiginin %14 ile %57 arasinda degistigini gostermektedir (Zhu vd., 2021).
Diinya Saglik Orgiitii tarafindan yayinlanan bir rapora gére, diinya capinda yaklasik her alt1 ergenden birinin
siber zorbaliga maruz kaldigini bildirmistir (World Health Organization, 2024). Avrupa Birligi liye devletlerinde
siber zorbaligm %3 ila %31, siber magduriyetin %2,8 ila %31,5 arasinda oldugu rapor edilmistir (Henares-
Montiel vd., 2022). 3 yillik boylamsal bir ¢aligma, siber zorbalik oranlarinin kadinlarda %3,8'den %6.,4'e,
erkeklerde ise %1,9'dan %5,6'ya yiikseldigini belirtmistir (Maurya vd., 2022).

Alanyazindaki ¢aligmalar siber zorbalia ugramanin ¢esitli ruhsal sorunlara yol agacagini belirtmistir. Siber
zorbaliga maruz kalmak depresyon (Englander, 2021), anksiyete (Nochaiwong vd., 2021) ve strese yol
acabilmektedir (Evangelio vd., 2022). Bununla birlikte siber magduriyet yasamak yasam memnuniyetini
azaltmaktadir (Giumetti & Kowalski, 2022). Siber zorbalik yasamak intihar diisiincelerini artirabilmektedir
(Islam vd, 2021). Norveg'te yapilan bir aragtirma, siber zorbaliga karigsan ergenlerin, karigmayanlara kiyasla
onemli 6l¢iide daha yiiksek diizeyde kaygi, depresyon, kendine zarar verme, intihar girisimleri ve antisosyal
davranis bildirdigini ortaya koymustur (Skilbred-Fjeld vd., 2020). Siber zorbalik magduriyeti, diisiik 6z saygi,
artan depresyon, siddetli madde kullanimi1 ve hatta daha fazla intihar davranigi dahil olmak {izere ¢cok sayida
olumsuz sonugla iligkilidir (Ortuno-Sierra vd., 2022). Olumsuz okul ortami siber zorbalik davranislari
artirabilmektedir (Li vd., 2025).

2. Siber izleyici Rolleri

Siber zorbalikta izleyicilerin dnemli bir rol oynadigt bilinmektedir. Alanyazindaki ¢alismalar siber izleyici
rollerinin siber zorbaligi pekistirmede veya magduru korumada genellikle Snemli bir rol oynadigim
bildirmektedir (Chen & Cheng, 2017; Macaulay vd., 2022; Olenik-Shemesh vd., 2017; Zhao vd., 2023). Siber
zorbalik olayinda izleyicilerin farkli tepkileri olabilmektedir. Bu tepkiler genellikle siber zorbayi veya siber
magduru destekleme, siber zorbaliga karsi ¢ikma ve disarida kalmak-tepkisizlik seklinde smiflandirilabilir
(Dillon & Bushman, 2015; Rong vd., 2023). Siber zorbay1 destekleyen izleyiciler, faili cesaretlendirerek, giilerek
veya tezahiirat ederek destekleyebilirler. Siber zorbanin davraniglarini destekleme ya da onun yaninda olma
zorbaligin yayginligini artirabilir (Cui & To, 2021; Thompson & Cover, 2021). Siber izleyicilerin gordiigii olay
kargisinda sessiz kalmasi, siber zorbaya veya magdura higbir destek sunmamasi disarida kalma-tepkisizlik olarak
degerlendirilmektedir (Song & Oh, 2018). Disarida kalmayi tercih eden siber izleyiciler siber zorbalig1 gézlemler
ancak miidahale etmez (Leung vd., 2018). Siber magduru destekleyen izleyiciler magduru savunur, ona yardim
eder (Macaulay vd., 2022, Zhu vd., 2021).

Siber izleyicilerin farkli boyutlarinin siber zorbalikla 6nemli iligkilerini ortay koymaktadir. Bununla birlikte
alanyazindaki caligmalar siber zorbaliga taniklik eden bireylerin oraninin yiiksek oldugunu goéstermektedir.
Kolombiya'da yapilan bir arastirma {iniversite Ogrencilerinin %79'unun siber zorbaliga taniklik ettigini
gostermigtir (Sarmiento & Leguizamoén, 2016). Gini vd. (2020) siber zorbalik olay %80’nin de izleyicilerin
oldugunu belirtmigtir. Avrupa Birligi iiye devletlerinde siber zorbaliga tanik olanlarin %13 ila %53 arasinda

degistigi rapor edilmistir (Henares-Montiel vd., 2022).

Arastirmacilar siber izleyicilerin yaygmligi arastirmalarinin yanisira izleyicinin davranislarma etki eden
degiskenleri de incelemistir. Onceki arastirmalar izleyicilerin siber magdurlara yardim etme konusunda daha
once zorbaliga ugrama (Merlici & Maftei, 2025), izleyici sayisi ve zorbalik durumunun ciddiyeti gibi durumsal
faktorler, sosyal normlar ve magdurlar veya faillerle iliskiler gibi sosyal degiskenler (DeSmet vd., 2014), empati
ve dirtiisellik gibi kisilik faktorlerin (Dominguez-Hernandez vd., 2018) etkili olabilecegi ortaya g¢ikarmistir.
Dolayisiyla siber magdurlar1 savunmada izleyicilerin dahil edilmesi 6nemli bir faktor olarak dikkat ¢cekmektedir
(Leung vd., 2018; Song & Oh, 2018).
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3. Siber Ciddiyet

Ergenlerin siber zorbalik olaymi algilama sekilleri bu tiir davranislarin siirdiiriilmesi ya da azaltilmasinda etkili
olabilmektedir. Algilanan siber ciddiyet, bireyin siber zorbalik davranisina iliskin algisimi ifade eder (Chen &
Cheng, 2017). Calismalar ergenlerin siber zorbalik olaylarimi1 ciddi olarak degerlendirdiklerinde magduru
desteklemek i¢in olumlu miidahalede bulunma konusunda daha fazla motivasyona sahip olduklarini ortaya
¢ikarmistir (Bastiaensens vd., 2014; Desmet vd., 2014). Siber zorbalik davranisinin ciddiyeti, olumsuz etkisine,
davranis tiiriine ve kasitlilik diizeyi, giic dengesizligi gibi tanimlayici kriterlere ve saldirtyla ilgili diger boyutlara
bagli olarak farklilasabilir (Palladino vd., 2017). Dahast magdurun tepkisi, zorbanin kim oldugunun bilinmemesi
ve kamuoyunun duymasi siber zorbalik olaymnin ciddiye alinmasini etkilemektedir (Macaulay vd., 2022). Bazi
aragtirmalar, algilanan olaym ciddiyeti ne kadar diisiikse, izleyicilerin siber zorbalik olaylarindan dolay1
magdurlar1 sug¢lama olasiliklarinin daha yiiksek oldugunu gostermistir (Bauman & Newman, 2013; Obermaier
vd., 2016). Fakat gengler arasinda siber zorbalik davraniglarinin ciddiye alinma diizeyi, yetigkinlerle
kiyaslandiginda degisiklik gosterebilir. Ergenler, goriiniiste onlar igin zararsiz olan zorbalik eylemlerinin
(6rnegin eglence amacli yapilan eylemlerin) magdurlar {izerinde ne kadar biiyiik etkileri olabilecegini
kestirmekte zorlanabilir (Sticca & Perren, 2013a). Ayrica ¢evrimigi ortamda siber zorbalar anonim oldugunda,
ergenler yapilan zorbalig1 daha az ciddiye alabilir ve buna bagli olarak ¢ok az tepki gosterebilir (Camacho vd.,
2018). Bu nedenle ergenlerde siber zorbaligin ciddiyetinin degerlendirilmesi, miidahale rollerini belirlemede
onemli bir durumsal faktor olarak goriilebilir.

4. Siber izleyici Rollerinin Siber Zorbalik ile iliskisi ve Siber izleyici Rolleri Ol¢egi

Yakin zamandaki ¢alismalar izleyici davraniglarinin siber zorbalikla iliskisi ortaya koymustur. Leung (2021)
siber zorbalik davranigini miidahalede bulunmayan izleyicilerin, zorbanin davranislarint artirdigini ortaya
cikarmistir. Wright ve Wachs (2023), siber zorbaliga maruz kalan kisilere destek olan izleyicilerin siber
zorbaligin olugturdugu ruhsal sorunlart azalttigini belirtmistir. DeSmet vd. (2018) siber zorbalikta izleyicilerin
zorbalik yapana karsi ¢ikmalarinin magdurun psikolojik iyilik halini artirdigini ve siber zorbalik davranigini
azalttigim ortaya koymustur. Bununla birlikte siber izleyiciler, siber zorbaligin gergeklestigi ortami yeniden
yapilandirabilir. Ornegin, izleyiciler siber magduru dogrudan veya dolayl olarak destekleyebilir, siber saldirty:
ihbar edebilir veya ortadan kaldirabilir, siber zorbaliga kars1 ¢ikabilir (Macaulay vd., 2022). Zhu vd. (2021) siber
zorbalik olaylarina tanik olan kisilerin aym1 zamanda siber magdur ya da siber saldirgan olabileceklerini
bildirmistir.

Arastirmalar, izleyicilerin rollerinin siber zorbaligin onlenmesi ve azaltilmasina 6nemli bir rol oynadigim
gostermektedir (Beavon vd., 2024, Leung vd., 2018; Song & Oh, 2018). Ancak siber izleyiciler hakkinda ¢ok az
sey bilinmektedir. Alanyazindaki siber izleyici rollerine iligkin 6l¢eklerin bir kisminin ya soru maddeleri fazladir
ya da ¢ok az soru ile 6lgme ¢aligmasinin yapildig1 gozlenmektedir. Siber izleyici rollerine iliskin farkli soru
sayisinin olmasi katilimcilarin 6lgekleri doldururken yanli davranma, isteksiz olma, sikilma gibi davraniglart
gostermelerine neden olabilmektedir. Bu siber izleyici rollerinin dogru bir bigimde o&lglilmemesine yol
acabilmektedir. Ornegin Sarmiento vd. (2019) 40 madde ve 6 boyuttan olusan siber zorbalik seyirci 6lgegini
gelistirmistir. Peker vd. (2024) bu 6lgegin Tiirkge uyarlamasint yapmistir. Chu (2020) 20 madde ve 5 boyuttan
olugan izleyicilerin davranis niyeti 6l¢egi gelistirmistir. Macaulay vd. (2022) farkli izleyici tepkilerini belirlemek
icin senaryo tabanli ¢aligma yapmistir. Wang ve Kim (2021) siber izleyicinin tepkilerini belirlemek igin,
katilimcilara siber zorbaliga tanik olarak miidahale edip etmedikleri veya gérmezden gelip gelmedikleri sorularla
degerlendirmistir.

Alanyazindaki siber izleyici rollerine iligkin dlgeklerin diger bir kismi da ergenlerin siber zorbaliga tanik olma
durumu saptamaya yéneliktir (Eraslan-Capan vd., 2020; Ozdemir & Bektas, 2021). Bu calismalar siber zorbaliga
tanik olma durumu ile ilgili betimsel bilgi sunmasmna ragmen izleyicilerin siber zorbalikta nasil bir rol
ustlendigine iligkin bilgileri goz ard1 etmektedir. Dahasi siber izleyicilerin rollerini 6lgecek araclarin tasarlanmasi
ve dogrulanmasi dzellikle 6nemlidir. Olgme araglar1 siber zorbalig: dnlemede izleyicilerin rollerinin karmagik
dogas1 ve dinamikleri hakkinda bilgi saglayabilir. Gegerli ve giivenilir 6lgme araci siber zorbalik olayinda
izleyicilerin rollerinin belirlenmesine ve bu rollerin siber zorbalik davranislarina miidahalesinde ya da
onlenmesine nasil katki sagladigina iliskin bilgi elde edilmesine yardimci olabilir. Dolayisiyla, siber izleyici
rollerinin farkli bigimlerini tanimlamak ve bu farkli bigimlerini belirlemek i¢in 6l¢ek tasarlamak hala gereklidir.
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5. Siber Ciddiyetin Siber Zorbalik ile iliskisi ve Siber Ciddiyet Olgegi

Siber ciddiyet bir olay veya olaylar dizisinin kisginin kendisine ve baskalarina verdigi zararin derecesine iligkin
algist olarak tanimlanmaktadir (Van Noorden vd., 2016). Siber zorbalik davranisini izleyen bireylerin bu olay1
ciddi bir durum olarak degerlendirip degerlendirmemesi siber zorbalik davranisiyla onemli iliskileri
olabilmektedir. Ornegin Wang (2021), siber zorbalik izleyicilerinin olayin ciddiyetini daha diisiik
algiladiklarinda magdurun daha az aci ¢ektigine inanarak yardim etme davraniginda bulunmayacagini; olayimi
daha ¢ok ciddiye alan izleyicilerin ise magdurun daha ¢ok aci ¢ektigini diislinerek magdura destek ¢ikacagini
bildirmistir. Koehler ve Weber (2018) algilanan olay siddeti azaldik¢a, ¢cevredekilerin siber zorbalik olaylarmdan
dolay1 magdurlari suglama ve onlara yardim etme konusunda isteksiz olma olasiliklarinin daha yiiksek oldugunu
rapor etmistir. Siber zorbalik olaymi ciddi olarak yorumlayanlar, miidahale etme sorumluluklarinin farkina
varacak ve yardim etme niyetinde olacaklardir. Siber zorbalik olaymi ciddi olarak yorumlamayanlar, durumun
aciliyetini fark etmeyebilir ve yardim edici davraniglarda bulunma olasiliklar1 daha diisiik olabilir (Zhao vd.,
2023). Bu nedenle, ergenlerin siber zorbalikla iligkili farkli faktorlerin ciddiyetini nasil algiladiklarini 6lgmenin
degerli olmaktadir.

Siber ciddiyet ile ilgili alan yazin caligmalar1 farkli dlgeklerin oldugunu ortaya koymaktadir. Chu (2020)
algilanan olay siddetini 6lgmek icin Siber Zorbalik Olay1 Siddet Olgegini kullanilmistir. Olgek bes maddeden
olugmaktadir. Her madde icin 1'den 5'e kadar olan sayilar, "ciddi degil - ciddi, hi¢ sorun degil - biiyiik bir sorun,
komik degil - komik, incitici degil - incitici, eglenceli degil - eglenceli" ifadelerini gdstermektedir. Macaulay vd.
(2022) siber zorbalikla ilgili 24 senaryo olusturarak her senaryo icin algilanan siddeti 6l¢gmek icin "Liitfen bu
olay1 ne kadar siddetli buldugunuzu derecelendirin" seklinde 6lcek gelistirmistir. Olcek (1) "cok siddetli degil",
(2) "biraz siddetli", (3) "ne siddetli ne de siddetli degil", (4) "oldukea siddetli" ve (5) "¢ok siddetli" olmak iizere
5 puanlik bir yanit kiimesiyle 6l¢iilmektedir. Huang vd. (2024) her siber zorbalik olayinda algilanan zararin
ciddiyetini degerlendirmek i¢in hem magdur hem de zorba perspektifinden alti puanlik bir soru kullanmustir.
Yanit 6l¢egi 1 (hi¢ zarar olmadigini gosterir) ile 6 (¢ok fazla zarar oldugunu gosterir) arasinda degismektedir.
Yiikksek puanlar hem magdur hem de zorba perspektifinden algilanan zararin daha ciddi oldugunu
gostermektedir.

Siber ciddiyetin siber zorbalik davranislar1 azaltmada etkisi bilinmesine ragmen, Tiirkiye’de ergenlerin siber
ciddiyetini belirleyecek gegerli ve giivenilir bir 6lgme araci bulunmamaktadir. Daha dnceki bazi ¢aligmalarda
siber zorbalikta algilanan ciddiyeti 6lgmek yerine hem geleneksel hem de siber zorbaligi 6lgmeyi ve bu iki
zorbalik tiirli arasinda bir karsilastirma yapmay: amaglamistir (Ak¢a & Sayimer, 2017; Eraslan-Capan, 2020).
Diger arastirmalar ise ortaokul ve lisedeki zorba, magdur ve izleyicilerin tehlike algilari Slciilerek ciddiyet
diizeylerini belirlenmistir (Kalender vd., 2018). Belirtilen ¢aligmalarda &zellikle izleyicilerin belirtilen tehlike
faktorlerini ne kadar ciddiye alip almadiklart kapsamli bir sekilde ele alinmamistir. Bu nedenle, ergenlerin siber
zorbalik olaylarinin ciddiyetine iliskin algilarinin kapsaminin daha fazla arastirilmasi i¢in gegerli ve giivenilir bir
O0lgme aracina ihtiya¢ vardir. Mevcut caligmada, siber zorbalik karsisinda ergenlerin siber ciddiyetlerini test
etmeye yonelik bir 6lgme araci gelistirilecektir. Nitekim ergenlerin siber zorbalik olayini ciddiye alma
durumlarmi 6lgmek i¢in bir 6lgme araci gelistirmek siber zorbalik davranisindaki algilarini belirlenmesine
yardimeci olabilir.

Gelistirilecek olgeklerin alanyazina gesitli katkilar saglayacag: diisiiniilmektedir. ilk olarak, Siber izleyici Rolleri
Olgegi ile Siber Ciddiyet Olgegi ergenlerin siber zorbalik olayindaki davranislarmi ve algilarni belirleyecek
gecerli ve giivenilir bir 8lgme arac1 olabilir. Ikinci olarak, bu dlgekler, izleyicilerin siber zorbalik olayinda ne tiir
davranislar gosterdiklerini belirleyecek ve siber zorbalik olayini en siddetli ve en az siddetli davranig bigimleri
olarak algilanip algilanmadigmna dair 6nemli kamitlar saglayabilir. Ugiinciisii bu galismanin sonuglari, siber
izleyicilerin rollerini belirlenmesi ile siber zorbaligin algilanan ciddiyetinde acikliga kavusturmaya yardimci
olmasi bakimindan siber zorbaligin dnlenmesi ve miidahalesi konusunda bilgi saglamaya yardimer olabilir. Ek
olarak, bu 6lgegin okullarda psikolojik danisma ve rehberlik servisinde kullanilmasi, siber zorbalik olayinda
izleyicilerin rollerine ve olayin ciddiyetine iliskin bilgiler elde edilmesini saglayabilir.

6. Arastirmanin Amaci

Bu arastirmanin genel amaci siber zorbalik olayinda ergenlerin siber izleyici rollerini ve siber ciddiyet
diizeylerini belirleyecek iki 6lgek gelistirmektir. Bu genel ama¢ dogrultusunda arastirmanin amaglar1 asagida
belirtilmistir:

1-  Ergenlerin siber izleyici rollerinin belirlenmesinde gegerli ve giivenilir bir Siber izleyici Rolleri Olgegi
gelistirmek
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2- Ergenlerin siber zorbalik olayinda ciddiyet diizeylerini belirlemek icin gegerli ve giivenilir bir Siber
Ciddiyet Olgegi gelistirmek

7. YONTEM

7.1. Arastirmanin Modeli

Bu calisma bir dlgek gelistirme ¢aligmasidir. Bu boliimde oncelikle katilimcilart belirleme yontemi ve 6l¢iim
araglari tanmitilmaktadir. Daha sonra veri analizinde hangi adimlarin izlenecegi konusunda bir gerceve
sunulmaktadir.

7.2. Arastirmanin Calisma Grubu

Arastirma 2024 yilinda Erzurum ilindeki liselerde yiiriitiilmiistiir. Caligmaya dahil olacak okullar random
yontemiyle belirlenmistir. Acimlayict faktdr analizleri igslemleri 742, dogrulayici faktor analizi (DFA) islemleri
icin de 374 kisilik bir 6rneklem grubu kullanilmigtir. Katilimeilarin sosyo-demografik 6zelliklerine iligkin
bilgiler Tablo 1’de sunulmustur.

Tablo 1.
Calisma Grubunun Demografik Bilgileri
AFA calisma grubunun demografik bilgileri DFA calisma grubunun demografik bilgileri
Degiskenler Kategori N % Kategori N %
Cinsiyet Kiz 439 59,2 Kiz 234 62,6
Erkek 303 40,8 Erkek 140 37,4
9. Smmf 438 59 9.smif 163 43,6
Sumif 10. Siuf 139 18,7 10.sm1f 83 22,2
11. Sif 107 14,4 11.simf 109 29,1
12. Sf 58 7,8 12.s1inif 19 5,1
Toplam 742 100 374 100

Tablo 1'de goriildiigii gibi, Siber Izleyici ve Siber Ciddiyet Olceginin faktdr yapisim incelemek igin 742
dgrenciden olusan bir 6rneklem iizerinde agimlayici faktor analizi yiiriitiilmiistiir. Ogrencilerin yaslar1 14 ila 18
arasinda degismektedir. Ortalama yas 15,18; standart sapma .83’tiir. AFA’da 6grencilerin yaklasik %59°u kiz,
%41°1 erkektir. Acimlayici faktor analizinden tretilen dort faktorlii yapinin model uyumu, 374 6grenciden alinan
veriler kullanilarak dogrulayici faktoér analizleri yoluyla degerlendirmistir. Katilimcilarin yaglari 14 ile 18
arasinda degismekte olup, ortalama yas 15.32; standart sapma .90’dur. DFA’da 6grencilerin yaklasik %63’ kiz,
%371 erkektir.

7.3. Siber Izleyici Rolleri ile Siber Ciddiyet Ol¢eklerinin Gelistirilmesi

Alanyazindaki caligmalar siber zorbalik olayini ciddiye almanin siber izleyici rolleri ile dnemli iligkilerinin
oldugunu ortaya koymaktadir (Chen & Cheng, 2017; Macaulay vd., 2022; Zhao vd., 2023). izleyiciler siber
zorbalik olayini ciddi olarak yorumladiklarinda, miidahale etme sorumluluklarinin farkina varacak ve miidahale
etme niyeti olusturacaktir (Koehler & Weber, 2018). Dahasi siber zorbalik durumunun ciddiyetini
degerlendirmek, bir izleyicinin miidahale edip etmeyecegini belirleyebilecek 6nemli bir durumsal faktordiir
(Song & Oh, 2018). Dolayisiyla siber zorbalik durumunun ciddiyetinin farkina varilmasi, olaya izleyen kisinin
miidahale etme olasiligiyla onemli iliskileri bulundugu icin her iki Olgegin literatiirii birbirleriyle
iligkilendirilerek incelenmistir.

Siber izleyici Rolleri ile Siber Ciddiyet Olcekleri gelistirilirken asagidaki asamalar yapilmistir. Oncelikle
alanyazin taramas1 yapilarak benzer 6lgekler incelenmistir. Tkinci asamada lisede grenim géren dgrencilere agik
uclu sorular sorularak madde havuzu olusturulmustur (Field, 2013). Ugiincii asamada uzman goriisii alinarak
maddelerde diizeltmeler yapilmistir. Dordiincii agamada ise pilot uygulama yapilmigtir. Son asamada ise
Olceklerin nihai formu uygulanarak gecerlik ve giivenirlik analizleri yapilmistir (Tavsancil, 2010).

Bu bilgiler 1s181inda dlgek gelistirme asamasmin birinci asamasi olan alanyazin taramasi yapilmistir. Siber
izleyici rolleri ve siber ciddiyet ile ilgili yapilmis ¢aligmalar ortaya g¢ikarilmistir (Desmet vd., 2014; Huang vd.,
2024; Macaulay vd., 2022; Wang, 2021). Bu ¢alismalarda siber izleyici rollerinin ve ciddiyetin kavramsal
aciklamasi, nasil 6l¢iildiigii ve hangi faktorler ile iligkili oldugu incelenmistir.

Alanyazin taramasindan sonra lisede 6grenim goren 30 kisilik 6grencilere agik uglu soru sorularak tasarlanmustir.
SIRO igin 36 soruluk madde hazirlanmustir. Siber ciddiyet siber zorbalikta durumsal bir faktér olmasi ve daha az
soru ile durumsal 6zelliklerin belirlenmesinden dolay1 14 maddelik bir havuz olusturulmustur. Daha sonra iki
asamal1 bir pilot ¢alisma yapilmistir. Pilot ¢aligmanin ilk boliimiinde maddeler alaninda uzman 6 kisi tarafindan
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degerlendirilmistir. Uzmanlarin {igli Rehberlik ve Psikolojik Danismanlik alaninda 6gretim iiyesi olarak gorev
yapan ve siber zorbalik hakkinda galisma yapan arastirmacilardir. Diger uzmanlarm ikisi Olgme ve
Degerlendirme ve biri de Tiirkge Egitimin alaninda 6gretim {iyesidir. Uzmanlar 6lgekleri agiklik (madde kolay
anlasiliyor, s6z dizimi ve anlambilimi yeterli), tutarlilik (madde 6lgiilen yapiyla mantiksal ve agik bir sekilde
iligkili) ve alakalilik/ilgililik (madde 6nemli ve gerekli) olgiitiine gore degerlendirdiler. Uzmanlar dlgekleri 1
(basarilmadi) ile 4 (¢ok basarili) arasinda degisen 4'li Likert dlgegi lizerinde degerlendirdiler. Daha sonra pilot
calismanin ikinci kismu yiiriitiilerek Erzurum'dan 70 lise 6grencisine dlgek sorulart yoneltilmistir ve dlgeklerin
anlagilir olup olmadig1 degerlendirilmistir. Son asamada 28 maddeden olusan SIRO ve 10 madden olusan SCO
Erzurum il merkezindeki liselerde dgrenim géren 742 dgrenciye uygulanmustir. Olgek uygulama asamasinda
egitim kurumlariyla iletisime gecilerek yasal izinler almmustir. Olgeklerin uygulamasi asamasinda
katilimcilardan bilgilendirilmis onam alinmistir. Olgekler arastirmacilar tarafindan smniflara girilerek yiiz yiize
yapilmistir. Arastirmacilar  6grencilere goniillillik esast dogrultusunda dlgekleri doldurabilecekleri ve
cevaplarinin gizli kalacagma iliskin agiklama yapmustir. Ogrenciler anketleri yaklasik 30 dakikada doldurduklar
gdzlenmistir.

7.4. Verilerin Analizi

Siber izleyici Rolleri Olgegi ile Siber Ciddiyet Olgeginin faktdr yapisii belirlemek igin agimlayici faktér analizi
(AFA) yapilmigtir. AFA ile ortaya ¢ikan faktdrlerin yap1 gegerligini test etmek icin dogrulayici faktdr analizi
(DFA) kullanilmigtir. AFA ic¢in SPSS 25.00, DFA i¢in Amos 24 programlar1 kullanilmigtir. DFA’da model
uyumu i¢in x2/sd < 5, NFI, CFI, TLI, AGFI, GFI ve IFI i¢in > .90, RMR ve RMSEA <.08 6lgiit olarak alinmigtir
(Kline, 2005; Tabachnick & Fidell, 2015). DFA'da faktor yiikleri .30' un iizerinde ve hatalar1 .80'in altinda olan
6geler tutulmustur (Flora & Curran, 2004). Olgegin giivenirligini belirlemek amaciyla i¢ tutarhik ve iki yar1 test
analizleri yapilmistir. Siber Izleyici Rolleri ve Siber Ciddiyet Olgeklerini olusturan maddelerin madde
karakteristik egrilerini hesaplamak icin R programi kullanilmistir.

8. BULGULAR

8.1. Pilot Calisma

SIRO ve SCO icin hazirlanan Slgek maddeleri her bir maddenin kalitesini (1'den S'e kadar) puanlayan ve
degisiklikler oneren alandaki 6 uzman tarafindan degerlendirilmistir (3 Rehberlik ve Psikolojik Danigmanlik, 2
Olgme Degerlendirme ve 1 Tiirkce). Uzman dnerileri dogrultusunda madde ifadeleri, yazimlar1 ve anlamlarini
iyilestirilerek revizyon yapilmustir. Olgeklerin ilk versiyonunda SIRO de 36, SCO de 14 madde yer almaktadir.
Bu asamada Erzurum'daki 70 lise 6grencisiyle bir pilot ¢alisma yiiriitiilmiistiir. Kaiser-Meyer-Olkin (KMO)
faktor analizi icin yeterli degerler gostermektedir (KMO=.78) ve degiskenler arasinda anlamli iliskiler
bulunmaktadir (Bartlett test katsayisi=1126, p<.01). SIRO’de Faktor yiikleri .30'un altinda olan 8 madde,
SCO’de faktor yiikleri .30’un altinda olan 4 madde elenmis ve son versiyonda sirasiyla 28 ve 10 madde yer
almistir.

8.2. Acimlayic1 Faktor Analizine iliskin Bulgular

Siber izleyici Rolleri Olgegi (SIRO) ile Siber Ciddiyet Olgegi’nin (SCO) faktdr yapisina iliskin agimlayict faktor
analizi yapilmistir. Verilerin 6rneklem biiyiikligii ve faktor analizine uygunluk durumu igin Kaiser Mayer Olkin
(KMO) degeri ve Barlett Kiiresellik testleri yapilmstir. Elde edilen bulgulara gore, SIRO’nin KMO degeri .87
ve Barlett testi %2 degeri 5004,87 (p< .01) olarak hesaplanmistir. SCO’niin KMO degeri .90 ve Barlett testi 2
degeri 192291 (p< .01) olarak hesaplanmistir. Bu degerlere gore 6rneklem degerinin yeterli diizeyde oldugu ve
verilerin agimlayict faktdr analizi i¢in uygun aralikta oldugu degerlendirilmektedir (Biiyiikoztiirk, 2016). Bu
calismada faktdr yapisina iligkin temel bilesenler analizi teknigi tercih edilmistir. Temel bilesenler analizi
tekniginde faktdre ait 6z degerin en az %] olan ve yamag birikinti egrisinin yatay oldugu faktorleri
degerlendirmektedir. Ayni1 zamanda faktorlerin agiklanan toplam varyansa katkismnin en az %5 olmas1 6lgiit
olarak belirlenmistir (Field, 2013). Madde faktor yiikleri igin .30 degeri dlgilit alinmistir (Tavsancil, 2010).
Agimlayic1 faktor analizinde elde edilen bulgular sonucunda birbiriyle yiiksek diizeyde iliskili bulunan
maddelerin hangi faktdr altinda toplandigini belirleyebilmek i¢in dik faktor rotasyonu yapilmstir.

8.3. Faktor Rotasyonu (Eksen Dondiirmesi)

Acimlayici faktor analizi ile Siber Izleyici Rollerinin ii¢ boyutlu siber Ciddiyet Olgeginin tek faktdrlii yapist
belirlenmistir. Faktorler arasindaki iligkiyi acikliga kavusturmak i¢in Varimax rotasyonu kullanilmistir. Bu islem
de binigik maddeler ve faktor yiikii .30’un altinda olan maddeler veri setinden ¢ikarilmigtir (Biiyiikoztiirk, 2016;
Worthington & Whittaker, 2006). Sonug olarak SIRO siber magduru destekleme, siber zorbay1 destekleme,
disarida kalma ve siber zorbaliga karsi ¢ikma toplam varyansa katkis1 %71,63 olarak hesaplanmustir. Birinci
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faktor olarak ortaya g¢ikan “siber magduru destekleme-SMD” faktor 6z degeri % 18,40, ikinci faktor olarak
ortaya ¢ikan “siber zorbayi destekleme-SZD” faktdr 6z degeri % 17,30, {iglincii faktor olarak ortaya ¢ikan
“disarida kalma-DK” faktor 6z degeri % 15,98 ve son olarak “siber zorbaliga karsi ¢ikma-SZK” faktor 6z degeri
% 20,22 oldugu belirlenmistir. SIRO’niin faktor yiikleri .61 ile .94 arasindadir. SCO tek faktérden olusmaktadir.
Toplam varyansa katkist %48,96°dir. SCO faktor 6z-degeri 3.92°dir. SCO faktor yiikleri .62 ile .79 arasindadir.
Elde edilen bu faktdr yiikleri iyi olarak degerlendirilmistir (Tavsancil, 2010). Tablo 2’te 6l¢eklerin alt boyutlar
ve maddelere iliskin faktor yapis1 ve yiikleri yer almaktadir.

Tablo 2.
Olgeklerin Faktor Yapisi ve Faktor Yiikleri

Siber izleyici Rolleri Olgegi Siber Ciddiyet Olgegi
Maddeler SMD SZD DK SZK Maddeler AFA
1 .80 1 .69
4 .82 2 72
5 .62 3 .67
8 75 4 .62
13 .83 5 .76
14 .89 6 .79
15 .88 7 .65
21 .83 8 .68
24 .84
25 79
27 78
29 .76
35
37 .84
Toplam Toplam
Varyans .76 Varyans
%71,63 %48,96
Oz-deger 18,40 17,30 15,98 20,22

Tablo 2 incelendiginde Siber izleyici Rolleri Olgegine iliskin dlgegin varyansm %71,63{inii agiklanmaktadir. Bu
faktdr yapisimin en az 1 6z degere ve %S5 varyansa sahip 4 boyutlu bir dzellik tasidig1 goriilmektedir. Olgegin
maddelerinin faktor yiiklerinin ise .62 ile .89 arasinda degismektedir. Olgek maddelerinin icerikleri gdz oniinde
bulunduruldugunda 6lgegin birinci faktorii siber magduru destekleme, ikinci faktorii siber zorbay1 destekleme,
uglincli  faktorii disarida kalma-tepkisizlik- ve dordiincii faktorii siber zorbalida karsi ¢ikma olarak
isimlendirilmistir. Siber ciddiyet 6l¢egi toplam varyansin %48.96’sini agiklamaktadir. Sonuglar 6lgegin tek
faktorlii bir yap1 gosterdigini ortaya koymaktadir. SCO faktor yiikleri .62 ile .79 arasindadir.

Siber izleyici Rolleri Olgegine iliskin Scree Plot grafiginin incelenmesi, 6zdegerleri 1'i asan 4 faktorlii bir yapiy:
ortaya ¢ikarmaktadir (Sekil 1).
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Scree Plot
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Sekil 1. Siber izleyici rolleri dlgeginin scree plot grafigi

Sekil 1’de bulunan yamag-birikinti grafigi incelendiginde 4 noktada egik kirilmalarin oldugu goriilmektedir. Bu
durum dondiirme sonrasi elde edilen bulgularin birbiriyle ortiistiigiinii gostermektedir.

Siber Ciddiyet Olgegine iliskin Scree Plot grafiginin incelenmesi, zdegeri 1'i asan tek faktorlii bir yapiy: ortaya
¢ikarmaktadir (Sekil 2).
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Sekil 2. Siber ciddiyet dlgceginin scree plot grafigi

Sekil 2’de bulunan yamag-birikinti grafigi incelendiginde 1 noktada egik kirilmalarin oldugu goriillmektedir. Bu
durum dondiirme sonrasi elde edilen bulgularin birbiriyle ortlistiigiinii gostermektedir.

8.4. Dogrulayic1 Faktor Analizi

Siber izleyici rolleri dlgeginin dort faktorli ve siber ciddiyet dlgeginin tek faktorli yapisinin dogrulanmast DFA
ile gergeklestirilmistir. Analiz icin Amos 24 programi1 kullanilmistir. DFA i¢in ¢alismaya 374 6grenci katilmigtir
(Tablo 1). SIRO ve SCO’ye iliskin degerler Tablo 3’te sunulmustur.
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Tablo 3.
DFA Bulgular
Siber izleyici Rolleri Olgegi DFA Sonuclar Siber Ciddiyet Olgegi DFA Sonuglar
5 B =5 SE5 5 =5 SEs
=% £ §E5 = ET E£7% ~
< ¥ £% EE® J % £9% EE% J
= = = A Z o R = = A Z o R
] 1 1.09 79 14,20 1 46 63 10,11
(0]
- 2 1.19 80 14,31 2 61 67 10,49
S =
=2 3 94 61 10,98 3 68 .60 10,73
S A8
% 4 1.08 75 10,97 4 72 54 11,04
o 5 91 75 18,07 5 70 73 13,40
= E
S >
2k % 6 94 91 21,70 6 85 77 16,28
n o B
Ng 7 1.00 94 24,24 7 .60 59 11,18
.8 94 71 13,40 8 .69 62 11,25
s, =2
8 4=
EES 9 1.10 87 14,85
Z 3 =
R¥ 5 10 1.00 78 16,55
B 11 1.24 89 21,21
)2{) <
E § 12 1.21 84 15,13
5 O
N 13 1.04 76 13,92
E S
= M 14 1.00 71 13.41

Tablo 3 siber izleyici rolleri 6l¢eginin dort ve siber ciddiyet 6lgeginin tek faktorlii yapisinin dogrulandigini
gostermektedir. SIRO’ye iliskin DFA sonucunda standardize edilmis madde faktor yiikleri .61 ile .94
arasindadir. Alt boyutlar arasindaki hata varyanslarina iliskin kovaryans degerleri SMD-SZD .75, SMD-DK: .68,
SMD-SZKC: .66, SZD-DK: .71, SZD-SZKC: .73, DK-SZKC: .78 olarak belirlenmistir. SCO’ye iliskin
standardize edilmis madde faktdr yiikleri .54 ile .77 arasinda oldugu gdzlenmistir. Olceklerin DFA sonucuna
iligkin uyum degerleri sonuglarin anlamli oldugunu ortaya koymaktadir (Tablo 4).

Tablo 4.

Yapisal Esitlik Modeline fliskin Uyum Degerleri

Model x2/sd NFI CFI TLI AGFI GFI IFI RMR RMSEA
1. SIRO 2,57 .94 .96 .95 .90 .94 .96 .058 .065
2.8CO 4,53 95 .99 95 95 .97 .99 .047 .069

Tablo 4’teki uyum indeksi degerleri gbz &niine alindiginda, Siber izleyici Rolleri Olgegi ile Siber Ciddiyet
Olgegi’nin dogrulayici faktor analizinin anlamli oldugu belirlenmistir.

8.5. SIRO ve SCO Korelasyon Katsayilari

Siber izleyici rolleri 6lgeginin hem alt boyutlartyla hem de siber ciddiyet 6lgegi ile iliskileri Pearson korelasyon
katsayist test edilmistir. Sonuglar Tablo 5’te sunulmustur.

Tablo 5.

Korelasyon Analizi

Degiskenler 1 2 3 4 5
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1.SMD 1 -35" -30" ST -36"
2.87ZD 1 197 -28" 397
3.DKA 1 -45" 327
4.SZK 1 -40%
5.8CI 1
X 16,58 3,68 6,82 15,58 16,67
S.s 341 1,91 3,23 4,28 6,38
Carpiklik -1,34 1,46 .68 -93 .94
Basiklik 1,75 1,89 -.34 .03 1,05

*»<.05 SMD=Siber magduru destekleme, SZD= Siber zorbay: destekleme, DKA= Disarida kalma, SZK= Siber zorbaliga karsi ¢ikma, SCO:
Siber ciddiyet 6l¢egi

Tablo 5°de goriildiigii gibi, SIRO niin alt boyutlar ile iliskileri .19 ila .57 arasinda degismektedir. SIRO niin alt
boyutlar ile SCO arasindaki iliskiler .32 ile -.40 arasinda degismektedir. Verilerin +2 ile -2 arasinda olmasi
normallik varsayimini karsiladigini géstermektedir (George, 2010).

8.6. Madde Ayirt Ediciligi

SIRO ve SCO’niin madde ayirt ediciligi igin Madde Tepki Kurami (MTK)’ndan yararlanilarak maddelerin
karakteristik egrisi (MKE) belirlenmistir. Bu yontem klasik test teorisine gore daha maddelere iliskin daha
ayrmtili ve giivenilir bilgiler vermektedir. MKE analizinde “S” seklinde bir egri kullanilmis olup, 5°1i Likert tipi
Olgekler i¢in uygun olan Dereceli Yanit Modeli (Graded Response Model-GRM) kullanilarak
gerceklestirilmistir. a degeri 1’den yiiksek olmasi maddenin yiiksek diizeyde ayirt ediciligini gostermektedir
(Chalmers, 2012). Bu baglamda elde edilen sonuglar Sekil 3 ve Sekil 4’te sunulmustur.
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Sekil 3. Siber izleyici rolleri ol¢eginin madde karakteristik egrisi (ICC)
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Sekil 4. Siber ciddiyet ol¢eginin madde karakteristik egrisi (ICC)

Sekil 3 ve 4 incelendiginde, Siber Izleyici Rolleri ve Siber Ciddiyet Olgeklerini olusturan maddelerin madde
karakteristik egrileri maddelerin ayirt ediciligine iliskin 6nemli bilgiler vermektedir.

8.7. Ol¢iim Degismezligi
Siber izleyici Rolleri Olgeginin cinsiyete gore dlciim degismezligi yapilmistir. Sonuglar Tablo 6°da verilmistir.

Tablo 6.
Siber Izleyici Rolleri Olgegi Olgiim Denkligi Sonuglart

Modeller X2 4 X2/ CFI RMSEA Model Karsilagtirma
X2 ar CFI

1.Yapisal 277.30 1.95 .95 .051 - -
Denklik  (142)
2 Metrik 304.93 2.01 .95 .052 2vs. 1 27.62 .006
Denklik  (152) (10)
3a. Olgek 335.19 2.02 .94 .052 3avs. 2 30.26 .006
Denklizi  (166) (14)
3b.0lgek 347.71 1.98 .94 .051 3bvs. 2 12.52 .007
Denkligi  (176) (10)

4. Kati 485.88 2.56 .90 .065 4 vs. 3b 138.17 .043
Denklik  (190) (14)

Siber Izleyici Rolleri Olgeginin cinsiyete gore dlgiim degismezligi icin yapisal, metrik, dlgek ve kati denklik
degerlerine bakilmistir. Yapisal denklik analizi sonucunda elde edilen uyum indekslerinin kabul edilen degerler
icinde olmas1 dlgegin yapisal denkliginin saglandigini gdstermistir (X?=277.30, df: 142, X2 /df= 1.95, CFI. 95,
RMSEA: .051, p<.01). Olgiim denkliginde modellerin karsilastirilmasindaki kare yerine CFI farklilik testlerinin
kullanilmast ve karsilastirilan modeller arasinda CFI degerinin <.01 kiigiik olmasi dnerilmektedir (Cheung &
Rensvold, 2002). Yapisal model ile metrik modeline ait CFI <.01 oldugundan metrik denkligini oldugu
sOylenebilir. Bu bulgu 6lcek maddelerinin faktor yiiklerinin gruplar bakimindan es deger olduguna isaret
etmektedir. Metrik modeli ile 6lcek modeline ait CFI <.01 oldugundan &lgek denkligi saglanmistir. Son olarak
6l¢ek modeli ile kati modele ait CFI>.01 oldugundan kat1 denkligin saglanamadig tespit edilmistir.

Siber Ciddiyet Olgeginin cinsiyete gore dlgiim degismezligi yapilmistir. Sonuglar Tablo 7°de verilmistir.
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Tablo 7.
Siber Ciddiyet Olgegi Olgiim Denkligi Sonuglart

Modeller X2 4 X2/ CFI RMSEA Model Karsilastirma
X2 4 CFI

1.Yapisal 70.53 1.76 .96 .045 - -
Denklik  (40)

2 Metrik 77.08 1.64 .96 .041 2vs. 1 6.55 .00
Denklik  (47) )
3a. Olgek 100.35 1.83 94 .047 3avs.2 23.27 .02
Denkligi  (55) ®)

3b.01gek 100.64 1.80 94 .046 3bvs. 2 32.83 .019
Denkligi  (56) ©)

4. Kati 133.17 2.08 91 .054 4vs. 3b 32.53 .032
Denklik  (64) ®)

Siber Ciddiyet Olgeginin cinsiyete gore ol¢iim degismezligi i¢in yapisal, metrik, dlcek ve kati denklik
degerlerine bakilmistir. Yapisal denklik analizi sonucunda elde edilen uyum indekslerinin kabul edilen degerler
icinde olmas1 dlgegin yapisal denkliginin saglandigini gostermistir (X?=70.53, df: 40, X?‘df= 1.76, CFL 96,
RMSEA: .045, p<.01). Ol¢iim denkliginde modellerin karsilastirilmasindaki kare yerine CFI farklilik testlerinin
kullanilmas1 ve karsilastirilan modeller arasinda CFI degerinin <.01 kiigiik olmasi Onerilmektedir (Giirbiiz,
2021). Yapisal model ile metrik modeline ait CFI <.01 oldugundan metrik denkligini oldugu sdylenebilir. Bu
bulgu 6lcek maddelerinin faktdr yiiklerinin gruplar bakimindan es deger olduguna isaret etmektedir. Metrik
modeli ile 6lcek modeline ait CFI >.01 oldugundan 6l¢ek denkligi saglanamamuistir. Son olarak dlgek modeli ile
kat1 modele ait CFI >.01 oldugundan kati denkligin saglanamadig tespit edilmistir.

8.8. Giivenirlik Analizleri

Bu arastirmada Siber izleyici Rolleri Olgegi ve Siber Ciddiyet Olgeginin giivenirlik katsayilari hesaplanmustir.
Sonuglar Tablo 8’de gdsterilmistir.

Tablo 8. )
Olceklerin Farkli Faktorlerle liskileri
Siber izleyici Rolleri Olcegi Madde Sayisi Cronbach Alfa Tki Ya“BTr ‘:)Svtvfls)‘perma“

1.Siber Magduru Destekleme 4 81 .82

2.Siber Zorbay1 Destekleme 3 .86 .88

3.Disarida Kalma-Tepkisizlik 3 .80 78

4.Siber Zorbaliga Kars1 Cikma 4 .87 .84

Siber Ciddiyet Olcegi 8 73 .68

Siber izleyici Rolleri Olgeginin siber magduru destekleme, siber zorbay1 destekleme, disarida kalma-tepkisizlik,
siber zorbaliga karsi ¢ikma Cronbach alfa i¢ tutarlik katsayilari sirasiyla .81, .86, .80 ve .87 olarak bulunmustur.
Siber Ciddiyet Olgeginin Cronbach alfa i¢ tutarlik katsayisi .73 olarak belirlenmistir. Siber izleyici Rolleri
Olgeginin iki yar1 test giivenirligi sirastyla .82, .88, .78 ve .84 olarak saptanmustir. Siber Ciddiyet Olgeginin iki
yar1 test giivenirligi .68 olarak ortaya ¢ikarilmigtir. Alanyazinda 6l¢ek maddelerinin giivenirlik katsayisi ig¢in en
az .60’1n istiinde bir degerin olmas1 gerektigi belirtilmektedir (Kayis, 2014; Sencan, 2005). Bu sonuglara gore
hem SIRO hem de SCO’niin ig tutarlik ve iki yar1 giivenirlige iliskin kosullar1 sagladig1 gdzlenmektedir.

9. TARTISMA VE SONUC

Bu calismada Siber izleyici Rolleri (SIRO) ve Siber Ciddiyet Olgeginin (SCO)gecerlik ve giivenirligini
incelenmistir. Ag¢imlayici faktdr analizi Siber izleyici Rolleri ve Siber Ciddiyet Olgegi'nin gecerliginin
saglandigin1 gostermistir. Dogrulayici faktdr analizleri, 14 maddelik SIRO ve 8 maddelik SCO’nin faktdr
yapisinin  dogrulandigini ortaya koymaktadir. SIRO ve SCO yapilar1 yiiksek i¢ tutarliliga sahip oldugu
belirlenmistir. Bulgular Siber Izleyici Rolleri ve Siber Ciddiyet Olgeklerinin cinsiyete gore dlgiim degismezligini
sagladigii ortaya koymustur. SIRO alt boyutlarina gére, SCO toplam puan alinarak degerlendirilmektedir.
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SIRO’niin alt boyutlarindan alan puanlarin artmasi o boyuta iliskin siber izleyici roliiniin daha yiiksek
oldugunu gostermektedir. SCO’de yiiksek puanlar izleyicilerin siber zorbalik olaymi ciddiye almadiklarim
gostermektedir.

Yap1 gegerliligi agisindan, bulgular énceki caligmalarin bulgularina benzemektedir. Ornegin Sarmiento vd.
(2019) Siber izleyici Olgegi calismasinda cevrimici pasif yabanci, ¢evrimici siber magdurun savunucusu,
cevrimigi siber zorbanin giliglendiricisi; yiiz ylize pasif yabanci, siber magdurun yiiz ylize savunucusu, siber
zorbanin yiiz yiize giiclendiricisi seklinde faktor yapilari belirlemistir. Olgegin genel giivenirlik katsayisi .88 alt
boyutlarin giivenirlik katsayilari .79 ile .92 arasinda degismektedir.

Chu (2020) tarafindan gelistirilen Siber Zorbalikta Seyirci Davranigsal Niyet Anketi’nin gegerlik ve giivenirlik
analizleri bu ¢alismanin bulgular1 ile benzerlik gostermektedir. Olcekte siber zorbalik olayinin simiilasyonunu
izledikten sonra, katihimecilarm davranissal tepkilerini vermeleri istenmektedir. Olgek, magduru savunma,
magduru destekleme, dislanmis kalma, zorbayr destekleme ve zorbaya yardim etme olmak iizere bes boyut
iceren 20 maddeden olusmaktadir. 7°1i likert tipi dlgege gore degerlendirilmektedir. Her boyut i¢in maddelerdeki
daha yiiksek degerler, katilimcilarin siber zorbalikta belirli tiirden seyirci davranislarini sergileme konusunda
daha yiiksek niyetlere sahip olduklarmi gostermektedir. Dogrulayici faktor analizi sonuglar1 anketin bes boyutlu
yapismin verilerle yeterince uyumlu oldugunu gostermistir (x%/df = 2.51, CFI = .93, TLI = .92, RMSEA = .059,
SRMR = .058). Mevcut ¢aligmadaki bes alt 6lcek i¢in Cronbach alfa degerleri sirastyla 71, .54, .88, .78 ve .61
olarak bulunmustur.

Bu c¢alismanin bulgusu Seo (2008) dort siber izleyici roliinii (magduru savunma, magdura yardim etme, yabancit
kalma, zorbay1 destekleme) ortaya ¢ikardig1 calismayla benzerlik gostermektedir. Olcegin giivenirlik degerleri.
.79 ile .95 arasindadir. Daha 6nceki ¢aligmalarda siber zorbalikta izleyicilerin farkli davranislarinin olabilecegini
one slirmiistiir. Baz1 insanlar siber zorbalik hakkinda bilgi sahibi olan pasif izleyiciler olabilir, ancak higbir
eylemde bulunmazlar. Magdurlarin savunuculari siber zorbaligi durdurmak i¢in miidahale eder ve siber zorbanin
giiclendiricileri daha fazla siber zorbalig1 tesvik edebilir. Bazi izleyicilerde siber zorbaliga karisan bir kisiyle
konusarak onun eylemine karsi ¢ikabilir (Leung vd., 2018; Song & Oh, 2018).

Zorbalik olayinda izleyiciler olumlu savunma davraniglart sergileyebilir veya kayitsiz kalip higbir sey
yapmayabilirler. Zorbalik durumlarinda izleyicilerin savunma davranisi, belirli bir tiir sosyal davranisi temsil
eder. Ozellikle, izleyiciler diger dgrencilerin zorbaliga ugradigim gordiiklerinde, zorbalari caydirmak igin s6z ve
hareket kullanabilirler veya magdurlara destek ve rahatlik saglayabilir. Dahasi, dogrudan miidahale
edemeyeceklerini diisiinseler bile, 6gretmenlerinden veya ebeveynlerden yardim isteyebilir (Pozzoli & Gini,
2010). Bu davranisg, daha fazla zorbalik olaymin meydana gelmesini ve daha fazla tirmanmasini veya gelismesini
etkili bir sekilde dnleyebilir ve ayrica zorbaliga ugrayan bireylerin yasadigi fiziksel ve zihinsel zarar1 azaltabilir
(Yun, 2020).

Siber izleyici rollerini empati (Zhao vd., 2023), siber zorbalik deneyimleri (Huang vd., 2020; Kozubal vd.,
2019), benlik saygisi (Cui vd., 2023), ahlaki kayitsizlik (Merlici & Maftei, 2025) ve ahlaki duygu (Hong & Li,
2022) ile onemli iliskilileri bulunmaktadir. Siber zorbalik durumu stresli bir durum oldugu icin izleyicilerin
rollerinin kisilik ve duygusal 6zellikleri, duygu diizenleme ve basa ¢ikma tarzlari etkileyebilir.

Siber Ciddiyet Olgegi’ne iliskin gecerlik ve giivenirlik sonuglar1 alanyazindaki bulgularla &rtiismektedir.
Ormegin Bastiaensens vd. (2014) tarafindan gelistirilen ve Chu (2020) tarafindan revize edilen Siber Zorbalik
Olay1 Siddeti Anketi, algilanan olay siddetini 6lgmek i¢in kullanilmistir. Olgek bes maddeden ve katilimcilarin
siber zorbalik olayina iligkin sunulan olaymi hatirlamalarima iliskin algilarin1 6lgmektedir. Katilimcilarin algilar
"ciddi degil-ciddi, hi¢ sorun degil-biiyiik bir sorun, komik degil-komik, ac1 verici degil-ac1 verici ve eglenceli
degil-eglenceli" ifadelerine gore degerlendirilmektedir. Daha yiiksek degerler, katilimcilarin siber zorbalik
olaylarinin ciddiyetine iliskin daha giiclii bir algtya sahip oldugunu gostermektedir. Mevcut ¢alismadaki 6lgek
icin Cronbach alfa degeri .72'dir. Sticca ve Perren (2013b) siber zorbalik ciddiyet 6l¢egi 17 maddeden olusmakta
ve 5°1i Likert Slcegine gore degerlendirilmektedir (1 daha az ciddi ile 5 daha ciddi). Olgek ergenlerin siber
zorbalik davramiglarin1 kendi bakis agilarina gore ne kadar ciddi olabilecegini derecelendirmelerini
belirlemektedir.

Koehler ve Weber (2018) izleyicilerin hakaret igceren bir olayr daha az ciddi olarak degerlendirdiklerinde
magdura yardim etme isteginin daha diisiik oldugunu ortaya ¢ikarmistir. Wang ve Kim (2021), yiiksek siddette
siber zorbalik olayina tanik olan izleyicilerin daha yiiksek diizeyde empati deneyimleyebilecegi i¢in olayin daha
ciddi algilayabilir. Bu durumda magdura yardim etme davraniginda bulunabilir.

Giivenilirlik ve gecerlilik analizlerine gore, 14 maddelik SIRO ve 8 maddelik SCO'in gegerli ve giivenilir
oldugu bulunmustur. Bu bulgu arastirmanin bazi sinirliliklart ile degerlendirilmelidir. Bu ¢alisma, dikkate alinan
degisken arasinda nedensel iliskiler kurma yetenegini sinirlayan kesitsel bir tasarima dayanmaktadir. Gelecekteki
aragtirmalar bu smirlamay1 ¢ézmek icin boylamsal bir arastirma tasarimi kullanilabilir. Olgek calismasi lisede
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O0grenim goren Ogrenciler katilmigtir. Sonuglar farkli yas gruplart igin genellestirilemez. Gelecekteki
arastirmalarda ortaokul ve {iniversite dgrencilerinde 6lgeklerin gegerlilik ve gilivenirlik 6zellikleri test edebilir.
Bu arastirmada siber zorbalik davraniginin farkli boyutlari ele alinmamistir. Aragtirmacilar siber zorbaligmn farkl
oriintiileriyle siber ciddiyet ve izleyici rollerini inceleyebilir. Izleyicilerin ciddiyetini ve rollerini iliskin algilarini
belirlemeye yonelik nitel ¢caligma yapilabilir.

Okullarda Rehberlik ve Psikolojik Danigma Servisi siber zorbalik yasandiginda dlcekleri izleyicilerin bu durumu
ciddiyete alip almadiklar1 ve farkli izleyici davranislarini belirlemek i¢in kullanabilir. Bununla birlikte her iki
Olcek izleyicilerin siber izleyici rolleri ve siber ciddiyet diizeylerinin belirlemede onemli bir kaynak olabilir.
Olgekler izleyicilerin siber zorbalik durumunda gosterebilecekleri tepkileri ve olayr ciddiye alma diizeyini
belirledigi icin siber zorbaligin 6nlenmesi ve miidahalesinde kullanilabilir.
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