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KURESEL TEKNOLOJi STANDARTLARI VE JEOPOLITIiK REKABET: 5G VE
YAPAY ZEKA UZERINDE KURAL KOYMA MUCADELESI
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Yapay zeka ve 5G teknolojilerinin damga vurdugu giiniimiizde teknoloji standartlari, salt teknik uyum
araglar1 olmaktan cikarak kiiresel yoOnetisim ve gii¢ rekabetinin merkezine yerlesmis, biiyiik giicler
arasindaki standart belirleme savaslar1 teknik ¢ekismelerin 6tesinde yapisal gii¢ iiretimi ve norm insasi
mekanizmalari olarak ortaya ¢ikmistir. Standartlar, ekonomik giivenlik, teknolojik bagimlilik ve deger
temelli diizen insasimin araglan olarak islev gormekte; dolayisiyla kiiresel diizenin gelecegini
belirleyecek uzun vadeli rekabetlerin ana sahnesine doniismektedir. Bu baglamda, giiniimiiz standart
savaslarinin merkezinde dort kritik alan 6ne ¢ikmaktadir: 5G iletisim protokolleri, yari iletken iiretim
siiregleri, yapay zeka giivenlik ve etik standartlart ile veri aktarim diizenlemeleri. Calismada, bu
alanlarin her biri hem teknik boyutlar1 hem de jeopolitik yansimalariyla ele alinmis ve bunlardan ikisi
hakkinda da vaka calismasi yapilmis, 5G ve yapay zeka alanlarindaki standart belirleme siireclerinin
uluslararasi diizeni ve yonetisim mekanizmalarini nasil yeniden sekillendirdigi incelenmistir. Bulgular,
teknoloji standartlarinin ii¢ temel dinamik iizerinden etkili oldugunu gdstermektedir: Birincisi, teknik
Ozellikleri jeoekonomik araglara doniistiirerek giivenlik ve ekonomi sinirini bulaniklastirmasi; ikincisi,
geleneksel standart kurumlarinin tarafsizligini asindirarak rekabetci kurumsal bloklarin olusumunu
tesvik etmesi; iiclinciisii ise pargal kiiresel sistemde orta gii¢lere normatif girisimcilik alan1 agmasidir.
Caligma, orta giiclerin ¢ok katmanli diplomasi ve kurumsal kapasite giliclendirmesi yoluyla stratejik
ozerklik kazanabilecegini vurgulamakta ve teknoloji standartlarin1 uluslararasi iligkiler literatiiriinde
yeterince incelenmemis bir yonetisim alani olarak konumlandirmaktadir.
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GLOBAL TECHNOLOGY STANDARDS AND GEOPOLITICAL COMPETITION:
THE STRUGGLE TO SET THE RULES ON 5G AND ARTIFICIAL INTELLIGENCE

Theoretical Article
ABSTRACT

In an era defined by the rise of artificial intelligence (Al) and 5G technologies, technology standards
have moved beyond being mere instruments of technical compatibility to become central elements of
global governance and power competition. The standard-setting battles among major powers have
emerged not simply as technical disputes but as mechanisms of structural power production and norm
construction. Standards function as tools of economic security, technological dependency, and value-
based order-building, thereby constituting the main arena for long-term rivalries that will shape the
future of the global order. Within this context, four critical domains stand at the core of contemporary
“standards wars”: 5G communication protocols, semiconductor manufacturing processes, Al safety and
ethical standards, and cross-border data governance frameworks. Each of these domains is examined in
terms of both their technical dimensions and geopolitical implications, with two explored through
detailed case studies. The findings demonstrate that technology standards operate through three key
dynamics: first, by transforming technical features into geoeconomic instruments and blurring the
boundary between security and economy; second, by eroding the neutrality of traditional standardization
bodies and fostering the emergence of competitive institutional blocs; and third, by creating
opportunities for normative entrepreneurship among middle powers within a fragmented global system.
The study argues that middle powers can enhance their strategic autonomy through multi-layered
diplomacy and institutional capacity-building, positioning technology standards as an underexplored
domain of governance within the international relations literature.

Keywords: Geopolitical Competition, Regime Complex, Standards Law, Technology Standards,
Technology-Block Politics
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1. GIRIS

Guniimiizde biiyiik gilic rekabeti yalnizca askeri kapasitelerin kiyaslanmasi ya da giimriik
tarifeleri lizerinden yliriitiilen ticari uyusmazliklarla sinirli degildir; bunun 6tesinde, teknolojik
standartlarin belirlenmesi giderek kiiresel diizenin en kritik cephelerinden biri haline
gelmektedir (Gallwey, 2025; Saniuk-Heinig, 2025). Bir donem yalnizca sinirli bir uzman
grubunun dar teknik meselesi olarak goriilen teknik standartlar, bugiin dijital ekonomilerin
isleyisini, kritik altyapilarin giivenligini ve stratejik bagimlilik iliskilerini onlarca y1l boyunca
belirleyecek kurallarin ¢atigmali zeminini olusturmakta ve bu yoniiyle de kamuoyunun ilgisini
iizerine ¢ekmektedir. Besinci nesil (5G) mobil aglarin tanimlanmasindan yapay zeka (YZ)
yonetisimine, kuantum sifreleme protokollerinden yari iletkenlerin iiretim siireglerine uzanan
bu alanda, standart belirleme siirecleri teknik miihendislik tercihleri, normatif liderlik ve gii¢
projeksiyonu araglaridir.

Ozellikle DeepSeek’in R1 modelinin beklenmedik basarisinin ardindan yari iletkenler ve nadir
elemenler lizerinde biiyiiyen ABD- Cin rekabeti, tiglincii Nesil Ortaklik Projesi (3rd Generation
Partnership Project- 3GPP)! ve Uluslararasi Telekomiinikasyon Birligi (ITU) gibi forumlarda
yogunlasarak, kiiresel tedarik zincirlerini par¢alamakla kalmamakta ayni1 zamanda uluslararasi
normlarin mesruiyet miicadelesini de derinlestirmektedir. Bu tablo, uluslararasi politikada ana
degisken olarak teknolojinin ekonomik bir rekabet alan1 ve jeopolitik diizenin gelecegini
belirleyen bir “stratejik savas alan1” haline geldigini gostermektedir (Lee, 2021). Bu baglamda,
giiniimiiz standart savaglarinin merkezinde dort kritik alan 6ne ¢ikmaktadir: 5G iletigim
protokolleri, yari iletken liretim siiregleri, yapay zeka gilivenlik ve etik standartlari ile veri
aktarim diizenlemeleri. Asagidaki boliimlerde, bu alanlarin her biri hem teknik boyutlart hem
de jeopolitik yansimalariyla ele alinacak ve bunlardan ikisi hakkinda da vaka g¢alismasi
yapilacaktir.

Teknoloji standartlarin siyaseti, glindelik hayatin altyapisina gomiilii normatif tercihler
iretmekle kalmaz ayni zamanda kiiresel Olcekte hangi teknik o6zelliklerin birlikte islerligi
saglayacagini, lisans gelirlerinin kimlere aktarilacagini1 ve hangi aktorlerin hangi piyasalarda
egemenlik kuracagini belirlemesi bakimindan kurucu bir rol iistlenmektedir. Lawrence
Lessig’in “kod hukuktur” Onermesi, dijital ¢agda teknik altyapilarin toplumsal diizeni
sekillendirme kapasitesine isaret ederken, bu yaklasim ayni zamanda Michel Foucault’nun
iktidar kuramiyla da kesismektedir. Nitekim, Foucault’nun “iktidarin mikro-fizigi” ve “iktidar
teknolojileri” kavramlari, iktidarin hukuksal ya da devlet merkezli mekanizmalar disinda
bireylerin giindelik pratiklerini diizenleyen teknik, kurumsal ve sdylemsel araglar vasitasiyla
isledigini vurgulamaktadir (Foucault, 1995).

Lessig’in belirttigi tizere, toplumsal davraniglar sekillendiren dért temel unsur vardir: hukuk,
piyasa, sosyal normlar ve mimari (dijital baglamda kod). Dolayisiyla kod, ¢evrimigi diinyada
“hukuk” gibi isleyen bir mimari ¢er¢evedir (Lessig, 1999). Bu nedenle “kod hukuktur” ifadesi,
teknoloji standartlarinin uluslararasi hukuk ile gii¢ politikas1 arasindaki gerilimin somut bir testi
oldugunu gostermektedir. Bu bakis agis1, uluslararast hukuk ve norm mesruiyeti literatiiriiniin
isaret ettigi standart belirleme sorunlariyla dogrudan iligkilidir. Zira ITU veya 3GPP gibi
forumlarda belirlenen teknik standartlar, miihendislik uyumlulugu saglamakla birlikte hangi
aktorlerin mesru norm tireticisi oldugunu, hangi degerlerin kiiresel 6lgekte kabul gérecegini ve

! 3rd Generation Partnership Project (3GPP), 1998°de Avrupa, ABD, Japonya, Giiney Kore ve Cin’in bolgesel
standart kuruluglarinin ortak girisimiyle kurulan; 3G’den 6G’ye uzanan mobil iletisim standartlarini belirleyen
teknik is birligi platformudur. Giiniimiizde, kiiresel telekom rekabetinde baglica sirketlerin ve devletlerin normatif
etki alanlarin1 genisletmeye calistig1 stratejik bir forum niteligindedir (3GPP, 2025a)
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hangi davranislarin miimkiin veya imkansiz olacagini belirlemektedir (Frank, 1990;
Koskenniemi, 2006).

Bu gerceklik gilintimiizde adeta bir “standartlar hukuku” bigimini almistir. Zira bu standartlari
yazan aktorler kalici bir yapisal gii¢ elde etmektedir. Bunu fark eden ABD ve Cin gibi aktorler
uluslararasi standardizasyon girisimlerini yonlendirmek veya engellemek icin agresif adimlar
atarken (Tobin, 2018), ABD, yapay zekayi kiiresel gli¢ dengesini degistirebilecek doniistiiriicii
bir teknoloji olarak gercevelemekte, yapay zeka gelistirme ve yonetimini, Amerikan ¢ikarlarini
korumak i¢in yerel inovasyonu, stratejik ortakliklari ve dig politikay1 entegre eden bir ulusal
giivenlik zorunlulugu olarak konumlandirmaktadir. Bu, stratejinin temel unsurlarindan biri,
ABD liderliginde bir ittifak kurmak, ABD ile uyumlu giivenlik standartlarini, yazilim ve
donanimlari tesvik etmek ve miittefikleri ve ortaklar1 Amerikan teknoloji yiginina baglayan bir
birlikte ¢alisabilirlik ag1 olusturmaktir (Gallwey, 2025).

Son yirmi yilda Cin Halk Cumhuriyeti, kasitli devlet destekli stratejilerle kiiresel teknoloji
arenasindaki konumunu hizla giiglendirmis; bu yiikselis, YZ, 5G, kuantum bilisim ve yari
iletkenler gibi dncii alanlara yapilan on milyarlarca ABD dolar1 diizeyindeki yatirimlarla ivme
kazanmistir (Abdikarov, 2023). Bu yatirimlar, yerli inovasyonu tesvik etmek ve disa bagimlilig
azaltmak amaciyla tasarlanmis olup, 2015°te baslatilan “Made in China 2025 ve Kusak ve Yol
Girisimi’nin “Dijital Ipek Yolu” bileseni bu cabalarin somut drneklerini olusturmaktadir. Bu
programlar sayesinde ticari harcamalar devlet kontrolii ve mali tesviklerle biitiinlestirilerek
teknolojik Ozerkligi ve uluslararasi niifuzu pekistirmektedir. Bu girisimlere, 2017°de
yayimlanan “Yeni Nesil Yapay Zeka Gelisim Plani” gibi sektorel yol haritalar eslik etmekte
olup, plan 2020’ye kadar yakalama, 2025’e kadar atilimlar ve 2030’a kadar kiiresel onciiliik
evrelerini tanimlayarak Cin Komiinist Partisinin bu alanlarda 6zerklik ve liderlik hedefini
vurgulamaktadir (Saniuk-Heinig, 2025).

AB ise tarihsel olarak hem tek pazara hem de kiiresel ekonomiye fayda saglayan birlikte
calisabilirlik gibi degerleri korumak i¢in rekabet ve isbirligi arasinda denge kuracak {i¢iincii bir
yol arayisinda olup “Briiksel etkisi” olarak adlandirilan diizenleyici kapasitesini kullanarak
kendi normlarini thdas etmeye ¢alismaktadir (Zuniga vd., 2024). AB’nin dijital stratejisi, uzun
yillardir diizenleyici ¢ergevelere ve veri minimizasyonu, tiiketici korumasi ile hesap verebilirlik
gibi hak temelli ilkelere dayali temele oturtulmustur. AB Genel Veri Koruma Yonetmeligi
(GDPR), ve Veri Koruma Direktifi gizlilik standartlar1 bakimindan kiiresel bir referans noktasi
teskil etmis ancak, son donemde Avrupali politika yapicilar, dijital altyapida stratejik 6zerkligi
on plana ¢ikarmistir. AB’nin Dijital Hizmetler Yasasi (DSA), Dijital Operasyonel Dayaniklilik
Yasasi (DORA) ve Siber Dayaniklilik Yasas1 (CRA) gibi girisimler, dijital sistemlerin yabanci
etki veya baski unsurlarina karst maruz kalabilecegi yoniindeki artan farkindaligi
yansitmaktadir. 2025°te, AB’nin DMA? kapsaminda Apple’a 500 milyon euro ceza kesmesi
(Milmo, 2025), AB’nin Google’a verdigi ceza (Ozkan, 2024) bu etkinin somut drneklerini
olusturmakta, kiiresel sirketler, USB-C zorunlulugu gibi AB standartlarim1 diinya ¢apinda
benimsemek zorunda kalmaktadir (European Parliament, 2022). Benzer bigimde, Bilgisayarlar,
Gizlilik ve Veri Korumasi (Computers, Privacy and Data Protection -CPDP) platformu,

2 Digital Markets Act (DMA), AB’nin dijital ekonomide rekabeti artirmak, adil pazar kosullarin1 saglamak ve
biiyiik teknoloji sirketlerinin (“gecit bekgileri” olarak adlandirilan gatekeeper’lar) hakimiyetini sinirlamak
amaciyla ¢ikardigi kapsamli bir diizenlemedir. Bu yasa, dijital sektordeki rekabet edilebilirligi ve adilligi
hedefleyerek, Google, Apple, Meta (Facebook), Amazon, Microsoft ve ByteDance (TikTok) gibi dev sirketlerin
platformlarini diizenler. DMA, geleneksel rekabet hukuku kurallarini (6rnegin, AB Rekabet Hukuku) tamamlar
ancak degistirmez; onleyici (ex-ante) bir yaklasim benimser ve biiyiik platformlarin pazar giiciinii proaktif olarak
simirlamay1 amaglar. Yasanin temel felsefesi, “Briiksel Etkisi” ile AB normlarini kiiresel 6lgege ihra¢ etmek ve
dijital pazarlarin pargalanmasini 6nlemektir (European Commission, 2022).
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Avrupa’nin teknoloji standartlar1 rejim kompleksinde 6nemli bir diiglim noktasidir. Cesitli
kurumlarin katilimiyla kiiresel bir aga dontisen CPDP, gizlilik, veri korumasi ve yapay zeka
yonetisimi konularinda normatif etkilesim ve politika uyumu iireten bir platform islevi
gormektedir. 19-22 Mayis 2026’da Briiksel’de diizenlenecek CPDP 2026 konferansi, dijital
standartlarin etik temelli bigimlenisine odaklanarak AB’nin teknoloji yonetisimi alanindaki
normatif liderligini pekistiren stratejik bir girisim niteligi tasimaktadir. Boylece AB’nin etik
temelli dijital yoOnetisim modelini giiclendirerek kiiresel standart belirleme kapasitesini
desteklemektedir (CPDP, 2025).

“Teknoloji-blok siyaseti” olarak adlandirilabilecek bu yeni kural koyma miicadelesi ikili
rekabetin Otesine tagsmaktadir. Japonya, Giliney Kore, Hindistan ve AB gibi orta giigler ile
Tiirkiye gibi yiikselen aktorler; Uluslararasi Telekomiinikasyon Birligi (ITU), Uluslararasi
Standardizasyon Orgiitii (ISO), Elektrik ve Elektronik Miihendisleri Enstitiisii (IEEE), 3GPP,
Diinya Fikri Miilkiyet Orgiitii (WIPO), Uluslararas1 Elektroteknik Komisyonu (IEC), Internet
Tahsisli Sayilar ve Isimler Kurumu (ICANN), Diinya Ticaret Orgiitii’niin (WTO) Ticarette
Teknik Engeller Komitesi (TBT), Avrupa Telekomiinikasyon Standartlar1 Enstitiisii (ETSI) ve
Diinya Ag Konsorsiyumu (W3C) gibi ¢ok katmanli bir kurumsal zeminde yol almak
zorundadir. Bu devletler ve yapilar ekonomik tesvikler, giivenlik kaygilar1 ve ittifak
ylkiimliiliikleri arasinda denge kurarken stratejik 6zerkliklerini de korumaya ¢alismaktadir.

S6z gelimi, Giiney Kore’nin, Korean Agency for Technology and Standards (KATS)
koordinasyonunda ve ISO, IEC ile ITU’nun ortak ev sahipliginde 2025 yili Aralik ayinda
Seul’de diizenleyecegi Uluslararast Yapay Zekd Standartlart Zirvesi, orta gliclerin kiiresel
teknoloji yonetisimindeki artan goriiniirliigiinii yansitmaktadir (ISO, 2025). Bu zirve, ASEAN
ve Dijital Ekonomi Cergeve Anlasmasi (DEFA)® gibi bolgesel mekanizmalar araciligiyla
yiiriitiilen veri harmonizasyonu ve dijital entegrasyon cabalarinin, kiiresel standart ekosistemine
nasil entegre olabilecegini gostermektedir. Keza, Hindistan, Almanya, Hollanda, Japonya ve
Tiirkiye gibi orta giiclerin yani sira, Orta Dogu’da BAE, Latin Amerika’da Brezilya ve
Afrika’da Giiney Afrika gibi aktorler de 5G ve yapay zeka yonetisiminde stratejik 6zerklik
arayislarini stirdiirmekte; Quad, ASEAN, UNESCO, MIKTA ve BRICS+ gibi platformlarda
ABD- Cin kutuplasmasina alternatif normatif zeminler inga etmeye yonelmektedir. Bu durum,
standart belirleme siire¢lerinin yalnizca biiyiik gliglerin rekabet alan1 olmaktan ¢ikarak, orta
giiclerin normatif kapasite ve rejim girisimciligi yoluyla etki iiretebildigi ¢cok katmanli bir
yOnetisim yapisina evrildigini gostermektedir. Nitekim ISO’nun 2025 Yapay Zekd Veritabani
Girigimi, bu llkelerin kurumsal katilimii artirarak rejim kompleksinin ¢esitlenmesine ve
uluslararas1 standartlagmanin daha kapsayict bir nitelik kazanmasina katkida bulunmaktadir
(IS0, 2025).

Bu c¢alisma, teknoloji standartlar1 lizerindeki miicadelenin kiiresel yonetisimi {i¢ temel bigimde
doniistiirdiigiinii savunmaktadir. Birincisi, teknik ozellikleri jeoekonomik devlet aracina
dontstiirerek ekonomi ile giivenlik politikas1 arasindaki sinir1 bulaniklastirmaktadir; 6rnegin,
ABD’nin CHIPS Act siibvansiyonlar1 ve Yarisi Kazanmak adini verdigi stratejisi (Winning the
Race) ile Cin’in Kiiresel Yapay Zekda Yonetisim Eylem Plani (Global Artificial Intelligence

SASEAN Dijital Ekonomi Cergeve Anlasmasi (DEFA), ASEAN’in 10 iiyesinin dijital entegrasyonunu
giiclendirmek i¢in miizakere ettigi ilk bdlge capinda dijital ekonomi anlagmasidir; Aralik 2023’te baslayan
miizakereler, Ekim 2025 itibariyla 6nemli ilerleme kaydetmis olup, 2025 sonunda esasl1 bir kisim imzalanmasi ve
2026’da tam imzalanmas: beklenmektedir. Anlagsma, dijital ticaret, e-ticaret, 6demeler, dijital kimlik, siber
giivenlik, veri akislari, yeni teknolojiler (Al, blockchain) ve yetenek hareketliligini kapsar; bu sayede dijital
ekonomiyi 2030’a kadar 2 trilyon dolara gikararak GSYIH’nin %26-28’ini dijitallestirmeyi, 3,5 milyon is
yaratmay1 ve KOBI’leri giiglendirmeyi hedefler. Veri dolasiminda esneklik saglanirken, ulusal kapasite gelistirme
(egitim, altyapi) ile kapsayici biiylime tesvik edilecektir (PS Centre, 2025).
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Governance Action Plan) ve China Standards 2035 gibi hamleleri * bu alan1 jeopolitik bir araca
cevirmektedir (Gallwey, 2025). Ikincisi, mezkir rekabet ortami, geleneksel standart belirleme
organlarinin tarafsizligin1 zorlamakta ve rakip bolgesel ya da ideolojik bloklarin olusumunu
tesvik etmektedir. 53 iilke katilimi ile Clean Network {in® ITU/ISO’daki Cin etkisini sinirlamasi
bu duruma 6rnek olarak gésterilebilir. Ugiinciisii, giderek parcalanan bir uluslararas: diizende
“norm girisimcisi” olarak hareket etmeyi hedefleyen orta giigler i¢in yeni firsatlar ve kisitlar
ortaya ¢ikmaktadir. S6z gelimi, AB’nin A/ Act’i ile Giiney Kore’nin kapasitesi, nis norm
ithracint miimkiin kilarken uyum maliyetlerini de artirmaktadir.

5G ve yapay zeka yonetisimi 6rneklerini inceleyen bu ¢alisma, standardizasyonun XXI. ylizyil
uluslararasi iligkilerinde kritik, ancak yeterince analiz edilmemis bir boyut haline geldigini
ortaya koymaktadir. 2025 itibartyla yapay zekanin jeoteknolojik rekabetin merkezine
yerlesmesi, teknik standartlar1 uyum mekanizmalari olmaktan ¢ikararak, giic projeksiyonu ve
stratejik etki iiretiminin “gériinmez savas alan1” haline getirmistir. Bu baglamda, standart
belirleme siiregleri teknik uzlasidan ote, normatif liderlik ve jeopolitik rekabetin kurumsal
tezahiirii olarak degerlendirilmektedir.

2. TARIHSEL ARKA PLAN
2.1. Genel Olarak

Teknoloji standartlarinin jeopolitik bir rekabet alanina doniigsmesi, tarihsel siireklilik gésteren
bir olgudur. Bu siire¢, Sanayi Devrimi’nden itibaren uluslararasi ticaretin genislemesi ve
bilimsel bilginin kurumsallagsmasiyla paralel bi¢imde evrilmistir XVIIL. yiizyil sonu ile XIX.
yiizy1l basinda sekillenen Sanayi Devrimi, Ingiltere nin emperyal birimleri ile kita Avrupa’sinm
geleneksel 6l¢ii birimleri gibi farkli ulusal 6l¢ii sistemlerinin uyumlastirilmasini zorunlu kilmais,
bdylece ekonomik verimliligin artirilmasi ve diplomatik etkilesimin kolaylastiriimas1 yoniinde
standartlasmanin temelleri atilmistir (Mokyr, 2002).

XIX. yiizyilin ortasinda kabul edilen metrik sistem, standartlastirmanin teknik, ekonomik ve
diplomatik bir mesele haline geldigini gostermektedir. 1798’de Paris’te toplanan uluslararasi
komisyon, metre ve kilogramin degerlerini belirlerken bilimsel mutabakati bir diplomasi araci
olarak kullanmis, Napolyon’un imparatorluk olgiileri politikasi ise bu siireci kitasal dlgekte
hizlandirmistir. Fransiz Devrimi sonrasinda 1795°te Fransa’da resmilesen metrik sistem, 1875
tarihli Metre Sozlesmesi ile kurumsal bir nitelige kavusmus ve 20 devletin katilimiyla kurulan
Uluslararas1 Agirliklar ve Olgiiler Biirosu (BIPM) tarafindan yonetilmeye baglanmigtir. Metrik
sistemin yayginlasmas1 Aydinlanma Cag1i’nin rasyonalite ve evrensellik ideallerinin diplomatik
ve ekonomik bir uzantis1 olarak goriilebilir. Portekiz (1814) ve Hollanda (1816) gibi tilkelerde

4 China Standards 2035, Cin Halk Cumhuriyeti’nin (Cin) 2018 yilinda baslatilan ve 2035 yilina kadar uzanan
stratejik bir standartlasma planidir. Bu plan, Cin hiikiimeti ve 6nde gelen teknoloji sirketleri (drnegin, Huawei,
Alibaba) tarafindan gelistirilen bir yol haritasidir ve 6zellikle 5G, Nesnelerin Interneti (IoT), YZ, bulut bilisim,
kuantum teknolojileri ve ileri iletisim teknolojileri gibi yiikselen teknolojilerde kiiresel standartlar1 belirleme ve
etkileme hedefini tasir (Wu, 2022); Made in China 2025 sanayi stratejisinin bir devami niteligindedir ve Cin’in
kiiresel teknoloji liderligini pekistirmeyi amaclar. Tiim rapor heniiz kamuoyuna tam olarak aciklanmamis olsa da
2021°de Ulusal Standardizasyon Geligim Cergevesi (NSD) ve 2022°de Ulusal Standardizasyon Gelisim Eylem
Plani (SAMR tarafindan yaymlanan) gibi belgelerle somutlastirilmistir (Wei, 2022).

> Clean Network, ABD Disisleri Bakanlig: tarafindan 2020 yilinda baslatilan bir girisimdir ve kiiresel
telekomiinikasyon aglarinda giivenligi artirmay1 amaglayan bir dizi politika ve stratejiyi ifade eder. Temel hedefi,
ozellikle 5G ve diger kritik iletisim altyapilarinda, “gilivenilir olmayan” teknoloji saglayicilarinin (Srnegin, Cin
merkezli Huawei ve ZTE gibi sirketlerin) etkisini sinirlamak ve giivenli, seffaf bir dijital ekosistem olusturmaktir.
China Standards 2035 gibi Cin’in teknoloji alanindaki artan etkisine karsi bir jeopolitik hamle olarak
degerlendirilebilecek bu girisim ABD liderliginde miittefik iilkeleri bir araya getirerek standartlar, altyap1 ve veri
giivenligi tizerinde ortak bir ¢cerceve olusturmay1 hedeflemektedir (Saniuk-Heinig, 2025).

232



Ufuk Universitesi Sosyal Bilimler Enstitiisii Dergisi Yil:14 Sayi:28 (2025)

metrik sistemin benimsenmesi, bu standardin siyasi ve ekonomik alanlarda uzlasiy1
kolaylastirict islevini ortaya koymustur (Hallerberg, 1973).

Ekonomik agidan bakildiginda, metrik sistemin yayginlasmasi ticaret engellerini azaltmis ve
ozellikle XIX. yiizy1l Almanya ve Italya birlesmelerinde siyasal biitiinlesmenin bir baska araci
olarak da islev gormiistiir. Bu doniistim, kiiresel ticaret hacminde %20-30 oraninda bir artisa
katki saglarken, standartlarin yalnizca ekonomik degil, jeopolitik bir giic unsuru haline
geldigini gdstermistir (Mokyr, 2002). Ingiltere’nin kendi emperyal 6l¢ii sistemini siirdiirme
konusundaki direnci ve bu direncin ABD’ye tevariis etmesi Avrupa’nin teknik entegrasyonunu
yavaslatirken, metrik sistemin yayilmasi somiirgecilik sonrast ulus-devletlerin modernlesme
stireclerini hizlandirmistir (Hallerberg, 1973).

Soguk Savas siirecinde diger alanlarda oldugu gibi teknolojik alanda da ortaya ¢ikan rekabet
ortami, standartlar1 teknik uyum araclar1 olmaktan c¢ikararak, ulusal giivenlik stratejisinin ve
ideolojik miicadelenin merkezine yerlestirmis, standart belirleme siiregleri adeta ideolojik
bloklagmanin teknik bir uzantisina doniismiistiir. S6z gelimi, ABD’nin 1949’da kurdugu
Koordineli Thracat Kontrol Komitesi (COCOM) araciligryla uyguladig1 teknoloji ambargolar,
Sovyet askeri standartlarini kiiresel sistemden izole etmis, buna karsin Sovyetler kendi kapali
teknik normlarint gelistirmeye yonelmistir. Bilgisayar ve elektronik alanindaki rekabet,
ABD’nin agik inovasyona dayali modelinin Sovyet girisimlerine kars: iistiinliik kazanmasina
yol agmis, bu Ustilinliik niikleer ve uzay yarisinda da belirleyici olmustur (Edgerton, 2006;
Graham, 1993).

Soguk Savas’in sona ermesinin ardindan 1990’lar ve 2000’lerde hiz kazanan kiiresellesme
dalgasi, uluslararasi ticaretin ve teknolojik etkilesimin kurumsal g¢ergevesini derinlestirerek
daha biitiinlesik bir standart diizeni olusturma yoniindeki egilimleri gili¢lendirmistir. Bu
donemde WTO’nun 1994 tarihli Ticaretle Baglantili Fikri Miilkiyet Haklari Anlagmast
(TRIPS), fikri miilkiyet haklarina iligkin asgari standartlar1 belirleyerek telif ve patent
korumasini kiiresel ticaret sisteminin temel unsurlarindan biri haline getirmistir (WTO, ).
TRIPS’in yiiriirlige girmesiyle, diinya ticaretinin yaklasik %98’ini temsil eden 166 iiye iilke
ortak bir normatif ¢erceveye dahil olmus, standart rekabetini ticari liberalizasyon zeminine
tasimistir. Ayn1 donemde ISO ve ITU gibi kurumlar, kiiresel entegrasyon siireciyle birlikte
etkilerini genisletmistir. Bu gelismeler, standartlarin teknik uyum araglari oldugu kadar, ayni
zamanda ticaretin diizenlenmesi ve piyasa erisiminin belirlenmesi agisindan stratejik unsurlar
haline geldigini gostermektedir. Ornegin ISO’nun 1990’larda gelistirdigi kalite ydnetim
sistemleri  (ISO 9000 serisi), uluslararas1 tedarik zincirlerinde {iretim siireclerinin
uyumlastirilmasini saglamig, ITU’ nun Diinya Radyokomiinikasyon Konferanslari (WRC) ise
frekans tahsisini kiiresel 6l¢gekte harmonize etmistir (Maskus, 2000).

Cok uluslu sirketlerin yiikselisi, standart belirleme siireclerinde devletlerin dogrudan roliinii
kismen azaltsa da 5@, yar1 iletken {iretimi ve ileri bilisim teknolojileri gibi stratejik sektorlerde
kamu destegi belirleyici olmaya devam etmistir. Ozellikle 2000’lerde bilgi ve iletisim
teknolojileri (ICT) alaninda kabul edilen IEEE ve Wi-Fi gibi standartlar, kiiresellesmeyi
desteklemis ancak AB’nin veri koruma diizenlemelerinde oldugu gibi ulusal ¢ikar ve normatif
yaklagimlar arasindaki farkliliklar, yeni tiirden standart c¢atismalarini giindeme getirmistir
(Maskus, 2000). Bu donemin genel 6zelligi, standartlarin teknik uyumdan ziyade ekonomik
rekabet ve normatif liderlik araclarina doniismesidir.

Glinlimiiz ¢ok kutuplu yapisi, standartlar1 “gériinmez bir savas alan1” haline getirirken; orta
giiclere, biiyiik giic rekabeti arasinda nis liderlik ve bolgesel norm iiretimi gibi yeni firsatlar
sunmaktadir. Bu tarihsel evrim, standart savaglarinin teknik miihendislik tartismalarindan ¢ok,
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stratejik Ozerklik, ekonomik giivenlik ve normatif niifuz miicadelelerinin kesisiminde
sekillendigini gostermektedir.

2.2. ABD’de Standartlasma

Amerikan Ulusal Standartlar Enstitlisii (ANSI), 1918’de Amerikan Miihendislik Standartlari
Komitesi olarak kurulmus olsa da baglayici diizenlemelerden yoksun olmasi standart gelistirme
konusunda gerekli ilerlemeyi gosterememesine neden olmustur. Buna karsin, 6zel sektor
liderligindeki, ¢ok paydaslt ve goniilli fikir birligi temelli Géniillii Mutabakat Standartlar
(Voluntary Consensus Standards- VCS) modeli kurumsallagmaya baslamistir. VCS, piyasa
odakli esneklik ile kat1 biirokrasi arasinda ara bir yol sunmus; 6zel sirketler, teknik uzmanlar
ve sivil toplum kuruluslar (¢ogunlukla ABD-Avrupa merkezli) tarafindan yonetilen bu ittifak,
laissez-faire felsefesini®, fikir birligini ve goniillii katilimi1 somutlastirarak ABD normlarinin,
degerlerinin ve ¢ikarlarinin teknolojik standartlar yoluyla mesrulastirilmasina ve kiiresel
yayllmasina zemin hazirlamigtir (Zuniga vd., 2024).

Standartlarin stratejik bir arag¢ olarak tasidigi deger oOzellikle Soguk Savas doneminde
belirginlesmistir. Bu donemde ABD ve Sovyetler Birligi, askeri ve uzay teknolojileri basta
olmak tizere pek ¢ok teknik alani ulusal giivenligin ayrilmaz bir pargasi olarak gérmiis ve kendi
teknolojik standartlarin1 kiiresel olgekte yayginlastirma c¢abasina girmistir. Bu rekabet,
teknolojik boliinmenin ilk dalgasini da tetiklemistir (Edgerton, 2006). ABD, ANSI ve IEEE
gibi kurumlar destekleyerek Bat1 Bloku icerisinde “agik standartlar” anlayisini tesvik etmistir.’
Ozellikle Ulusal Bilim Vakfinin (NSF) Soguk Savas yillarindaki merkezi rolii, bilgisayar ve
uzay teknolojilerinde standartlasmay1 hizlandirmistir (Edgerton, 2006). Buna karsin, Sovyetler
Birligi, kapali ve planlt sistemlere yonelmis, ideolojik kisitlamalar ve Bati teknolojilerinin
taklidine dayali tretim modeli nedeniyle lilke standart iiretme ve yayma bakimindan
rakiplerinden geride kalmistir (Graham, 1993).

1960-1970’lerde tiiketici giivenligi kaygilarinin yani sira VCS igindeki anti-trost ihlalleri
(bliytik sirketlerin rakipleri dislama taktikleri) nedeniyle hiikiimetler, standart belirlemede
etkinlesmistir. Federal kurumlar saglik, tiiketici ve ¢evre standartlar1 basliklarinda etkin hale
gelirken, piyasa-devlet dengesini yeniden tanimlamistir. Reagan’in 1980’de bagkan
secilmesiyle canlanan politik-ekonomik manzarada OMB A-119 bashikli diizenleme ABD
standart stratejisinin temel tas1 haline gelmistir. Bu belge kirk yildan fazla siireyle uluslararasi
ISO/IEC gibi SDO’larin temelini olusturmustur. Avrupa merkezli SDO’larin biirokratik
yavagsligi, neo-liberal ilkelerin uluslararasilagmasinin bir 6rnegi olarak ABD konsorsiyumlarini
(6rnegin, WiFi standartlar1) tesvik ederek, VCS’nin inovasyon odakli evrimini hizlandirmistir
(Zuniga vd., 2024)

XXI. yiizyilin ikinci on yilinda baska bir sdyleyisle kiiresel teknoloji rekabetinin yogunlastigi
donemde, ABD’nin standardizasyon politikalari stratejik bir boyut kazanmistir. Bu dogrultuda,
Washington yonetimi ve Kongre, teknolojik yeniliklerde norm belirleme kapasitesini
giiclendirmeye yonelik cesitli yasal ve kurumsal girisimlere yonelmistir. Nitekim, ABD

¢ Laissez-faire, ekonomik faaliyete devlet miidahalesinin en aza indirilmesini savunan klasik liberal bir goriistiir.
Bu yaklasima gore piyasa, bireylerin serbest etkilesimi yoluyla kendi dengesini dogal bigimde bulur; devletin
rolii miilkiyetin ve sdzlesme 6zgiirliigiiniin korunmastyla sinirli olmalidir.

7 Cargill’e gore, SO, IEC, ITU ve WTO gibi kurumlarca sekillenen standartlar sistemi, II. Diinya Savast sonrasi
donemin sermaye yogun sanayi toplumuna uygun bi¢imde insa edilmistir. Bu yapi, temel amaci biiyiik giiglerin
ve sanayilesmis iilkelerin ortak ¢ikarlarini dengelemek olan bir diizen yaratmis, ancak teknik kapasitesi zayif veya
gelismekte olan iilkeler igin dezavantajli sonuglar dogurmustur. Bu sistem, gii¢lii teknik altyapiya ve fikri miilkiyet
birikimine sahip aktorleri desteklerken, sanayilesme siirecini yeni baslatan tilkeleri diglamistir (Cargill, 2022).
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Kongresinde sunulan birgok yasa tasarisi, kiiresel teknoloji standartlarinda Amerikan liderligini
giiclendirmeyi hedeflemistir. Bu kapsamda, 2021 Teknoloji Standartlart Gérev Giicii Yasast
hiikiimete, ortaya ¢ikan yeni teknolojilere iliskin standartlarin belirlenmesinde aktif rol
oynayacak bir gorev giicii kurulmasi yoniinde yetki vermis (Congress, 2021), ¢esitli Amerikan
diistince kuruluslar1 da iilkenin kiiresel standart belirleme alanindaki 6ncii konumunu yeniden
tesis etmesi ve bu alanda stratejik bir vizyon gelistirmesi gerektigini savunmustur. Nitekim,
2020 yilinda Donald Trump y6netimindeki Birlesik Devletler hiikiimetinin, “4BD ’nin Cin Halk
Cumhuriyeti’ne Stratejik Yaklasimi” bashiklt belgede “standards” teriminin bircok kez
kullandig1 goriilmektedir (Lee, 2021).

ABD Ulusal Standartlar ve Teknoloji Enstitiisii, 2019 yilinda “Al’da ABD Liderligi: Teknik
Standartlarin ve Ilgili Araclarin Gelistirilmesinde Federal Katilim Plani”mi yaymlamis (US
Department of Commerce, 2019), 2020 yilinda goéreve gelen Baskan Joe Biden konuyla ilgili
makalesinde uluslararas1 ekonomide kural koymanin dnemini vurgulamistir. Eski bagkan, salt
“standart” terimini kullanmasa da Cin kaynakli zorluklarla ilgili olarak selefi ile ayn1 mesaj1
gondermistir:

“70 y1l boyunca, Demokrat ve Cumhuriyet¢i baskanlar yonetimindeki Amerika Birlesik
Devletleri, kurallarin yazilmasinda, anlasmalarin yapilmasinda ve uluslar arasindaki
iliskilere rehberlik eden ve kolektif giivenlik ve refahi ilerleten kurumlarin
canlandirilmasinda oncii bir rol oynadi.... Temiz enerji, kuantum hesaplama, yapay zeka
5oz konusu oldugunda Cin’in veya baska birinin gerisinde kalmamiz igin hi¢cbir neden

yok.” (Biden, 2020)

Biden yonetimi, Subat 2021°de yayimlanan “Amerika 'nin Tedarik Zinciri Hakkinda Baskanlik
Kararnamesi” ile stratejik dneme sahip iirlinlerin tedarik zincirlerine iliskin inceleme siireci
baslatmistir. Bu siirecin sonucunda hazirlanan “Dayanikli Tedarik Zincirleri Olusturmak,
Amerikan Uretimini Canlandirmak ve Kapsayici Biiviimeyi Tegvik Etmek” bashkli raporda,
standartlar fiyat rekabetinin Gtesinde Uiriin ve hizmetlerin farklilagtirilmasina olanak saglayan
ve “yukariya dogru bir rekabet”i tesvik eden giiglii araglar olarak vurgulanmistir. Raporda
ayrica, hiikiimetin standart belirleme siireglerinde ve yiiksek nitelikli isletme uygulamalarini
tesvik etmede daha etkin bir rol tistlenmesi gerektigi belirtilmektedir. Bu baglamda, giiclii
ulusal standartlarin olusturulmasi veya kiiresel standartlarin benimsenmesi yoniinde yapilacak
girisimlerin, 6zel sektoriin dayanikl ve siirdiiriilebilir tiretim pratikleri gelistirme kapasitesini
destekleyecegi ifade edilmistir (The White House, 2021).

2.3. Avrupa Ekonomik Entegrasyonu ve Standardizasyon Reformu

XIX. yiizyllda demiryollar, elektrik ve telgraf gibi erken ag teknolojilerinin etkisiyle,
Avrupa’da ilk uluslararasi standartlar filizlenmeye baslamistir. 1901°de diinyanin ilk ulusal
standartlar organ1 olan Ingiliz Standartlar Enstitiisii (BSI) kurulmus (BSI, 2025), 1. Diinya
Savasi’nin esiginde diger Avrupa devletleri de bu 6rnegi izleyerek, kita genelinde kendi
standardizasyon yapilarin1 kurmuslardir. Bu yar1 kamusal kuruluslar, ulusal standartlarin
gelistirilmesi ve yayimmlanmasini koordine ederek, hiyerarsik ulusal standart aglarmin
olusmasint saglamistir. II. Diinya Savasi sonrasi iyimserlik dalgasinda 1947°de Uluslararasi
Standardizasyon Orgiitii (ISO) kurulmus, 1SO, 1947-1964 arasi ilk evresinde agirlikli olarak
Bati Avrupa odakli bir girisim olmasina ragmen, hizla en kapsamli uluslararas: standart
gelistirme oOrgiitii (SDO) haline gelmistir (ISO, 2017).

Savas sonrast donemde artan uluslararasi rekabet ve Soguk Savas dinamikleri, Avrupa’da
yalnizca ekonomik entegrasyonu degil, teknik standartlasma ¢abalarini da hizlandirmigtir. 10
Haziran 1960°’ta AET ve EFTA iilkelerindeki ISO ve IEC temsilcileri, CEN ve CENEL (daha
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sonra CENELEC) olmak tizere iki Avrupa standardizasyon orgiitiiniin kurulmasi konusunda
anlasmis, 1973’te CENELEC (CENELCOM ve CENEL’in birlesmesiyle) hayata ge¢mistir.
1980’lerin ortalarinda “Tek Avrupa Pazar1” vizyonu, ag sektorlerinde liberallesmeyi
hizlandirmis ve AET nin 1985°te ilan ettigi Yeni Yaklasim ile standartlagma siireci kurumsal bir
donlisim gecirmistir. Bu model, teknik standartlarin hazirlanmasini Avrupa standart
kuruluslarina devrederek kamu-6zel ortakligina dayali bir yapt kurmus; AET ise saglik,
giivenlik, ¢evre ve tiiketici korumasi gibi temel alanlarda asgari gereklilikleri belirleyen
direktiflerle diizenleyici c¢ergeveyi korumustur. 1989°dan itibaren Kiiresel Yaklasim
Politikasi’yla biitiinlestirilen bu sistem, test, muayene ve sertifikasyon siireclerinin
uyumlastirilmasi yoluyla iirinlerin AET genelinde karsilikli taninmasint saglamis; boylece
Avrupa Tek Pazarmin ve Ekonomik ve Parasal Birligin kurumsal temelini giiclendirmistir. 13
Kasim 1984’te Avrupa Komisyonu ile CEN ve CENELEC arasinda Isbirligine Iliskin Genel
Yonergeler kabul edilmis, bu belgeler standartlarin kamu politikas1 ve mevzuatta
oynayabilecegi rolii ilk kez resmi olarak tanimigtir. Haziran 1991°de ISO ile CEN arasinda
Teknik Isbirligine Dair Viyana Anlagmas: yayimlanmis ve iki drgiit arasindaki isbirligi ilkeleri
belirlenmistir. 1 Ocak 1993°’te Avrupa Tek Pazari kurulmus ve CEN ile CENELEC, pazarin
biitiinltiglinli saglamak, {irlinlerin yiiksek kalite ve glivenlik standartlarini karsilamasini temin
etmek i¢in merkezi bir rol tstlenmistir. Uyumlastirilmis standartlar, Avrupa mevzuatinin
uygulanabilirligini saglarken, 28 Mart 2003’te CEN, CENELEC ve ETSI ile Avrupa
Komisyonu ve Avrupa Serbest Ticaret Birligi arasinda Temel Isbirligi Anlasmas: imzalanmus;
9 Temmuz 2008’de Avrupa Tek Pazart i¢in Yeni Mevzuat Cergevesi (NLF) kabul edilmistir. 25
Ekim 2012°de 1025 sayili Avrupa Standardizasyon Yonetmeligi, 14 Ekim 2016°da Frankfurt
Anlagmasi ile revize edilen IEC-CENELEC Anlasmast ve 1 Subat 2021°de CEN ve CENELEC
Stratejisi 2030 ile Avrupa standardizasyonu, dijital ve yesil donilisiimlere katalizor goérevi
gorecek sekilde giiglendirilmistir. Bununla birlikte, konsorsiyum standartlarinin AB hukukuna
meydan okumasi, Avrupa standardizasyon kuruluslarmi bélgesel odakli yapist ve KOBI’ler ile
tiiketicilerin diisiik temsili gibi sorunlar, sistemin etkinligini sinirlamistir. Bu zorluklar, Cin’in
kiiresel standartlasmadaki yiikselisiyle birleserek 2022 tarihli AB Standardizasyon
Stratejisi’nin hazirlanmasina zemin hazirlamig; belge, Avrupa’nin rekabet giiclinii artirmak
amaciyla standartlasmanin jeostratejik 6nemini yeniden tanimlamistir. Strateji, yeni jeopolitik
degerlendirmeleri ve standartlarin ikili gecislerdeki roliinii yansitmistir. Son olarak, 20 Ocak
2023’te Avrupa Standardizasyonu Yiiksek Diizeyli Forumu’nun ilk toplantisi gergeklestirilmis,
forum Avrupa standardizasyon uzmanliklarini bir araya getirerek bu alanin daha genis kitlelere
ulagmasini hedeflemistir (European Commission, 2022b; CENELEC, 2023; Zuniga vd., 2024)

2.4. Cin Standardizasyon Sisteminin Tarihsel Evrimi

Birlesik Devletler ve AB’nin asagidan yukariya standartlasma modellerine karsin, Cin’in
sistemi tarihsel olarak yukaridan asagiya bir yapiya dayanmis; bu dinamik, hiikiimetlerin
ekonomik kalkinmay1 aragsallagtirdigi gelismekte olan iilkelerin tipik bir 6zelligi olarak
belirginlesmistir. Sanayi politikas1 odakli bu ters mantik, ¢agdas Cin stratejisinin temelini
olusturmustur. 1978 6ncesi donemde, planli ekonomi baglaminda standardizasyon tamamen
hiikiimet koordinasyonunda yiiriitiilmiis; Deng Xiaoping’in ylikselisi ve ekonomik yeniden
acilimiyla birlikte, iilke uluslararast standardizasyona (6rnegin, ISO) ilgi goOstermeye
baglamistir (Wang, 2011).

1988 Standardizasyon Yasasi, sistemi; ulusal, endiistriyel, yerel ve kurumsal diizeylerde
yapilandirmis, isletme standartlar1 hari¢ tiim seviyeler, hiikiimet teknik komiteleri tarafindan
gelistirilmigtir.  Gelismis ekonomilerden esinlenen Cin, bu yasada géniillii standartlar
kavramini tanitmigtir (Wang, 2011). 1980’ler ve 1990’lar boyunca, Cin “taklit¢i” bir politika
izleyerek uluslararasi standartlar1 benimsemis ve 6ncelikle bir “standart alicis1” konumunda
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kalmistir. Bu reform evresi, 2001 Diinya Ticaret Orgiitii (DTO) katilimiyla sona ermis; katilim,
Cin {irlinlerinin pazar erisimini artirma motivasyonu tasisa da teknik diizenlemeler, standartlar
ve fikri miilkiyet gibi yeni engellerle karsilasilmistir. Bu deneyim, yerli inovasyonu tesvik eden
“yakalama standartlar1” stratejisini dogurmus; Cin teknolojilerine ve yerli fikri miilkiyete dayali
standart gelistirme zorunlulugunu vurgulamistir. Politika degisikligi, Bilim ve Teknoloji
Bakanlig1, Cin Standardizasyon Idaresi (SAC) ve sektorel bakanliklarca yonetilen dongiisel
inceleme siireclerini baslatmistir. SAC’1n 2006 On Birinci Bes Yillik Kalkinma Plan: 1988°den
beri ilk biiyiik politika gilincellemesi olarak, standardizasyonu kilit sektorlerde yerli
inovasyonun temeli olarak tanimlamis, “yaparak 6grenme”yi tesvik etmek ilizere sektorel
stratejiler, yabanc ittifaklar ve 6zel sektor katilimini artirmis, uluslararas1 SDO’larda aktif rolii
O0zendirmistir. Ne var ki, piyasa egilimlerine ragmen, isletmeler Cin Komiinist Partisi
onceliklerine tabi kalmigtir (Wang, 2011; Ernst, 2011)

2000’11 yillarda Cin, kablosuz ag (Wi-F1) ve {i¢iincii nesil mobil iletisim (3G) i¢in kendi ulusal
standartlarint (WAPI ve TD-SCDMA) kiiresel 6l¢ekte kabul ettirmeye ¢aligmis; bu girisimler
basarisiz ve maliyetli sonuclansa da, iilkeye uluslararasi standart belirleme orgiitlerinde
(SDO’lar) 6nemli bir kurumsal deneyim kazandirmistir. Giiniimiizde Cin, tamamen yukaridan
asagiya yaklasimdan pragmatik bir hibrit modele evrilmekte; bu geg¢is, kiiresel taninma
miicadelesinin her endiistriyel stratejinin alt metni olarak kalmasiyla pekismektedir. Bu egilim,
Aralik 2021°de yayimlanan ulusal standartlar sisteminin yiiksek kaliteli gelisimini tesvik
etmeye yonelik /4. Bes Yillik Plan’da da agikga ortaya konmustur (Zuniga vd., 2024).

2010’1u yillardan itibaren ABD—Cin rekabeti, teknoloji standartlar1 yariginda yeni bir evreye
gecilmesine yol agmis, ABD, Cin ve AB gibi biiyiik kiiresel ekonomilerin tiimii, uluslararasi
standartlarin belirlenmesine stratejik onem atfetmislerdir. Huawei’nin 5G altyapisinda kiiresel
Olgekte one ¢ikmasi, yar iletken tedarik zincirlerinde Tayvan’in stratejik konumu ve yapay
zekd algoritmalarinin veri diizenlemelerine bagimli dogasi, standart belirleme siireglerini
yeniden jeopolitik giindemin merkezine tagimistir (Lee, 2020). Cin, stratejik sanayi planini
yayinladigr 2015 yilindan itibaren c¢abalarini hizlandirmis ve bu durum, Cinli sirketleri ve
kurumlari uluslararasi standart belirleme siirecine katilimlarini artirmaya tesvik etmistir. Cinli
aktorler, aktif katkilar, teklif taslaklarinin hazirlanmasi ve SDO’lar i¢indeki liderlik rolleri
acisindan standart belirleme kuruluslari ile olan iligkilerini biiytik dl¢iide artirmistir. Bu durum,
artik, Cin’in bir takip¢i olmaktan ziyade, uluslararasi standart belirleyici olma hirsin1 ve
arzusunu yansitmaktadir (Milne ve Wang, 2022).

Cin, kiiresel yapay zeka yonetisimine iligkin stratejik vizyonunu, 26 Temmuz 2025’te
yayimladig1 “Kiiresel Yapay Zeka Yonetisimi Eylem Plani” ile kurumsal bir cerceveye
oturtmustur. Bu belge, Ekim 2023’te Devlet Baskan1 $i Cinping tarafindan ilan edilen “Kiiresel
Yapay Zeka Yonetisimi Girigimi”’nin somutlastirilmis bir uygulama plani niteligindedir. 2025
Diinya Yapay Zeka Konferansi’'nda (WAIC) Basbakan Li Qiang tarafindan duyurulan Eylem
Plani, kiiresel Al yonetisiminin koordinasyonu i¢in 13 maddelik bir yol haritas1 6nermekte ve
Cin’in artan teknolojik rekabet ortaminda kiiresel standartlarin belirlenmesinde etkin bir aktor
olma hedefini agik bi¢imde ortaya koymaktadir. Plan, 6zellikle altyap1 gelistirme, sektorel
uygulama, veri kalitesi ve gilivenligi, ag¢ik ve kapsayict bir ekosistem olusturma,
strdiiriilebilirlik ve uluslararast isbirligi basliklarinda odaklanmaktadir. Standartlagsma
boyutunda ise Cin, ITU, ISO ve IEC gibi kuruluslar {izerinden uluslararasi normlar arasinda
uyum ve kapsayiciligin artirilmasini hedeflemektedir. Bu kapsamda, algoritmik Onyargilarin
ortadan kaldirilmasi, giivenlik ve etik alanlarinda teknik standartlarin hizla gilincellenmesi,
birlikte islerligin giiclendirilmesi ve gelismekte olan iilkelerin kapasite insasinin desteklenmesi
oncelikli hedefler arasindadir. Eylem Plan1 ayrica, 6zellikle Kiiresel Giliney iilkelerinde dijital
altyap1 kapsayiciligi ve teknoloji transferi konularina 6nem vermekte; temiz enerji, akilli bilisim
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altyapisi, veri merkezleri ve su—enerji verimliligi standartlar1 gibi alanlarda uluslararasi
isbirligini tesvik etmektedir. Ayni giin Cin hiikiimeti, merkezi Sanghay’da bulunmasi planlanan
kiiresel bir Yapay Zeka Isbirligi Orgiitii (Global Al Cooperation Organization) kurulmasi
Onerisini de giindeme getirmistir. Bu orgiitiin, BM kurumlarinin ¢aligmalarini tamamlayici
bi¢gimde, kiiresel Al gelisimini ve regiilasyonunu koordine etme, bilgi paylagimini artirma ve
teknolojik tekellesmeyi 6nleme amaci tasidig belirtilmistir (ANSI, 2025).

Cin’in bu kiiresel yonetisim hamlesi, 2017°den itibaren yiirtirliige koydugu Veri Giivenligi
Yasasi (Data Security Law), Siber Giivenlik Yasasi1 (Cybersecurity Law), Kisisel Bilgilerin
Korunmast Yasast (Personal Information Protection Law) ve Derin Sentez Teknolojileri ile
Uretken Yapay Zekd Hizmetlerine Iliskin Tedbirler (Interim Measures for Generative Al
Services, 2023) gibi kapsamli ulusal diizenlemelerin devami niteligindedir. Bu mevzuat,
giivenlik, etik denetim ve “sosyalist temel degerlere” uygunluk ilkeleri etrafinda sekillenmis;
Yeni Nesil Yapay Zeka icin Etik Normlar (2021) ve Yapay Zekda Endiistrisi i¢in Ulusal
Standardizasyon Rehberi (2024) gibi belgelerle desteklenmistir. Bu normatif g¢ercevenin
uygulanmasinda basta Pazar Diizenleme Devlet Idaresi (SAMR), Cin Siber Uzay Idaresi (CAC)
ve Sanayi ve Bilgi Teknolojileri Bakanligi (MIIT) olmak iizere ¢cok sayida kurumsal aktor rol
oynamaktadir. Standart gelistirme alaninda ise Cin Elektronik Standardizasyon Enstitiisii
(CESI), Ulusal Yapay Zeka Teknik Komitesi ve Siber Giivenlik Teknik Komitesi araciligiyla,
ISO/IEC Ortak Teknik Komiteleri ile dogrudan etkilesim i¢inde ¢alismaktadir (ANSI, 2025).

3. KURAMSAL CERCEVE
3.1. Genel Olarak

Teknoloji standartlarinin siyasallagmasi, uluslararasi iligkiler literatiiriiniin birden fazla alt
alantyla kesisen ¢ok katmanli bir olgudur. Standartlarin teknik uyumlulugu saglayan
mithendislik ¢6zlimleri oldugu kadar; ekonomik maliyetleri belirleyen, pazar erigimini
kisitlayan ve normatif 6ncelikleri ihra¢ eden birer gii¢ arac1 oldugu yukarida belirtilmistir. 2025
itibartyla, standart belirleme siireclerinde ABD-Cin rekabeti, A Act GPAI kurallarmin®
Agustos 2025°te yirtrliige girmesi gibi gelismeler rejim kompleksini derinlestirerek
jeoekonomik devletciligin somut birer 6rnegini olusturmaktadir. Bu calisma, s6z konusu
rekabeti agiklamak i¢in dort tamamlayici kavramsal mercekten yararlanmaktadir: rejim
kompleksi, gii¢ tipolojileri, jeoekonomik devletgilik ve normatif mesruiyet.

3.2. Rejim Kompleksi Yaklasimi

Rejim kompleksi yaklagimi (Keohane ve Victor, 2011), standart belirleme stireclerini tekil ve
hiyerarsik bir kurum yerine, ITU, 3GPP, ISO, OECD, AB, G7, IEEE’ ve 6zel konsorsiyumlar

8 AB Yapay Zekd Yasasi (EU Al Act), AB’nin YZ sistemlerini risk temelli bir yaklasimla diizenleyen kapsamli bir
yasal cergevedir. Bu yasa, 1 Agustos 2024 te yiiriirliige girmis olup, genel amaclh yapay zeka (General-Purpose
Artificial Intelligence - GPAI) modelleri ig¢in 6zel kurallar igermektedir. GPAI kurallari, AI Act’in 50-55.
maddelerine dayanir ve ozellikle biiyiik dil modelleri (LLM’ler) gibi genis kapsamli, ¢coklu gorevleri yerine
getirebilen modelleri (6rnegin, GPT serisi, Llama modelleri) hedefler. Bu kurallar, 2 Agustos 2025 itibariyla tam
olarak yiiriirlige girmis olup, seffaflik, giivenlik, telif haklar1 ve sistemik risk yonetimi gibi alanlar1 kapsar.
Kurallar, YZ modellerinin AB pazarina sunulmasi veya hizmete konulmasi durumunda zorunludur ve saglayicilar
(providers) i¢in baglayicidir. GPAI kurallari, AB’nin “giivenilir YZ” vizyonunu yansitir ve modellerin egitim
verilerinden risk degerlendirmesine kadar tam bir yasam dongiisii yonetimi gerektirir (EU, 2024).

° IEEE (Elektrik ve Elektronik Miihendisleri Enstitiisii), 1963’ te ABD’de kurulan, elektrik, elektronik, bilgisayar
bilimi ve telekomiinikasyon alanlarinda kiiresel standartlar gelistiren bir organizasyondur. Wi-Fi (IEEE 802.11),
Ethernet (IEEE 802.3) ve YZ etigi (P7000 serisi) gibi standartlarla taninir. 2025’te 400.000+ iiyesiyle, 5G, 6G ve
siber giivenlikte liderdir. ABD-Cin rekabeti kurumun tarafsizligini zorlasa da, IEEE Clean Network ve AB 5G
Toolbox ile uyumlu ¢aligir (IEEE, 2025).
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gibi coklu ve kismen ortiisen kurumsal alanlarin etkilesimi olarak kavramaktadir. Bu perspektif,
(kiiresel iklim degisikligi rejim kompleksindeki gibi) 5G’den YZ’ye kadar farkli standart
forumlarinin birbirini nasil tamamladigini veya rekabet ettigini analiz etmeye imkan
tanimaktadir. Ornegin, ABD ATIS! iizerinden 3GPP’ye daha fazla agirlik verirken, Cin ise
CCSA! aracihigiyla ITU iginde daha etkin hale gelmeye ¢alismasi rejim kompleksine uygun
bir ornek olusturmaktadir. Gergekten de Cin, ¢ok tarafli kurumlara yalnizca katilmakla
kalmayip, bunlar1 Cin tercihlerini yerlestirmek icin araclara doniistiirmeyi hedeflemekte, ITU
gibi standart belirleme kuruluslarina da biiyiik yatirimlar vasitasiyla angajmana girerek ve kural
yaziminda oncii avantaj elde etmeye calismaktadir (Baumann ve Haug, 2023). Keza, Cin’in
Kusak ve Yol Girisimi (BRI)’nde de Pekin’in kiiresel ¢ikarlarini ve vizyonunu ilerletmek igin
uluslararas1 normlari, standartlar1 ve aglar1 yeniden sekillendirmek ve ayni zamanda Cin’in
yerel ekonomik gereksinimlerine hizmet etmek i¢in tasarlandig: ifade edilmektedir. Nitekim
BRI araciligiyla Cin’in cesitli iilke veya bolgelerle 52 adet standart igbirligi anlagsmasi
imzaladigina dikkat ¢ekilmistir (Lee, 2021)

Uluslararasi iligkiler literatiiriinde “rejim” kavramu, belirli bir konu alanini diizenleyen normlar,
kurallar ve karar alma prosediirlerinin biitiiniinii ifade eder (Keohane, 1984). Ancak teknoloji
standardizasyonu, tek bir kurumsal diizen yerine, kismen Ortiisen ve birbirini bazen tamamlayan
bazen de dislayan ¢oklu kurallardan olusan bir rejim kompleksi olarak iglemektedir. ITU, ISO,
IEEE gibi orgiitler; ETSI gibi bolgesel konsorsiyumlar ve W3C gibi 6zel sektor platformlariyla
birlikte pargali bir yonetisim alan1 yaratmaktadir. Bu par¢alanmis yapi, biiyiik gli¢lerin farkli
forumlarn1 stratejik bicimde segerek (forum shifting/ forum shoping) etki alanlarii
genisletmelerine olanak tanirken, orta giiclere de nis alanlarda girisim firsatlart sunmaktadir.
Nitekim, giincel baz1 gelismeler, uluslararasi yonetisim aglarinin ne kadar esnek ve rekabetci
hale geldigini gostermektedir. S6z gelimi, Avrupa Komisyonu Avrupa standardizasyon
kuruluslariyla birlikte calismakta, AB’nin Yapay Zekd Yasas: (Al Act) ile OECD’nin 2024°te
giincelledigi Yapay Zeka Ilkeleri, Cin’in China Standards 2035 stratejisinde sundugu alternatif
standart yol haritasini biiylik 6l¢iide dislamaktadir. Benzer bicimde, Birlesik Arap Emirlikleri
ve Israil gibi Ortadogu iilkeleri, Brezilya, Meksika ve Sili gibi Latin Amerika aktorleri ile
Giiney Afrika ve Kenya gibi Afrika iilkeleri, kendi bolgesel diizenlemelerini gelistirirken ABD
veya Cin kutuplarindan birine yakinlasmakta veya cesitli ¢ok tarafli forumlarda angajman
gostererek standart belirleme siireglerinde stratejik konum elde etmeye ¢alismaktadir (Cooper
vd., 2025; OECD 2025a; OECD 2025b; UNESCO, 2024a; ENA, 2025).

Kiiresel yapay zeka rejim kompleksinde normatif 6zerklik pesinde kosan bir aktor olarak Afrika
Birliginin 2024 tarihli Kitasal Yapay Zeka Stratejisi (African Union, 2024) ve 2025 yilinda
kabul edilen “Yapay Zekdamn Gelistirilmesi ve Diizenlenmesine Iliskin Yiiksek Diizeyli Politika
Diyalogu Bildirisi” (African Union Commission, 2025) Kiiresel Giiney’in rejim
kompleksindeki konumunu gostermesi bakimindan 6nemlidir. Afrika Birliginin yaklasimi, Bati
merkezli regiilasyon modellerine kiyasla daha kapsayici, etik temelli ve kalkinma odakli bir
yapay zeka yonetisimi vizyonu dnermektedir. Stratejide, veri mahremiyeti, algoritmik adalet,

10 ATIS (Alliance for Telecommunications Industry Solutions), 1983’te ABD’de kurulan, kir amaci giitmeyen bir
standartlagma organizasyonudur. Bilgi ve iletisim teknolojileri (ICT) sektoriinde teknik ve operasyonel standartlar
gelistirir; ABD merkezli olup, Washington D.C.’de faaliyet gosterir. ANSI (American National Standards
Institute) tarafindan akredite edilmis olup, 200°den fazla tiye sirket (0rnegin, AT&T, Verizon, T-Mobile) ile
telekomiinikasyon, 5G, 6G, siber giivenlik ve bulut hizmetleri gibi alanlarda standartlar belirler. (ATIS, 2025)

' CCSA (China Communications Standards Association), Cin’in telekomiinikasyon ve bilgi teknolojileri
standartlarini gelistiren ulusal organizasyonudur. 2002 yilinda kurulan CCSA, Cin Sanayi ve Bilgi Teknolojileri
Bakanligi (MIIT) denetiminde ¢alisir ve 5G, 6G, YZ, Nesnelerin interneti (IoT) ve bulut bilisim gibi alanlarda
standartlar olusturur. Cin’in teknoloji ekosisteminde kilit bir rol oynar ve uluslararasi standart kuruluslarinda (ITU,
3GPP, ISO) Cin’in etkisini artirmak igin faaliyet gosterir (CCSA, 2025)
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hesap verebilirlik ve stirdiiriilebilirlik gibi ilkeler, sadece etik standartlar olarak degil;
Afrika’nin dijital egemenligini gili¢lendirecek rejim ingasi araglari olarak tanimlanmistir. Bu
durum, Kiiresel Giiney’in giderek artan bigcimde “rejim alt-sistemleri” yaratarak kiiresel
teknoloji yonetisiminde agirlik kazandigin1 gostermektedir. Latin Amerika’da “Latin Amerika
ve Karayipler'de Etik Yapay Zekamin Gelistirilmesi” (Declaracion de Santiago) girisimi
(Cumbre Ministerial y de Altas Autoridades de América Latina y el Caribe, 2023), Giineydogu
Asya’da ASEAN’1n “Al Governance Framework™i ve Afrika Birliginin mezkir stratejisi,
kolektif bigimde Kiiresel Giiney’in alternatif normatif diizen yaratma kapasitesini temsil
etmektedir.

Bu durum, iilkelerin farkli uluslararasi kuruluslar arasinda stratejik gegisler yaparak jeopolitik
etki alanlarin1 genisletmelerine yol agmakta ve standart belirleme siireclerini kiiresel rekabetin
bir araci haline getirmektedir. Rejim kompleksi yaklagimi baglaminda bu gelismeler, yapay
zeka yOnetisiminin gelecegini tek bir hegemonik eksen yerine ¢ok merkezli normatif rekabet
dinamigi icinde sekillenecegini gostermektedir. Belirli bir alanda tek ve biitiinlesik bir kurum
yerine, kismen Ortiisen, bazen rekabet eden, bazen de birbirini tamamlayan ¢oklu kurallar ve
aktorler bir arada varlik gostermekte, bu pargalanmis yapi, orta ve kiigiik gii¢lere nis alanlarda
inisiyatif alma firsatlar1 sunarken, aym zamanda coklu standart ortamimin yarattigi uyum
maliyetlerini artirmakta ve kiiresel tedarik zincirlerinde belirsizlik iiretmektedir. Ornegin,
ASEAN’1n 2025°te baslattig1 Dijital Ekonomi Cergeve Anlasmasi (DEFA), bolge iilkeleri
arasinda siber gilivenlik, veri aktarimi ve dijital standartlarin uyumlastirilmasini
amaglamaktadir. Bu siire¢, AB ile gelistirilen stratejik ortaklik (EU-ASEAN Blue Book)
sayesinde hem dogrudan yabanci yatirimlarin artmasina hem de bolgenin norm iiretme
kapasitesinin giiclenmesine katki saglamaktadir (EEAS, 2024). Benzer bi¢imde, 25-26 Kasim
2025’te Kuala Lumpur’da diizenlenecek olan ASEAN Teknoloji Zirvesi, bolgesel diizeyde sinir
oOtesi dijital igbirligini tesvik etmeyi hedeflerken, ayn1 zamanda AB, ABD ve Cin’in dijital
yonetisim yaklagimlarinin kesistigi bir etkilesim alani olarak 6ne ¢ikmaktadir (Malaysia SME,
2025). Buna paralel olarak, UNESCO’nun 2023 yilinda yayimlamis oldugu Yapay Zeka Etigine
Iliskin Oneri’leri (Recommendation on the Ethics of Artificial Intelligence) 2024 itibariyla
UNESCO’nun 194 iiye iilkesinin tamaminda gecerlidir (UNESCO, 2024b) ve ASEAN {iyesi
devletlerde yapay zeka etigi ve veri koruma standartlarinin uyumlastiriimasinda referans belge
niteligi tasimaktadir. OECD’nin Digital Economy Outlook 2024 raporunda ise veri
tagmabilirligi, sinir Otesi veri akiglart ve dijital gilivenlik politikalarmin ¢ok katmanli
yonetisimle desteklenmesi gerektigi vurgulanmis; boylece OECD, teknik standardizasyonun
yaninda “normatif koordinasyon” alaninda da merkezi bir rol iistlenmistir (OECD, 2024c).

Bununla birlikte, forumlarin c¢ogullugu yalmzca firsat degil, ayn1 zamanda risk de
yaratmaktadir. ASEAN’1n Ocak 2025°te genislettigi YZ Yonetisim Belgesi (Al Governance
Document) ve Siber Uzay Normlari Kontrol Listesi (Checklist on Cyberspace Norms), normatif
acidan yenilik¢i girisimler olsa da bu ¢abalar, altyapr yetersizlikleri ve Cin’in Malezya’daki
veri merkezlerine miidahaleleri gibi dis baskilar (Huang ve Lin, 2025) gibi nedenlerle kirilgan
hale gelmektedir. Ozellikle Kiiresel Giiney’de, ASEAN ve Afrika Birligi gibi 6rgiitlerin smirl
regiilasyon kapasitesi, yabanci yatirim dinamikleriyle birlestiginde, yeni normlarin ortaya
cikmasini tesvik ederken ayni zamanda dis aktorlerin etki alanin1 da paralel bigimde
genisletmektedir. Dolayisiyla, kurumsal parcalanma teknik yonetisim bosluklarini ve “normatif
rekabet” alanlarini ¢ogaltmakta, bu da kiigiik ve orta giicler i¢in hem 6zerklik firsatlarin1 hem
de bagimlilik risklerini aym1 anda derinlestirmektedir. Keza, ABD’nin, gelismekte olan
endiistriler i¢in inovasyon ve standartlarin belirlenmesinde liderlik etmeye ve ayrimci
endiistriyel standartlarin kiiresel standartlar haline gelmemesini saglamak icin miittefikler ve
ortaklarla birlikte calismaya devam etme arzusu da bu kabildendir.

240



Ufuk Universitesi Sosyal Bilimler Enstitiisii Dergisi Yil:14 Sayi:28 (2025)

3.3. Gii¢ Tipolojileri Literatiirii

Gig tipolojileri literatiirii (Farrell ve Newman, 2019; Nye, 2011) standart belirleme siire¢lerinin
sert askerl kapasiteyle birlikte normatif ve yumusak giigcle de baglantili oldugunu
gostermektedir. Nye’nin The Future of Power eserinde tanimladigi iizere, teknik standartlarin
dogrudan zorlama olmaksizin davranislar1 yonlendiren bir “yumusak gii¢” ve “sert gii¢”’le
yumusak gliciin birlikte domine ettigi “akilli gili¢” {irettigi anlasilmaktadir. Nitekim,
Huawei’nin 2025 itibariyla kiiresel 5G patentlerinin kayda deger bir kismimi elinde
bulundurmasi'? (Sandys, 2023) ve bu konumunu lisans politikalar1'® araciligiyla stratejik bir
bagimlilik mekanizmasina doniistiirmesi, teknoloji standartlarinin teknik ve ayni zamanda
jeoekonomik ve normatif bir gili¢ araci haline geldigini gostermektedir. Benzer bicimde,
ABD’nin Clean Network girisiminde uyguladig1 “giivenilir satic1” kriterleri de teknik giivenlik
soylemi altinda benzer bir dislayict etki yaratarak, kiiresel teknoloji ekosisteminde normatif
kutuplagsmay1 derinlestirmektedir.

Farrell ve Newman’in “Weaponized Interdependence” bashikli makalesi, giicli kiiresel
ekonomik aglardaki asimetrilerle agiklamistir. Farrell ve Newman’a gore kiiresellesmis
ekonomi ve dijitallesme, devletleri ve kurumlar1 karsilikli bagimlilik (interdependence)
iligkileriyle  birbirine  baglamistir.  Ancak bu  bagimlilik  simetrik  degildir.
Baz1 devletler (6zellikle ABD), kiiresel finansal sistem, internet altyapisi, 6deme aglar
(SWIFT), teknoloji standartlart ve veri akislart gibi merkezi ag diigiimlerini (network hubs)
kontrol ettikleri igin, bu karsilikli bagimlilig1 bir gii¢ aracina doniistiirebilmektedir. Ornegin
ABD’nin Entity List kisitlamalar1'®, Cin’in (Huawei’nin Kirin 9000s ¢ipi ihraci gibi)!® kritik
tedarik zincirlerini hedefleyerek kendisine yapisal kaldirag saglamakta, standartlar1 belirleyen
aktor olarak ABD, hem ekonomik avantaj (lisans gelirleri, pazar hakimiyeti) hem de diizenleme
istiinliigli biciminde normatif etki elde etmeyi amaglamaktadir. Keza, 2025’te AB’nin 5G
Toolbox yaklasim'® da giicii normatif yumusaklikla birlestirerek stratejik 6zerkligini artiran

12 Huawei’nin “3007 SEP ailesi”, sirketin 5G standartlar1 kapsaminda Standart Esasli Patent (Standard Essential
Patent — SEP) olarak bildirilen 3.007 patent grubunu ifade etmektedir. Bu patentler, 5G teknolojilerinin
uygulanabilmesi i¢in teknik olarak zorunlu nitelikte olup, Huawei’ye kiiresel lisanslama siireglerinde stratejik bir
miizakere giicii kazandirmaktadir. Boylece sirket teknolojik standardizasyonun sekillenmesinde ve jeoekonomik
rekabette fikrl miilkiyet iizerinden etki kurmada belirleyici bir aktor haline gelmistir (Grey, 2023)

13 FRAND (Fair, Reasonable and Non-Discriminatory) lisanslamasi, standart zorunlu patentlerin (SEP) adil, makul
ve ayrimct olmayan kosullarda lisanslanmasini 6ngoren ilkedir. Bu mekanizma, 3GPP ve ETSI gibi uluslararasi
standart kuruluglarinin iiyelerine, patentlerini tekelci bigimde kullanmamay1 ve standart uyumunu korumay1
taahhiit ettirir. FRAND, teknolojiye erisimi kolaylastirirken, fikri miilkiyet haklari ile rekabet hukukunun
dengelenmesini amaglar (Contreras, 2015).

4 Entity List” (Varlik Listesi), ABD’nin ulusal giivenligi veya dis politika ¢ikarlarina aykir faaliyetlerde
bulundugu diisiiniilen yabanci kisi, sirket, kurum veya organizasyonlarin yer aldigi listedir. Bu listeye giren
taraflara, ABD menseli iiriinlerin, yazilimlarin, teknolojilerin lisanssiz olarak ihracati, yeniden ihracati veya
transferi yasaklanir (Bureau of Industry and Security, 2025).

15 Huawei’nin Kirin 9000s ¢ipinin ihraci, ABD’nin ihracat kisitlamalarina ragmen Cin’in ileri yar1 iletken
iretiminde kendi kendine yeterlilige yaklagtigin1 gostermektedir. SMIC’in 7 nm teknolojisiyle iirettigi bu islemci,
Cin’in teknolojik 6zerklik ve standart belirleme kapasitesinde onemli bir esige isaret ederken, ayni1 zamanda
kiiresel tedarik zincirlerinde jeoekonomik rekabetin yeni bir boyut kazanmasina yol agmistir (Kirton ve Cherney
2023).

16 AB’nin 5G Toolbox yaklasimi, 2020°de kabul edilen ve iiye devletlerin 5G altyapilarinda giivenligi
giiclendirmesi i¢in hazirlanan ortak bir risk azaltma ¢er¢evesidir. Bu yaklagim, yiiksek riskli tedarik¢ilerin kritik
bilesenlerden dislanmasi, tek bir firmaya bagimliligin 6nlenmesi, giivenlik sertifikasyonlar1 ve yazilim
giincellemelerinin giivenli yonetimi gibi stratejik ve teknik 6nlemleri icerir. Ayrica bilgi paylagimi ve standartlarin
uyumlastirilmast gibi destekleyici mekanizmalar da oOngoriiliir. Toolbox’in amaci, 5G aglarinm hizla
yayginlagmasint engellemeden, AB genelinde ortak bir giivenlik ¢itasi belirleyerek siber giivenlik ve ulusal
giivenligi saglamaktir (European Commission, 2020).
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onemli bir 6rnek olarak one ¢ikmaktadir. Bu gelismeler, standart belirlemenin ¢ogu zaman
goriinmez ama uzun 6miirlii bir gii¢ kaynagi oldugunu gostermektedir.

3.4. Jeoekonomik Devletcilik Kavrami

Jeoekonomik devletcilik (Blackwill ve Harris, 2016) kavrami, devletlerin ekonomik araglari
stratejik hedefler i¢in kullanma egilimini 6ne ¢ikarmis, standartlar teknik uyumu saglamakla
birlikte, devletlerin jeostratejik konumlarini pekistiren dis politika araglarina donlismiistiir.
Blackwill ve Harris’in War by Other Means eserinde, jeoekonomi; “silahli olmayan araglarla
jeopolitik hedefleri ilerletme” olarak tanimlanmistir. Bu kapsamda ticaret, yatirim ve enerji
politikalartyla rakipleri cezalandirma ya da miittefikleri kazanma stratejik bir yontem haline
gelmistir.

Cipler, 5G ve yapay zeka gibi stratejik teknolojiler lizerindeki diizenlemeler ve kars1 hamleler,
devletlerin ulusal giivenlik gerekgeleriyle piyasa mekanizmalarina miidahalesini
mesrulastirdigi yeni bir jeoekonomik paradigma yaratmaistir. Bu siiregte, standart belirleme artik
yenilik ve verimlilikle ilgili oldugu kadar stratejik 6zerklik, tedarik zinciri kontrolii ve normatif
gii¢ ingastyla da tamimlanmaktadir. S6z gelimi, ABD’nin Al Diffusion Framework’ii'” ve
2025’te uygulamaya koydugu Nvidia ¢ip ihracat yasagi (Teng, 2024) jeoekonomik devletgiligin
yiikselisiyle de iligkililendirilebilir. AB’nin Dogrudan Yabanci Yatirim Tarama mekanizmalari,
5G Toolbox yaklagimi ve CHIPS Act kapsamindaki ¢esitli siibvansiyonlar1 gibi tedarik zinciri
politikalar1 ve Clean Network girisimi, Cin’in Made in China 2025 hedefleri ve uygulamalar
birlikte degerlendirildiginde, standart belirleme siireclerinin giderek jeopolitik rekabetin temel
alani haline geldigini gostermektedir. Cin’in 5G ekosisteminde kendi standartlarini (6rnegin
WAPI, TD-SCDMA, NB-IoT) yayginlastirma ¢abalar1 bu egilimi daha da derinlestirmektedir.

Bu rekabet ortaminda, Hollanda’nin 2025°te Cinli Nexperia’nin Almanya’daki yar iletken
tesisine el koymasi (Hajdari, 2025) Avrupa’da stratejik yatirimlarin giivenlik temelli denetimini
hizlandirdigina isaret etmektedir. Bu gelisme, Almanya’nin otomotiv endiistrisinde yasanan
¢ip darbogazini daha goriiniir kilmis (Beardsley, 2025), ayn1 donemde, Cin’in 2024 yilinda
Nvidia’ya kars1 baslattig1 tekel sorusturmasi (Kharpal, 2025), kiiresel ¢ip piyasasinda karsilikli
misilleme dongilisiiniin bir yansimasi olarak ortaya ¢ikmis ve teknoloji standardizasyonunun
politik ve stratejik bir alana doniistiigiinii gostermistir.

3.5. Normatif Mesruiyet Literatiirii

Teknolojik diizenlemeler, kimlerin mesru norm fireticisi oldugu sorusunu giindeme getirirken
forum kompleksindeki bosluklar1 da derinlestirmektedir. Uluslararast hukuk ve norm
mesruiyeti literatlirii (Franck, 1990; Koskenniemi, 2005), teknoloji standartlariin teknik
uyumun oOtesinde mesru norm iiretimi meselesi oldugunu vurgulamaktadir. Franck’in The
Power of Legitimacy Among Nations baslikli eserinde tanimladig1 mesruiyet, kurallarin “¢cekim
giicii” (pull to compliance) ile Ol¢iilmektedir. Belirlilik (determinacy), sembolik dogrulama
(symbolic validation), tutarlilik (coherence) ve uyum (adherence) kriterleri bu ¢ekim giiciiniin
kistaslaridir. Bu Olciitler baz alindiginda AB 'nin Genel Veri Koruma Tiiziigii (GDPR)’niin
bireysel hak odakli modeli, veri korumasini evrensel bir insan hakki normu olarak kodlayarak
AB’nin norm ihracin1 mesrulastirirken ayni zamanda Franck’in “belirlilik” ve “sembolik
dogrulama” dlgiitlerini giiclendiren bir normatif tutarlilik da yaratmaktadir. Buna karsin, Cin’in

17“A[ Diffusion Framework” (resmi adiyla Framework for Artificial Intelligence Diffusion veya Al Diffusion Rule)
ABD tarafindan gelistirilen bir diizenleyici / stratejik g¢ercevedir. Bu cgerceve, yapay zekad teknolojilerinin
yayilimini (“diffusion”) kontrol altina almayi, ABD’nin Al liderligini korumay1 ve stratejik riskleri (6zellikle
teknoloji transferini ve advers aktorlerin eline gegmesi) azaltmay1 amaclar (Heim, 2025).
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Kisisel Bilgilerin Korunmasi Yasasi (PIPL)!8, veri yonetisimini bireysel mahremiyetten ziyade
ulusal giivenlik ve kolektif refah ilkeleri iizerinden tanimlayarak, devlet denetimine dayali
alternatif bir mesruiyet iddias1 gelistirmektedir. Boylece iki rejim, uluslararasi alanda teknik
standartlarda oldugu gibi “mesruiyetin kaynagi” konusunda da rekabet eden iki farkli normatif
anlatiy1 temsil etmektedir (Kitchen, 2020).

Koskenniemi’nin From Apology to Utopia (2005) calismasi ise, uluslararasi hukuk
argiimanlarinin “gii¢ temelli” ile “ltopyaci” (evrenselci ve normatif) kutuplar arasinda
salindigini ileri siirmiistiir. Bu yaklasim, teknoloji standartlarinin da benzer bir ikili gerilim
icinde sekillendigini diisiindiirtir. Bir yanda teknik standartlarin kiiresel ticari diizenin rasyonel
araglar1 olarak mesrulastirilmasi, diger yanda bu standartlarin evrensel degerler ve kamusal
cikar adina savunulmasi (iitopyaci sdylem) vardir. Dolayisiyla, normatif mesruiyetin kaynagina
iligkin tartigma, teknik uyumun &tesinde gii¢ ve deger arasindaki bu yapisal diyalektigi de
yansitmaktadir. Bu ikilem teknoloji standartlarina da yansimigtir. ITU ve 3GPP gibi teknik
forumlar isbirligi vaadiyle mesruiyet kazanirken, forum se¢imleri bu ideali gblgeleyen stratejik
bir gii¢c miicadelesi haline gelmistir.

Ayrica, realist perspektiften (Mearsheimer, 2001) standartlar, biiylik giiclerin ¢ikarlarini
yansitan araglar olarak yorumlanabilir. Liberal kurumsalcilik yaklasimiyla (Keohane, 1984;
Keohane ve Nye, 2012) ise bu forumlar, isbirligini tesvik eden, seffaflig1 artiran ve maliyetleri
diisiiren unsurlar olarak degerlendirilebilirken, konstriiktivist teoriye (Wendt, 1999; Finnemore
ve Sikkink, 1998) gore ise standartlar, kimlik ve degerlerin yeniden {iretildigi normatif bir
miicadele alani olarak gortilebilir.

Yukarida 6zetlenen kuramsal yaklasimlar, ¢alismanin politika analizine kavramsal bir ¢erceve
sunmaktadir. Rejim kompleksi, gii¢ tipolojileri, jeoekonomik devletgilik ve normatif mesruiyet
kavramlari; standart belirleme siireglerini teknik uyumun O&tesinde, gii¢, cikar ve deger
rekabetinin i¢ ice gectigi cok katmanli yonetisim aglar olarak kavramay1 miimkiin kilmaktadir.
Bu kavramsal mercekler, bir sonraki bdliimde ayrintili bicimde ele alinacak olan kiiresel
teknoloji yonetisiminde rejim karmasasi, forum aligverisi ve normatif rekabet dinamiklerini
aciklamak i¢in analitik bir temel olusturmaktadir.

4. KURESEL TEKNOLOJi YONETISIMINDE REJIM KARMASASI VE
NORMATIF REKABET: PARCALANMA, FORUM SECIMi VE NORM IHRACI

Kuramsal ¢ercevenin ortaya koydugu cok katmanli yapi, teknoloji yonetisiminde birbirine rakip
veya Ortlisen forumlarin (OECD, ITU, 3GPP, ISO vb.) neden ayni anda etkili olabildigini
anlamak acisindan aciklayicidir. Bu kurumlar, yalnizca teknik standartlarin belirlenmesinde
degil ayn1 zamanda dijital ekonomi, veri akisi, yapay zeka ve siber gilivenlik gibi alanlarda norm
iretiminin de merkezinde yer almaktadir. Dolayisiyla, kiiresel diizeyde ortaya ¢ikan “rejim
karmagas1”, gii¢ rekabetinin teknik terminolojiye, diplomatik dilin ise standartlara yansidig1 bir
alan olarak belirmektedir. Bu ¢ercevede analiz hem normatif mesruiyet tartismalarini hem de
cikar temelli diizenleme stratejilerini birlikte degerlendirerek, devletler ve 6zel aktorler
arasindaki etkilesim aglarini ¢6ziimlemeyi amacglamaktadir.

Yukarida teknoloji standartlarinin giderek artan stratejik Oneminin, kiiresel yoOnetisim
mimarisinde yeni gerilimler yarattig1 ifade edilmistir. Klasik anlamda uluslararas1 kurumlar
uzun siire boyunca teknik konularda gorece tarafsiz bir zemin sunmuslardir. Ornegin, ITU nun

18 Cin’in PIPL diizenlemesi, Personal Information Protection Law (Kisisel Bilgilerin Korunmas: Kanunu) olarak
bilinir ve Cin’de 1 Kasim 2021°de yiiriirliige girmistir. Bu diizenleme, GDPR’ye benzer sekilde kisisel verilerin
korunmasini amaglar, ancak Cin’in siyasi ve ekonomik baglamina 6zgii bazi farkliliklar icerir (PIPL, 2022).
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radyo ve ag standartlarini koordine etmesi, 3GPP’nin mobil teknolojiler i¢in spesifikasyonlar
gelistirmesi ve ISO’nun ticari engelleri azaltan uluslararasi standartlar tesvik etmesi, kiiresel
uyumlulugu desteklemistir. Ancak son on yilda, biiyiik giic rekabetinin derinlesmesi ve
teknolojik egemenlik stratejilerinin 6n plana ¢ikmastyla bu forumlarin islevi ve mesruiyeti ciddi
bigimde sorgulanir hale gelmistir. Bu tablo, teknoloji standartlarinin gelecekte teknik
miihendislik ve kiiresel yonetisim mimarisinin mesruiyeti, siirdiiriilebilirligi ve gli¢ dengeleri
acisindan da belirleyici olacagini gostermektedir.

Standart savaglarinin kurumsal diizeyde yarattig1 parcalanma, ¢ok kutuplu diinya diizeninin
karakteristik bir 6zelligi olarak giderek daha gériiniir hale gelmektedir. Ornegin, ABD ve Cin’in
standart belirleme forumlarinda yiiriittiikleri diplomatik manevralar ve teknoloji odakl
isbirlikleri, siireci teknik olmaktan c¢ikarip uluslararasi jeopolitik rekabet alanina
doniistirmektedir. Standartlarin teknik, ekonomik ve normatif boyutlar1 arasindaki kesigim,
uluslararasi iliskilerde yeni bir rekabet ve isbirligi sahas1 yaratmaktadir. Ote taraftan, standart
belirleme siireclerinin farkli 6rgiit ve platformlara dagilmis olmasi, devletler ve 6zel sektor
aktorlerine stratejik forum segimi imkani saglamaktadir. Ornegin, ABD ve miittefikleri 5G
standartlarint agirlikli olarak 3GPP {iizerinden sekillendirirken, Cin ITU ve ISO’daki teknik
komitelerde daha proaktif bir rol listlenmektedir. Bu ¢oklu forum yapisi, standartlarin kiiresel
Olgekte tek bir mutabakatla kabul edilmesini zorlagtirmakta ve bolgesel veya ikili
diizenlemelerin 6n plana ¢ikmasina yol agmaktadir.

Kurumsal pargalanma ve koordinasyon eksikligi, gilinlimiiz uluslararasi1 diizeninde rejim
karmagasinin en goriiniir tezahiirlerinden biridir. Yapay zeka giivenligi, veri aktarimi ve yar1
iletken iiretimi gibi stratejik alanlarda yasanan yonetisim agiklari, teknik standardizasyon
sorunlart diginda farkli kurumsal mantiklarin ve diizenleyici oOnceliklerin ¢elismesinin
sonucudur. Ornegin, OECD nin Yapay Zekd Ilkeleri ve AB nin AI Act kapsaminda gelistirilen
genel amacgh yapay zeka (GPAI) diizenlemeleri, seffaflik, hesap verebilirlik ve telif uyumu
konularinda yiiksek seffaflik ve acgiklanabilirlik standartlar1 getirirken; Cin’in Nisan 2025°te
yuriirliige koydugu iiretken yapay zeka (Generative Al — GenAl) gecici giivenlik standartlari,
icerik gilivenligi, veri egemenligi ve politik istikrar gibi ulusal giivenlik temelli ilkeleri
oncelemektedir. Bu farkli yonetisim mantiklari, kiiresel olcekte faaliyet gosteren platformlar
acisindan ciddi bir diizenleyici gerilim yaratmaktadir. Nitekim OpenAl, Google DeepMind ve
Anthropic gibi Batili teknoloji sirketleri, AB mevzuati kapsaminda kimi ytikiimliiliiklerine tabi
olurken; Baidu ve SenseTime gibi Cinli sirketler ise ulusal igerik filtreleme ve veri denetimi
gibi farkli protokollere uymak zorundadir. Dolayisiyla ayn tiir tiretken yapay zeka teknolojileri,
farkli hukuki rejimlerde farkli bi¢imlerde tanimlanmakta ve denetlenmektedir. Bu durum,
uluslararasi diizeyde teknolojik birlikte islerligin 6niinde 6nemli bir engel olusturmakta; kiiresel
Al yonetisimini jeopolitik bloklagsma yoniinde sekillendirmektedir. Benzer bigimde, GDPR ’nin
Schrems II kararindan'® sonra zorunlu hale gelen Transfer Impact Assessment (TIA) siirecleri
ile ABD Adalet Bakanligi’nin (DOJ) veri erisimine iliskin diizenlemeleri?® arasindaki farklar,

19 Schrems II kararimin (C-311/18, 2020) ardindan, Avrupa Birligi disina kisisel veri aktarimi yapan kuruluslar igin
Transfer Impact Assessment (TIA) stirecleri GDPR kapsaminda zorunlu hale gelmis, TIA, dis veri aktariminda
yalnizca bi¢imsel degil, maddi koruma diizeyini de degerlendiren bir uyum mekanizmasi haline gelmistir Avrupa
Adalet Divani, EU-US Privacy Shield mekanizmasini gecersiz kilarak, ii¢lincii iilkelere yapilan veri aktarimlarinda
“esdeger koruma” ilkesinin saglanmasini sart kosmustur. Bu dogrultuda, Madde 46’daki Standart Sozlesme
Maddeleri (SCCs) tek basina yeterli goriilmemekte; veri sorumlularinin, alic tilkenin gézetim rejimini, veri erisim
risklerini ve alinan teknik/organizasyonel onlemleri analiz ettigi TIA belgelerini hazirlamas1 gerekmektedir
(European Data Protection Board [EDPB], 2021).

20 ABD Adalet Bakanligi (DOJ) diizenlemeleri, teknolojik standart rekabetinin hukuki boyutunu sekillendiren
baslica politika araglarindan biridir. DOJ diizenlemeleri teknik standartlarin 6tesine gegerek ABD’nin hukuk
temelli norm ihrac stratejisini desteklemektedir. DOJ, 6zellikle antitrost ve ulusal giivenlik temelli incelemeler
yoluyla teknoloji sirketlerinin piyasa davraniglarini diizenlemekte; boylece ekonomik giivenligi normatif diizeyde
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veri aktarimi alaninda benzer bir parcalanmay1 yansitmaktadir. Bu farkliliklar, 6zellikle bulut
bilisim ve Al model egitimi gibi alanlarda faaliyet gosteren ¢ok uluslu sirketler i¢in artan hukuki
belirsizlik, uyum maliyetleri ve yonetisim tutarsizliklar1 yaratmaktadir. Bu parcalanmis yapi,
biiyiik giiclerin kendi normatif modellerini kiiresel Olgekte yaymasina stratejik bir firsat
sunmaktadir. Bu modeller, finansman mekanizmalari, teknik egitim programlar1 ve ihracat
politikalar1 araciligiyla {igiincii iilkelere ihra¢ edilmekte ve boylece teknoloji standartlari, salt
teknik uyum meselesinden ¢ikip jeopolitik strateji ve normatif liderlik miicadelesinin araci
haline gelmektedir.

5. GUNCEL STANDART ALANLARI VE REKABET DINAMIKLERI
5.1. Genel Olarak

Standart; c¢ogaltma veya ara baglanti (interoperability) imkéani tamiyan belirli teknik
parametreleri tanimlayan teknik belgedir. Bu belge, farkli aktorlerin s6z konusu {iriiniin,
hizmetin veya teknolojinin kullanimina katilabilmesini ve bundan pay alabilmesini miimkiin
kilar (Cargill, 2022). Baska bir soyleyisle, teknik standartlar, ¢esitli mal ve hizmetlerin
“kalitesini”, “giivenligini” ve “uyumlulugunu” artirmak amaciyla olusturulan teknik tanimlar
ve slireglerdir. Bu standartlar, gelecekteki iiriinlerin ve teknolojik gelisimlerin yoniini
belirleyen temel g¢erceveler olarak islev goriir. Zira, bunlar; “kilitlenme etkileri (lock-in
effects)” ve “yola bagimlilik (path dependency)” yaratarak belirli teknolojilerin veya
yontemlerin digerlerine kiyasla avantajli hale gelmesine neden olurlar. Dolayisiyla,
standartlarin belirlenmesi toplumsal refah ve verimlilik agisindan 6nemli faydalar saglamakla
birlikte hangi teknolojilerin gelecegin pazarlarinda baskin hale gelecegi ve bu standartlara erken
uyum saglayan aktorlerin ekonomik ve stratejik iistiinliik elde edip etmeyecegi konusunda da
belirleyici etkiler dogurur (Seaman, 2020).

Teknoloji standartlari, kiiresel ekonominin gériinmez mimarisi niteliginde olup, uluslararasi
diizenin isleyisini sekillendiren normatif kurallar biitiinii olarak islev gérmektedir. Donanim ve
yazilim arasinda birlikte ¢aligabilirligi miimkiin kilmak, veri giivenligi ve gizliligini saglamak,
pazar girisini ve rekabeti diizenlemek gibi islevleriyle standartlar, yalnizca teknik tercihler degil
ayn1 zamanda ekonomik ¢ikarlarin, jeopolitik stratejilerin ve normatif gii¢ projeksiyonunun da
merkezinde yer almaktadir. Bu nedenle standart belirleme siirecleri, devletlerin stratejik
ozerklik arayislarimin, sirketlerin kiiresel rekabet stratejilerinin ve biiyiik giicler arasindaki
hegemonya miicadelesinin kesisim noktasini olusturmaktadir.

Standartlar, teknik uyumun 6tesinde ekonomik giivenlik, teknolojik bagimlilik ve deger temelli
diizen ingasimin araclari olarak islev gormekte; dolayisiyla kiiresel diizenin gelecegini
belirleyecek uzun vadeli rekabetlerin ana sahnesine doniismektedir. Giinlimiizde bu rekabetin
merkezinde dort kritik alan 6ne ¢ikmaktadir: 5. nesil mobil iletisim protokolleri (5G), yar1
iletken {iretim zincirleri, yapay zeka giivenlik ve etik standartlari ile uluslararasi veri aktarim
diizenlemeleri.

5.2. 5G Tletisim Standartlar

5G teknolojisi, daha yiiksek bant genisligi ve hizli veri iletimi ihtiyacina yanit vermekle
kalmamakta, ayn1 zamanda yenilik¢i ve yikici potansiyelleriyle dijital ekosistemi yeniden
sekillendirmektedir. 5G, bireyler, isletmeler ve devletler agisindan hem yeni firsatlar hem de
artan siber ve ekonomik bagimliliklar gibi riskleri beraberinde getiren bir dijital doniistim
dalgas1 yaratmaktadir. Baglantili cihaz sayisindaki biiyiik artis ve veri akisinin hizlanmasi,

kurumsallastirmaktadir. Bu ¢ercevede, Huawei ve TikTok gibi firmalara yonelik CFIUS ve FCPA uygulamalari,
rekabet hukukuna ve jeoekonomik devlet¢ilige dayali bir dis politika aracina doniigsmiistiir (WilmerHale, 2025).
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otonom araglar, bulut bilisim, makine 6grenimi ve nesnelerin interneti (IoT)?! gibi gelismekte
olan teknolojilerin yayginlagmasint miimkiin kilmaktadir. Ayn1 zamanda bu gelismeler, dijital
platformlarin, sosyal aglarin ve geleneksel is modellerinin doniisiimiine yol agarak yeni ag
mimarilerini tesvik etmektedir (Nestoras ve Cappelletti, 2022).

Yapilan arastirmalar, 5G teknolojisinin 2035 yilina kadar 13 trilyon dolardan fazla yeni
ekonomik deger yaratabilecegini ve yalnizca 5G kiiresel deger zincirinde 22 milyondan fazla
istihdam saglayabilecegini ongormektedir. 5G’nin potansiyel uygulamalari, yalnizca daha hizli
mobil cihazlarla sinirlt kalmayip, ¢ok daha genis bir yelpazeye yayilmaktadir. Bu sistem; mobil
genis bant, ultra giivenilir diisiik gecikmeli iletisim, devasa makine tipi iletisim, enerji
verimliligi ve giivenlik basliklarinda iyilestirmeler vadetmektedir. Bu alanlarda eszamanl
olarak gergeklestirilen iyilestirmeler, verileri liretme, isleme, iletme, depolama ve giivence
altina alma kapasitesine sahip, gercekten baglantili bir diinyanin gereksinimlerini kargilayan
aglarin olusmasimi miimkiin kilmakta ve bu aglar araciligtyla s6z konusu diinyanin yarattigi
faydalardan etkin bir sekilde yararlanilmasini saglamaktadir (Kitchen, 2020).

5. nesil mobil iletisim altyapisi, yalnizca gigabit seviyesinde veri iletimi ve milisaniye
diizeyinde diisiik gecikme kapasitesi saglamakla kalmayip, otonom araglar, endiistriyel
otomasyon, nesnelerin interneti ve kritik altyap1 kontrol sistemleri gibi gelecegin teknolojileri
i¢in merkezi bir omurga niteligi tasimaktadir.?? Bu 6zellikler sayesinde 5G; yiiksek hizl1 mobil
genis bant (eMBB), ultra giivenilir ve diisiik gecikmeli iletisim (URLLC) ile yogun makine tipi
iletisim (mMTC) olmak {izere ii¢ temel kullanim senaryosunu destekleyen bir iletisim
platformuna déniismektedir. Ornegin, URLLC sayesinde endiistriyel robotlar gercek zamanl
senkronizasyonla ¢alisabilirken, mMTC ile milyarlarca IoT cihazi ayn1 anda baglanabilir. Bu
nedenle, 5G standartlarinin belirlenmesi siireci, uluslararasi hukuk ve yonetisim alaninda gii¢
rekabetinin en goriiniir sahnesine doniismiis; teknik standartlar, devletlerin normatif etki ve
jeopolitik kaldirag insa etmesinin stratejik araclart haline gelmistir.

5G teknolojisinde ABD, Cin ve miittefikleri arasindaki rekabet, iki kutuplu giic miicadelesi
baglaminda, ABD- Cin iligkilerinin dogasina dair daha genis bir tartigmay1 yeniden giindeme
getirmektedir. ABD- Cin rekabeti, XX. yiizyildaki ABD- Sovyet ¢catismasina benzer bigimde
yeni bir “Soguk Savas” olarak g¢ercevelenmektedir. Rekabetin kdkenlerine iligskin farkl
aciklamalar bulunmaktadir. Bunlar arasinda; Cin’in Amerikan ¢ikarlarina meydan okuyan
ekonomik giiclinlin olaganiistii yiikselisi, komiinist rejimin bu ylikselisten aldig1 6zgiliven ve
liberal uluslararasit diizenin revizyonu yoniindeki iddiali tutumu o6ne ¢ikmaktadir. Farkli

21 10T, fiziksel nesnelerin sensorler, yazilimlar ve teknolojilerle internete entegre edilerek veri alisverisi yapmasini
saglayan bir ag paradigmasi olarak tanimlanmistir. Bu sistem, akilli ev cihazlari, endiistriyel makineler ve tibbi
ekipmanlar gibi unsurlarin &zerk etkilesimini mimkiin kilmig; veri toplama, analiz ve otomasyonu
doniistiirmistiir. IoT'nin mekanizmasi, gémiilii sensorlerin veri algilamasi, bulut tabanl iletim ve yapay zeka
tabanli islemeye dayanmustir.

22 3GPP ve ITU tarafindan belirlenen frekans tahsisi, sub-6 GHz ve mmWave bantlar1 gibi teknik parametreler,
OFDM tabanli New Radio arayiizii gibi modiilasyon teknikleri, ag dilimleme (network slicing) ve 5G AKA kimlik
dogrulama gibi giivenlik protokolleri ag performansini ve kiiresel pazar paylarini ve ulusal giivenlik stratejilerini
dogrudan sekillendirmektedir. 3GPP Release 18 paketi, kamuoyunda “5G-Advanced” veya “5.5G” olarak
adlandirilan yeni nesil mobil iletisim standartlarin1 tantimlamakta olup, Aralik 2023 itibarryla Radyo Erisim Ag1
(RAN) spesifikasyonlarini dondurarak ve standartlagtirma siirecinin 2025’in ikinci yarisinda tamamlanmasi
ongoriilmektedir. Bu siiriim, mevecut 5G altyapisina kiyasla yapay zeka tabanli ag optimizasyonu, otonom ydnetim
kapasitesi ve karasal olmayan aglar (Non-Terrestrial Networks, NTN) araciligiyla uydu baglantisinin entegrasyonu
gibi yenilik¢i 6zellikler igermektedir. Radyokomiinikasyon sektorii altinda faaliyet gosteren WPSD Caligma
Grubu, s6z konusu gelismeleri IMT-2020 gergevesinin bir uzantist olarak resmen onaylamis ve ayni zamanda
“IMT-2030” baslig1 altinda 6G vizyonuna yonelik 6n hazirliklara baglamistir (3GPP, 2025). Bu ¢ercevede Release
18, 5G’nin olgunlagma evresini temsil etmekle kalmayip, kiiresel mobil iletisimin 6G donemine gegisinde teknik
ve kavramsal bir koprii islevi gérmektedir.
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unsurlarin etkili oldugu bu siiregte, ABD ile Cin arasindaki belirgin ideolojik farkliliklar ve
bunlarin daha genis jeopolitik dinamiklerle kesisimi, s6z konusu catismanin temel itici
giiclerinden biri olarak degerlendirilmektedir (Nestoras ve Cappelletti, 2022).

5G tizerindeki jeopolitik rekabet, yeni ekonomik diizenin temellerini kimin sekillendirecegini
ve modern yonetisimin teknik altyapisini kimin insa edecegini belirleyecek seviyededir. Zira,
5G ekipmani ve altyapisinda tek bir tedarik¢inin hakimiyet kurmasi, ulusal ve uluslararasi
giivenlik agisindan ciddi riskler barindirmaktadir. Bu baglamda, Cin’in 5G pazarinda baskin
saglayict konumuna gelmesi 0zellikle kritik goriilmektedir. Boyle bir durumda Cin, 5G aglar
iizerinden bilgi akisim1 kontrol etme kapasitesine ulasarak veri giivenligi ve altyap1 yonetimi
iizerinde stratejik bir Ustiinlik elde edebilir. Cin’in 5G hakimiyeti, ciddi veri gilivenligi
endiselerini giindeme getirince Birlesik Devletler hiikiimeti, uluslararasi standardizasyondaki
hegemonik iistiinliigiinii muhafaza etmek amaciyla 6zel sektorle daha entegre igbirligi planlar
gelistirmis; bu girisim, Ulusal Standartlar Stratejisinin (National Standards Strategy) 2023’te
yayimmlanmasina yol a¢cmistir. Bu belge, kritik ve yeni ortaya cikan teknolojilerde ABD
liderligini pekistirmeyi hedefleyerek, 6zel sektoriin standart gelistirme siireclerindeki 6nceligini
vurgulamis, hiikkiimetin roliinli ise kamu-6zel ortakliklari yoluyla destekleyici bir konuma
indirgemistir (Zuniga vd., 2024).

AB, 5G teknolojisinin potansiyel risklerinin farkinda olup Huawei’nin kita c¢apinda
yasaklanmas1 gibi koordineli dnlemleri tartismaktadir. AB, dijital tek pazar ve veri koruma
(GDPR), siber giivenlik (NIS) ile elektronik iletisim (EECC) alanlarinda yasama paketleri kabul
etmis ve 5G aglarinin smirli cografyalarda uygulanmasini baslatmustir. Uye devletler, Cinli 5G
ekipman treticilerine kars1 farkli yaklasimlar benimsemis, bazi iilkeler acik¢a yasaklarken,
digerlerinin halen mevzuat ¢alismasi iginde olduklar1 goriilmektedir. AB, ulusal baskentlere
hareket serbestisi taniyan yonergeler sunmus olup, gelecekte Cin kaynakli risklere karsi
koordineli bir yanit da dahil olmak iizere, kita ¢capinda 5G uygulamalarini1 desteklemesi olasidir
(Nestoras ve Cappelletti, 2022).

Huawei’nin 5G alanindaki patent {istlinliigli ile ABD’nin giivenlik gerekgeleriyle uyguladigi
thracat kisitlamalari, teknoloji standartlarinin belirlenmesinin hem teknik hem de jeopolitik
boyutlar tasidigin1 agik bigcimde gostermektedir. Huawei’nin kendi lisanslama ydntemi
iizerinden olusturdugu ekonomik bagimlilik iligkileri, Batili rakipleri Nokia ve Ericsson’un
rekabet giiclinli zayiflatmakta ve kiiresel pazar dengelerini etkilemektedir. Bu kosullar altinda
5G standartlari, teknik uyumun saglanmasi ile birlikte uluslararasi giic miicadelesinde stratejik
ara¢ haline gelmistir. Cin’in China Standards 2035 vizyonu kapsaminda yiiriittiigli standart-
forum diplomasisi, ABD’nin WRC-23 siirecindeki spektrum harmonizasyonu tartismalarina
yon verirken®? orta 6lgekli iilkeler, bu dinamik rekabet ortaminda segici entegrasyon ve is birligi
firsatlar1 elde edebilmektedir.

5.3. Yari iletken Uretim Standartlar

XXI. ylizyilin giic rekabeti artik savas alanlarinda degil, yari iletkenlerin mikroskobik
devrelerinde yasanmaktadir. Devletlerin uluslararasi sistemdeki konumu, askeri kapasite kadar
teknolojik {iistlinliikle de belirlenmektedir (Khan, 2025). ABD ve Birlesik Krallik’in son
savunma stratejilerinde vurgulandigi {izere, yapay zeka ve yar iletkenler ekonomik biiyiime,

B WRC-23 (World Radiocommunication Conference 2023), ITU tarafindan diizenlenen ve mobil iletisimde hangi
frekans bantlarimin hangi teknolojiler (6rnegin 5G, 6G, uydu iletisimi) i¢in kullanilacagini belirleyen kiiresel
diizeydeki en 6nemli toplantidir. Spektrum harmonizasyonu ise, diinyanin farkli bolgelerinde ayni frekans
bantlarinin benzer amaglarla kullanilmasi, bdylece cihazlarin ve aglarin kiiresel uyumlulugunun saglanmasi
anlamina gelir (ITU, 2023).
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askeri modernizasyon ve stratejik 6zerklik icin temel teknolojiler haline gelmistir (HM
Government, 2025; The White House, 2022). Bu yiiksek katma degerli alanlar, karmasik patent
aglar1 ve Ar-Ge yatirimlariyla kiiresel glic dengesinin kalbinde yer almaktadir (Stagliano, 2024;
Leicht, 2025). Nitekim, 2023 itibariyla 70’ten fazla {ilke ulusal yapay zeka stratejisi yiiriirliige
koymustur (K6romi, 2025).

Soguk Savas’in niikleer caydiriciliga dayali ikili rekabetinden farkli olarak, giintimiizdeki gii¢
miicadelesi ekonomik, kurumsal ve normatif boyutlar tasimaktadir. Teknolojik iistiinliigiin
gostergesi olarak kabul edilen yari iletkenler ve YZ hakimiyeti, kiiresel standart koyma
kapasitesinin de gostergesi haline gelmistir. Zira, savas ugaklarindan otomobillere, cep
telefonlarindan enerji sebekelerine kadar tim kritik altyapt bu mikrogiplere bagimlidir.
Uzmanlara gore, glinlimiizde yar1 iletken endiistrisi kiiresel ekonominin goriinmez omurgasidir.
Bu, 2020°de diinya GSYIH’sinin yalmizca %0,5’ini olustursa da otomotiv, savunma ve iletisim
gibi trilyon dolarlik sektorlerin temelini teskil etmektedir (Amato-Montanaro, 2024). Bu
nedenle iiretim zincirindeki aksama ekonomik gilivenligin yani sira ulusal savunmayi da
dogrudan etkiler. Dolayisiyla, Miller’in (2022) ifadesiyle yar1 iletkenler “modern ekonominin
petroli” haline gelmistir. Bu durum, kiiresel diizenin giderek teknoloji jeopolitigi lizerinden
sekillendigini gostermektedir.

2010’larin sonlarindan itibaren Cin’in yiikselisi, fikri miilkiyet, siber giivenlik ve inovasyon
alanlarindaki gerilimlerle “cip savasi”ni baslatmistir. ABD’nin gelismis ciplere erisimi
siirlayan yaptirimlar: yalnizca Pekin’i degil, Tayvan (TSMC), Hollanda (ASML) ve Giiney
Kore gibi ara gii¢leri de jeopolitik baski altina almigtir (Mak, 2022). Yukarida da ifade edildigi
iizere, giiniimiizde ¢ip liretimi, nanometre diizeyinde son derece hassas bir teknoloji gerektiren
karmagik bir stirectir (TSMC, 2025a). Bu alanda kullanilan makineler, yazilimlar ve
malzemeler, kiiresel tedarik zincirinin en kritik unsurlar1 arasinda yer almaktadir. Cip
tiretiminde 2 nm diigiimiinde** 10~° metre 6lgegi gibi litografi hassasiyeti, malzeme saflig1, 3D
NAND ve GAAFET transistorler”® ve EDA araglari®® kiiresel tedarik zincirinin en kritik
bilesenleridir (Semiconductor Engineering, 2025; Synopsys, 2025). Bu alanda ASML’nin
ekstrem ultraviyole (EUV) litografi makineleri ve TSMC’nin 3 nm {iretim siirecleri fiilen pazar
standard1 haline gelmistir (TSMC, 2025b). Yeni nesil High-NA EUV sistemleri*’ sub-2 nm

24 “Diigiim” (node), yar iletken iiretiminde transistor yogunlugu, giic verimliligi ve performans seviyesini
belirleyen iiretim siireci teknolojisini ifade eden 6lgiit olup “2 nm” gibi ifadeler bu nesil 6l¢ek kiigiilmesini gosterir.
%5 3D NAND ve GAAFET, yan iletken teknolojilerinde ileri iiretim asamalarii temsil eder. 3D NAND, veri
depolama c¢iplerinde hiicrelerin dikey olarak istiflenmesiyle daha yiiksek yogunluk, diisiik maliyet ve artan
performans saglar; boylece klasik 2D mimariden ii¢ boyutlu yaprya gegisi ifade eder. GAAFET (Gate-All-Around
FET) ise, iletken kanali tiim ¢evresinden saran kapi yapisiyla enerji verimliligini artiran ve sizinti akimlarim
azaltan yeni nesil bir transistor mimarisidir. Bu iki teknoloji, daha kii¢iik, hizli ve verimli ¢iplerin iiretilmesini
miimkiin kilar (Lee vd., 2012)

26 EDA (Electronic Design Automation) araglari, mikrogiplerin tasarim, simiilasyon ve dogrulama siireglerini
otomatiklestiren yazilimlardir. Cadence ve Synopsys gibi ABD merkezli sirketler tarafindan gelistirilen bu araglar,
entegre devrelerin nanometre 6lgeginde hassas bigimde tasarlanmasini saglar. Yari iletken {iretiminin temelini
olusturan EDA yazilimlari, teknolojik inovasyonun yani sira kiiresel ¢ip rekabetinde de stratejik bir oneme sahiptir
(Synopsys, 2025).

27 High-NA EUV sistemleri (High Numerical Aperture Extreme Ultraviolet Lithography Systems), yar iletken
iretiminde kullanilan en ileri diizey litografi teknolojisidir. Bu sistemler, mevcut EUV (Asirt Mordtesi) litografi
makinelerinin gelistirilmis versiyonudur ve numerical aperture (NA) degerini 0.33’ten 0.55’e ¢ikararak, daha
kiiciik transistor boyutlarinin ve daha yiiksek yogunlukta ¢ip iiretiminin miimkiin olmasinm saglar. Yani, bir nevi
“daha keskin mercek” etkisiyle, lireticiler ayni alana daha fazla bilgi sigdirabilir. High-NA EUV teknolojisi, 2
nanometre (nm) ve alt1 iiretim siireclerine geciste kilit rol oynamaktadir. Bu sayede ¢ipler daha giiclii, enerji verimli
ve hizli hale gelir. Ancak bu sistemlerin maliyeti oldukg¢a yiiksektir ve su anda yalmizca ASML (Hollanda)
tarafindan retilebilmektedir. Ozetle, High-NA EUV, vyart iletken sektoriinde Moore Yasasi’nin
stirdiiriilebilirligini saglayan kritik bir teknolojik sigrama olarak goriilmektedir (ASML, 2024).
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diigtimlerini (2 nanometrenin altindaki iiretim) miimkiin kilacaktir (CNBC, 2025). Her biri
yaklasik 350 milyon avro degerindeki bu makineler, yapay zeka ve kuantum bilgisayarlar gibi
ileri teknolojilerin ihtiya¢ duydugu tist diizey islem giicliniin saglanmasinda kilit rol oynayacak;
bu da TSMC’nin 2026 icin planladigi A16 iiretim siireci?® gibi yeni nesil yeniliklerin dniinii
acacaktir (Bloomberg, 2024; Yahoo Finance, 2024).

Bu baglamda ABD’nin ihracat kontrolleri ve CHIPS Act politikasi teknik standartlarin ticari ve
stratejik bir deger tasidigini gostermektedir (Reuters, 2025; Tech in Asia, 2025). Intel’in
iiretime gegmesi planlanan High-NA EUV siparisleri, TSMC’nin 2 nm iiretim hedefi; Cin’in
Huawei/SMIC ortakliginda yiiriittiigti LDP litografi denemeleri AB’nin European Chips Act ile
belirledigi 2030’a kadar %20 pazar pay: hedefi bu alandaki rekabetin hi¢ olmadig1 kadar
arttigini gostermektedir (TrendForce, 2025; Digitimes, 2025; Evertiq, 2025). Dolayisiyla, yari
iletken standartlari, teknik uzmanlik ile uluslararasi giic projeksiyonunun kesistigi kritik bir
kavsaktir (Hollands, 2025). ASML’nin EUV litografideki fiili tekel konumu (Seeking Alpha,
2025), Hollanda’nin 2025’te ABD ile uyumlu sekilde ihracat lisanslarini sikilagtirmasiyla
tedarik zincirlerinin ¢esitlendirilmesini zorunlu kilmaktadir (Bloomberg, 2025). Samsung’un 2
nm yarisinda High-NA EUV sistemlerine yonelmesi (TweakTown, 2025), bu siirecin
jeoekonomik devletciligin en somut 6rneklerinden biri haline geldigini ortaya koymaktadir
(Ruck, 2024).

5.4. Yapay Zeka Giivenlik Protokolleri

YZ, blok zincir, kuantum bilisim ve biyoteknoloji gibi yiikselen teknolojiler, mevcut standart
belirleme mekanizmalarint zorlayan dinamik bir alan sunmaktadir. Bu teknolojilerin hizli
evrimi, baglayici kiiresel kurallarin heniiz olusmamasi nedeniyle “yumusak hukuk” ara¢larini
one ¢ikarmakta, standartlar, teknik rehber olmanin 6tesinde ideolojik ve regiilasyonel rekabetin
de bir arac1 haline gelmektedir.

YZ sistemlerinde algoritmik seffaflik, veri gizliligi, hesap verebilirlik ve etik kullanim ilkeleri,
heniiz kiiresel mutabakata ulasmamis standartlardir. Bu farkliliklar, YZ standartlarinin parcal
bir rejim kompleksi seklinde gelistigine/gelisecegine isaret etmektedir. S6z gelimi, OECD’ nin
Yapay Zeka Ilkeleri, insan merkezlilik, seffaflik ve risk yonetimi gibi ilkeler cergevesi sunarken
(OECD, 2024b) benzer bigimde, OECD’nin Yapay Zeka Olay Bildirim Cergevesi (Al incident
reporting framework)?’ kiiresel koordinasyonu tesvik ederken (OECD, 2025a), Agustos 2025’te
yuriirliik kazanan AB Yapay Zekd Yasasi, GPAI (General Purpose Al) kurallarini yiiriirliige
koymus olup, sistemik riskli modeller icin risk degerlendirme ve seffaflik zorunlulugu
getirmistir (Nemko Digital, 2025). Cin’in (New Generation Al Development Plan ve China
Standards 2035 gibi) veri merkezli yaklasimi ulusal standartlarla alternatif bir yol haritasi
sunmaktadir (Zhang, 2025; ORCA Asia, 2025). Bu yapida devlet denetimli veri egemenligi,
AB’nin risk temelli modelinden ayrilmakta (International Association of Privacy Professionals,

2 TSMC’nin A16 ¢ipi, GAAFET transistorleri ve arkadan gii¢ iletimi (Backside Power Delivery / Super Power
Rail) gibi yenilik¢i tasarimlartyla, daha fazla transistor yogunlugu, daha yiiksek islem hizi ve daha diisiik giic
tiketimi sunmaktadir. Bu sayede hem akilli telefonlar hem de yapay zeka ve veri merkezleri gibi yiiksek
performans gerektiren alanlar icin kritik avantajlar saglamaktadir. 2026 nin ikinci yarisinda kiitle iiretimine
geemesi planlanan A16, ¢ip iiretiminde yeni bir standart olusturarak, daha giiglii ve verimli elektronik cihazlarin
oniinii agacaktir (TSMC, 2025c).

2 OECD’nin Al Incident Reporting Framework, yapay zekd sistemlerinde ortaya ¢ikan giivenlik, etik veya
operasyonel olaylarin standart bigimde raporlanmasini saglayan bir mekanizma olup hem YZ sistemlerinin
giivenligini ve seffafliini artirmakta hem de uluslararasi normlarin gelistirilmesine katki saglamaktadir. Bu
gergeve, kurumlarin olaylart merkezi bir veri tabanina veya ulusal otoritelere bildirmesini, benzer hatalarin
tekrarlanmamasin1 ve kiiresel Ol¢ekte erken uyari ve koordinasyon mekanizmalarinin isletilmesini amaglar.
(OECD, 2024a).
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2025), Cin’in kendi veri koruma yaklasimini uluslararasi alanda yayginlastirmaya calistigi
gozlemlenmektedir (DLA Piper, 2025)

5.5. Veri Aktarim Diizenlemeleri

Kisisel verilerin smir 6tesi aktarimi hem ekonomik deger hem de siber giivenlik riski
tasidigindan AB, GDPR diizenlemeleri ile bireylerin kisisel verileri iizerindeki kontroliinii ve
haklarini 6ncelikli olarak karakterize etmistir. Benzer bigimde, Schrems Il karariyla® belirlenen
cergeve dogrultusunda, 2025 itibariyla gergeklestirilecek Transfer Etki Degerlendirmeleri
(TTA), 6zellikle Cin’e veri aktarimini sik1 denetim altina almay1 hedeflemektedir.

AB’nin korumaci veri koruma yaklagimlarina kiyasla, ABD’nin nispeten piyasa odakli
diizenlemeleri ile Cin’in siber egemenlik stratejisi, veri standartlarinin jeopolitik boyutunu
derinlestirmistir. Teknik gilivenlik standartlari, sifreleme uygulamalar1 ve veri yerellestirme
(localization) zorunluluklari®!, devletlerin teknoloji egemenligi, ulusal giivenlik ve dijital
rekabet hedefleriyle dogrudan baglantili diizenleyici araglar haline gelmistir. Cin’in 2024-2025
donemi boyunca yayimladig1 diizenlemeler, ozellikle Sinir Otesi Veri Akisimin Tegvik Edilmesi
ve Diizenlenmesine Iliskin Hiikiimler (Promoting and Regulating Cross-boundary Data Flows)
gibi normlar, uluslararasi veri akigini tesvik etme vaadi tagirken, ayn1 zamanda veri ihracati igin
giivenlik degerlendirmelerini zorunlu tutarak devlet gozetimini gili¢lendirmektedir. Bu
yaklagim, veri isleme siireclerini bireysel riza, minimizasyon ve seffaflik ilkeleri tizerine kuran
GDPR modelinden belirgin bir kopus gostermektedir.

ABD’nin dijital giivenlik politikalari, teknolojik rekabetin jeopolitik bir boyut kazanmasiyla
giderek daha korumaci ve standart temelli bir nitelik kazanmistir. Bu doniistimiin merkezinde,
veri akiglariin ve bilgi-iletisim teknolojileri altyapisinin ulusal giivenlik kapsaminda yeniden
tanimlanmas1 yer almaktadir. Mayis 2019°da Baskan Trump, Yonetici Emri 13873 ile ulusal
acil durum ilan ederek, yabanci aktorlerin ABD’nin bilgi ve iletisim teknolojileri tedarik
zincirlerinden yararlanabilecegi riskine dikkat ¢ekmis ve bu alanda federal diizeyde giivenlik
standartlarinin belirlenmesinin 6niinii agmistir (The White House, 2019). Bu ¢ergeve, Biden
yonetimi doneminde genisletilmistir. 28 Subat 2024 tarihli Yonetici Emri 14117, “endise
duyulan” devletlerin Amerikalilarin toplu hassas kisisel verilerine erisimini sinirlamay1
hedeflemis ve veri yonetisimi siireclerinde yeni giivenlik kriterleri tanimlamistir (Federal
Register, 2024). Adalet Bakanlig1 tarafindan gelistirilen nihai kural, 8 Nisan 2025 itibariyla
yuriirliige girmis ve uluslararasi veri islemlerine iligkin teknik ve hukuki uyum standartlarini
detaylandirmistir (Federal Register, 2025). Gizlilik, erisim kontrolii ve goézetim denetimi
eksenindeki bu diizenlemeler, ulusal giivenlige yonelik onlemler ve ABD’nin kiiresel veri
yonetisiminde kendi normatif modelini inga etme girisimi olarak da degerlendirilmektedir. Bu
yaklasim, 2024 tarihli Protecting Americans from Foreign Adversary Controlled Applications
(PAFACA) Yasasi ile pekismis; yasa, ulusal giivenlik riski tasiyan yabanci uygulamalarin
(6zellikle TikTok 6rneginde oldugu gibi) veri erisim alanini sinirlayarak Washington’un dijital
egemenlik stratejisinin bir pargasi haline gelmistir (The White House, 2025).

30 Schrems 1II karari, 2020°de AB Adalet Divaninin verdigi ve AB vatandaslarmin kisisel verilerinin AB disina
aktarimin siki sekilde diizenleyen bir karardir. Karar, ABD’ye veri transferlerini 6ngoéren Privacy Shield
mekanizmasint gegersiz kilmis, sirketlerin Standard Contractual Clauses (SCC) kullanirken ek olarak veri
giivenligi degerlendirmesi (Transfer Impact Assessment, TIA) yapmalarimi zorunlu kilmistir. Bu sekilde, AB’deki
bireylerin veri gizliligi haklari, uluslararas: ticari iliskiler ve veri transferlerinden dnce korunmus olmaktadir
(European Parliament. 2020).

311SO 27001 uyumlu sifreleme uygulamalari ve veri lokalizasyonu yiikiimliiliikleri, veri aktarrmini giivenli hale
getirmek, kisisel verileri korumak ve iilkesel yasalara uygunlugu saglamak amaciyla benimsenen temel standartlar
ve diizenlemelerdir (ISO, 2022).
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ABD’nin Siber Giivenlik ve Altyap1 Glivenligi Ajansi (CISA) cercevesinde belirledigi siber
giivenlik gereklilikleri, Ulusal Standartlar ve Teknoloji Enstitiisii (NIST) tarafindan 6ngoriilen
standartlara dayanmaktadir. Bu ¢er¢eve, Ekim 2025’e kadar tamamlanmasi 6ngoriilen due
diligence yikiimliilikleriyle, tedarik¢i ve is ortaklarmin giivenlik risklerinin 6nceden
degerlendirilmesini ve gerekli 6nlemlerin alinmasini zorunlu kilmaktadir (NIST, 2024). So6z
konusu diizenlemeler, teknik uyum gerekliligi ile birlikte tedarik zincirlerinin giivenlik temelli
yeniden Olgeklendirilmesi anlamina gelmektedir. Bu durum, 6zellikle uluslararasi teknoloji
sirketlerinin Amerikan pazarina erisiminde yeni bir uyum rejimi yaratmakta ve kiiresel diizeyde
veri yonetisimi standartlari lizerinde dolayli bir baski olusturmaktadir. CISA-NIST eksenli bu
giivenlik mimarisi, tedarikei iligkilerini siki bi¢imde denetleyerek hem ekonomik egemenligi
giiclendirmekte hem de kiiresel normatif rekabeti derinlestirmektedir.

6. KARSILASTIRMALI VAKA ANALiZi: 5G VE YAPAY ZEKA
STANDARTLARINDA ORTAK DINAMiIiKLER

6.1. Genel Olarak

5G ve yapay zekd standartlari, teknolojinin jeopolitik rekabetin merkezinde nasil
konumlandigini gosteren iki ¢arpici 6rnektir. Bu boliim, her iki vakanin ortak dinamiklerini ii¢
temel donlisim ekseni {izerinden incelemektedir: teknik standartlarin jeoekonomik
devletciligin araclarina doniismesi, geleneksel standart belirleme kurumlarinin tarafsizliginin
asinarak bloklagmay1 hizlandirmasi ve pargalanan kiiresel diizende orta 6l¢ekli devletlere norm
girigsimciligi alan1 agilmasi. Bu analizde Yin’in (2018) ¢oklu vaka yontemine dayali siire¢
izleme yaklasimi benimsenmistir. Boylece 3GPP ve ITU gibi platformlar arasindaki kurumsal
etkilesimler, nedensel mekanizmalar1 ve karar alma siireglerini izleyerek ¢oziimlenmektedir.
Bu yontem, vakalar arasi benzerlik ve farkliliklar1 ortaya koyarak normatif ve kurumsal
dontistimlerin nasil gelistigini biitiinclil bicimde agiklamaya imkan tanimaktadir. Bulgular,
standart belirlemenin teknik bir uzlas1 olmanin 6tesinde yapisal gii¢ tiretimi ve normatif diizen
insasi acisindan stratejik bir alan haline geldigini ortaya koymaktadir.

6.2. Teknik Ozelliklerin Jeoekonomik Araclara Déniisiimii: Huawei Vakasi

2010’1u yillardan itibaren standart savaslari, Soguk Savas’in ideolojik bloklasmasindan farkli
olarak jeoekonomik ¢ok kutupluluk kosullarinda yeniden bicimlenmistir. Bu donemde
teknolojik standartlar, teknik koordinasyon araglari olmakla birlikte ayn1 zamanda ekonomik
giivenlik, stratejik 6zerklik ve normatif niifuz miicadelelerinin kesisim alanlar1 haline gelmistir.
Ozellikle 5G, YZ ve yart iletken iiretimi gibi alanlarda yasanan gelismeler, devletlerin teknoloji
politikalarin1 dogrudan jeopolitik rekabetin pargasina doniistiirmiistiir. Bu baglamda standart
belirleme siiregleri, rejim kompleksleri i¢cinde ¢ok katmanli bir glic miicadelesine evrilmis;
teknik uzmanlik, ekonomik ¢ikar ve siyasi mesruiyet arasindaki denge, yeni bir stratejik rekabet
bi¢cimini dogurmustur. Bu doniisiimiin en goriiniir 6rneklerinden biri, Huawei Technologies
Co., Ltd.’nin 5G ve YZ standartlarindaki yiikselisidir. Bu alandaki ABD-Cin rekabeti, 5G ve
Huawei konusundaki anlagsmazlikta acikc¢a ortaya ¢ikmistir. Anlagsmazligin merkezini 5. nesil
mobil ag teknolojisinin temelini olusturan standartlar olusturmustur. Cinli sirketlerin sahip
oldugu standart temel patentlerin (standard essential patents- SEP) ezici sayist Cin’in 5G
standardizasyonunda hakim konumda oldugunu ve 6zellikle bilgi ve iletisim teknolojisinde
uluslararasi standardizasyon rejiminde ABD’yi geride biraktigin1 gostermistir (Lee, 2021).

Kiiresel teknoloji standartlar1 alaninda fikri miilkiyet sahipligi, jeoekonomik rekabetin en
goriiniir gdstergelerinden biri haline gelmistir. Ozellikle 5G standardina iliskin temel patentler
(SEP’ler) devletlerin ve teknoloji sirketlerinin normatif ve teknik etki kapasitesini dogrudan
yansitmaktadir. Huawei, bu alandaki yogun Ar-Ge yatirimlar1 sayesinde halen diinyanin en
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biiyiik patent sahiplerinden biri olarak 6ne ¢ikmaktadir.>? 2025 itibariyla Huawei, 5G patent
rekabetinde Samsung, LG, Qualcomm ve Ericsson’u geride birakarak liderligini korumakta; bu
durum, Cin’in China Standards 2035 stratejisiyle de ortlismektedir. Huawei’ nin teknik liderligi,
patent hakimiyeti yoluyla normatif etki kurma kapasitesini artirmakta, bdylece teknoloji
standartlarinin jeopolitik gii¢ projeksiyonuna doniismesini somutlastirmaktadir.

Huawei’nin yiikselisi, ABD’nin 2020’de baslattig1 Clean Network girisimiyle dogrudan bir
jeopolitik catisma hattina doniismiistiir. Bu girisim, Huawei ve ZTE gibi “giivenilir olmayan”
tedarikgileri dislamay1 hedeflemis; 2025 itibartyla 53 iilke programa katilmis, 6zellikle Latin
Amerika’da (6rnegin Brezilya ve Ekvador) etkisini artirmistir (U.S. Department of State, 2025).
Buna karsin Avrupa’da etki sinirlt kalmis, AB, 5G Baglanti Arag Seti (2021) ile Giivenlik Arag
Seti (2020) kapsaminda Huawei’i yiliksek riskli tedarik¢i olarak nitelendirmis ve kritik
altyapilarda kisitlanmasini 6nermistir (European Parliament, 2025; Nestoras ve Cappelletti,
2022). Bu tartigmalar, ayn1 zamanda AB’nin Akill1 Aglar ve Hizmetler Ortak Girigimi (SNS JU)
araciligtyla 6G donemine yonelik birlesik bir standart gercevesi olusturma cabasini da
hizlandirmistir (European Commission, 2025). Bu politikalar, Bati’nin teknoloji tedarik
zincirlerini ~ glivenliklestirme egilimini giiclendirirken, aynm1 zamanda kiiresel rejim
kompleksindeki normatif parcalanmayi derinlestirmistir.

Bu yoniiyle Huawei vakasi, teknoloji standartlarinin gériinmez gii¢ bicimlerine doniisiimiinii
ve orta giiclerin bu yapisal donilisiim i¢indeki manevra alanmi analitik bi¢cimde ortaya
koymaktadir. Bu siireg, orta giiclere de 6zgilin firsatlar sunmakta, orta giiclerin teknoloji
standartlar1  alaninda jeoekonomik Ozerklik arayislarini  ¢ok tarafli  diplomasiyle
birlestirmektedir. S6z gelimi, Giiney Kore, European Chips Act kapsamindaki is birlikleri ve
Al Seoul Summit 2025 gibi platformlar lizerinden dengeleyici bir norm aktorii rolii iistlenirken;
Tiirkiye, MIKTA cergevesindeki teknik uyum projeleriyle secici entegrasyon stratejisini
giiclendirmektedir. Ancak bu durum, kiiresel yonetisimi daha pargali hale getirerek rejim
kompleksinin derinlesmesine yol agmaktadir.

6.3. Standart Organlarinin Tarafsizliginin Asinmasi ve Bloklasma

Diger taraftan, 5G ve yapay zeka vakalarinda da goriildiigii tizere, rejim kompleksinde yasanan
forum kaydirma (forum se¢imleri) dinamikleri, ilgili yapilarin tarafsizligini asindirmaktadir.
Séz gelimi, 5G alaninda ABD’nin ATIS (Telekomiinikasyon Endiistrisi Coziimleri ittifakr)
tizerinden 3GPP’ye agirlik vermesi, Cin’in Cin Iletisim Standartlar1 Birligi (CCSA) araciligiyla
ITU-R Radyokomiinikasyon Sektorii 5D Calisma Grubu’nda iistlendigi proaktifrol ile ¢atigarak
bloklasmay1 tetiklemektedir. Keza Clean Network girisimine 50’den fazla {ilkenin katilimi, bu
teknik forumlarin giderek ideolojik ve normatif arenalara doniistiiglinii gdstermektedir (U.S.
Department of State, 2025).

YZ’de ise OECD’nin 2024 ilkeleri ve AB Al Act’in GPAI kurallari, Cin’in ulusal standartlarini
diglayarak benzer bir parcalanmaya neden olmaktadir. ISO’nun 2025 YZ Veritabanm
Girisimi nin ise bu rekabeti daha da kroniklestirmekte oldugu sdylenebilir (OECD, 2024a). Bu
caligmada da ortaya konuldugu iizere, 5G standartlarinin frekans ve donanim odakh
forumlarinda olusan rekabetin, yapay zekanin etik temelli ve yumusak hukuk agirlikli yonetisim
cercevesine kiyasla daha belirgin bir jeopolitik kutuplagsma yarattigini goéstermektedir. Bununla

32.2024-2025 doneminde yayimlanan sektdr raporlari, toplam bildirilen (declared) 5G SEP ailelerinin sayisinin
yaklasik 56.000 ila 85.000 arasinda degistigini, Huawei’ nin ise bu havuzda yaklasik %12—%19 araliginda bir payla
en Ust siralarda yer aldigin1 géstermektedir (Parola Analytics, 2025). Ayrica Avrupa Patent Ofisinin 2024 Patent
Endeksi verilerine gore Huawei, ayn1 yi1l Avrupa’daki en aktif bagvuru sahiplerinden biri olmay1 siirdiirmiis ve
kiiresel olgekte 150.000’in {izerinde etkin patente ulasmistir (European Patent Office, 2025; Huawei, 2025).
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birlikte, her iki alan da uluslararasi rejim kompleksini daha da derinlestirerek, geleneksel olarak
tarafsiz kabul edilen kurumlarin giderek giic siyasetinin dinamiklerine tabi hale gelmesine yol
agmaktadir.

6.4. Orta Giiclere Norm Girisimciligi Firsatlar:

Vaka analizleri, pargalanan uluslararasi diizende orta giiclerin giderek artan bigimde nis
alanlarda etkinlik kazandigini ortaya koymaktadir. S6z gelimi, Hollanda’nin yar1 iletken odakl
Semicon Board NL girisimi ve Avrupa-Tayvan ortak standart gelistirme cabalari, teknoloji
giivenligi ile tedarik zinciri direncinde orta gii¢ diplomasisinin artan 6nemini géstermektedir
(Rijksoverheid, 2025; Government of Netherlands, 2025). Tayvan, 6zellikle Almanya ve
Hollanda ile yiirtittiigii diizenleyici uyum siiregleri araciligiyla tedarik zinciri giivenligi ve
yapay zekda uygulamalarinin sertifikasyonu gibi alanlarda yeni normatif c¢ergeveler
uretmektedir. Almanya ise High-Tech Strategy 2025 kapsaminda yapay zekd ve 5G
ekosistemine verdigi Oncelikle AB icinde standart belirleme kapasitesini orta giic
koordinasyonu tizerinden giiglendirmektedir (The Federal Government, 2025).

Bu siirecte, Latin Amerika ve Afrika {lilkeleri de artan bigimde standart yonetisimine dahil
olmaktadir. Brezilya, 2024°te yayimladig1 Artificial Intelligence Strategy ile OECD ilkeleriyle
uyumlu ancak veri egemenligi vurgusu yiiksek bir ¢erceve benimsemis; Meksika ise Inter-
American Development Bank (IDB) destegiyle bolgesel 5G giivenlik standartlarini gelistirme
stirecine katilmistir (OECD, 2025¢). Nijerya ve Giiney Afrika Cumhuriyeti; Afrika Birliginin
Kita Yapay Zeka Stratejisi ve BM Genel Kurulunun Siirdiiriilebilir Kalkinma Icin Giivenli,
Emniyetli ve Giivenilir Yapay karari ile Sistemlerinin Firsatlarindan Yararlanilmas: baghkl
karar1 (UN, 2024) ile uyumlu olarak veri altyapisi, etik denetim ve standart sertifikasyonu
alanlarinda bolgesel onciiliik iistlenmektedir (Muhammed, 2024; Thomson Reuters Foundation,
2025). Orta Dogu baglaminda ise Israil, siber giivenlik ve yapay zeka alanindaki yiiksek Ar-Ge
kapasitesi sayesinde OECD ve ISO platformlarinda aktif standart katilimcis1 haline gelmistir
(OECD, 2025b). Suudi Arabistan ve Birlesik Arap Emirlikleri, sirasiyla National Al Ethics
Framework (2024) ve UAE National Al Strategy 2031 belgeleriyle yapay zeka yonetisiminde
kurumsal standart uyumu hedeflemekte, Cin ve Bati teknolojileri arasinda “pragmatik uyum”
stratejisi izlemektedir (Gulf Magazine, 2025; Falk, 2025).

Bu durum, orta giiclerin teknoloji rekabetinde biiyiik giicler arasindaki yapisal bosluklari,
regiilasyon ve altyap1 diplomasisi yoluyla stratejik avantaja doniistiirme kapasitesine isaret
etmektedir. Ornegin, Birlesik Arap Emirlikleri’nin teknoloji vizyonunda merkezi konumda
bulunan G42, yapay zeka ve bulut bilisim altyapilarina odaklanan stratejik bir teknoloji sirketi
olarak, orta giiglerin standart belirleme alaninda izledigi nis diplomasiye dikkat ¢ekici bir 6rnek
sunmaktadir. Sirket, Microsoft ile 2024 yilinda gerceklestirdigi kapsamli ortaklik anlagmasiyla
ulusal kapasite ingasi ile birlikte kiiresel yapay zeka yonetisimi ekosistemine entegrasyonu da
hedeflemistir (G42, 2025; Reuters, 2024). G42’nin faaliyetleri, BAE nin “Etik Yapay Zeka”
cergevesiyle birlikte degerlendirildiginde, Korfez bolgesinde normatif ve teknik standartlarin
birlikte sekillendigi yeni bir politika alanini temsil etmektedir.

Orta giic tilkeler, kiiresel teknoloji standart savaslarinda nis politika firsatlarini degerlendirerek
stratejik Ozerkliklerini giiglendirmekte, parcali uluslararasi diizende hem rekabetci hem de
normatif bir pozisyon elde etme olanagi bulmaktadir. G42 gibi Oncii yapay zeka girigimleri,
stratejik yatirimlar ve uluslararasi ig birlikleriyle rekabette avantaj elde ederken; Meksika,
Nijerya, Sili, Giiney Afrika, Suudi Arabistan, Israil ve Brezilya gibi iilkeler, fintech,
biyomedikal, siber gilivenlik ve tarim teknolojileri alanlarinda yerel sirketler araciligiyla hem
ekonomik deger yaratmakta hem de bolgesel normatif etki gelistirmektedir. Bu girisimler,
devlet destekleri ve kiiresel ortakliklarla biiytimesine ragmen, etik kullanim ve veri gizliligi gibi
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zorluklar1 da beraberinde tasimaktadir. Karsilagtirmali olarak degerlendirildiginde, 5G
alanindaki altyapi temelli girisimler daha somut ekonomik getiriler saglarken, yapay zeka
alanindaki etik ve yonetisim odakli diizenlemeler normatif etkinligi giiclendirmektedir. Her iki
stire¢ de orta giiclerin norm girisimciligini pekistirerek, par¢alanmis kiiresel diizenin kisitlarini
stratejik firsatlara dontistiirdiigiinii gostermektedir.

7. SONUC

Teknoloji standartlari, XXI. yiizyilin uluslararasi iliskilerinde adeta “gdriinmez bir savas alan1”
haline gelmistir. Bu alanda normatif ve teknik liderlik kazanmak kisa vadeli ekonomik
avantajlarla birlikte uzun vadeli yapisal gili¢ kazanimi agisindan da onemlidir. Bu ¢alisma,
teknoloji standartlarinin jeopolitik rekabet i¢indeki kural koyma miicadelesini merkeze alarak,
5G ve yapay zeka vakalarini rejim kompleksi, gii¢ tipolojileri, jeoekonomik devlet¢ilik ve norm
mesruiyeti boyutlariyla incelemistir. Zira, bu standartlar, jeoekonomik araglara doniiserek
patent hakimiyeti ilizerinden ekonomik gilicii yeniden tanimlamakta; tarafsizlik ilkesini
asindirarak bloklasmay1 tesvik etmekte ve orta giliglere norm girisimeiligi yoluyla stratejik
firsatlar sunarak kiiresel yonetisimin dogasini1 doniistiirmektedir. 5G ve yapay zeka vakalari, bu
doniisiimlerin rejim kompleksinin dinamik yapisinda somutlastifini ve standart savaslarinin
yeni bicimlerde yapisal gii¢ irettigini gostermektedir. Bulgular, teknik standardizasyonun
teknolojik, siyasi ve normatif bir siire¢ haline geldigini ortaya koymaktadir. Politika diizeyinde
ise orta giiclerin ¢ok katmanli diplomasi, ulusal kapasite insasi, normatif esneklik stratejileri
(cifte uyum yaklasimi) ve bolgesel isbirligi mekanizmalar1 yoluyla 6zerkliklerini
artirabilecekleri sonucuna ulasilmaktadir. Standartlar teknik uyumu asarak jeoekonomik
araglara evrilmekte bu da bolgesel bloklasmay1 hizlandirmakta, orta giicler icinse nis firsatlar
dogmaktadir. Bu dinamikler, standart belirlemenin teknik oldugu kadar gii¢ tireten bir siireg
oldugunu da vurgulamaktadir. Lessig’in “kod hukuktur” 6nermesiyle uyumlu bi¢imde, dijital
altyapilar normatif diizeni sekillendirmektedir.

Teknoloji ortamin1 sekillendirmek isteyen orta ve kiigiik 6lgekli devletler i¢in ¢ok katmanli bir
diplomasi yaklasiminin benimsenmesi, tek bir uluslararas: orgiit veya blokla sinirli kalmadan,
cesitli standart belirleme forumlarinda es zamanli temsil stratejilerini hayata gecirmeyi
gerektirmektedir. Bu strateji, teknik yeniliklerin yakindan izlenmesini saglayarak, ulusal
¢ikarlara uygun nis katkilar sunma imkanim da beraberinde getirmektedir/ getirecektir. Ote
yandan, teknolojik standart belirleme siireclerine etkin bir katilimin saglanmasi, salt diplomatik
varlik ile sinirli kalmayip, saglam kurumsal ve teknik kapasitelerin gelistirilmesini zorunlu
kilmaktadir. Bu dogrultuda, patent iiretimini tesvik etmek, test laboratuvarlarinin kurulmasini
desteklemek ve regiilasyon uyum mekanizmalarini gliclendirmek amaciyla kamu ile 6zel sektor
arasindaki ortakliklarin sistematik bigimde 6zendirilmesi hayati bir 6nemi haizdir. Buna karsin,
kiiresel arenada farkli normatif bloklarin yiikselisi, tilkeleri 6nemli uyum maliyetleriyle karsi
karsiya birakmaktadir. Bu kaginilmaz durum karsisinda, ticari ¢ikarlar ile giivenlik 6nceliklerini
dengede tutan dinamik bir “ikili uyum” (dual alignment) stratejisinin benimsenmesi elzemdir.
Boylece, normatif esneklik ve uyum siirecleri daha stirdiiriilebilir bir temele oturtulabilir ve
ASEAN, AB veya Afrika Birligi gibi bolgesel orgiitler araciligiyla ortak standart gelistirme
girisimlerini gliclendirmek, orta giiclere ¢oklu standart ortaminda bolgesel pazarlik giiclinii
pekistirme ve teknolojik 6zerklik i¢in stratejik manevra alanlar1 yaratma imkani sunabilir.
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