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Oz

Denetim otoriteleri, finansal kuruluslarin mali tablolarindan mudisterilerin finansal islem ayrintilarina,
finansal varliklarin cografi dagilimindan sektdrel ayrimina, cok ayrintili ve sayidaki finansal oranlardan
musteri dagilimlarina kadar cok cesitli finansal veriyi uzun yillardir toplamaktadir. Hem finansal
sisteminin genelinin hem de finansal kuruluslarin tekil bazda hassasiyetlerini dnceden tespiti amaciyla
bu verilerden hareketle erken uyari ve muhtelif risk degerlendirme sistemleri gelistiriimekte ve
kullanilmaktadir. Blyiik veri, makine 6grenmesi ve yapay zeka gibi yeni teknolojik olanaklarin strekli
gelismesi finansal denetim otoritelerinin ellerindeki verilerin islenmesini, denetim ve karar siireclerinde
daha etkin ve verimli kullaniimasinin énemini artirmistir. Bu baglamda iki husus &ne cikmaktadir. flki,
finansal denetim otoritelerinin bu yeni teknolojik olanaklari kullanabilecek donanim altyapisina sahip
olmasidir. Ikincisi ise bu teknik imkanlari kullanabilecek ve bu yeni araclardan ekonomi, finansal sistem
ve kuruluslar bakimindan anlamli ve dnemli sonugclar cikarabilecek yetkin denetim gorevlileridir. Bilgi
teknolojilerinin stirekli gelistigi, finansal islemlerin cesitliliginin ve boyutunun arttigi ve rekabetin
kiiresel olcekte kizistigr bir diinyada, Ulkelerin banka ve diger finansal kuruluslarinin denetiminde
teknolojik olanaklarin kullanimindan geri kalmamasi muhimdir. Dolayisiyla banka denetiminde
teknolojik olanaklarin (SupTech, Al) daha etkin kullanilmasi ydniinde gerekli maddi ve insani kaynaklarin
finansal otoritelere tahsisi ve bu konudaki her tiirli destek finansal sistemin ve kuruluslarin istikrari ve
ekonomiye daha fazla katki sunmalari icin gereklidir.
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Abstract - Use of Technology (SupTech) and Artificial Intelligence (Al) in
Bank Supervision and Culture

Supervisory authorities collect a wide range of financial data over many years, from financial
institutions’ financial statements to customer transaction details, from the geographic distribution
of financial assets to sectoral breakdown, and from highly detailed and numerous financial ratios to
customer distribution. Early warning and various risk assessment systems are developed and used
based on this data to identify the vulnerabilities of both the overall financial system and individual
financial institutions. The continuous development of new technological opportunities such as big
data, machine learning, and artificial intelligence has increased the importance of financial supervisory
authorities in processing their data and using it more effectively and efficiently in their supervisory
and decision-making processes. In this context, two key issues stand out: first, financial supervisory
authorities must possess the infrastructure to utilize these new technological capabilities. Second,
they must have personnel capable of utilizing these technical capabilities and deriving meaningful
and significant outcomes from these new tools for the economy, financial system, and institutions. In
a world where information technologies are constantly evolving, the diversity and scale of financial
transactions are increasing, and global competition is intensifying, it is crucial for countries to maintain
the utilization of technological opportunities in the supervision of banks and other financial institutions.
Therefore, the allocation of necessary material and human resources to financial authorities for more
effective use of technological opportunities (SupTech, Al) in bank supervision and all kinds of support
in this regard are necessary for the stability of the financial system and institutions and for them to
contribute more to the economy.

Keywords: Supervision Philosophy, Bank Supervision, Supervision Technologies, SupTech, Artificial
Intelligence, Supervision Culture

1. Giris

Is yapma, dolayisiyla risk alma bicimlerinin ve cesitliliginin stirekli degistigi ve arttigi bir ortamda
denetimin bunlardan soyutlanmasi mimkin degildir. Banka denetiminin 6zgin bir kuramsal ve
kurumsal cercevesinden bahsetmek zordur. Banka denetimi meslek icinde dgrenilen ve gelisen 6zellikli
ve Onemli bir konu ve alandir. Bu alanda ilkesel kurallari ve kurumsal bir zemini olusturmaya calisan
genelde uluslararasi kurumlardir. Basta Basel Bankacilik Denetim Komitesi (Uluslararasi Odemeler
Bankas! (BIS) biinyesinde) olmak (izere, Finansal Istikrar Kurulu (FSB), Uluslararasi Para Fonu (IMF),
Diinya Bankasi (WorldBank) ve Ekonomik Is birligi ve Kalkinma Orgiitii (OECD) banka diizenleme ve
denetiminin kiiresel dlcekte yeknesakligi ve gelisimi hususunda énemli ve farkli yonlerden calismalar
yuritmektedir. Son dénemde en 6nemli tartisma ve arastirma konularinin basinda ise teknolojinin ve
yapay zekanin banka denetimine etkisi ve kullanim alternatifleri 6ne ¢ikmaktadir.

Modern Uretken yapay zekanin yaygin olarak kullaniimasinin insanlar ve tlkeler tizerinde 6nemli bir
sosyoekonomik etkiye sahip olacagi tahmin edilmektedir. Genel olarak 2022 yilindan bu yana yapay zeka
araclarina (Al Chatbots: ChatGPT, Copilot, Grok ve Gemini gibi) Ucretsiz erisimin saglanmasi alisveris,
kisisellestirilmis finansal ve tibbi danismanlik, bilgi edinme ve egitim gibi guinlik aktiviteleri dogrudan
etkilemistir. GUinlimuzde, yapay zeka neslinin bu araglari ¢cabuk benimsemesiyle is kosullarinin ve
isglicli piyasasinin arz talep tarafinda degisikliklere neden olabilecedi degerlendiriimektedir. Neticede,
kisisel bilgisayarlar, internet ve cep telefonu uygulamalari gibi daha onceki ¢igir acan teknolojilerle
karsilastinldiginda, yapay zekanin benimsenmesi ¢cok daha hizli olmus gibi durmaktadir (Gambacorta
ve digerleri, 2025).
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Iste bu calismada, éncelikle is yapma (risk alma) ile denetimin iliskisi ve etkilesimi tizerinde durulacak
ve akabinde teknolojinin ve yapay zekanin banka denetimi icin ne anlama geldigi, neyi ifade ettigi ve
alternatif kullanim alanlari yukarida bahis konusu ettigimiz uluslararasi kuruluslarin bazi dokiiman,
calisma ve raporlari esas alinarak aciklanmaya ve dersler cikarilmasina odaklanilacaktir. Bu amacla
oncelikle 6nemine binaen is yapmanin ve risk almanin dogasi, gelisimi ve finans ile ilgisi tzerinde
durularak denetime iliskin bir zemin olusturulmaya gayret edilecektir. Sonrasinda denetim teknolojileri
ve yapay zeka basliklar altinda s6zlni ettigimiz calismalar 1si§inda ulasilan asama ve elde edilen
olanaklar hakkinda bilgi verilecektir. Nihayetinde ise butin bu gelismelerin ve arastirmalarin tlkemiz
ve banka denetimimiz i¢in ne gibi sonugclari oldugu ve neler yapilabilecegi lizerinde durulacaktir.

2. Risk Alma ve Denetim

Risk almanin en somut érneklerinden biri stiphesiz bankacilik faaliyetleridir. Hatta bankacilikta risk ile
risk alma o denli blttinlesiktir ki sézciik anlami itibariyla gogu bankacilik islemi dogrudan risk kelimesiyle
bile karsilanabilir. Her ne kadar belirsizlik seklinde bir anlami da olmakla ile birlikte risk almak veya
Ustlenmek esasinda is yapmak demektir. Dolayisiyla is yaptikca yani risk aldikga birtakim sonuclar
ile karsilasmak kacinilmazdir. Bu sonuglarin nasil karsilanacagi ise tamamiyla meydana getirecegi etki
veya tepkilerle ilgilidir. Iste kontrol veya daha genis anlamiyla denetim, Grafik 1'den acik bir sekilde
gorilecegi Uizere, tam olarak her bir isin (riskin) sonucunun degerlendirilme siirecinde devreye giren
kritik bir unsur ve nirengi noktalarindan biridir.

Grafik 1: is Yapmak ve Risk Almak

«Her is (risk) bir sonu¢ dogurur!»

Sonug

is Kontrol
Kaynak: Yazar tarafindan olusturulmustur.

Aslinda yapilan her tarld isin (riskin) hayat veya karsilik buldugu ortam bir kiltirin Grinidar. Haliyle
bir cevredeki is ve islem yapma aliskanligindan etki ve verimin 6lgimlendigi sonuclara ve her tirla
sinira ve ihtiyathhk anlayisina iliskin degerler kiltur ile dogrudan irtibatlidir. Dogrudan ister is igin
ister risk icin isterse denetim icin olsun kaltdrin, risk Gzerinde bariz bir etkisi vardir. Grafik 2'den de
anlasilacag Uzere, bu etkilesimler cok yonliu ve karsilikhdir.

Grafik 2: Kiiltiir ve Risk

«Her Kkiiltiir (risk) bir etki cikarir!»

Etki - Verim

islem - Kiiltiir Sinir - ihtiyat

Kaynak: Yazar tarafindan olusturulmustur.
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Paranin kurumsal bir boyutu olan finans gibi maddi ve somut bir alanda ise risk dedigimiz kavram
ve gercekligin somutlastigi yer genis anlamda kayit diizenini temsil eden muhasebe sistemi (butin
kayit evreni ve mali tablolar) dar manada ise finansal kurulusun bilancosudur. Bilango (6ziinde butiin
mali tablolar ve dipnotlar), is yapmanin veya risk Gistlenmenin her anlamda toplandigi ve sergilendigi
kamusal cetvel ve evraklardir. Grafik 3'te 6zetlenen iliski sonucunda, bu kamusal cetvel ve evraklari
glvenilir hale getirip belge vasfini kazandiran sey ise icsel ve dissal denetim unsurlardir. Zira
bu kamusal cetvel ve evraklari piyasadaki katilimcilar ve ilgili taraflar kullanmakta ve onlara dayal
degerlendirmeler yapmaktadirlar. Iicsel denetim bir kurumdaki risk yénetim, ic kontrol ve i¢ denetim
(teftis) faaliyetiyken digsal denetim ise bagimsiz denetim ve ilgili kamu denetimidir (Tiryaki, 2024).
Dolayisiyla is, risk ve denetimin karsilikli etkilesimi ile bir isletmenin ekonomik ve finansal yani bilango
dedigimiz belgelerde kendini gostermektedir. Siphesiz bir finansal isletme olan bankalar da bu temsilin
en 6nemli 6rneklerindendir.

Grafik 3: Risk ve Bilanco

«Her maddi risk bir bilangoya ¢ikar!»

Bilango

Risk Denetim
Kaynak: Yazar tarafindan olusturulmustur.

Bir finansal kurulus icin is yapmak veya risk Gstlenmek bilancosundaki sermaye giclinin (itibar)
sagladigi kaldiracla riskli varliklarini ydnetip hassas yiuktmlliklerini karsilayabilmek demektir. Grafik
4'te acik bir bicimde gorllecegi Uzere, buradaki ilgi ve dengenin sorunsuz bicimde ydnetimi esas
basaridir

Grafik 4: Bilanco Dengesi

Varhklar Yiikiimliiliikler
Riskler Hassasiyetler
itibar
\ )
ilgi ve Denge...

Kaynak: Yazar tarafindan olusturulmustur.
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Butdn ticari kuruluslar icin benzer olmak ile birlikte bir ekonomide ayni zamanda finansal risklerin
yonetim kurumlari da olan bankalar igin en hayati konularin basinda bilangosundaki risklerin yonetimi
gelmektedir. Grafik 5'ten de gorilecegdi lzere, genelde Ustlendikleri kisa vadeli yikimlilikler ve
tasidiklari uzun vadeli varliklar nedeniyle bankalar farkl risklere sikca ve ylksek oranda muhatap
olmaktadir.

Grafik 5: Riskin Bilancosu

Bilanco
Likidite Riski Faiz Riski
Kredi Riski Operasyonel Risk
Piyasa Riski Strateji Riski
\ J
I

Riskin Hasilasu...

Kaynak: Yazar tarafindan olusturulmustur.

Bir banka icin elde edilen kér da ¢cogu zaman kazanilan faiz gelirinden ¢ok Ustlenilen ve tasinan bu
risklerin nasil yonetildigi ile dogrudan ilgilidir. Ornegin, en basitinden bir banka igin yiiksek tutarl bir
kredinin zamaninda ve tam tahsil edilememesi durumunda, pek ¢ok baska krediden kazandigi faiz
gelirlerinden ¢ok daha fazla bir kayba neden olabilecektir. Bu sebeple, Grafik 6'dan da gorilecegi
Uzere, bir denetginin bakis agisiyla bilangonun goriinimdi ticari veya piyasa géziinden goriinenden bir
hayli farkl olabilecektir. Bir 6l¢i birimi ve hukuki olarak bilanco elbette tektir ama denetim elemanin
go6ziininden banka bilancosu hassasiyetlerin, yeterliliklerin ve kalitenin cerceveledigi niteliksel bir
gorinim de arz etmektedir.

Grafik 6: Denetimin Bilancosu

Bilanco
Likidite Yeterliligi Kaynak Yapisi ve Cesitliligi
Aktif Kalitesi Sermaye Yeterliligi

|

Kanaat

Kaynak: Yazar tarafindan olusturulmustur.

Bir denetim elemani bir finansal kurulusun bilancosuna baktiginda, arkasindaki kaynak cesitliligini
ve yapisini (vade ve yogunlasma gibi), varliklarin kalitesini (zamanindan tahsil kabiliyeti gibi), likidite
glclni (ani soklara dayanma kapasitesi gibi) ve nihayetinde sermaye tabanini (beklenmeyen zararlar
karsilama olanagi gibi) degerlendirebilmeyi arastiracaktir. Neticede bir kurum hakkinda nihai bir goris
verirken temel alacagi ana konu ve alanlar bunlar olacaktir.
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Para, finans ve teknolojinin gelisimine kosut bir bicimde banka bilangolar da giderek daha hassas
bir yapi ve gorinim kazanmistir. Bunun en iyi gosterimlerinden biri Amerika Birlesik Devletleri'nde
bankacilik sisteminin sermaye diizeyinin uzun vadeli gelisimidir (Grafik 7). Batili tlkelerin cogundaki
bankacilik goériinimu de Grafik 7'den ¢ok farkli degildir.

Grafik 7: ABD Ticari Bankalarinin 1840-1993 Arasinda Sermaye Diizeyi (%)
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Kaynak:(Bank of England, 2008).

ABD ticari bankalarinin 1840’ yillarda %50'nin Gizerinde olan sermaye orani, 1990’1 yillara gelindiginde
%8 duzeyine dusmustlr. Basel I olarak bilinen Sermaye Yeterliligi Standart Orani'nin 1988 yilinda
devreye girmesiyle sermaye diizeyi sinirli olarak yiikselmistir. Mevcut goriiniim, teknolojik gelisime
paralel para ve sermaye piyasalarinin serbestlesmesi, finansal varliklardaki ve islem cgesitliligindeki
artisla birlikte bankalar icin yiksek bir kaldirag seviyesine isaret etmektedir. Haliyle bu durum hem
finansal sistem hem de denetim otoriteleri agisindan daha hassas kosullar ve yiiksek riskler anlamina
gelmektedir.

Nitekim ABD Hazinesine bagli gorev yapan Federal Banka Denetim Birimi OCC (Office of the
Comptroller of the Currency) Risk Beyani cercevesinde kendi kamusal banka denetim islevi ve siireci
bakimindan dokuz riskli alan belirlemistir. Bunlar, denetim siireclerinin bankacilik sekt6ri igin dnemli
riskleri tespit edip azaltamamasi riski (Denetim Riski), kaynak kullanimi ve istihdam uygulamalarinin
kurumun misyonu ve stratejik hedefleriyle uyumlu olmamasi riski (Insan Kaynaklar Riski), kurum
stratejisi secimi, onceliklendirmesi, degistiriimesi ve uygulanmasinin OCC hedef ve amaglarina
ulagmayi tehlikeye atma riski (Strateji Riski), olumsuz alginin OCC'nin guvenilirligini, misyon ve stratejik
hedeflerine ulagsmasini veya kurumu 6nde gelen bir banka dizenleyicisi olarak stirdiirme becerisini
tehlikeye atma riski (itibar Riski), bilgi teknolojisi isleme, givenlik, istikrar, kapasite ve performansinin
kurumun temel operasyonlarini tehlikeye atma riski (Teknoloji Riski), insanlarin, siireclerin, sistemlerin
veya dis olaylarin OCC'nin hedeflerine ulasma becerisini engelleme riski (Operasyonel Risk), OCC'nin
kanun ve yonetmelikler kapsamindaki yakamliliklerini yerine getirmemesi veya saglam bir bankacilik
sistemini denetleme, lisanslama ve sirdirme gibi kritik gérev fonksiyonlarinda eksiklikler olmasi riski
(Yasal Risk), siyasi, jeopolitik veya dis paydas olaylarinin kurumun hedeflerine ulasma kabiliyetini
etkilemesi riski (Dis Risk), OCC'nin finansal kaynaklarinin olumsuz ekonomik kosullar, denetim
altindaki varliklarin azalmasi, kaynaklarin etkisiz kullanimi veya artan harcamalar nedeniyle zayiflamasi
ve kurumun misyonunu basariyla tamamlama kabiliyetinin azalmasi riski (Finansal Risk) seklindedir.
Goruldugl Uzere, dokuz riskli alandan Ugl, ozellikle insan kaynaklar, operasyonel siregler ve
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teknolojiye odaklanmistir. Dolayisiyla bu alanlar, finansal ve yapisal riskler haricinde teknolojik gelisime
bagl olarak OCC'nin denetim etkinligini dogrudan etkileyebilecek gelismelere isaret etmektedir
(BCBS, 2018). Teknoloji finansal sistem acisindan hem ciddi is olanaklarina ve gelisime isaret ederken
ayni zamanda denetim alaninda da benzer bir profil ve imkdn sunmaktadir. Stphesiz teknolojinin
gerek finansal sistemin islerinde gerekse denetim otoritelerinin sireglerinde sadece firsatlar sunmasi
beklenemeyecektir. Teknoloji kaynakl riskler ve muhtemel kayip tehlikeleri de firsatlara kosut sekilde
glindeme gelebilecektir.

Kiresel 6lcekte banka diizenleme ve denetimi cercevesi bakimindan IMF ve Diinya Bankasi dnciliigiinde
yapilan Ulkelerin Finansal Sektor Degerlendirme Programi (FSAP) sonuglar son derece 6nemli
ciktilardir. Nitekim IMF, 2012 ile Haziran 2023 arasinda tamamlanan 60 Ulkenin FSAP'Ini, yani Basel
Temel ilkeleri (BCP) degerlendirmesini, inceleyerek bazi énemli ve somut sonuclar cikarmistir. Etkili ve
proaktif denetimin istikrarli ve saglam finansal sistemlerin strdirilmesi i¢in hayati oldugu, denetim
streclerini ve tekniklerini BCP'lerle ilgili en iyi uygulamalara gore yakindan degerlendirilmesi gerektigi,
banka denetiminde bagimsizligi ve hesap verebilirligi saglamaya, yetki alanlarini acikca tanimlamaya
ve hem kaynaklar hem de beceriler agisindan yeterli personel ve personeli igin yasal koruma saglamaya
odaklanilmasi gerektigi vurgulanmistir. Ayrica denetleyicilerin sistemik 6nemleri nedeniyle bulylk
ve karmasik bankalara ¢ok fazla dikkat ederken daha kiiclik bankalari ve olusturabilecekleri riskleri
potansiyel olarak ihmal etme riskine dikkat ¢ekilmistir. Daha veri odakli ve standartlastirilmis siireglerin
kullanildigi uzaktan izlemenin birincil denetim ydntemi haline geldigi, FSAP bulgularinin (2012-2023),
denetleyicilerin kaynak kisitlamalariyla karsi karsiya oldugunu ve bu nedenle denetim gdrevlerine
ayrilabilecek zaman, uzmanlik ve kaynak sayisinin sinirli oldugu belirtilmistir (Adrian ve digerleri, 2023).

Ote yandan Avrupa Merkez Bankasi (ECB) daha yakin zamanli ve yine FSAP sonuclarini esas alarak 32
llkedeki denetim otoritelerinin karsilastirmali analizini yapmis ve asagidaki basliklarda bazi ortak zayif
noktalara isaret etmistir (Santoni ve digerleri, 2025):

« Organizasyonel Yapi: Denetim otoritelerinin yarisi (%50, 16 otorite), bagimsiz ve 6zel bir
yerinde denetim ekibine veya departmanina sahip degildir.

« Yerinde/Yerinde Olmayan Denetim Dengesi: Denetim otoritelerinin cogunlugu (%65) denetim
tekniklerini dengeli bir sekilde kullanirken dokuz otoritede (%28) yerinde olmayan denetim (off-
site) agir basmaktadir.

« lletisim Zafiyetleri: Otoritelerin cogunlugu (%62,5), bankalarin yénetim kurulu tyeleriyle yetersiz
temas veya denetim raporlarinin yayimlanmasindaki gecikmeler nedeniyle bankalarla iletisimde
zayiflik géstermektedir.

« Kapsam ve Yogunluk: Otoritelerin %44'linden azi tam kapsamli yerinde denetim yapmakta,
%34'tnde (11 otorite) denetim kapsami yetersiz derinlikte veya midahaleci bulunmaktadir.

« Personel Eksikligi: Otoritelerin %44'l personel sikintisi yasamaktadir; bu durum, denetimlerin
sikligini ve yogunlugunu olumsuz etkilemektedir.

«  Sinir Otesi Denetimler: Otoritelerin yarisi (%50) yerel bankalarin yabanci sube veya istiraklerinde
dizenli yerinde denetim yaparken diger yarisi ya bunu hi¢ yapmamakta ya da c¢ok sinirli dlglide
yapmaktadir. Ayrica, otoritelerin dnemli bir kismi (%41) ev sahibi denetim otoritelerinin yerel
ofislere erisim haklarini iyilestirmeye ihtiya¢c duymaktadir.

« Yaptirnm ve Uygulama: Denetim sonrasi dnlemlerin uygulanabilirligi sinirli olup bazi otoriteler,
Ust diizey yoneticilere veya yonetim kurulu Uyelerine yaptirim uygulama yetkisinden yoksundur.
+ AML (Kara Para Aklamayi Onleme) Denetimleri: Otoritelerin %53'i (17 otorite) AML konularinda
yerinde denetim yapma konusunda iyilestirmeye ihtiyac duymaktadir. lyilestirilmesi gereken temel
alanlar; yeterli personel saglanmasi, denetim siresinin uzatilmasi ve kapsamin netlestirilmesidir.
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Kuskusuz yukarida zikredilen kiresel Olcekteki birtakim yapisal ve somut eksiklikler teknoloji
olanaklarina karsin banka denetiminde 6nlem alinmasi gereken 6nemli hususlara dikkat ¢cekmektedir.
Modern teknolojik olanaklar bu tiir bazi yapisal noksanliklari bertaraf etmekte etkili olabilir ama yine
de banka denetimi konusundaki hukuki, kurumsal, mali ve insan kaynakli eksiklerin giderilmesi ve bu
alanlardaki gui¢lendirmeler teknolojinin 6tesinde daha stratejik, blttincil ve farkl tedbir ve cabalari da
zorunlu kilabilecektir.

3. Denetim Teknolojileri (SupTech)

Buiyiik Veri, Yapay Zeka, Makine Ogrenimi ve hatta Blokzinciri gibi denetimi destekleyebilecek yeni
teknolojiler yakin zamanda gelistirilmistir. Bu teknolojiler, ylksek maliyetler veya bilgi islem guci
eksikligi nedeniyle gelismekte olan ve distk gelirli tGlkelerde biytk 6lglide zor erisilebilirdi. Ancak son
yillarda, veri toplama, dogrulama, depolama, isleme ve yayma maliyetleri dnemli 6lclide azalmistir.
Bu da bircok teknolojinin erisilebilir hale gelmesine ve denetim igin de yeni bir donemin baslamasina
yol agmistir. “Denetim Teknolojisi” veya “SupTech” teriminin evrensel olarak kabul edilmis bir tanimi
yoktur. “SupTech”i, denetim otoritelerinin bakis acisiyla denetim sireglerini kolaylastirmak ve
gelistirmek igin teknolojinin kullanimi olarak tanimlamak mumkiindir. Gelismis ve gelismekte olan
Ulkelerdeki dncli deneyimler, denetimi gelistirmek ig¢in SupTech ¢dziimlerinin kullaniminda énemli bir
potansiyel oldugunu gdstermistir. SupTech, denetim otoritelerinin bilgileri daha hizli ve daha buyuk
miktarlarda islemesine, suirecleri otomatiklestirip kolaylastirmasina, egilimleri belirleyip temel riskleri
analiz etmesine ve diger bircok 6zellige yardimci olabilecektir. Neticede bu yolla, daha verimli karar
alma, daha 6nceden ve etkin denetim ve risk tanimlamaya dogru bir adim atmanin yani sira finansal
istikrar gibi diizenleyici hedeflere ulasmada katki saglanabilecektir (Worldbank, 2020).

"SupTech”, temel denetim prosedirlerinin ve calisma araclarinin standartlastinlmasindan,
dijitallestirilmesinden ve otomatiklestiriimesinden, denetim kapsamini genisleterek, prosedirleri ve
teknikleri donustirerek ve denetim dederlendirmesinin zamaninda yapilmasini saglayarak finansal
denetimi kokten degistirebilecek ¢oziimlere kadar giderek artan bir Grlin ve hizmet yelpazesi
sunmaktadir. Fakat bu noktada; i¢ ve dis paydaslarin katilimiyla iyi tasarlanmis bir strateji olusturmak;
net bir vizyon ve hedefler belirlemek; tlkenin 6zelliklerine uygun bir yaklasim benimsemek; ve araglari
kademeli olarak gelistirme becerisiyle kiiglik adimlarla baslamak gibi kritik konular bulunmaktadir. Uzun
vadeli potansiyel verimlilik beklentileri SupTech'i degerli bir yatirrm haline getiriyor ancak Suptech,
tartismasiz bir sekilde henlz ilk glnlerindedir. Bu yeni durum, mevcut denetim yaklasimlarindan
radikal bir sapma anlamina gelebilecek ve diinya genelindeki finans otoriteleri icin bir dizi firsat ve soru
ortaya cikarabilecektir. Dijital verilerin yogun kullanimi ve denetim prosedirlerinin otomasyonu, bircok
otoritenin aradigi 6nemli verimlilik ve etkinlik kazanimlariyla sonuglanabilecektir (Worldbank, 2020).

SupTech, genel olarak denetim otoritelerince banka denetimi faaliyetlerini desteklemek icin kullanilan
yenilik¢i teknolojileri ifade etmektedir. Aslinda bu teknolojilerin gelisimi 1990’lara dayanmaktadir.
Baslangicta kredi kuruluslarinin finansal durumlarini degerlendirilme amaciyla kullaniimistir. Bu araglar
oncelikli olarak gelismis ekonomiler tarafindan kullaniliyordu ve finansal oran analizleriyle sinirliydi.
Fakat son on yilda SupTech, diinya capindaki bircok denetim kurumu icin temel bir 6ncelik olmus ve
giderek daha fazla veri odakli hale gelmistir. Ornegin, diinya capinda 39 denetim kurumu arasinda
yapilan bir ankete gore, 2019 yilinda bunlarin en az yarisinin SupTech araclarini kullandigi veya
uygulama sirecinin devam ettigi anlasilmistir (Degryse ve digerleri, 2025).

Aslinda 2008 kuresel finans krizi, banka denetiminde ileriye doniik ve varsayimlar odakli teknolojik
araglarin énemini artirmistir. Ayrica, veri erisilebilirligi, veri depolama kapasitesi, bilgi islem gucd,
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yapay zeka ile makine dgrenimindeki ilerlemeler gibi teknolojik yenilikler ve yetenekler bu konunun
ivmelenmesini saglamistir. Son yillarda, cogu SupTech araci, erken risk emarelerini ve finansal
bozulmalari daha ©6nce ortaya cikarilmamis Orintiler ve baglantilar agisindan otomatik olarak
dijitallestirip analiz etmektedir. Ornegin, ABD'de Federal Rezerv'in SupTech araci, bankalarin finansal
tablolarindan elde edilen yizlerce degiskene (6rnedin sermaye oranlari, vadesi ge¢mis krediler ve
bilanco disi riskler) istatistiksel analiz uygulayarak risklerin ortaya ¢ikma olasiliginin en yiiksek oldugu
bankalar belirlemektedir. italya ve Tayland Merkez Bankasi, banka y®netimi tarafindan tartisilan
riskleri belirlemek ve banka yonetisimi hakkinda daha iyi bir yaklasim elde etmek icin yonetim kurulu
tutanaklarini analiz eden SupTech araglari gelistirmistir. Ispanya Merkez Bankasi, bankalarin kredi
dosyalarindan elde edilen yapilandiriimamis verileri analiz ederek yanlis siniflandiriimis olabilecek kredi
risklerini belirlemek icin SupTech'i kullanmaktadir. Brezilya Merkez Bankasinin SupTech uygulamasi,
raporlama ve dlzenleme sureclerini dijitallestirmekte ve ardindan sorunlarin ortaya ¢ikabilecegi
finansal kurumlari belirlemeye yardimci olmaktadir. Brezilya Merkez Bankasi, periyodik yerinde
denetimlere ek olarak 2010 yili sonundan bu yana, glivenli olmayan ve riskli uygulamalari dnceden
diizeltmek amaciyla finans sektdrlniG sirekli izleyen bir SupTech uygulamasi kullanmaktadir. Bu
SupTech uygulamasinin prosedirleri; Kurumlarin bilanco ici ve bilanco disi pozisyonlarinin {i¢ temel
perspektiften degerlendirilmesini icermektedir. Bunlar; bir kurumun mevcut performansinin kendi
ge¢mis performansiyla karsilastiriimasi olan zamansal degerlendirme, bir kurumun performansinin
emsal gruplariyla karsilastiriimasi olan karsilastirmali degerlendirme ve finansal raporlamadaki olasi
tutarsizliklarin degerlendirilmesi olan i¢sel degerlendirme seklindedir. Uygulama, finansal ve finansal
olmayan cesitli gostergelerle olasi risk unsurlari icin otomatik uyarilar treten bir erken uyari sistemi
islevi gérmektedir (Degryse ve digerleri, 2025).

Duzenleyici otoriteler, risklerin énceden fark edilmesi ve finansal istikrarn desteklemek igin, sorunlu
finansal sirketleri tespit eden SupTech araglarina giderek daha fazla glivenmektedir. SupTech araclari
denetiminin cezalandirici olmaktan ziyade Onleyici olmasina odaklanmaktadir. Peki, bu tur bir denetim
riskli davranislari disipline edebilir mi? Brezilya Merkez Bankasi tarafindan uygulanan SupTech aracindan
elde edilen bazi veriler bu soruya belli éIclide cevap vermektedir. U¢ 6nemli sonuca ulasiimistir. Bunlar;
SupTech bankalarin kredileri batik olarak yeniden siniflandirmasini saglamis ve beklenen kredi zararlari
icin karsiliklart artirmistir. SupTech, bankalarin diizenleyicinin denetleyici gorislerini dahaiyi anlamalarini
saglayarak onlari bu gériisler dogrultusunda daha ihtiyath olmaya tesvik etmistir. ikinci olarak, bankalar
daha az kredibiliteye sahip borglulara krediyi azaltmistir. Dolayisiyla SupTech, bankalarin risk alma
davranislarini disipline edebilecegine dair yeni kanitlar vermektedir. Ancak SupTech'in yalnizca “her seyi
kontrol eden” bir diizenleyici kisitlamadan daha fazlasi oldugu ve denetimin optimal tasariminda risk
temelli ve uyum temelli denetimin rolline dair degerli politika ¢ikarimlarina sahip oldugu vurgulanmistir
(Degryse ve digerleri, 2025).

Diinya Bankasi, “SupTech”in finansal denetim alanindaki kullanim evrelerini Lisanslama (Licensing),
Mikro Ihtiyati Denetim (Micro Prudential Supervision), Makro Ihtiyati Denetim (Macro Prudential
Supervision) ve Kara Para Aklama Sucu ve Yukimlaligu Denetimi (AML/CFT Supervision) seklinde dort
asamali bir eslestirmeyle gostermektedir (Grafik 8).
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Grafik 8: SupTech Kullanim Alanlarinin Banka Denetim (Supervision) Evreleri ile Eslestirilmesi
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Kaynak: (Worldbank, 2020).

Finansal sistemin veri havuzu (zerinde bulyik veri, makine 6grenmesi (ML), yapay zeka (Al), dogal
dil analizleri (NLP), metin taramasi, elektronik evrak yonetimi, cografi bilgi sistemleri (GIS), dinamik
gorsellestirme ve ag analizleri gibi teknolojik yontemlerin temel dort banka denetim evresi itibariyla
kullanim alanlari Grafik 8'de 6zetlenmistir. Lisanslama bankalarin kuruluslarindan her tirlG faaliyet
izin, degerlendirme ve onlem uygulamalarini kapsarken makro ihtiyati denetim finansal sisteminin
genel isleyisine ve istikrarina odaklanmaktadir. Mikro ihtiyati denetim tekil banka inceleme ve
degerlendirmelerini ifade ederken kara para aklama ve terdrizmin finansmanini dnleme denetimi ise
mali islem ve kaynaklarin hukuk disi kullanimini engellemeyi vurgulamaktadir. Dolayisiyla teknolojik
yeniliklerin bankacilik denetim alaninda genis bir kullanim olanagr mevcuttur. Bu durum, teknolojik
imkanlarin bankacilik denetiminin etkinligini artirma konusunda biylk bir potansiyeli icerdigini
goOstermektedir. Elbette her potansiyel belirli bazi riskleri ve tehditleri de barindirmaktadir.

Bu baglamda IMF tarafindan gerceklestirilen kapsamli bir ¢alismada, SupTech ve uzaktan izleme gibi
alanlara yapilan yatirimlara ragmen uzaktan ve yerinde denetim arasinda yeterli bir dengenin gerekli
oldugu, dizenli banka ziyaretlerinin teknoloji veya uzaktan izlemeyle tamamen degistirilemeyecegi,
denetimin dogrulama gerektirdigi ve dogrudan temasin, denetgilere verilen politikalarin, prosedirlerin
ve taahhtlerin dogrulugunu ve givenilirligini teyit etmek icin hala gerekli oldugu degerlendirilmektedir
(Adrian ve digerleri, 2023).

4. Yapay Zeka Uygulamalan

Kesfetmek, test etmek ve karar almak gibi insani yetenek ve eylemleri gerektiren islevleri yerine
getirebilen bilgi teknolojisi sistemlerine yapay zeka denilmektedir. Finansal denetim, gelismis ve
veri yogun yaklasimlarin gelistiriimesi icin firsatlar sunan yeni teknolojiler tarafindan yénlendirilen
bir paradigma degisiminden gecmektedir. Ote yandan, érnegin potansiyel siber saldirilarin veya
operasyonel sikintilarin etkisi manuel ve kagit tabanli prosedirlere gére ¢ok daha ciddi yeni sorunlar
ve belirsizlikler de ¢ikarabilecektir. Dahasi, genel olarak yapay zeka / makine 6grenmesi modellerinde
birtakim kara kutu (kdk nedeni bilinmeyen) sorunlar mevcut olup bu modellerde algoritmik diizeydeki
bazi risk veya potansiyel 6nyargi meseleleri kiiresel olarak hala tartisiimaktadir (Worldbank, 2020).
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Denetim otoriteleri arasinda yakin zamanda yapilan bir degerlendirme, 42 katilimci tlkeden 32'sinin
finansal denetimde Uretken Yapay Zeka (GenAl) araclarini denedigini, kullandigini veya gelistirdigini
gostermistir. Kullanim 6rnekleri cogunlukla stireg otomasyonuyla ilgilidir ve li¢ kategoriye ayrilmaktadir.
Bunlar; (i) temel belge isleme; (ii) bilgi yonetimi; (iii) belge incelemesi. Yapay zeka sistemlerinin,
ozellikle kredi ve likidite riskleri olmak Uzere risklerin denetimini artirabilecegi ve ayrica lisanslama
ve yonetisim degerlendirmeleri sirasinda belgelerin incelenmesini kolaylastirabilecegi belirtiimektedir.
Denetim otoriteleri, finansal sistemi etkileyen likidite sorunlarini tahmin etmek ve finansal kurumlarin
dayaniklihgini test etmek icin senaryolar tasarlamak tzere yapay zeka modellerinden yararlanmaktadir.
Ornegin, Ingiltere Merkez Bankasi, GSYIH biiylime tahminleri, bankacilik sikintilari ve finansal krizler
de dahil olmak tizere makro-finansal ve makro-ihtiyati gézetimi desteklemek icin yapay zeka araglarini
kullanmaktadir. Tayland Merkez Bankasi, denetlenen finans kuruluslarinin yénetim kurulu toplant
tutanaklarini analiz ederek diizenlemelere uyumu degerlendirmek de dahil olmak lizere ihtiyati gozetimi
desteklemek icin yapay zeka kullanmaktadir. Avrupa Merkez Bankasi, uygun ve dogru anketleri okumak
ve iceriklerine gére sorunlari isaretlemek icin Dogal Dil Isleme (NLP) ve yapay zekéa araclarini kullanarak
yetkilendirme surecini hizlandirmaktadir. Malezya Menkul Kiymetler Komisyonu, Malezya Menkul
Kiymetler Borsasi'nda listelenen sirketlerin kurumsal yonetim en iyi uygulamalarinin benimsenmesini
ve aciklamalarinin kalitesini izlemek igin yapay zeka araclarini kullanmaktadir (Bains ve digerleri, 2025).

Ote yandan yasal otoriteler, yapay zekayi kullanan finans kurumlarinda saglam Model Risk Yénetimi
(tespit, 6lcme ve kontrol siireci) uygulamalarini tesvik etmelidir. Modellerin finans kurumlarinda daha
genis bir sekilde kullanimi ele alinmalidir. Finans kurumlar tarafindan kullanilan veya kullanilacak
modellerin, yapay zeka kullananlari da kapsayacak sekilde gelistigi kabul edilmelidir. Sektér uygulamalari
gelistikce uyum saglanmalidir. Modellerin potansiyel etkisine ve riskliligine dayali aciklanabilirlik
standartlar olusturulmasi ve kritik is alanlarinda karmasik yapay zeka modellerinin kullanimiyla iliskili
riskleri azaltmak icin gelismis veri yonetimi ve insan gozetimi gibi tamamlayici glvenlik 6nlemleri
zorunlu kilinabilmelidir. Riskler dogru bir sekilde degerlendirilip etkili bir sekilde yonetildigi strece,
acgiklanabilirlik ve model performansi arasindaki dengeler gozetilmeli, uygulamada bazi kosullu ve
kisith esneklikler 6ngorilebilmelidir (Perez-Cruz ve digerleri, 2025).

Banka denetcileri, finansal kurumlari incelemek igin genis bir veri havuzundan yararlanmaktadir. Bu
veri girdileri genellikle haberler, banka ici yazismalari, raporlari ve dosyalari gibi genis bir yelpazede
metinsel materyalleri icermektedir. Bu genis ve blylk veri yelpazesini denetimi destekleyecek bilgiler
haline dénustlirmek ise bir hayli manuel inceleme gerektirmekte ve finansal kurumlarin hacmi arttikca
bu emek yogun is neredeyse imkansiz hale gelebilmektedir. Ornegin, siber risklerin izlenmesi son
zamanlarda dnemli bir konu olarak ortaya ¢ikmistir. Ancak bu alanda daha geleneksel risk kategorilerini
destekleyen kokll veri altyapisindan faydalanilamamaktadir. Yapay zeka, bu alanda belge isleme, bilgi
yonetimi ve belge inceleme gibi gorevlerde yardimci olabilecektir. Nitekim, kiresel 6lcekte banka
denetim kurumlari arasinda yakin zamanda yapilan bir ankete gore, bircok bankacilik gdzetim otoritesi
basta denetim siireglerini otomatiklestirmek ve finansal risklerin degerlendirmesi olmak tizere, pek ¢ok
alanda yapay zeka araclarini kullanmaktadir (Grafik 9), (BIS, 2025).
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Grafik 9: Banka Denetiminde Kullanilan Uretken Yapay Zeka Uygulamalar
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Kaynak: (BIS, 2025)

Bu minvalde, yapay zekanin toplum tarafindan hizla ve yaygin bir sekilde benimsenmesi, denetleyici
ve dizenleyici kurumlarin yeteneklerini gelistirmelerinin dnemli bir ihtiya¢ oldugunu gostermektedir.
Bu agidan denetim kurumlarinin yapay zekayi kendi analitik araglarina dahil etme ve guvenilir veriler
Uretmek icin onu nasil kullanacaklarina iliskin her anlamda uzmanlik gelistirmeleri gerekmektedir. Bu
konuda, Grafik 9'dan gorilecegi lzere, blyik veri ve makine 6grenimi yontemlerini erken benimseyen
denetim otoriteleri yapay zekanin yeteneklerinden yararlanmak icin bir hayli yol almis durumdadir.
Ancak yapay zekanin faydalarindan yararlanmak icin merkez bankalarinin ve diger otoritelerin cesitli
zorluklar ve 6nemli 6diinlesmeleri ele almalar gerekmektedir. Bunlar, harici ve dahili yapay zeka
modellerini kullanma ile sirket ici verileri toplama ve saglama veya harici saglayicilardan satin alma
arasindaki 6dlnlesmeyi icermektedir. Verinin merkeziligiyle birlikte, yapay zekanin yukselisi, merkez
bankalarinin ve denetim otoritelerinin veri derleyici, kullanici ve saglayici olarak geleneksel rollerinin
yeniden distiniilmesini gerektirecektir. Odiinleri azaltmak ve zorluklarin (stesinden gelmek icin is
birligi ve deneyim paylasimi kilit yollar olarak ortaya ¢ikmaktadir (BIS, 2025).

Bir kurulusun dogru kisileri dogru yerde, gercekgi bir bltgeyle, basarili ve strdurilebilir bir sekilde
bulundurmasi icin insanlarin, kurumlarin ve veri varliklarinin yeniden diizenlenmesi gerektigi anlamina
gelebilecektir. Dinamik ve ©6ngoriici denetim veya veri raporlamasini desteklemek icin makine
tarafindan okunabilir kurallarin kullanimi gibi bu ¢6ztimlerden bazilarinin uygulanmasi, mevcut denetim
yonteminden 6nemli degisiklikler ve bir dizi soru giindeme getirebilecektir. Veri kullanimi ve verilere
bagimlilik, risklerin daha hizh belirlenmesi, daha akici stiregler ve denetim kapasitesinin artiriimasi gibi
verimlilikler saglayabilir, fakat ayni zamanda artan siber sug, operasyonel arizalar veya daha da 6nemlisi
modellerdeki i¢csel dnyargilar gibi yeni zorluklar da getirebilecektir (Worldbank, 2020).

Finansal sistemin glvenligine ve saglamligina odaklanan acik bir temel yetkiye, net rol ve
sorumluluklara, bagimsizliga ve yeterli yetkilere sahip kurumsal dizenlemeler, iyi egitimli ve yetenekli
denetim kaynaklarinin mevcudiyeti, iyi tasarlanmis i¢ ve yasal siregler, kaliteli kurumlar, saglam bir
kriz midahale cercevesi, etkili mevduat sigortasi (kurtarma araci) iceren gtvenilir bir kurumsal ¢6zim
yapisi etkili ve verimli banka denetimini tesvik edecektir. Onceki banka iflaslar, denetleyicilerin
bankalarin is modellerindeki, risk yonetisimindeki ve ydnetim dizenlemelerindeki zayifliklara yeterli
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dikkat gdéstermeleri gerektigini gdstermektedir. Ornegin hizli biiyliyen ve ayni zamanda yogunlasmis
is modellerine sahip bankalarin karsilastigi risklere dikkat etmek, 2023 ABD banka iflaslarindan ¢ikan
onemli bir mesajdir. Erken uyari araglar (gostergeler, modeller veya sistemler), denetleyicilere bir finans
kurulusununsaghgihakkinda dnemlibilgisaglayabilir. Piyasasinyalleridenetleyicidegerlendirmelerinden
daha Ustlin olmasa bile banka denetiminde piyasa verilerinin kullaniminin yayginlasmasinin, denetgiler
tarafindan toplanan bilgileri tamamlamasi nedeniyle degerli olabilir. Denetim model sonuglari “ikinci bir
gorus” saglayabilir ve dncelikler konusunda karar almayi destekleyebilir. Erken midahale ise bankalari
zayifliklarini zamaninda gidermeye tesvik edecektir. Bitiin bunlar, takdir yetkisine dayali, esnek,
ileriye donuk, proaktif, dnleyici, kiyaslama ve kurumsal altyapi ile desteklenmis ve resmi midahale
rejimlerine eslik ediyorsa daha da verimlidir. Erken midahalede zamanlama ¢ok 6nemlidir; esiklerin
fiillen ihlal edilmesinden ¢ok 6nce alinan 6nlemler ozellikle etkili kabul edilmektedir. Teknolojinin
kullanimi denetim otoritelerinin gozetim islevleri icin analitik yeteneklerini iyilestirebilecektir. Politika
alaninda yeni teknolojilerin denetim slireclerine entegre edilmesiyle yapay zekd uygulamalarinda
gizli bilgilerin korunmasi gibi zorluklar da beraberinde gelecektir. Denetimde teknoloji uygulamalari,
kaynaklarin daha alakali diger gorevler icin serbest kalmasi veya doénustiriicti degisiklikler yoluyla
daha kaliteli denetim kanaatleri saglayabilecektir. Mevcut literatir, denetimde teknolojiden elde edilen
etkinlik kazanimlarindan ziyade verimlilik kazanimlarina dair 6rnekler sunmaktadir. Uyum kontrollerini
devralarak ve veri analizine dayal sinyaller saglayarak denetim verimliligini artiracak bir teknolojik
katki, uyumluluk temelli denetimden risk temelli denetime kulttrel bir gecisi de kolaylastirabilecektir
(Badev ve digerleri, 2025).

Denetim faaliyetlerinin (yerinde denetimler, stres testleri ve yatay incelemeler) denetim etkinligine
katkisi, erken uyari araglarinin performansi, sinir 6tesi is birliginden elde edilen faydalar, sektorler arasi
degerlendirmeler, denetim risk istahi ve tesvikleri de dahil olmak lizere denetim yonetisimi ve kiltdrl
ve denetim etkinligini degerlendirme metodolojileri son derece dnemlidir. Bliylk veriden yapay zekaya
cok farkli unsuru barindiran veri analitigi araclari denetimleri daha hizli ve etkin hale getirmektedir.
Teknik ve fiziksel ¢cok fazla veri, bilgi ve kaynaga basvurarak olusan bu yeni denetim araclari insani bir
birikime ve deneyime dayanan denetci gorusinin bir ikamesi degil, onu destekleyecek ¢cok dnemli ve
gerekli araclar olarak gortlmelidir.

Denetimin is (risk) ile etkilesimine yukarida deginmistik. Teknoloji ve yapay zekanin i¢ ve dis kontrol
(denetim) noktalarindaki katkisinin denetimin genel olarak etkinligini artirmasi beklenebilir. Ancak
denetimin is slreclerindeki asil etkisi, Grafik10'da gorilecegi lzere, blylk oranda ise (riske) bakis
acisina gore sekillenecek bir durumdur. Denetimin takdir yetkisi, is ve kontrol sureclerindeki kurallar
(dizenlemeler ve ilkeler) ile keyfiyet (kisisel tercihler) arasinda nasil bir islev ve denge gorecegiyle
ilgilidir.

Grafik 10: Denetim Evreni
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Kaynak: Yazar tarafindan olusturulmustur.
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Is (risk) stireclerindeki (icrai faaliyetler) yéneticilerin kisisel tercihleri (keyfiyet) ile icranin icsel kurallara
uyumu ve buradaki denge her zaman bilylik 6nemi haizdir. Ayrica kontrol siirecinde denetim
elemanlarinin takdir yetkisinin mevzuat (kurallar) ve uygulama (keyfiyet) arasinda kuracagi ilgi ve
denge sonuglarin belirlenmesinde her zaman etkide bulunacaktir. Fakat bu etkinin glict elbette takdir
yetkisinin yerine ve olcusiine de bagl olup bu konu denetim algisinin ve yaklasiminin dogrudan bir
neticesidir. Dolayisiyla denetim kiltiri her zaman dikkate alinmasi gereken bir konudur.

Basel Temel Prensipleri (BCP) bankalar igin “Risk Kulttird” tanimindan yola gikarak "Denetim Kultlri"nd
benzer sekilde, "Denetim otoritelerinin ve ¢alisanlarinin bankacilik sektoriine yénelik denetimlerini
sekillendiren kolektif degerler, inanglar, tutumlar ve davraniglar olarak’ tanimlamaktadir. Genel olarak
literatlir, denetim kultiriindeki gézlemlenen eksikliklerin mikro ve makro bazda finansal istikrar icin
onemli oldugundan bahsetmektedir. Bankalar icin risk yonetisimi ise, “Ydnetim kurulu ve ydnetimin
sirketin stratejisini belirledigi, risk istahina ve risk limitlerine uyumu agikladigi, izledigi, riskleri belirledigi,
olctiigli ve ybnettigi cerceve” olarak kabul edilmektedir. Haliyle denetim baglaminda “Risk Kultirid” ve
"Risk Yonetisimi” arasindaki iliskiye yonelik ortak bir anlayis ve kavrayis da hem ydnetisim cergevesini
hem de denetimin etkinligi gelistirecektir (Badev ve digerleri, 2025). Dolayisiyla denetimin etkinliginin
artinlmasi icin Basel Etkin Bankacilik Denetimi Icin Temel Ilkeler (BCP) baglaminda risk degerlendirmesi
ve denetim kiltirt agisindan Grafik 11'deki gibi yapisal bloklari ve cerceveyi dikkate almakta fayda
vardir.

Grafik 11: Denetim Etkinligi icin Yapisal Bloklar
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(Kaynak: Badev ve digerleri, 2025).
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5. Sonug

Denetim teknolojileri (SupTech) ve denetimde yapay zekd uygulamalarn cok farkli kavram ve
isimlendirmeler degildir. Cogu zaman birlikte veya birbirinin yerine kullaniimaktadir. Her iki kavraminin
da ima ettigi sey ise yeni teknolojilerin ve buyik veri kiimelerinin denetim sireclerinde kullaniimasi ve
denetim siirecinde ulasilan kanaatleri destekleyici somut katkilar sunmasidir.

Ozellikle 20. ve 21. yiizyilda teknolojinin kat ettigi devasa mesafe cok farkli olanaklari kolaylastirmistir.
Finansal teknoloji (FinTech) bankalar basta olmak Uzere, finansal sistem i¢cin her zaman hayati ve gézde
bir konu olmustur. Ozellikle finansal islemlerin kayit edilmesinden mutabakat sistemlerine, banka ve
kredi kartinin ortaya ¢lkmasindan ATM'in (Otomatik Para Cekme Makinesi (Automated Teller Machine))
kullanilmasina, internet bankaciiginin ortaya ¢ikmasindan cep telefonu bankacilik uygulamalarinin
devreye girmesine kadar pek cok yenilik finansal teknoloji Griinidir. Dolayisiyla finansal sistem
teknolojik yeniliklerin her anlamda tam merkezinde hem bir kullanici hem de hizmet saglayici olarak
strekli yer almaktadir. Kuskusuz bu durum, son dénemin biyik veri, makine 6grenmesi ve yapay zeka
gibi populer yenilikleri bakimindan da gecerlidir. Burada énemli noktalardan biri ise finansal denetim
otoritelerinin kendi gézetim ve denetim siireclerinde bu yeniliklerden ne 6lclide yararlanacagi veya
onlari nasil kullanacagi meselesidir.

Kiresel capta teknolojinin gerek finansal sistem tarafindan birtakim diizenleyici yikimlalikler agisindan
(RegTech (Regulatory Technologies)) yararlaniimasi gerekse finansal otoriteler tarafindan denetim
siireclerinde (SupTech) faydalanilmasi bicimindeki kullanim 6rnekleriyle son dénemde daha fazla
karsilasilmaktadir. Finansal denetim otoriteleri, bltlin diinyada ister mikro 6lcekte finansal kuruluslar
bazinda olsun isterse finansal sisteminin geneli seviyesinde olsun, gozetim ve denetim faaliyetleri
baglaminda, finansal kuruluslardan uzun yillardir farkli icerik ve detayda pek cok veri toplamaktadir.
Kisacasi dlinyadaki pek ¢ok finansal denetim otoritesi Glkelerin ekonomik ve finansal islemleri odaginda
biyuk veri havuzlarina sahiptir. Finansal kuruluslarin mali tablolarindan mdisterilerin finansal islem
ayrintilarina, finansal varliklarin cografi dagiimindan sektérel ayrimina, ¢cok ayrintili ve sayidaki finansal
oranlardan misteri dagilimlarina kadar ¢ok cesitli finansal veri yillara sari sekilde denetim otoritelerinde
mevcuttur. Denetim otoriteleri kiiresel olcekte, basta hem finansal sisteminin genelinin ve hem de
finansal kuruluslarin tekil bazda hassasiyetlerini dnceden tespiti amaciyla bu verilerden hareketle erken
uyari ve muhtelif risk degerlendirme sistemleri gelistirmekte ve kullanmaktadir.

Blyik veri, makine 6grenmesi ve yapay zeka gibi yeni teknolojik olanaklarin siirekli gelismesi finansal
denetim otoritelerinin ellerindeki verilerin islenmesini, denetim ve karar slreclerinde daha etkin ve
verimli kullanmasini bir kez daha glindeme getirmektedir. Bu noktada iki hususun tartismasiz bicimde
one ciktigi aciktir. Birincisi finansal denetim otoritelerinin bu yeni teknolojik olanaklari kullanabilecek
donanimsal altyapiyi haiz olmasidir. Ikincisi ise bu teknik imkanlari kullanabilecek ve bu yeni araglardan
ekonomi, finansal sistem ve kuruluslar bakimindan anlamlive 6nemli sonuclar cikarabilecek calisanlarinin
varligidir. Bilgi teknolojilerinin strekli gelistigi, finansal islemlerin ¢esitliliginin ve boyutunun arttigi ve
rekabetin kiresel dlgekte kizistigi bir finansal diinyada, llkelerin banka ve diger finansal kuruluslarinin
denetiminde teknolojik olanaklarin kullanimindan geri kalmamasi son derece blylk 6nem tasimaktadir.
Bu nedenle banka denetiminde teknolojik olanaklarin (SupTech) daha etkin kullanilmasi yéniinde gerekli
maddi ve insani kaynaklarin finansal otoritelere tahsisi ve bu konudaki destekler finansal sistemin ve
kuruluslarin istikrari ve ekonomiye daha fazla katki sunmalari igin elzemdir.
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