Cross-Gender Equivalence of Cyber Bullying and Victimization
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This study aims to investigate the cross-gender equivalency of cyber bullying and victimization across gender using Revised Cyber Bullying Inventory (RCBI). Because gender differences may have a strong effect on measurement inequalities, tests of measurement invariance were conducted to ensure that the scores obtained from cyber bullying and victimization forms of RCBI were generalizable between males and females. The samples for this study consisted of 217 females and 235 males. The measurement invariance of the cyber bullying and victimization forms of RCBI was examined with multiple group confirmatory factor analysis (MG-CFA). For the test of MG-CFA, a set of confirmatory factor analysis procedures were utilized. In order that collate relative fit of nested models across gender, change in CFI (comparative fit index) was utilized here, with a suggestion that support for the more parsimonious model can fit data better than a less parsimonious model requires a change in CFI is smaller or equal to .01. Confirmatory factor analyses were conducted using LISREL. MG-CFA results showed that there were not enough evidence to support the measurement invariance of the cyber bullying and victimization forms of RCBI across gender at a scale level. Results were discussed in the light of the literature.

1. Introduction

Bullying is often depicted as being an aggressive, intentional act or behavior that is done by individual or group repeatedly in order to humiliate victims who are inferior them,
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either physically or psychologically (Olweus 1999). With the rapid growth of communication and information technology, cyberspace has been implicated as a new risky environment for bullying. This new form of bullying called cyber bullying refers to bullying by the means of information and communication technologies such as emails, text messages, and web sites (Kowalski, Limber & Agatston 2008). Cyber bullying is also delineated as repeated hostile behavior of an individual or a group toward another individual through communication technologies such as e-mail, cell phone, SMS, instant messaging, personal web sites, and blogs. Other terms may refer to cyber bullying include online bullying, e-bullying, digital bullying, internet bullying, and cyber harassment (Kowalski et al. 2008). Cyber bullying varies in forms and by means. Arıcak and colleagues (2008) stated that cyber bullying includes online behaviors such as lying, hiding the identity, introducing oneself as someone else, threatening, teasing, insulting, defamation, intimidation, rumor, and displaying others’ pictures without their consent in cyberspace.

Researches about cyber bullying indicate that cyber victims suffer academic problems such as absenteeism (Katzer, Fetchenhauer & Belschak 2009) and lack of concentration (Beran & Li 2007), and mental health problems such as depression (Ybarra, Alexander & Mitchell 2005), social anxiety (Juvonen & Gross 2008), low self-esteem (Katzer et al., 2009), substance use (Ybarra & Mitchell, 2004), helplessness (Hinduja & Patchin 2008), tendency to violate school rules (Ybarra, Diener-West & Leaf 2007).

Cyber bullies suffer psychological problems as well as cyber victims. Cyber bullies feel extremely anger for no reason (Pornari & Wood 2010) and feel hostility towards others (Arıcak 2009). Consequently, cyber bullies and cyber victims suffer from, and are at risk of mental health problems. Another significant point addressed in the researches is gender differences in cyber bullying and cyber victimization. Because cyber bullying has been considered as a part of relational bullying (Keith & Martin 2005), researchers have found that females engage in cyber bullying more than males. However, researches in Turkey (Arıcak et al., 2008; Dilmaç 2009; Erdur-Baker 2010; Erdur-Baker & Kavşut 2007; Peker, Eroğlu & Çitemel 2012) challenge the claim that girls are more likely to engage in cyber bullying.

It is seen that gender differences in cyber bullying and cyber victimization have typically been based on studies utilizing a mean difference method. From a measurement perspective, this method is inherently problematic unless cyber bullying and cyber victimization scales possesses comparable validity across gender. Stated differently, establishing measurement invariance on the measures of cyber bullying and cyber victimization is prerequisite to making any inferences about gender differences (Kim, Kim & Kamphaus 2010). For this reason, whether cyber bullying and cyber victimization operates in the same way across gender is investigated using Revised Cyber Bullying Inventory (RCBI) in this study. Therefore, the issue of whether or not both cyber bullying and cyber victimization forms of RCBI are unbiased in relation to gender is assessed by multi-group confirmatory factor analysis (MG-CFA) which allows for the testing of a hypothesized factor structure in different groups simultaneously (MacCallum & Austin 2000; Rijkeboer & Bergh 2006). The reason of choosing RCBI as measurement tool is because it has largely utilized to determine gender differences in cyber bullying and cyber victimization (Çetin, Eroğlu, Peker, Akbaba & Pepsoy 2012; Erdur-Baker & Tanrikulu 2009; Eroğlu 2011; Eroğlu, Çetin, Güler, Peker & Pepsoy 2011; Mura, Topçu, Erdur-Baker & Diamantini 2011; Topçu & Erdur-Baker 2011) among cyber bullying and victimization scales (Akbulut & Erişti 2011; Akbulut, Şahin & Erişti 2010; Çetin, Yaman & Peker 2011).
Measurement invariance involves testing the equivalence of measured constructs in two or more independent groups to assure that the same constructs are being assessed in each group (Chen, Sousa, & West 2005). From this perspective, it can be claimed that whether the underlying construct has the same theoretical structure across gender is given great attention in psychology. For example, considering moral reasoning, Gilligan (1997) claimed that men and women differ in their moral reasoning, so women consider ethic of care which highlights the interdependence of individuals as opposed to men who use ethic of justice which places on individual autonomous choice and equality (as cited in Akbaba 2009).

Measurement invariance is achieved when parameters of the measurement model are equivalent across groups (Tucker, Ozer, Lyubomirsky & Boehm 2006). Methods which aim to test measurement invariance in the framework of EFA (explanatory factor analysis) focus only on similarity of factor patterns across groups. In contrast, testing for measurement invariance of CFA (confirmatory factor analysis) models addresses the configural invariance, metric invariance, scalar invariance, and the strict invariance of the model (Cheung & Renswold 2002; Dimitrov 2010).

Configural invariance is defined as the same pattern of fixed and free factor loadings (and other parameters) across groups, but no equality constraints. The model of configural invariance serves as a useful baseline model to which researchers can compare more restrictive models (Meredith & Teresi 2006). Criteria for metric measurement invariance are that equivalence of factor loadings across groups. Equivalence of factor loadings demonstrates that the latent variable is related to items in the same way across groups. Establishing equivalence at this level is importance because each item that is chosen to measure a latent variable should equally measure that latent variable across groups. Scalar invariance required equivalence of item intercepts across groups as well as equivalence of factor loadings. Item intercepts are the assets of the indicator scores when the latent variable is zero (Bayram 2010). Under scalar invariance, the comparison of factor groups is permissible.

The lack of equivalence of item intercepts across groups indicates the presence of item bias (Dimitrov 2010; Tucker et al. 2006). To compare group means on manifest variables, scalar invariance must be established (Tucker et al. 2006). A strict level of measurement is required equal factor loadings, equal item incepts, and equal item uniqueness (error variances and covariances) across groups. The invariance of item uniqueness across groups provides evidence that the items were measured with the same precision in each group. Meeting the criteria of strict measurement invariance indicates group differences on any item stem from entirely group differences on the common factors (Dimitrov 2010). Establishing measurement invariance involves a hierarchy of these stages as one will be the prerequisite for upper stage. In the event of testing measurement invariance, the first stage is to test for configural invariance that is to fit a baseline model for each group separately. The second step is to test for metric invariance using the data for all groups simultaneously in order to obtain more efficient parameter estimates. These two steps must precede testing for scalar invariance respectively (Dimitrov 2010). Last, to analyze strict invariance, configural, metric, and scalar invariance should be examined respectively and revealed (Güzeller 2011; Uzun & Öğretmen 2010).
2. Method

Research Design

The current study utilized a descriptive design, supported by the measurement theory and psychometric theory (Nunnally & Bernstein, 1994) to cross gender validate the cyber bullying and victimization. Psychometric equivalency was inquired by examining the measurement invariance across gender.

Study Group

Participants were 452 (217 (48 %) were female and 235 (52 %) were male) high school students from different high schools in Bursa. Their ages ranged from 15 to 18 (M=16.39, SD=1.002).

Instruments

Revised Cyber Bullying Inventory [RCBI; 40] consists of 28 items, 14 of which are in cyber bullying form and 14 of which are in cyber victimization form. For each item, participants indicate their response using a 4-point likert type scale ranging from 1 (none) to 4 (more than three times). Exploratory factor analysis revealed that items in cyber bullying form loaded one factor loadings of items varied from .28 to .83. Confirmatory factor analysis showed that the model contained one factor was well fit. Goodness of fit indices were found as GFI=.93, AGFI=.89, CFI=.93, NFI=.89, TLI=.90, and RMSEA=.06. Like cyber bullying form, cyber victimization form includes a single factor and factor loadings of items in this form varied between .21 and .78. Confirmatory factor analysis showed that the model contained one factor was well fit and chi-square value ($\chi^2$/df=1.85) was significant. Goodness of fit indices were found as GFI=.93, AGFI=.90, CFI=.89, NFI=.84, TLI=.86, and RMSEA=.06. For criterion-related validity, relationship between cyber bullying and traditional bullying was calculated as .45. Similarly, relationship between cyber victimization and traditional victimization was found as .36. The more individual’s score in RCBI increase, the more cyber bullying experiences increase. Similarly the more individual’s score in RCBI increase, the more cyber victimization experiences increase.

Procedures

Data were collected during the fall semester of the 2014 school year. After obtaining school authority’s permission from these five schools, a demographics form and RCBI were administered to the students during regular class time. The entire survey process, including informed consent, required approximately 10 minutes. The survey applied anonymously and all completed data were maintained in a secure location.

Data Analysis

To test for the measurement invariance of cyber bullying and cyber victimization form of RCBI, several multiple-group confirmatory factor analyses were conducted using LISREL 8.54 (Jöreskog & Sorbom 1996). The items of cyber bullying and cyber victimization form of RCBI were treated as continuous variables and the maximum likelihood estimation (ML) were used both confirmatory and multi-group confirmatory factor analysis because the data were multivariate normally distributed. Moreover, the skewness and kurtosis estimates divided by the standard error all not exceeded a z-score of 1.96 and indicated the data were normally distributed thereby reinforcing the selection of the ML estimator for invariance analysis.
Confirmatory factor analyses were used to examine the dimensional structure of the cyber bullying and cyber victimization form of RCBI in females and males sample simultaneously. Covariance matrix was adopted as input. Several goodness-of-fit indices were used to evaluate the fit of the models to the data, including chi-square/degree of freedom ($\chi^2$/df), root mean square error of approximation (RMSEA), comparative fit index (CFI), and non-normed fit indices (NNFI). For $\chi^2$/df, values ≤ 2 indicate perfect fit, values ≤ 5 indicate acceptable fit. The CFI and NNFI, vary along a 0-to-1 continuum, in which values greater than .90 and .95 are taken to indicate acceptable and perfect fits to the data, respectively. In relation to RMSEA indices, values ≤ .08 demonstrate acceptable fit, and values ≤ .05 demonstrate excellent fit (Hu & Bentler 2004; Kline 2005).

To investigate whether the aspects of factor structure would systematically hold invariant across females and males, analyses were done by hierarchically nesting the models to conduct systematic comparison test (Vandenberg & Lance 2000; Huang, Zhou, Wang & Zhang 2010). Namely, testing for factorial invariance of confirmatory factor analysis is substantiated by testing sequence of models, beginning with an unconstrained model and progressively introducing equality constraints on parameters (Vandenberg & Lance 2000). The following hierarchical ordering of nested models was tested to reflect the relative importance of the different sets of parameters: (a) unconstrained model, (b) factor loadings invariant, (c) factor loadings and error variances invariant across groups, (d) factor loadings, error variance and factor correlations invariant (Brown 2006; Çetin 2010; Şekercioğlu 2010; Wang, Willett & Eccles 2011).

In order to compare relative fit of nested models, change in CFI ($\Delta$ CFI) was used here, with a recommendation that support for the more parsimonious model (the more highly constrained model with fewer estimated parameters) can fit data better than a less parsimonious model requires a change in CFI is smaller or equal to .01 (Cheung & Rensvold 2002).

3. Results

Table 1 demonstrates the reliabilities within each sample for cyber bullying and cyber victimization form. Both cyber bullying and cyber victimization forms displayed highly satisfactory internal consistencies in each gender. Cyber bullying form appeared to have higher reliabilities than cyber victimization form in each gender.

<table>
<thead>
<tr>
<th>Gender</th>
<th>cyber victimization</th>
<th>cyber bullying</th>
</tr>
</thead>
<tbody>
<tr>
<td>Male</td>
<td>.83</td>
<td>.86</td>
</tr>
<tr>
<td>Female</td>
<td>.82</td>
<td>.85</td>
</tr>
</tbody>
</table>

Firstly, confirmatory factor analysis was done using total group sample (N=452), consists males and females, as a preliminary both cyber victimization and cyber bullying forms of RCBI. For cyber victimization form, this a priori model did not provide acceptable goodness of fit indices, in accordance with current proposed standards. Therefore, the modification indices suggested a substantial improvement in fit associated with freeing the correlation of the error variance between item 1 and item 6, item 2 and item 14, item 3 and item 11, item 3 and item 5, item 4 and item 5, item 4 and item 6, item 4 and item 12, item 6 and item 8, item 7 and item 14, item 7 and item 9, item 9 and item 13, item 10 and item 11, item 11 and item 13 (Bayram 2010; Huang et al. 2010). The model fit was significantly improved after using
modification indices. The overall fitness indices of modified model were $\chi^2$/df=2.24, RMSEA=0.053, CFI=0.98, NNFI=0.97, which indicates that the model was excellent fit. The fit indices of model with and without modification indices are presented in Table 2. For cyber bullying form, this initial model did not show acceptable fit to the data and substantially improved using modification indices between the errors of item 1 and item 11, the errors of item 2 and item 9, the errors of item 3 and item 4, the errors of item 3 and item 9, the errors of item 6 and item 9, the errors of item 6 and item 13, the errors of item 8 and item 9, the errors of item 9 and item 11, the errors of item 10 and item 11, the errors of item 10 and item 13, the errors of item 11 and item 12, the errors of item 12 and item 14. There was not acceptable fit with the initial model, but the goodness-of-fit indices of the respecified model improved excellently with respect to goodness-of-fit indices of the initial model (see Table 2). Secondly, a priori model to fit data separately, for each of males and females with no invariance constraints, were tested.

Table 2. Goodness-of-fit-indices for Different Models in Total, Male, and Female Samples for Cyber Victimization and Cyber Bullying

<table>
<thead>
<tr>
<th>Models</th>
<th>$\chi^2$/df</th>
<th>RMSEA (90 % CI)</th>
<th>CFI</th>
<th>NNFI</th>
</tr>
</thead>
<tbody>
<tr>
<td>CV</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Total sample</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Initial model</td>
<td>8.91</td>
<td>0.13 (0.12;0.14)</td>
<td>0.83</td>
<td>0.80</td>
</tr>
<tr>
<td>Modified model</td>
<td>2.24</td>
<td>0.053 (0.041;0.064)</td>
<td>0.98</td>
<td>0.97</td>
</tr>
<tr>
<td>Male sample</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Initial model</td>
<td>3.003</td>
<td>0.122(0.10;0.14)</td>
<td>0.85</td>
<td>0.82</td>
</tr>
<tr>
<td>Modified model</td>
<td>1.91</td>
<td>0.079(0.061;0.10)</td>
<td>0.93</td>
<td>0.91</td>
</tr>
<tr>
<td>Female sample</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Initial model</td>
<td>7.19</td>
<td>0.14(0.13;0.15)</td>
<td>0.85</td>
<td>0.82</td>
</tr>
<tr>
<td>Modified model</td>
<td>1.83</td>
<td>0.052(0.036;0.067)</td>
<td>0.98</td>
<td>0.97</td>
</tr>
<tr>
<td>CB</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Total Sample</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Initial model</td>
<td>6.90</td>
<td>0.11 (0.11;0.12)</td>
<td>0.91</td>
<td>0.89</td>
</tr>
<tr>
<td>Modified model</td>
<td>2.45</td>
<td>0.057(0.046;0.068)</td>
<td>0.98</td>
<td>0.97</td>
</tr>
<tr>
<td>Males</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Initial model</td>
<td>3.50</td>
<td>0.137(0.12;0.15)</td>
<td>0.86</td>
<td>0.84</td>
</tr>
<tr>
<td>Modified model</td>
<td>1.77</td>
<td>0.076(.053;0.098)</td>
<td>0.96</td>
<td>0.94</td>
</tr>
<tr>
<td>Females</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Initial model</td>
<td>7.40</td>
<td>0.14 (0.13;0.15)</td>
<td>0.87</td>
<td>0.84</td>
</tr>
<tr>
<td>Modified model</td>
<td>2.27</td>
<td>0.063(0.049;0.078)</td>
<td>0.98</td>
<td>0.97</td>
</tr>
</tbody>
</table>

Note: CV=Cyber Victimization; CB=Cyber Bullying; CI=Confidence Interval; RMSEA=Root Mean Square Error of Approximation; CFI=Comparative Fit Index; NNFI=Non-Normed Fit Indices; $\chi^2$/df= chi-square/degree of freedom ratio

As seen in Table 2, initial CFA models for cyber bullying did not have acceptable fit in males and females as well as initial CFA models for cyber victimization. Therefore, the initial models for cyber bullying and cyber victimization in both males and females were improved by correlating error variances as recommended by the all modification indices, and then it was seen that the modified CFA models of cyber bullying and cyber victimization in both of genders were well fit in relation to previously mentioned standards for acceptable fit.

Table 3 summarizes the results of measurement invariance of the model across genders for cyber victimization. Evaluating measurement invariance was started with the baseline model, in which all parameters are free across gender (Model 1 in Table 3). Model 1 is vital, because all other models with invariance constrained, are nested under this model. So Model 1 gives a crucial starting point, for comparing the influence of other invariance constraints. If it will
result that a more parsimonious solution with invariance constraints is able to fit the data, there is support for the invariance constraints (Çetin 2010). The baseline model did not yield an acceptable absolute fit, implying that configural invariance of the model does not hold across genders. Hence testing for model invariance which involves using the forward sequential procedures described in introduction is not conducted.

Table 3. Goodness of Fit in Confirmatory Factor Model across Gender for Cyber Victimization

<table>
<thead>
<tr>
<th>MODEL</th>
<th>χ²/df</th>
<th>RMSEA (90% CI)</th>
<th>CFI</th>
<th>NNFI</th>
<th>Δ CFI</th>
</tr>
</thead>
<tbody>
<tr>
<td>Model 1²</td>
<td>15.05</td>
<td>0.19(0.18; 0.20)</td>
<td>0.78</td>
<td>0.74</td>
<td></td>
</tr>
<tr>
<td>Model 2³</td>
<td>12.71</td>
<td>0.20(0.19; 0.21)</td>
<td>0.74</td>
<td>0.71</td>
<td>-0.03</td>
</tr>
<tr>
<td>Model 3⁴</td>
<td>14.62</td>
<td>0.21(0.21;0.22)</td>
<td>0.68</td>
<td>0.68</td>
<td>-0.06</td>
</tr>
<tr>
<td>Model 4⁵</td>
<td>14.55</td>
<td>0.21(0.21; 0.22)</td>
<td>0.68</td>
<td>0.68</td>
<td>-0.06</td>
</tr>
</tbody>
</table>

Note:² Unconstrained ³ Factor Loadings Invariant ⁴ Factor Loadings and error variances Invariant ⁵ Factor Loadings, error variances and factor correlations invariant.

Table 4 contains the fit statistics for the four nested models and indicates that CFA in each group did not provide evidence of configural invariance for boys and girls. Thus further testing was not performed. Because evidence of configural invariance is prerequisite for measurement invariance, further testing is not appropriate if configural invariance does not hold (Cheung & Rensvold 2002).

Table 4. Goodness of Fit in Confirmatory Factor Model Across Gender for Cyber Bullying

<table>
<thead>
<tr>
<th>MODEL</th>
<th>χ²/df</th>
<th>RMSEA (90% CI)</th>
<th>CFI</th>
<th>NNFI</th>
<th>Δ CFI</th>
</tr>
</thead>
<tbody>
<tr>
<td>Model 1²</td>
<td>7.31</td>
<td>0.15(0.14; 0.15)</td>
<td>0.83</td>
<td>0.79</td>
<td></td>
</tr>
<tr>
<td>Model 2³</td>
<td>7.82</td>
<td>0.15(0.14; 0.16)</td>
<td>0.80</td>
<td>0.78</td>
<td>-0.03</td>
</tr>
<tr>
<td>Model 3⁴</td>
<td>15.67</td>
<td>0.22(0.21;0.23)</td>
<td>0.32</td>
<td>0.32</td>
<td>-0.51</td>
</tr>
<tr>
<td>Model 4⁵</td>
<td>15.40</td>
<td>0.22(0.21; 0.23)</td>
<td>0.31</td>
<td>0.31</td>
<td>-0.52</td>
</tr>
</tbody>
</table>

Note:² Unconstrained ³ Factor Loadings Invariant ⁴ Factor Loadings and error variances Invariant ⁵ Factor Loadings, error variances and factor correlations invariant.

4. Discussion and Conclusion

In this study, the cross-gender measurement invariance of cyber bullying and cyber victimization form of RCBI were examined. Accordingly, first of all, CFAs were conducted with total sample as well as each gender separately. In this study, the results of study indicated that neither models of cyber bullying nor of cyber victimization show well fit in female, male and total samples on all fit indices except for CFI in boy’s group exceeding the cut-off value of .90. Therefore models of cyber bullying and cyber victimization in female, male, and total sample substantially were improved by using modification indices only when suggested modifications are valid conceptually. After that internal consistency coefficients were calculated for both cyber bullying and cyber victimization forms by gender separately. Results showed that both cyber bullying and cyber victimization forms yielded satisfactory reliability coefficients.

An important feature of this research is examination of the cross-gender measurement invariance of the cyber bullying and cyber victimization forms of RCBI. For this purpose, four different CFA models were used, ranging from an unconstrained model to most constrained model, in terms of parameter estimations. In addition to the foregoing, there are
some general constraints which are common for these four models, such as item intercepts, associated with each item, were not allowed to be correlated with item intercepts for any other items (Çetin 2010). Tests of measurement invariance began with testing configural invariance both for cyber bullying and cyber victimization forms of RCBI and the baseline models of cyber bullying and cyber victimization testing configural invariance of the proposed model did not show acceptable fit. This means that it can be said that unconstrained models of cyber bullying and cyber victimization failed to meet criteria for adequate goodness of fit indices, indicating that a one-factor model for cyber bullying and cyber victimization forms of RCBI did not hold for both gender. In other words, different constructs were measured across gender.

The failure to meet criteria for the unconstrained model in testing for measurement invariance across gender may be due to differences in interpretations and conceptualizations of the items on the cyber bullying and cyber victimization form of the RCBI. Specifically, differences in what behaviors are considered to be cyber bullying as well as in level of awareness about behaviors related cyber bullying, might have influenced responses to some of the items, thus serving as a barrier to meeting criteria for measurement invariance (Tucker et al. 2006). These interpretations are consistent with findings from previous studies, including those from Keith and Martin (2005)’s study, suggesting that comparing males, females may perceive behaviors aimed at damaging social relationships as cyber bullying instead of threatening and insulting peoples on the internet. It can be suggested that easy way to resolve this problem is researchers can conceptualize cyber bullying as multidimensional rather than one-dimensional pattern. Moreover Erdur-Baker (2010) claimed that females and males have different perceptions of risky internet usage and girls are becoming more cautious about cyber bullying because girls in Turkey are raised under close supervision and taught to be more self-conscious. Also cultural tolerance for more aggressive behavior in males may have led to the failure to meet criteria for the baseline model when comparing males and females. Thus, males may have been overly engaged in thoughts that their aggressive behaviors unrelated to cyber bullying is offered in a normal and non-threatening manner and enables themselves to express ways of feelings and ideas.

Several limitations to this study should be noted. The major limitation of this study is source of the problem in meeting criteria for the baseline model when comparing males and females. It is still unclear whether the failure to establish configural invariance is stem from the content of the items, or characteristics of the sample. Hereby, it is difficult to determine whether lack of fit for baseline model may have been due to differences in testing conditions or differences between the characteristics of males and females (e.g., understanding what behaviors are considered to be cyber bullying, differences awareness of cyber bullying, broadened cultural tolerance for aggressive behaviors in males). Secondly, because this research focuses on adolescents, the generalizability of this results to other groups and is limited. In future research, it will be important to investigate the measurement invariance of scales measuring cyber bullying and cyber victimization with more varied groups such as internet addicts and non-addicts. In this study, multi-group confirmatory factor analysis was utilized to investigate the parameter invariance of scale structures in cross-gender measurement invariance studies. For this reason, there should be future research to determine the reasons why cyber bullying and cyber victimization forms of RCBI are not free of gender-related measurement bias by using different methods. Even with these limitations in mind, the current study is significant in that it is, to our knowledge, the only research that investigated the measurement invariance of such scale measuring cyber victimization and cyber bullying. The information provided by this study may contribute to cyber bullying and cyber victimization literature and may be
provided as a guide for researchers interested in developing measurement tools about cyber bullying and cyber victimization.
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