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ABSTRACT

In this paper we demonstrate the use of the evolutionary spectral masking based on a multi window Gabor
expansion in excising broadband jammers in spread spectrum communication systems. In this method the jammer
signals can be localized in the time-frequency plane and then be removed without severely distorting the original
signal. Simulation results show that this technique improves the bit error performance of the receiver compared
to the case where there is no excision. FExperimental results illustrating the performance of our algorithm are
presented.
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OZET

Bu ¢alismada yayily izge iletisim sistemlerindeki
lamlarak temizleme problemi

genis bandl
incelenmektedir. Bu yontem ile bozucu giris sinyalleri zaman siklik dizleminde

bozucu giriglerin evrimsel maskeleme kul-

yerellestirilerek, mesaj sinyaline fazla zarar vermeden gideriebilirler. Benzetim sonuglary bu teknigin alicidaki
bit hata oranwny tyilestirdigini  gdostermistir. Onerilen bu algoritmamn basarimi  ornekler ile sunulmaktadsr.

Anahtar Kelimeler: Yayililzge Iletisim, Bozucu Giris Giderme, Zaman Siklik Analizi, Ayrik Gabor Agilima,

Zaman Siklik Maskelemesi.

1. INTRODUCTION

Spread Spectrum (SS) communication systems are widely
used in transmission environments where there are high
power jamming interferences or multipath problems [1].
The main characteristic of SS systems is that the trans-
mitted signal occupies a bandwidth much wider than the
bandwidth necessary to send the information. Spreading of
the information signal spectrum is accomplished by modu-
lating it with a spreading or code signal before transmission
[1]. This spreading of the transmitted signal energy over a
wide frequency band allows the SS communication system
to become immune to outside interferences or jammers dur-
ing transmission. The most widely used spreading signal
is the direct sequence (DS) or pseudorandom noise (PN)
sequence.
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The information sequence is modulated by this higher rate
PN sequence at the transmitter end, spreading the spec-
trum of the signal. At the receiver end, the received signal
is demodulated by using the synchronized replica of the
PN sequence to recover the information signal. Meanwhile
the energy level of narrowband jammers added to signal
during transmission is reduced by spreading it accross the
bandwidth of the PN sequence. Therefore, direct sequence
spread spectrum (DSSS) systems are inherently immune
to narrowband interferences. However, when the jamming
signal is broad-band, which destroys too many information
bits, or signal-to-noise ratio (SNR) is too low, error perfor-
mance of SS systems dramatically degrades. The perfor-
mance of the SS communication systems can be improved
in terms of immunity to interference or jammers by estimat-
ing interference and subtracting it from the received sig-
nal prior to despreading and demodulation. Removing the
jammer in SS communication systems is an important issue
especially in military applications. This filtering operation
suppresses the interference level and increases the SNR [2],
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Fig. 1. Block diagram of a Spread Spectrum communication system.

[3]. For the purpose of jammer excision in DSSS communi-
cation systems adaptive filtering [4], transfer domain meth-
ods [5] and time-frequency based new approaches [6] have
been recently presented. In this work, we apply an evolu-
tionary spectral masking based on a multi-window Gabor
expansion to remove broadband jammers from the received
signal in DSSS systems. The jammer signals can be local-
ized in the time-frequency plane by using the multi-window
Gabor expansion [7] and then be removed without severely
distorting the original signal. Fig. shows the block di-
agram of a DSSS system with such a jammer removing
operation. Here s(n) is the information sequence and p(n)
is the PN sequence with M chips per data bit. The trans-
mitter output x(n) is assumed to be corrupted by addi-
tive white noise, w(n), and a jamming interference, j(n),
during transmission over the channel. Time or frequency
windowing methods are not appropriate for broad-band,
non—stationary interference excision as removing the jam-
mer in time or in frequency will destroy a large number of
data bins.

The rest of the paper is organized as follows: In Section
2, we first give a brief introduction to Evolutionary Spectral
(ES) analysis based on a multi-window Gabor expansion.
We present the application of this method to jammer exci-
sion in SS communication systems in Section 3. In Section
4, we present the performance of our excision algorithm
and comparisons with other existing techniques on some
examples. Concluding remarks are given in Section 5.

2. TIME-FREQUENCY ANALYSIS USING A
MULTI-WINDOW GABOR EXPANSION

In this section, we give an introduction to an evolution-
ary spectral analysis method based on multi-window Ga-
bor expansion. A finite-extent, discrete—time signal x(n)
can be represented as a combination of sinusoids with time—
varying amplitudes as
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for 0 <n < N —1. Equation (1) is analogous to the Wold-
Cramer representation of non—stationary random processes
which uses combination of sinusoids with random, time—
varying amplitudes [8]. The evolutionary spectrum (ES)
of z(n) is then calculated as S(n,k) = |A(n,k)|?. Several
estimates of the ES have recently been presented [9], [10],
[11].

Evolutionary spectral computation may be implemented
using a multi-window Gabor expansion [7]. The discrete
Gabor expansion [12], [13], [14] decomposes a signal into
logons, A, k(n), generated by shifting and modulating a
single window function resulting in a constant-bandwidth
analysis. A high-resolution Gabor representation of sig-
nals may require a multi-window analysis. In [7], a multi-
window Gabor expansion of a finite-length, discrete—time
signals is presented as
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where the basis function or logon h; ,, x(n) is obtained by
translating and modulating with a sinusiod a window func-

tion: .

him,k(n) = hi(n —mL) Tk (3)
Here the scaled synthesis window is generated by contract-
ing a mother window as

hi(n) =22 g(2'n),i =0,1,--+,1 -1,

and g(n) is a unit—energy Gaussian window. The scaling
factor 2! changes the support of the window, and I is the
number of scaled windows used to analyze the signal. The
parameters M, K, L, L' are positive integers constrained
by ML = KL' = N where M and K are the number of
samples in time and frequency, respectively, and L and L'
are the time and frequency steps, respectively. Notice that
equation (2) is the average of I representations of z(n). For
each of the scaled windows, we obtain a traditional discrete
Gabor representation of z(n) [13]. However, each of these
expansions represents some of the signal components better
than others. The multi—-window Gabor coefficients are then
evaluated by

N-1

ik = D (1) W i (),
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where vi i (1) = vi(n —mL) e/*F" and v;(n) is solved
from the biorthogonality condition between h;(n) and ~;(n)
[13], [16]. The evolutionary spectral computation is then
achieved as
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Furthermore, by substituting for the Gabor coefficients in
the above equation, we have that
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with the window defined as
I-1M—1

;
-y Y

=0 m=

v (€ —mL)hi(n — mL).

~|»—t
o

Equation (6) can be viewed as a short—time Fourier trans-
form with a time—varying window. The ES calculation can
then be done either by using (5) or by averaging A;(n, k),
obtained from different scales, using different averaging
techniques [7]. Then the evolutionary spectrum of z(n)
is obtained according to
1

Ses(n, k) = K |A(n, k)[? (7
where the factor 1/K is used for proper energy normal-
ization. It is shown in [7] that normalizing the window
w(n,£) to unit energy, the total energy of the signal is pre-
served. Furthermore, Sgs(n, k) is always non-negative and
approximates the marginal conditions [18]. Hence, in con-
trary to many other time—frequency distributions, it is eas-
ily interpretable as joint energy density function [7]. In the
next section, we employ the above evolutionary spectral
estimate, for the time-frequency jammer excision in spread
spectrum communication systems.

3. JAMMER EXCISION USING TIME-
QUENCY MASKING

We develop an evolutionary spectral masking for remov-
ing jammers in SS communication signals. Masking in the
time-frequency domain involves modifying the evolutionary
kernel by a TF mask function. In time—frequency, there
are two ways to change the energy distribution of a sig-
nal: filtering and masking [19], [20], [21], [22], [23]. Time-
frequency distributions (TFDs), especially the Wigner dis-
tribution, have been applied to the time—frequency masking
and signal synthesis [24], [25], [26], [27], [28]. However, the
modified TFD is not necessarily valid since it may not cor-
respond to any signal. For instance, time—frequency mask-
ing using the Wigner distribution often requires approxi-
mation using a least square minimization [21], [28]. Cum-
bersome approximation algorithms makes time—{requency
masking and signal synthesis with the Wigner distribution
thus rather undesirable.

In the evolutionary case, the masking is achieved by mul-
tiplying A(n, k) by a masking function G(n, k) to attain the
representation of the masked signal. We will show that by
performing the masking in the Gabor space, only the sup-
port of the Gabor coefficients is changed by the masking
and thus the masked signal can be easily approximated
from the original representation.

FRE-

The objective is to pass the signal components located
inside the mask but suppress all components located out-
side. If the mask is given as

[ 1 (n,w)€eR
Gn k) = { 0 otherwise, (8)
where R denotes the pass region of the mask, and the rep-
resentation of the input signal is as before
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then the masked signal y(n) can be expressed by

K—1 .
= Z Ay(n, k) " EF (10)
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where
Ay(n, k) = Ay(n, k) G(n, k). (11)

Consider then an approximate implementation of the
mask function, i.e.,

J—1
G(n, k)~ Y ti(n) f;(k)
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where t;(n) and f;(k) are the time and frequency windows,
respectively, defined as

tj(n) = {

5o ={

for j =0,---,J — 1. Replacing equations (11) and (12) in
(10), y(n) is approximately synthesized by

(12)

1 Nj/J<n<N@G+1)/J
0 otherwise

1 klj S k S kzj
0 otherwise
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Notice that the effect of f;(k) is to change the frequency

support of A;(n,k) and the time window ¢;(n) has the

effect of limiting the support in time of y;(n).
Substituting for A, (n, k) from (5), we have
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Notice that the above is the original representation of x(n)
with the frequency limited according to the frequency band
for each frame. The time window constrains the time sup-
port in each frequency window. The approximation of the
frame can be improved by reducing the support of the time
windows, at the cost of increased computation.

Thus our masking procedure consists in keeping the Ga-
bor coefficients of the input signal in the desired frequency
range [kij, ko2;] and windowing in time. Reducing the size
of the time windows or overlapping them, one can improve
the results but at a higher computational cost.

The jammer excision by using the above masking pro-
cedure is achieved by multiplying the evolutionary kernel
of the received, distorted signal r(n) by a TF mask. The
masking matrix G(n, k) is generated by the following pro-
cedure: A set of spread spectrum information signals dis-
torted by white noise are analyzed by using the proposed
multi-window ES estimation method. Let the maximum
value of these ES estimates be u. The entry G(n, k) is set
to zero for an (n,k) TF point if the value of A,(n,k) is
higher than u. Otherwise G(n, k) is set to one, i.e.,

G k) :{ 0 Ay(n,k)>p

1 otherwise,
The output after masking the jammer can then be synthe-
sized through equation (14).

In the following, we show that this method can be ef-
fectively applied to removing narrow- and broadband jam-
mers in high Jammer-to-Signal-Ratio (JSR) and low SNR
environments by means of examples.

(15)

4. EXPERIMENTAL RESULTS

Example 1. In this example, a 16 bit long data sequence
is multiplied by 1:16 PN sequence to spread the spectrum
of the data. As corrupting white noise with

SNR = 10log(c2/02) = 2 dB, where o2 is the aver-
age power of the message signal, and o2, is the average
power of the additive white noise is added to spreaded
signal. Moreover, a linear chirp type jammer with JSR
= 10log(o} /o?) = 18 dB, where o7 denotes the average
power of the jammer, is added to the signal. In Fig. 2,
ES of the spreaded signal is given. Fig. 3 shows the ES of
the distorted signal. Without any preprocessing, the de-
modulated output signal showed 6 bit errors. Linear chirp
jammer is excised by the propose method, and the ES of
masked signal is given in Fig. 4. Recovered signal (solid
line) is given together with the distorted signal (dashed
line) in Fig 5. Bit error rate (BER) is calculated to be
0 out of 16 bits. It is shown from the figures that chirp
jammer can be excised in the TF plane without loosing the
information signal. To compare our result with some other
methods, DSSS data is preprocessed using FFT based fil-
tering (3 bit errors) and FRFT based excision [17] (2 bit
errors). Bit error performance of our method is compared
with that of other methods in Table 1. We see from the
table that the proposed TF masking method has the lowest
bit error rate, hence the best bit error performance.




